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1
Introduction

This document is for summary of the following discussions:

[AT117-e][051][UDC] Open Issues and CRs (CATT)


Scope: Ph1 Address the UDC Open Issues aiming to close all, Collect comments on major issues and/or blocking points in the provided CRs if any. 

Ph2 Continued discussion aiming for CR agreement (offline only). 


Intended outcome: Report if useful ,Agreed CRs and endorsed UE capability CRs (for Merge)


Deadline: EOM (if Needed, the non-UE cap CRs can continue in a Post disc). 
The participants are invited to leave their contact information in the following table. 

	Company
	Contact: Name (E-mail)

	LG
	Geumsan Jo (Geumsan.jo@lge.com)

	Samsung
	Donggun Kim (s_dg.kim@samsung.com)

Sangkyu Baek (sangkyu.baek@samsung.com)

	Apple
	Ralf Rossbach (rrossbach@apple.com)

	OPPO
	Zhe Fu(fuzhe@OPPO.com)

	Huawei, HiSilicon
	Jun Chen (jun.chen@huawei.com)

	Qualcomm
	Ruiming Zheng (rzheng@qti.qualcomm.com)

	Ericsson
	Ritesh Shreevastav (ritesh.shreevastav@ericsson.com)

	CATT
	Erlin Zeng (erlin.zeng@catt.cn)

	Vivo
	Chenli (Chenli5g@vivo.com)

	Intel
	Yujian Zhang (yujian.zhang@intel.com)

	CMCC
	Ningyu Chen (chenningyu@chinamobile.com)

	Mediatek
	Yuanyuan Zhang (yuany.zhang@mediatek.com)

	
	

	
	


2
Ph1 – on the open issues
Based on the previous discussions (see Appendix) and company contributions [7]-[16], the following open issues need to be discussed, i.e., 

· Issue 1: FFS on other inter-node coordination, see section 2.1

· Issue2: An Editor note in PDCP CR that is related to drb-ContinueUDC, see section 2.2

· Issue 3: An FFS on UE capability, see section 2.3

· Issue 4: on PDCP PDUs to be discarded in the network side, see section 2.4

2.1 FFS on inter-node coordination

The key point to discuss is whether additional inter-node coordination needs to be introduced. In the current 38.331 CR [2], the previous agreement has been specified, i.e., one new parameter (to indicate how many UDC DRBs can SN configure) is introduced in the internode signaling CG-ConfigInfo.
Some company contributions addresses this issue. For example, in [12] and [13], it has been proposed that no more coordination needs to be introduced. 

Rapporteur observes that there are no other technical proposals to add more coordination information to this RAN2 meeting. 

Companies are invited to share their view on this issue. 

Question 1
Do you agree that no additional inter-node coordination between MN and SN is needed on top of what has been specified in the current RRC CR [2]? 
	Company
	Agree or not
	Comments if any

	LG
	Agree
	

	Samsung
	Yes
	

	ZTE
	Yes
	It needs

	Apple
	Agree
	

	OPPO
	Yes
	

	Huawei, HiSilicon
	Yes
	

	Qualcomm
	Yes
	

	Ericsson
	Agree
	

	CATT
	Agree
	

	vivo
	Agree
	

	Intel
	Yes
	

	CMCC
	Yes
	

	Mediatek
	Yes
	


Conclusion

In total, 13 companies shared their views, and all companies agree that no additional inter-node coordination between MN and SN is needed on top of what has been specified in the current RRC CR [2]. Therefore Rapporteur believes the following can be agreeable.  

Proposal 1 
No additional inter-node coordination between MN and SN is needed on top of what has been specified in the current RRC CR [2].
2.2 Editor note in PDCP CR

Another issue is in the draft 38.323 CR [3], there is an editor note which should be addressed in this meeting also:

Editor Note: FFS whether or how to reflect if drb-ContinueUDC is configured and if the PDCP SDU has been compressed before, UE performs integrity protection and ciphering of PDCP SDU (containing UDC header and UDC data block) using the COUNT value associated with this PDCP SDU as specified in the clause 5.9 and 5.8
Some company contributions addressed this issue and there seems to be different views, see e.g., [8], [10], [13], [14], and [15]. 

We observe the following possible options, i.e., 

· Option 1 no changes to the spec and the Editor note is dropped

· Option 2 to clarify “UE should apply integrity protection and ciphering to PDCP SDU containing UDC header and UDC data block if drb-ContinueUDC is configured and if the PDCP SDU has been compressed before” with normative text 

--------start of example TPs for option 2
An example is given below for option 2 (see [13])

	-
perform header compression of the PDCP SDU using ROHC as specified in the clause 5.7.4 and/or using EHC as specified in the clause 5.12.4;
-
perform uplink data compression of the PDCP SDU if drb-ContinueUDC is not configured, as specified in the subclause 5.X.4;
-
perform uplink data compression of the PDCP SDU which has not been compressed before and if drb-ContinueUDC is configured, as specified in the subclause 5.X.4;
-
If drb-ContinueUDC is configured and if the PDCP SDU has been compressed before:

-
perform integrity protection and ciphering of the compressed PDCP SDU using the COUNT value associated with this PDCP SDU as specified in the clause 5.9 and 5.8;
-
else:

-
perform integrity protection and ciphering of the PDCP SDU using the COUNT value associated with this PDCP SDU as specified in the clause 5.9 and 5.8;
-
submit the resulting PDCP Data PDU to lower layer, as specified in clause 5.2.1.




--------end of example TPs for option 2
· Option 3 to clarify “UE should apply integrity protection and ciphering to PDCP SDU containing UDC header and UDC data block if drb-ContinueUDC is configured and if the PDCP SDU has been compressed before” with a Note 
--------Start of example TPs for option 3
An example is given below for option 3, see the highlighted part
	for AM DRBs whose PDCP entities were not suspended, from the first PDCP SDU for which the successful delivery of the corresponding PDCP Data PDU has not been confirmed by lower layers, perform retransmission or transmission of all the PDCP SDUs already associated with PDCP SNs in ascending order of the COUNT values associated to the PDCP SDU prior to the PDCP entity re-establishment as specified below:

-
perform header compression of the PDCP SDU using ROHC as specified in the clause 5.7.4 and/or using EHC as specified in the clause 5.12.4;

-
perform uplink data compression of the PDCP SDU if drb-ContinueUDC is not configured, as specified in the subclause 5.X.4;
-
perform uplink data compression of the PDCP SDU which has not been compressed before and if drb-ContinueUDC is configured, as specified in the subclause 5.X.4;

Note: If drb-ContinueUDC is configured and if the PDCP SDU has been compressed before, UE performs integrity protection and ciphering of PDCP SDU (containing UDC header and UDC data block) using the COUNT value associated with this PDCP SDU as specified in the clause 5.9 and 5.8
-
perform integrity protection and ciphering of the PDCP SDU using the COUNT value associated with this PDCP SDU as specified in the clause 5.9 and 5.8;

-
submit the resulting PDCP Data PDU to lower layer, as specified in clause 5.2.1.


--------end of example TPs for option 3
Please note that the above TPs are only for examples, so that companies understand generally what the option means. The detailed wording, if needed, can be refined in Ph2. 

Rapporteur observes that the intended UE behaviour should be the same (as the normative text or note is saying), but it is more about whether this is reflected in the CR and if yes how. 

Companies are invited to share their view on this issue. 

Question 2
Which option do you prefer regarding the handling of the above mentioned editor note in 38.323 CR [3]?
	Company
	Option ½/3
	Comments if any

	LG
	Option 1
	According to the specification, it is obvious that the PDCP entity performs the integrity protection and ciphering to a PDCP SDU considered as the retransmission regardless of whether the PDCP SDU has been compressed or not. 

For AM DRBs whose PDCP entities were not suspended, from the first PDCP SDU for which the successful delivery of the corresponding PDCP Data PDU has not been confirmed by lower layers, perform retransmission or transmission of all the PDCP SDUs already associated with PDCP SNs in ascending order of the COUNT values associated to the PDCP SDU prior to the PDCP entity re-establishment as specified below:

…
perform integrity protection and ciphering of the PDCP SDU using the COUNT value associated with this PDCP SDU as specified in the clause 5.9 and 5.8;
Thus, the clarification and the specification change are not needed

	Samsung
	Option 2 or 3
	If we do not clarify this, the problem is that UE may use original PDCP SDU (i.e. uncompressed PDCP SDU) other than UDC header and UDC data block (i.e. compressed PDCP SDU) for integrity protection, ciphering, and actual transmission at PDCP re-establishment because UE will not apply UDC to PDCP SDU which has been compressed before if drb-ContinueUDC is configured. Therefore, we need to clarify which one should be used for integrity protection/ciphering for (re)transmission by adding a normative text or a NOTE.

[LG] If the PDCP entity has only one SDU buffer, there is no case where the security is not applied to all PDCP SDU because all stored PDCP SDUs are already compressed in order to support the UDC continuity. In this case, there is no reason to capture it in the spec. 

However, if PDCP entity has two SDU buffers, i.e., one for original PDCP SDU and another for compressed PDCP SDU, in order to support the UDC continuity, we may need to specify something. 

Considering the above, we think whether the PDCP entity has one SDU buffer or two SDU buffers for supporting UDC continuity should be discussed first. Note that even if we support the ROHC continuity, it is assumed that the PDCP entity has only one SDU buffer. 

	ZTE
	See comments
	As we discussed in our contribution[15], we think whether to capture anything is upon How UE implementation of the PDCP entity when UDC continuity is configured:

1) Only one buffer for PDCP SDU，in this case, we do not need to introduce any specification change. First of all, It does not matter the PDCP SDU compressed before is compressed again since anyway the PDCP SDU in the buffer will be associated with a new SN number.

2) Two buffers for PDCP SDU, one buffer is for saving the PDCP SDU with no operation, the other one is for saving the PDCP SDU with compression. Then the specification change is needed, and notification is needed as well, we can accept both option 2/option 3 

	Apple
	Option 1 or 2 with comments
	We slightly prefer using TP1 or TP2 given in [9]. The TPs are close to Option 1 and bear the same functionality as Option 2. All three options ½/3 are acceptable to address the problem. We do not think there is a need to specify anything extra about the SDU buffer. How the UE represents or identifies whether an SDU has been compressed before is internal to UE implementation.

	OPPO
	Option 1
	We understand that the EN indicates 1) the PDCP layer does integrity protection and ciphering without performing UDC, 2) The PDCP SDU used should be the one containing the UDC header and UDC data block.

For 1) we understand that the current spec is sufficient. No matter which PDCP SDU type it is, the PDCP layer should go through the spec text line by line. If the compression condition is not fulfilled, the PDCP layer does integrity protection and ciphering without performing UDC. Otherwise, the PDCP layer does integrity protection and ciphering after performing UDC. Thus, there is no ambiguity room for clarification.

For 2) we understand that it implies that three PDCP packet types should be stored at the transmitting PDCP entity, i.e. the original PDCP SDU, the PDCP SDU containing UDC header /UDC data block and the associated PDCP PDU. The PDCP transmitting entity should maintain three type buffers if UDC is enabled. It is surely complicated UE’s behaviour and requires a higher UE capability. On the other hand, there are other solutions to handle this. For example, the PDCP layer can use the original PDCP SDU and set FU to 0. Accordingly, the smart decompressor can use the original PDCP SDU for buffer synchronization. Another alternative is the UE can pull the buffer status back and perform re-compression from the first unsuccessful delivered PDCP SDU. We think it is better to leave the detailed behaviour to the UE implementation.

Last but not the least, we understand RoHC also faces this same issue, but there is no place in the spec to reflect. Thus, we may follow the way RoHC does. 

	Samsung
	
	Regarding LG’s comments, it is NOT obvious that the PDCP entity performs the integrity protection and ciphering to “compressed PDCP SDU” or “uncompressed PDCP SDU”. If uncompressed PDCP SDU is used when it have been UDC compressed before and drb-ContinueUDC is configured, then the decompression failure will happen.

Regarding OPPO’s comments, other solutions are not valid, e.g. “For example, the PDCP layer can use the original PDCP SDU and set FU to 0. Accordingly, the smart decompressor can use the original PDCP SDU for buffer synchronization. Another alternative is the UE can pull the buffer status back and perform re-compression from the first unsuccessful delivered PDCP SDU.” 

If the original PDCP SDU is used at PDCP re-establishment when it has been UDC-compressed before and drb-ContinueUDC is configured, the decompression failure will happen because the network expects that UE continues UDC compression buffer. Moreover, as we mentioned in our contribution (R2-2200581), pulling the buffer status back is practically infeasible.

[OPPO] If the original PDCP SDU is used, the NW needs to consider more other than the UE continues UDC compression buffer. For example, the NW should know that the packets associated with previous SN (e.g. SN 4, SN =5 is received before PDCP re-establishment) is not compressed and can be used to decompress packets of e.g. SN =5. 

In addition, would you please share your view on how we currently handle this similar case for RoHC?

[Samsung] As you know, the way of UDC compression/decompression is very different from that of ROHC. ROHC can decompress each packet based on ROHC context and thus can handle a packet regardless of whether the packet has been compressed or not and whether the packet is received as compressed PDCP SDU or uncompressed PDCP SDU, which is not sensitive to data loss and is not dependent on the previous packet while UDC decompresses a packet based on UDC buffer updated by the previous UDC compressed packet, i.e. UDC decompression failure always happens if the previous UDC compressed packet is lost or changed from earlier one (e.g. original PDCP SDU is used instead of previous UDC compressed PDCP SDU). In this regard, it is difficult for UDC to handle your scenario unlike ROHC.

The critical problem is that UE can pre-process several PDCP PDUs including UDC compression and store them and they have never been transmitted over the air. In this case, the network cannot know whether these PDCP PDUs have been compressed or not. Note that the meaning of continuing UDC compression buffer is that UDC buffer updated by such pre-processed PDCP PDUs is kept, which also means that compressed PDCP SDU should be used for transmission if it has been compressed before because it already updated the UDC compression buffer. In the same manner, the decompression buffer at NW should be updated by such pre-processed PDCP PDUs to avoid desynchronization. Therefore, the original PDCP SDU should not be used at PDCP re-establishment if it has been compressed before and drb-ContinueUDC is configured.

[LG] Since we do not see the need of having two SDU buffers only for the UDC continuity, we assume that the PDCP entity has one buffer. Thus, as commented by ZTE, if there is one buffer, we do not need to specify additional note or procedure in the spec.

[Samsung] Whether to have two SDU buffers or one SDU buffer is not the issue we raised here. It should be left to UE implementation. The issue is which PDCP SDU should be used for transmission at PDCP re-establishment, i.e. compressed PDCP SDU or uncompressed PDCP SDU. As we mentioned, compressed PDCP SDU should be used and clarified to avoid decompression failure if it has been compressed before. Please see the above.

[OPPO] Thanks for sharing your view. Even if RoHC uses the ROHC context, we understand sometimes RoHC will use dynamic context which is related to the previous packets. From this perspective, is the issue the same between UDC and RoHC? But please correct me if I misunderstand anything. Regarding the original PDU, we understand it is just used to synchronize the buffer if the case is the later SN is received but the previous ones are lost. 

[Samsung] For the case that ROHC uses dynamic context, multiple IR packets would be transmitted to tolerate such issue. However, in our humble opinion, UDC would not have any other implementation specific solution on this. 

Regarding the usage of the original PDU, the network will not update the decompression buffer with the original PDU because UDC does not handle the PDU with FU bit set to 0, i.e. it is not used to synchronize the decompression buffer.

[LG] If a PDCP entity logically has one buffer, the PDCP entity should store the compressed PDCP SDU in the buffer, i.e., the PDCP entity changes the contents of the PDCP SDU from original PDCP SDU to the compressed PDCP SDU after compressing the original PDCP SDU. In this case, in order to perform the integrity and ciphering, there is no reason to distinguish whether the PDCP SDU is compressed or not. Thus, there is no reason to specify anything in the specification. 

If a PDCP entity logically has two buffers, some text should be specified. However, we are not sure to go this way. This is because if the PDCP entity logically has two buffers only for supporting UDC continuity, it may be impacted on the PDCP buffer size for implementation and it causes the increasing cost. Note that according to the specification, there is no reason to store the compressed PDCP SDU.

Actually, I understand Samsung’s point (the management of the SDU buffer is up to implementation). However, we want to know the common understanding, e.g., the management of the buffer is up to UE implementation, or the PDCP entity logically has one buffer or two buffers. 

Anyway, if we need to specify additional note or procedure, we prefer to have a NOTE (Option 3). 


	Huawei, HiSilicon
	Option 2 or 3
	Firstly, we think UDC continuity should not lead to frequent UDC reset, and option 2 or 3 is to meet the requirement. Otherwise, as mentioned by Samsung, if the UE uses original PDCP SDU for compression, it will be very likely to cause UDC reset.

Secondly, we do not have strong views between option 2 and 3. Either of options can work, and we can follow the majority of companies’s views.

	Qualcomm
	Option 1 or 2
	We think the existing CR text (no Note) is already clear enough. If a Note or some clarifications are really needed by majority, we think option 2 is clear enough, which can already resolve all the concerns raised.

	Ericsson
	Option 2 or 3
	It is ok for us to add Note or clarification.

	CATT
	Prefer Option 2

Option 3 is acceptable
	First of all, based on the discussions so far we believe there is no much gap among the companies regarding the technical understanding of the related procedure. That is, the different views here are mainly about preference of whether/how to reflect that understanding in the spec. 

Therefore, we tend to think option 1, which is not to capture anything, might not be the best option. As mentioned by some companies, that leads to unnecessary UDC reset, which makes UDC continuity less useful. We do not prefer this option. Then between Option 2 and 3 they are both acceptable to us. We slightly prefer Option 2 as the normative text make the UE behaviour clearer.  

	vivo
	Option 2 or 3
	Either option can address the issue. 

TP for option2 can be improved as follows:
-
perform header compression of the PDCP SDU using ROHC as specified in the clause 5.7.4 and/or using EHC as specified in the clause 5.12.4;



-
If drb-ContinueUDC is configured and if the PDCP SDU has been compressed before:

-
perform integrity protection and ciphering of the compressed PDCP SDU using the COUNT value associated with this PDCP SDU as specified in the clause 5.9 and 5.8;

-
else:
-
perform uplink data compression of the PDCP SDU as specified in the subclause 5.X.4;
-
perform integrity protection and ciphering of the PDCP SDU using the COUNT value associated with this PDCP SDU as specified in the clause 5.9 and 5.8;

-
submit the resulting PDCP Data PDU to lower layer, as specified in clause 5.2.1.



	Intel
	Option 1
	We don’t see difference regarding PDCP re-establishment handling for different compression schemes (UDC, ROHC, EHC). Therefore it is not clear to us why UDC needs special handling compared with e.g. ROHC.

	CMCC
	Option 2
	The procedure in option 2 looks clear to us.

	Mediatek
	Option 2 or 3
	We also prefer that something is captured to make UE behaviour clear. 


Conclusion

In total, 13 companies share their views. Based on the views, the following counting is made so that one companies may support more than one options. 

· Option 1 (i.e., no any spec change is needed) - 5

· Option 2 (i.e., normative text is used) - 9

· Option 3 (i.e., a note is used) - 7

So it seems majority supports to at least capture something to reflect this understanding of intended behavior. Then between Option 2 and 3 there is a slight majority to Option 2.

Given the discussions, Rapporteur think it possible to go with Option 2.

Proposal 2 
Option 2 is adopted, i.e., to clarify “UE should apply integrity protection and ciphering to PDCP SDU containing UDC header and UDC data block if drb-ContinueUDC is configured and if the PDCP SDU has been compressed before” with normative text. The exact wording will be discussed as part of PDCP CR.
2.3 FFS on UE capability

The previous open issue seems to focus on the need of some additional UE capability restriction to apply UDC, in terms of maximum uplink data rate. 

Some company contributions addressed this issue, see e.g., [7][9][11] and some others. In the previous discussions, there were also comments that how to specify such data rate limit is unclear. And it seems [7] and [9] have provided some examples. More specifically in [7], proposals as well as TPs to 306/323 CRs are provided regarding how to specify such a uplink data limit. In [9], several options are provided to define a clear boundary of the maximum UDC data rate applicable to NR. 

Rapporteur understands that there is strong view from some companies to introduce such uplink data rate limit, but there are also views that this is not necessary. 

Companies are invited to share their view on this issue. 

Question 3
Do you agree to introduce additional UE capability restriction (i.e., in terms of uplink data rate limit for applying NR UDC)?
	Company
	Agree or not
	Comments if any

	LG
	Disagree
	If the UE processing power is not enough, the PDCP entity may not compress a PDCP SDU. Note that the PDCP entity can determine whether to compress the PDCP SDU by itself. Considering that, there is no reason to introduce the UE capability for limitation.  

	Samsung
	Yes
	It would be good to have a limit for UDC data rate. However, we have some sympathy with the fact that it would be difficult to decide the exact value within limited Tus. Another approach would be to allow UE implementation to skip UDC compression, which needs to be clarified in the specification. 

	ZTE
	No
	We tend to agree with LG’s analysis. Specification does not limit UE to have to compress data once the UDC is configured. And introducing the capability, NW still have no idea how to use

	Apple
	Yes
	By adding a UDC data rate limitation UE implementation does not need to be overly complex (e.g., due to unrealistic UC assumptions) and the network can properly allocate resources. If a UE was to skip compression by setting the FU bit more often during a processing limitation, this not only comes with some overhead, but it might also lead to mismatched assumptions on the network side (the network may not expect such behavior and it’s hard to predict how long it will last). Thus, an indication of a data rate limitation can help both the UE and the network.
As mentioned in our paper [9] there are several options for adding a capability for a UDC maximum data rate. Alternatively, the UE could as well inform the network of a temporary capability limitation if it cannot sustain the high data rate with UDC. Another approach is to allow the UE to skip the compression. But it seems not clearly defined in the specification whether the FU field can be applicable in this situation. We agree with Samsung that this would need to be clarified in the specification.

	OPPO
	No
	Agree with LG and ZTE

	Huawei, HiSilicon
	No
	We have some sympathy with the UE capability restriction, and it may be beneficial for both UE and network sides. However, considering the limited Tus and diverse options (as listed in [9]), we feel that it may not be easy to reach consensuses in this Rel-17 WI. If so, we will anyway rely on the FU field in the UDC header to achieve the similar effects.

	Qualcomm
	No
	The existing UDC spec already allows UE to support adapting the uplink data rate to meet the requirement by inducing partially or fully uncompressed packets occasionally, i.e. FU field. We think it is already clear in the spec/CR.

It is also unclear for us how to define a semi-static data rate limitation for UDC, and the limitation situation of UE processing is instantaneous. Even UE reports such capability, how should network to schedule UE based on a data rate limitation. The additional mechanisms need more discussions, and we don’t see enough benefit. 

	Ericsson
	No
	Agree with QC

	CATT
	No strong view
	We can understand the issue MTK indicates. While we do not have quite strong view, we think there are two issues in order to make this happen in R17, 

a) time is limited, so we may not conclude this during this meeting but it may need further discussions, and 

b) the data rate limit (e.g., 100Mbps as used in MTK’s TP) may not be easy to measure. As has been pointed out by some companies the current L2 data rate is a function of many factors such as BW, mimo layer, etc. 

And we are wondering whether it is possible not to have this in 331/306, but somewhere in the test case definition, e.g., if consider IODT aspect, a recommended limitation can be recommended in a Note for test purpose?

	Vivo
	No
	Agree with LG, ZTE and QC.

	Intel
	No
	Agree with LG and ZTE. We don’t see fundamental difference between LTE and NR regarding UDC, and LTE does not have such UE capability regarding data rate limitation.

	CMCC
	No, but
	We would rather not to have a data rate restriction to all the Ues. It would be very difficult to set the value, since the UE will become more and more powerful in future. How can a fixed data rate meet the service requirement in the future. We don’t want to see rate decrease because of applying UDC.

On the other hand, we are ok to introduce additional capability to indicate the exact value of the maximum UDC date rate for the UE. So that network by implementation can avoid go beyond the data rate capability for UDC.

	Mediatek
	Yes
	First, we agree with Samsung and Apple. We don’t think the original design of FU bit is intended to handle the abnormal case due to UDC process capability at the UE side. There is no clear description in the spec when UE is allowed to skip UDC compression. If all companies agree that UE can skip UDC compression due to its limited process capability, it’s better that this is captured as agreement. It should be clarified in the specification to make UE implementation clear, e.g., “UE is allowed not to compress the PDCP SDUs if the UL data rate before compression exceeds UE capability.”

Second, we don’t buy in companies’ observation that there is no fundamental difference between LTE and NR regarding UDC. TCP ACK will be one useful application scenario with UDC, which will require much higher data rate than LTE. It implies that the UE capability related to UDC data rate will be diverse and different UEs may have different UDC data rate capability. The UDC data rate is the data rate, which is fed to modem before UDC compression. It is limited but not determined by PHY data rate. If the network doesn’t know the UDC data rate capability of different UEs, there will be IODT issue. For example, if some UEs make aggressive assumption and can perform UDC with relatively high data rate (e.g.,100~150Mbps), while others make conservative assumption and perform UDC with relatively low data rate (e.g., 30Mbps), how network configure and schedule UDC with proper UL data rate for different UEs if it knows nothing about UE capability? The consequence is that some UEs will always skip UDC even if it reports its UDC capability to network. 

We understand CMCC’s concern to have the fix data rate, although we think the fix data rate is an easier way to go in Rel-17.  Reporting the supported UL data rate before compression can also be an option. 


Conclusion

In total, 13 companies shared their views, where 9 companies do not agree to introduce additional UE capability restriction (i.e., in terms of uplink data rate limit for applying NR UDC), 3 companies agree, 1 company do not have a strong view. 

There seems to be clear majority. 

Rapporteur understands that is strong concern from some companies, so the following proposal is for further online discussion. 

Proposal 3 
No additional UE capability restriction is introduced in terms of maximum uplink data rate for NR UDC. 
2.4 Potential issue on PDCP PDUs to be discarded in the network side
One more issue regarding PDCP PDUs to be discarded in the network side was discussed in [14], where it was proposed
Proposal 2. Upon receiving the PDCP Control PDU containing the checksum error indication, the PDCP entity indicates the discard only for the PDCP PDUs that the data block is compressed by UDC to the RLC entity. [14]
The following TP was also provided [14]

--------Start of TPs in [14]
5.X.8
UDC checksum error handling

UDC checksum error notification PDCP control PDU indicates the compression buffer and de-compression buffer are out of synchronization. When receiving the notification, the UE shall trigger UDC buffer reset procedure to resynchonize the compression buffer and indicate to the RLC entities the discard indication for the PDCP data PDUs that the UDC data block is compressed by UDC.
--------end of TPs in [14]
Companies are invited to share their comments on the above issue.
Question 4 
Do you agree with the above mentioned issue on PDCP PDUs to be discarded in the network side and the proposed changes (as in [14])?
	Company
	Agree or not
	Comments if any

	LG
	Agree
	In NR, since the PDCP entity in the UE can perform the pre-processing, the PDCP entity in the UE may submit to the RLC entity the PDCP PDUs that the data block is compressed by UDC, before reception of the PDCP Control PDU containing checksum error indication. In this case, these PDCP PDUs will be discarded in the PDCP entity in the network due to out of synchronization between the compression and de-compression buffer even if these PDCP PDUs are successfully transmitted. In other words, during the UDC buffer reset procedure, the PDCP entity in UE can transmit the PDCP PDUs to be discarded in the network side.

The transmission of the PDCP PDUs to be discarded in the network side causes the waste of the radio resources. In addition, it causes the delay of the transmission for PDCP PDU for resynchronization.

Thus, we think that upon receiving the PDCP Control PDU containing the checksum error indication, the PDCP entity indicates the discard only for the PDCP PDUs that the data block is compressed by UDC to the RLC entity.

	Samsung
	No
	This proposal can complicate the network implementation given that it can cause dispersed PDCP SN gaps and the network cannot know whether a PDCP PDU discarded by UE was UDC-compressed before or not, which also causes delay because the network should wait for the expiry of re-ordering timer before UDC decompression. 

If we remember correctly, RAN2 discussed similar issues in LTE TEI and such proposals were not pursued. Similar optimizations should be avoided. Moreover, we don’t see a big benefit to deviate from LTE UDC operation.

[LG] We think that it cannot complicate the network implementation because there is no additional procedure in the network side. Of course, the discarding PDCP PDU in UE side may cause the reordering delay in network side. However, considering that the UDC is not configured for the delay sensitive service because the RLC AM is always used for UDC, the reordering delay in network side is not a big problem. Thus, it would be better to discard the PDCP PDUs to be discarded in the network side.

In LTE discussion, the UDC continuity is not supported due to large overhead and small gain. Considering that, we should follow the LTE principle, i.e., UDC-continuity for NR should not be introduced. However, it was agreed that the UDC-continuity is needed only for NR. Considering that we did not follow all LTE principles for UDC, we think this issue can be discussed again in NR. 

[Samsung] The most important thing is that there would be a trade-off between latency and resource saving. Within limited Tus, we cannot make analysis on that and don’t see the need thereof. In our opinion, the latency issue would be more important and keeping LTE UDC operation would be beneficial given that UDC already takes the benefit of huge resource saving and LTE UDC has been implemented and tested.

Regarding UDC continuity, there was a huge support and thus RAN2 are working on it to enable it without any problem.

Note that nothing is broken without this enhancement.

[LG] Note that the restriction for the data limitation is also a kind of enhancement that is nothing broken with small support. (
If we consider the latency, we shall not introduce the UDC for the split bearer. This is because the latency may be increased for split bearers due to the different radio quality of MCG and SCG. However, we agreed that the UDC can be configured to the split bearer. Thus, we think the common understanding is that latency is not critical for UDC. 

In addition, it should be a baseline that the radio resources should be efficiently used as much as possible regardless of whether there is a benefit in reducing the radio resource by compression or not.

Let’s hear other companies’ views. 

	ZTE
	No strong point of view
	It seems an enhancement. We can follow the majority.

	Apple
	No
	We also think it complicates the internal operation between L2 sublayers. Besides some PDUs may already be sitting in the LCH queue waiting for the next MAC PDU (or are even being processed in parallel). It might be hard to avoid the discard at the gNB in some cases, but we have the FR bit on the first compressed PDU to ensure a clean start. If a UE nevertheless can avoid sending the packets depending on the situation, it can be done locally based on implementation.

[LG] Considering that the discard indication is already used when the discardTimer expires, there is no impact on the internal operation without PDCP. In addition, since the discard indication is already specified in the PDCP specification, a case where some PDUs may already be sitting in the LCH queue waiting for the next MAC PDU can happen in legacy. Thus, since it is already considered in legacy behaviour, it is not a big problem. 

In addition, if we can handle how to discard internal packet by implementation, we may not specify anything in the specification to discard the PDCP PDU. However, since when to discard the PDCP PDU and SDU is already specified in the specification, we believe that the discard operation should be specified in the spec, i.e., the discard indication should not be up to UE implementation. Note that in order to prevent unnecessary transmission, some enhancement is already specified in the specification, e.g., in PDCP duplication, when the PDCP entity receives the successful delivery confirmation from one RLC entity, the PDCP entity indicates the discard indication to another RLC entity.

	OPPO
	No
	We think it is an enhancement and may complicate the implementation.

[LG] Could you explain why do you think this complicate the implementation?

[OPPO] To discard such PDCP PDU at the UE side may cause the reordering delay in the network side since the PDCP SN gaps exist. Also, it is possible that the associated PDCP PDU has already been delivered to the MAC layer, which makes the discarding behaviour not very useful. Anyway, the FR bit can be used for a clean start, which makes this solution unessential.

[LG] Thank you for the explanation. 

We think the reordering delay is not a critical issue. Since the RLC AM is always used for UDC, the UDC is not configured for the delay-sensitive service.

According to the current specification, the UE discards an RLC SDU if any part of RLC SDU is not submitted to the MAC layer when the discard indication is received for the RLC SDU. In our understanding, the RLC entity can submit the RLC PDUs to the MAC entity after receiving the UL grant and most RLC SDUs would be stored in the buffer. Thus, the discarding behaviour would be useful to efficiently use the radio resources. 

[OPPO] Thanks for the explanation. Then it seems like a trade-off issue between complexity and efficiency.. 

	Huawei, HiSilicon
	No
	We think it is an enhancement and it has pros/cons as mentioned by above companies, so Rel-17 NR UDC can live without it.

	Qualcomm
	No
	We don’t observe enough benefit by considering this enhancement. The RLC PDUs may have already been submitted to the MAC layer under HARQ handling, and these RLC PDUS should not be discarded per spec, and the receiver still has to handle these packets. Only those RLC SDUs haven’t been submitted to the lower layer might be discarded. However, those discard RLC SDUs may cause SN gap in the RLC receiving and hence cause latency. The RLC spec has specified that ‘The transmitting side of an AM RLC entity shall not introduce an RLC SN gap when discarding an RLC SDU.’ It means the RLC SN re-numbering is needed which is too complicated. If there is no such enhancement, PDCP just simply discard the UDC packets which is similar to the legacy PDCP behaviour w/o additional complexity.

It seems the proposal requests the PDCP Tx to ‘only’ indicate the compressed PDCP SDU to RLC for discard which increases the complexity that PDCP has to differentiate the indication for whether packet is compressed or not. In the existing other compression mechanism in L2, such as RoHC, there seems no issue w/o such enhancement. The situation is the same in UDC.

	Ericsson
	No strong view
	

	CATT
	No strong view
	

	vivo
	No
	We fail to find enough gain from the enhancement. 

	Intel
	No
	This seems to be an optimization for a rare event (checksum error). There is also issue of additional delay due to PDCP SN gap.

	CMCC
	No
	We prefer to reuse LTE text.

	Mediatek
	No
	The enhancement is not essential to have. 


Conclusion
Among the 13 companies that shared their views, 1 agree, 9 disagree, 3 no strong view. Rapporteur understands this is an enhancement, which does not impact the basic functionality for Rel-17 UDC. Given the views it is proposed not to include any specification change for this issue. 

Proposal 4 
No enhancement is introduced to handle the potential issue of PDCP PDUs to be discarded by the network side. 
2.5 Other issues if any
The following question is for other potential issues, if any.
Question 5 
Please specify in the table below if you see any other remaining issues in order to close this WI.
	Company
	Please explain the issue if you see any, and please provide your suggestion if any to solve the issue. 

	
	

	
	

	
	

	
	

	
	

	
	

	
	


Conclusion

No more issue was found. 

3
Ph2 – on the CRs
The agreements from ph1 discussions have been included in the Appendix. Based on the progresses, we will review the CRs in Ph2. 

A set of CR drafts have been uploaded to the corresponding server folder, as announced with the offline discussion. 

The following subsections are for different CRs respectively. 

3.1 CR for TS 38.300
No changes were made compared with the version in [1].
Question 1
Please provide your comments if any to the CR of 38.300

	Company
	Comments if any 

	LG
	Changes to 6.1

We don’t support to change the figure 6.1-2. The figure is just an example to show how the Layer 2 structure looks like, and it does not have to cover all the functionalities. ROHC is mandatory function and it is good to keep it in the example. However, UDC is optional function similar to EHC, and it does not have to be included in the figure. 

Changes to 6.4.1

We propose to change the UDC related bullet similar to ROHC and EHC. We don’t want to say “PDCP SDU” only for UDC.

“Uplink data compression and decompression using DEFLATE protocol”

	Huawei, HiSilicon
	Regarding LG’s comments:

· For 6.1, we are ok to not have the change if companies have strong concerns about it

· For 6.4.1, the original text is technically correct, and it is aligned with RoHC and EHC, i.e. RoHC and EHC mention “Header compression and decompression”, so we suggest to keep the original change

	CATT
	These above mentioned parts have been there in the CR since before the previous meeting, and we haven’t received much comments to them. So from high level, we believe there is no big problem with them. 

In detail, 

For LG’s comment on 6.1:

We actually prefer to update the figure as proposed to reflect more cases. To solve LG’s concern maybe we keep the change in the figure, and in the text we update a bit to 

-
Comp. refers to header compression (and also uplink data compression when applicable);
[LG] We still think the change in 6.1 is not needed. ROHC is mandatory, and EHC and UDC are optional. It’s ok to just specify mandatory feature in stage-2 specification. 
For LG’s comment on 6.4.1:

We also believe there is nothing wrong with the current text. If we need some rewording than perhaps we can say “Uplink data compression and decompression using DEFLATE based UDC protocol”

[LG] In your original text, “PDCP SDU” is problematic because ROHC and EHC are also applied to PDCP SDU. We are ok with your updated text.

	Mediatek
	For 6.4.1, we also think it’s technically correct and prefer to keep the original change. 

	Samsung
	For 6.1, we are fine with CATT’s suggestion as well as original one.
For 6.4.1, we have the same view with MediaTek.

	
	

	
	


3.2 CR for TS 38.331 (not including UE cap.)

No changes were made compared with the version in [2].
Question 2
Please provide your comments if any to the draft CR of 38.331

	Company
	Comments if any 

	
	

	
	

	
	

	
	

	
	

	
	

	
	


3.3 CR for TS 38.323
The CR for TS 38.323 was in [3], and the following discussion point #1 and #2 relate to some new changes, which have been reflected in the draft version in the corresponding server folder as announced in the offline discussion. 

Discussion point #1, related to previous editor note in TS 38.323 CR
The first discussion point is how to simple the normative text according to the following agreement

Related to drb-ContinueUDC, assume that we modify the normative text, but the modification should be simpler than Option 2, details in the CR discussion.
In the current updated CR the following text is used, on which companies can share their comment if any, in the table below (highlighted parts are the related new changes). 
--------Start of related parts on for question 3.1 
-
perform header compression of the PDCP SDU using ROHC as specified in the clause 5.7.4 and/or using EHC as specified in the clause 5.12.4;

-
If drb-ContinueUDC is configured and if the PDCP SDU has been compressed before:

-
perform integrity protection and ciphering of the compressed PDCP SDU using the COUNT value associated with this PDCP SDU as specified in the clause 5.9 and 5.8;

-
else:
-
perform uplink data compression of the PDCP SDU as specified in the subclause 5.X.4;
-
perform integrity protection and ciphering of the PDCP SDU using the COUNT value associated with this PDCP SDU as specified in the clause 5.9 and 5.8;
--------End of related parts on for question 3.1
Question 3.1
Please provide your comments if any to the above updates, or your suggested changes if any. 
	Company
	Comments if any 

	LG
	We have concerns on using the terminology “compressed PDCP SDU”. So far in PDCP specification, when it says “perform integrity protection and ciphering of the PDCP SDU”, it means integrity protection and ciphering is applied for PDCP SDUs regardless of whether they are header compressed or not, as explained below.

-
perform header compression of the PDCP SDU using ROHC as specified in the clause 5.7.4 and/or using EHC as specified in the clause 5.12.4; ( ROHC/EHC is applied only if ROHC/EHC is configured.
-
perform integrity protection and ciphering of the PDCP SDU using the COUNT value associated with this PDCP SDU as specified in the clause 5.9 and 5.8; ( The “PDCP SDU” may or may not be header compressed PDCP SDU depending on the configuration.
If we starts to differentiate between “compressed PDCP SDU” and “(non-compressed) PDCP SDU”, whole PDCP texts would be impacted. Thus, we strongly object to introduce a new terminology “compressed PDCP SDU”.

Keeping in mind that integrity protection and ciphering is applied for PDCP SDUs regardless of whether they are compressed or not, the change could be very simple. We can add just one bullet, as shown below.
-
perform header compression of the PDCP SDU using ROHC as specified in the clause 5.7.4 and/or using EHC as specified in the clause 5.12.4;

-
perform uplink data compression of the PDCP SDU as specified in the clause 5.X.4, if drb-ContinueUDC is not configured or if drb-ContinueUDC is configured and the PDCP SDU has not been compressed before;
-
perform integrity protection and ciphering of the PDCP SDU using the COUNT value associated with this PDCP SDU as specified in the clause 5.9 and 5.8;
An important point is whether to perform UDC again for PDCP SDU which has already been compressed, and we think this point is well captured by the above bullet.

	Huawei, HiSilicon
	We are fine with the change proposed by the rapporteur. For the wording “the compressed PDCP SDU”, there were some suggestions in the past, e.g. the current wording, or PDCP SDU (containing UDC header and data block), and they can be considered if there is really a need to improve the wording.

	CATT
	In our view what LG proposed above is more like a text enhancement of the text regarding the two cases “drb-ContinueUDC not configured” and “drb-ContinueUDC configured and PDCP SDU not being compressed before”, but it does not solve the issue about of previous editor note. 

So in order to follow the online agreement and make some progresses, we’d prefer to base on the text given by Rapporteur. 

Regarding the wording “compressed PDCP SDU”, we think Huawei’s comment is reasonable, we could try the previous wording “PDCP SDU (containing UDC header and UDC block)”, if that is agreeable, i.e.,  

…
-
If drb-ContinueUDC is configured and if the PDCP SDU has been compressed before:

-
perform integrity protection and ciphering of the PDCP SDU (containing UDC header and UDC block) using the COUNT value associated with this PDCP SDU as specified in the clause 5.9 and 5.8;

-
else:
-
perform uplink data compression of the PDCP SDU as specified in the subclause 5.X.4;
-
perform integrity protection and ciphering of the PDCP SDU using the COUNT value associated with this PDCP SDU as specified in the clause 5.9 and 5.8;
…
[LG] Could you clarify what is the issue with our proposal?

On the other hand, we have many concerns on your proposal.

First, you put the security operation under the loop of drb-ContinueUDC. In the current specification, the security operation is independent of compression operation. That is, whatever the compression protocol outputs, the security is applied in a same manner. Your text touches the legacy procedure, and breaks the independencies between compression operation and security operation.

Secondly, your text starts to differentiate between compressed PDCP SDU and non-compressed PDCP SDU. However, there should be no such differentiation from the security point of view. Differentiation between them would cause more problem throughout the PDCP specification.

If you don’t like our above proposal, another approach may be add only one line bullet in 5.1.2 similar to ROHC and EHC, and specify details in 5.X.4.
-
perform header compression of the PDCP SDU using ROHC as specified in the clause 5.7.4 and/or using EHC as specified in the clause 5.12.4;

-
perform uplink data compression of the PDCP SDU as specified in the clause 5.X.4;
-
perform integrity protection and ciphering of the PDCP SDU using the COUNT value associated with this PDCP SDU as specified in the clause 5.9 and 5.8;


	Intel
	Agree with LG. In current PDCP specification, “PDCP SDU” in “perform integrity protection and ciphering of the PDCP SDU” covers both compressed and non-compressed SDUs. The reason is that in the receiver side, integrity protection check is performed before decompression, therefore at the transmitter side, if a SDU is compressed, ciphering and integrity protection should be performed on the compressed SDU.

The suggested bullet from LG can be further simplified by removing “if drb-ContinueUDC is configured and” considering logical equivalence:

-
perform uplink data compression of the PDCP SDU as specified in the clause 5.X.4, if drb-ContinueUDC is not configured or if drb-ContinueUDC is configured and the PDCP SDU has not been compressed before;

	Samsung
	We are fine with Rapporteur’s TP, which is very clear and simplified as we agreed online session. 
Regarding the term of “compressed PDCP SDU”, we already use this term in Section 6.3.3 of 38.323 and it should be used for clarification. However, we are also fine with Huawei’s suggestion replacing this with PDCP SDU (containing UDC header and UDC data block), i.e. CATT’s TP is also fine to us.
Regarding LG’s comments, as we discussed earlier in Phase 1 discussion, the decompression failure can come from the ambiguity about which PDCP SDU should be used for integrity protection and ciphering, i.e. compressed PDCP SDU should be used to avoid decompression failure. That’s the issue to be clarified. 

The TP from LG does not resolve the issue, which is also not aligned with RAN2 agreement. We need to note that RAN2 agreed to have a simplified version of Option 2 clarifying this issue.

· Related to drb-ContinueUDC, assume that we modify the normative text, but the modification should be simpler than Option 2, details in the CR discussion. 

In addition to this, we don’t understand why LG continue to compare this issue with that of ROHC and EHC. ROHC and EHC have different type of algorithms from UDC, which does not have similar issues. In that sense, the Rapp’s TP clearly separates these cases.

	
	

	
	


Discussion point #2, related to the case when data rate exceeds UE’s processing capability 
The 2nd discussion point is how to simple the normative text according to the following agreement

RAN2 recognizes that the UE is not expected to handle peak data rates with UDC, but No additional UE capability restriction is introduced in terms of maximum uplink data rate for NR UDC. UE is allowed to not compress, in case data rate is higher than what the UE is capable of. FFS if any of this need to be captured in a TS (can be discussed in the CR discussion)
In the current updated CR the following text is used, on which companies can share their comment if any, in the table below (highlighted parts are the related new changes). 
--------Start of related parts on for question 3.2 
X.1
UDC general description
A UDC packet consists of a UDC header and a UDC data block. A UDC data block contains either DEFLATE compressed blocks generated by UDC protocol or original PDCP SDU for SDU not compressed by UDC protocol; the type is specified in FU field (details see subclause X.2.2.1) in UDC header. The FR field (details see subclause X.2.2.2) and the Checksum field (details see subclause X.2.2.3) in UDC header are used only if FU field is set to 1.
If reset procedure is triggered, after performing the reset, the FR field in UDC header of the first compressed PDU shall be set to 1.
NOTE:
UE is allowed not to compress the PDCP SDUs if the UL data rate before compression exceeds UE capability.
--------End of related parts on for question 3.2
Question 3.2
Please provide your comments if any to the above updates, or your suggested changes if any. 
	Company
	Comments if any 

	LG
	We still think that the NOTE is not needed because the common understanding is that whether to compress the PDCP SDU is up to UE implementation. 

However, if the majority want to specify something, we want to capture the general text. This is because we do not need to specify all cases where the PDCP SDU is not compressed. The following is our suggestion.

NOTE X:
Whether to compress a UDC data block associated with a PDCP SDU is up to UE implementation. 


	Qualcomm
	We express the similar concern with LG. 

The current spec is clear that whether compress packet is up to UE. The spec states that: A UDC data block contains either DEFLATE compressed blocks generated by UDC protocol or original PDCP SDU for SDU not compressed by UDC protocol. In addition, for FU field, Indication of whether this packet is compressed by UDC protocol or not. Value '1' means the packet is compressed by UDC protocol.
If majority really want to capture a Note, we think we should only just follow the Chairman note that we have agreed. The Rapporteur’s proposal is unacceptable. We should not use ‘UE capability’ here. Because we have agreed there is no such ‘UE capability’ to be introduced. Saying ‘exceeds UE capability’ will cause ambiguity. Coping Chairman note is enough already.
NOTE:
UE is allowed not to compress the PDCP SDUs if the UL data rate before compression is higher than what the UE is capable of. 

	Huawei, HiSilicon
	Based on the Chair Notes, we understand that for DRB(s) which have been configured with UDC, if data rate before compression is higher than what the UE is capable of, the UE is allowed not to compress the PDCP SDUs (e.g. by using FU field). We think it may be helpful to have a Note in TS 38.323 CR, and Qualcomm’s Note is ok.

	CATT
	Following the online agreement, we tend to think it is clearer to capture something in the spec. A note seems to be a good compromise. 

QC proposed wording seems a good baseline. 

	Intel
	We don’t have strong view on whether to capture a note. If a note is to be captured, we are fine with the note proposed by Qualcomm.

	Mediatek
	A note is a compromise which is acceptable to us. We are fine with QC’s wording to follow chairman note. 

	Samsung
	We are also fine with Qualcomm’s suggestion.


Then if you have any other comments to the CR for TS 38.323 in [3] (i.e., the difference between [3] and the draft version in the server folder have been addressed in Question 3.1 and 3.2 already), please include them in the following.

Question 3.3
Please provide your further comments if any to the CR of 38.323.
	Company
	Comments if any 

	
	

	
	

	
	

	
	

	
	

	
	

	
	


3.4 CR for TS 37.340
No changes were made compared with the version in [5].
Question 4
Please provide your comments if any to the CR for TS 37.340.
	Company
	Comments if any 

	
	

	
	

	
	

	
	

	
	

	
	

	
	


3.5 draft CR for UE capability, TS 38.331

No changes were made compared with the version in [6].
Question 5
Please provide your comments if any to the draft CR regarding UE capability for TS 38.331.
	Company
	Comments if any 

	
	

	
	

	
	

	
	

	
	

	
	

	
	


3.6 draft CR for UE capability, TS 38.306

Compared with the version in [4], there were some editorial changes to the annex.  

Question 6
Please provide your comments if any to the draft CR regarding UE capability for TS 38.306.
	Company
	Comments if any 

	
	

	
	

	
	

	
	

	
	

	
	

	
	


4
Conclusion
Potentially easy agreement
Need more discussions 

Conclusion of Phase 1 discussions

In phase 1 of the discussions, several remaining option issues were addressed on NR UDC. The following are proposed based on the discussions. 

Issue 1: FFS on other inter-node coordination, see section 2.1

Proposal 1 
No additional inter-node coordination between MN and SN is needed on top of what has been specified in the current RRC CR [2].
Issue2: An Editor note in PDCP CR that is related to drb-ContinueUDC, see section 2.2

Proposal 2 
Option 2 is adopted, i.e., to clarify “UE should apply integrity protection and ciphering to PDCP SDU containing UDC header and UDC data block if drb-ContinueUDC is configured and if the PDCP SDU has been compressed before” with normative text. The exact wording will be discussed as part of PDCP CR.
Issue 3: An FFS on UE capability, see section 2.3

Proposal 3 
No additional UE capability restriction is introduced in terms of maximum uplink data rate for NR UDC. 
Issue 4: on PDCP PDUs to be discarded in the network side, see section 2.4

Proposal 4 
No enhancement is introduced to handle the potential issue of PDCP PDUs to be discarded by the network side.
Conclusion of Phase 2 discussions
TBD
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· Can Use these CRs as a baseline for further work (except 37340 CR which may not be needed dependent on further agreements)

On email summary in R2-2200039
· The parts without TBD in Table 1 are assumed to directly follow LTE UDC mechanism.

· UDC is not applied to the SDAP header and SDAP control PDU.

· The UDC header is located after SDAP header in the UDC PDU format.

· UDC is not applied to DAPS in NR.

· NR UDC is not applied to sidelink DRBs.
· With Figure 4.2.2-1, there is no need to further clarify UDC decompression being performed after PDCP re-ordering in the specification.

· UE shall support number of UDC DRBs 2. FFS if we need to support some additional UE capability. 

· Continue by email, can include tech proposals from tdocs below (proponents are expected to request), continue on the non-agreed parts, review CRs.

On offline summary R2-2201914


[Change the UE cap FFS into: FFS whether UE data rate limitation with UDC need to be provided as a UE capability.] Chair: The FFS for the UE cap agreement above is removed, and the below is agreed instead. 

· FFS whether UE data rate limitation with UDC need to be supported with a UE capability.

· UDC continuity can be configured for the same cases as ROHC continuity

· Assume that P2 and P5 can be supported, CRs for review to next meeting anyway. If issues are found R2 can revert this assumption (at next meeting). 

P2: UDC is supported for non-split bearer type in NR-DC. It is supported that MN sends to SN the maximum number of UDC DRBs that can be configured by SN. FFS if any other coordination is needed.

P5: Support NR UDC for MR-DC and split bearer type, with the following restrictions

- Only include NR-DC, NGEN-DC, and NE-DC (i.e., EN-DC is not supported)

- No enhancements supported for potential data loss for split bearer case.

· Send an LS to RAN3 to inform of NR UDC potential impact to CU-CP/UP splitting scenario. R2 understands that decisions as well as the required specification work are up to RAN3.

Update CRs taking into acct all agreements, review in an offline discussion, tech. endorse if possible.
Post meeting email #053

=> The LS out in R2-2202033 is approved.

=> The report in R2-2202034 is Noted

=> The CRs in R2-2202035, R2-2202036, R2-2202037, R2-2202038, R2-2202039 are Noted as baseline.

Agreements in R2#117-e

On offline report in R2-2203838
· No additional inter-node coordination between MN and SN is needed on top of what has been specified in the current RRC CR in R2-2203108.

· Related to drb-ContinueUDC, assume that we modify the normative text, but the modification should be simpler than Option 2, details in the CR discussion. 

· RAN2 recognizes that the UE is not expected to handle peak data rates with UDC, but No additional UE capability restriction is introduced in terms of maximum uplink data rate for NR UDC. UE is allowed to not compress, in case data rate is higher than what the UE is capable of. FFS if any of this need to be captured in a TS (can be discussed in the CR discussion)

· No enhancement is introduced to handle the potential issue of PDCP PDUs to be discarded by the network side

