[bookmark: Title][bookmark: DocumentFor][bookmark: _Hlk40295327]3GPP TSG RAN WG2#117-e	R2-2202729
e-Meeting, 21st February - 3rd March, 2022

Agenda Item:	9.2.3.2
Source:	CMCC
[bookmark: OLE_LINK3][bookmark: OLE_LINK4]Title:	Remaining Issues of CP Impact of IoT over NTN
Document for:	Discussion
Introduction
In the last RAN2#116-bis-e meeting, CP impact of IoT over NTN was discussed and some agreements were made as follows. 
	It is up to the UE implementation whether or when to check SIB1 for TAC removal (for R17). Mobile UEs may need to check. No additional mechanism is needed. Can capture in a NOTE in Stage-2.
We will have the barring bit to prevent terrestrial UEs to use NTN. FFS if we define a new barring bit for NTN UEs barring.
When SI used for UL synch (pre-compensation) is no longer valid, the UE autonomously tunes away and re-aquires the required SI, and then comes back. FFS whether anything additional is needed.
UE acquires the NTN specific SIB before accessing the cell.
UE need to have a valid GNSS fix before going to connected. RAN2 assumes that the UE may need to re-aquire the GNSS fix right before establishing the connection (regardless if previously valid or not), if needed to avoid interruption during the connection. 
When the GNSS fix becomes outdated in RRC_CONNECTED mode, the UE goes to IDLE mode.

On Location Information Reporting:
Assume that eMTC can follow whatever is agreed for NR NTN
	Chair comment: detailed impacts were not discussed.
For NB-IoT, assume that the location info need to be protected, also coarse location info, as has been stated by SA3. FFS if location can be reported by NAS, can ask CT1/SA2. Can also ask SA3 to confirm their view on coarse location information. Keep R3/SA2 informed.



There are still several FFSs need to be discussed as indicated in the agenda as follows:
	Control Plane
· OI 2.2 [Company Tdocs invited]: Decide on Location Reporting by NAS and Coarse location report. 
· OI 2.3 [Company Tdocs invited]: Whether existing offset are sufficient to prioritize TN vs NTN frequencies
· OI 2.8 [Company Tdocs invited]: Configuration of event-triggered TA report
· OI 2.9 [Company Tdocs invited]: Signalling of multiple TACs per PLMN in eMTC and NB-IoT



In this contribution, we aim to provide a convincing illustration on such issues and propose corresponding solutions.
Discussion
Location Reporting
For NR NTN, two kinds of location information (coarse location information and full location information) had been raised:
· Coarse location reporting： the UE location reporting to the gNB with a guaranteed accuracy of an area of ~2km radius, which accuracy would be similar to the cell size in a terrestrial network; 
· Full location information: the UE location reporting to the gNB with finer accuracy of location information, e.g. full GNSS coordinates.
In last RAN2 meeting, the location reporting for IoT NTN had been discussed with LS sent to SA2/CT1/SA3:
· For eMTC, RAN2 assumes that it can follow whatever is agreed for NR NTN, although detailed impacts have not been discussed;
· For NB-IoT, as there being no AS security for CP-IoT devices, the RAN2 assumes that the location info need to be protected, also coarse location info, as has been required by SA3. And RAN2 sent LS to CT1/SA2 for checking if location can be reported by NAS, and asking SA3 to confirm their view on coarse location information. 
Issue 1: FFS is if reporting coarse location information can be sent without AS security
In NB-IoT, for the control plane solution, there is no AS security at all. Although SA3 were replying for NR where AS security is required for location information regardless of the accuracy of the location information, in NB-IoT, reporting of serving cell measurements and reporting of UE capability can be allowed without security, which indicates that it is possible the security requirements of NB-IoT devices may be different from that of regular devices. Moreover, the guaranteed accuracy of the UE coarse location reporting is of an area of ~2km radius, which would be similar to the cell size in a terrestrial network and rougher than that of the serving cell measurement reporting. Hence, from our perspective, it is reasonable to allow the reporting of coarse location information without security protection, as this information is indeed helpful for the cell mapping and MME selection.
Observation 1: In NB-IoT, reporting of serving cell measurements and reporting of UE capability can be allowed without AS security, which indicates that it is possible the security requirements of NB-IoT devices is different from that of regular devices.
Observation 2: the guaranteed accuracy of the UE coarse location reporting is of an area of ~2km radius, which would be similar to the cell size in a terrestrial network and coarser than that of the serving cell measurement reporting.
Proposal 1: For NTN NB-IoT devices, it is proposed to allow the reporting of coarse location information without security protection. This can be revisited after receiving the input from SA3.
Issue 2: FFS is if location can be reported by NAS
Considering the reporting of UE location is helpful for the adjustment TA value and maintenance of the UL synchronization in RAN and for the lawful interception in CN, it is beneficial to carry the finer UE location information to network. Hence, we prefer to enable the UE to send the full location report to MME, and eNB can acquire the full location report from the CN if needed.
Observation 3: the reporting of UE location is helpful for the adjustment TA value and maintenance of the UL synchronization in RAN and for the lawful interception in CN.
Proposal 2: it is proposed to enable the NTN NB-IoT devices to send the full location report to MME, and eNB can acquire the full location report from the CN if needed. This can be revisited after receiving the input from SA2/CT1/RAN3.
Offset to prioritize TN vs NTN frequencies
The issue that if existing offset are sufficient to prioritize TN vs NTN frequencies had not been discussed yet in NTN IoT so far, whereas it had been extensively discussed in the NR NTN for several meetings, with the following agreement:
Agreements online:
For idle mode reselection, based on configuration NTN UE can prioritise TN over NTN. Configuration details FFS

Compared to the terrestrial network, the NTN cells have a large coverage, which results in the distance to the TN neighbours cells from the serving cell is deviated from different UEs, i.e., the UE located in some areas of the coverage may be far away from TN neighbours while UEs of other areas may be have overlapping of TN coverage and NTN serving cells.
 Per this background, generally, some companies’ view is that existing frequency priority framework is enough, while the opponents’ view is that some enhancements on TN prioritization are required.
The following options are proposed in NR NTN session:
i. If high priority TN cell cannot be detected for a period of time, then UE applies relaxed measurements to high priority TN frequency. 
ii. Network provides the coverage information of TN area to UE, e.g., area centre and radius, UE only starts measurements on TN frequencies when it is near or within TN area. 
iii. Provide neighbour cell type (TN/NTN) cell in SIB in either explicit mode or implicit mode. 
iv. UE increases frequency priority of TN frequencies when the UE enters a specific location area. The network configures increased frequency priority of TN neighbour frequencies mapped to the location area. 
v. Add an offset to R value of TN, or add a priority offset to TN frequency priorities. The R value offset or reselection priority offset is configured by the NW to prioritize a certain NW type, e.g. TN.
And the majority’s view is that RAN2 is difficult to converge to a specific solution given the limited time left in Rel-17. Moreover, legacy prioritization (carrier frequency based) is basically enough in Rel-17. Even the issue that raised above that the NTN cells have a large coverage, which results in the distance to the TN neighbours cells from the serving cell is deviated from different UEs, from our perspective, this can be addressed by the existing UE-specific signalling conveying frequency priority. Therefore, we propose:
Proposal 3: TN prioritization over NTN IoT is left to NW implementation in Rel-17.
Configuration of event-triggered TA report
To facilitate scheduling and avoid UL-DL collisions for half-duplex in IoT NTN, RAN2 agreed that UE should report the TA information to network. Some agreements have been reached following what agreed in NR NTN. 
	RAN2-115e meeting agreement:
RAN2 assumes that TA information (FFS what) reporting by the UE on network enabling will be needed in IoT NTN. Expect RAN1 need to progress on this, and can maybe reuse NR NTN progress. FFS in which message this is provided.
RAN2-116e meeting agreements:
Support UE-specific TA reporting using MAC CE in Msg3/Msg5 for IoT NTN.
For IoT NTN, UE specific TA reporting during RACH procedure (MSG3/MSG5) in RRC IDLE is enabled/disabled by SI, similar with NR NTN.
Support TA reporting in RRC connected mode in IoT NTN.
UE-specific TA report uses MAC CE.
Support event-triggered for TA reporting in connected mode. Wait for NR NTN agreements for other triggers.



At RAN1-107 meeting, RAN1 has agreed that NW can configure UE-specific TA reporting either as TA or UE location for connected mode UE, and ask RAN2 to design solutions on how UE reports the location information, but also decides whether the UE should support UE location reporting. 
	RAN1-107 meeting Agreement:
Network can configure UE-specific TA reporting either a TA or UE location for connected mode UE
· In case a TA is configured, NR NTN solutions are a baseline for the following UE-specific TA handling issues,  
· Signaling – quantity (full or delta), range, number of bits  
· Granularity of report
· Frequency of reporting
· Means of reporting
· NOTE: Any changes needed for IoT NTN can be made.
· In case the UE location is configured, RAN2 will design solutions for the UE location information, and it is left to RAN2 to decide whether to support UE location reporting  



Regarding the specific content is to be reported to NW, for NR NTN, RAN2-116e meeting agreed NW can configure it with dedicated signalling. This approach can be generally followed in IoT NTN. 
	RAN2-116e meeting agreement:
3.	In case UE location information can be reported to network, dedicated signaling is used to configure UE to report the UE location and/or the UE specific TA information for the purpose of TA reporting in connected mode. FFS if both mechanisms are needed in parallel


However, during the discussion in NR NTN of the last RAN2 meeting, due to possible privacy issues indicated by SA3, RAN2 is likely to decide that UE does not report to the NG-RAN its coarse GNSS coordinates during initial access (before AS security is activated), for example, for service request and registration area update procedures. RAN2 assumes UE location information can be reported after AS security is activated and network has NTN specific user consent. This means that RAN2 is possible to formally withdraw the agreement after receiving the SA3 reply LS.
	Agreements in RAN2-115 for NR NTN:
1.	If SA3 has no concern reporting coarse location during initial access, the coarse location information is reported in Msg5, i.e., via RRCSetupComplete/RRCResumeComplete message.


Therefore, we can only focus on the location reporting for UE in connected mode to adjust the TA value.
Observation 4: we can only focus on the location reporting for UE in connected mode to adjust the TA value, since RAN2 is likely to withdraw the conclusion that the coarse location information may be reported in Msg5, i.e., via RRCSetupComplete/RRCResumeComplete message during initial access in NR NTN.
Moreover, for NR NTN, RAN2#115 agreed that event triggered-based UE location reporting and periodic location reporting can be supported for the target of Cell ID mapping and AMF selection which is requested by RAN3. However, RAN2#116-bis agreed the following conclusion regarding TA reporting, which means that only event-triggered TA reporting is employed for both NR NTN and IoT NTN UE in connected mode. 	.
	Agreements in NR NTN:
· UE triggers a TA reporting upon reception of configuration or reconfiguration of TA reporting trigger event if the UE has not reported TA before.
· Other than event-triggered TA reporting, no more triggers are introduced for TA reporting in connected mode. 	
· For the TA report triggering event which uses the offset threshold between current information about UE specific TA and the last successfully reported information about UE specific TA, no hysteresis or time to trigger is needed.
· UE reports Full TA (i.e., T_TA as defined in the UE’s TA formula). The size of the TA report MAC CE is fixed to two octets.
· If SA3 will confirm that NTN-specific user consent will the available in Rel-17, the network could at least ask the UE to report its UE location for any reason at any time. FFS if we define an event-triggered reporting of UE location for TA reporting purposes.



	Agreements in IoT NTN:
· Do not mandate Msg3 or Msg5 to include TA report MAC CE, and whether it can be included depends on the TB size of Msg3 or Msg5.
· Reuse NR NTN’s TA reporting trigger event in IoT NTN, i.e., a TA offset threshold between current TA and the last successfully reported TA is used for event-triggered TA reporting. FFS for location used for TA reporting purpose.
· Introduce a new MAC CE for provision of UE specific K_offset and the size is fixed to 1 byte. FFS on the MAC CE’s name.
· (Following NR NTN) Neither of the following options are supported “TA information requested by network”, “Periodical reporting of TA information” 
· (Following NR NTN) Upon reception of configuration or reconfiguration of TA reporting trigger event, if UE has not reported TA before, the UE triggers a TA reporting. FFS whether we need different behaviour for different re-configurations e.g. Handover.



Observation 5: only event-triggered TA reporting is employed for both NR NTN and IoT NTN.
ISSUE 3-1:  FFS is for location used for TA reporting purpose
Regarding whether UE should support UE location reporting for TA estimation and adjustment, from our perspective the situation of IoT NTN is different from that of NR NTN considering the different power consumption and bandwidth level from the two use cases. Compared to the location reporting, the frequency of TA value reporting will higher than that of location reporting, which will cost higher uplink signalling load and power consumption than location reporting, especially considering the most IoT devices are stationery UEs, and large UL resource utilization for TA value reporting due to the repetition. Additionally, the information can be utilized by network for other purposes, i.e., refreshing the TN cell ID mapping, correcting the MME selection and assisting the lawful interception.
Proposal 4: For e-MTC UE in RRC Connected mode, it is proposed to allow the network to configure the UE to report the UE location information if the AS security is activated and the NTN specific user consent is stored in the eNB for the purpose of TA reporting.
ISSUE 3-2:  FFS are the triggering conditions
If the above proposal 4 is agreed, the possible triggering conditions as proposed in NR NTN are as follows:
· [bookmark: _Hlk93072374]Option 1: Reuse the TA-based trigger condition, i.e. when TA change between current UE-estimated TA and the last successfully reported TA (corresponding to the last successfully reported UE location) is larger than the network configured threshold. 
· Option 2: Introduce location-based trigger condition, i.e. when the distance change between current UE location and the last successfully reported UE location is larger than network configured threshold. 

Question 12: If reporting UE location information for TA reporting purpose in connected mode can be agreed, which is the preferred option for the trigger condition? 
· Option 1: Reuse the TA-based trigger condition
· Option 2: Introduce location-based trigger condition 
Although the majority’s view for this issue in NR NTN is that if reporting UE location information for TA reporting purpose in connected mode can be agreed, reuse the TA-based trigger condition, as we illustrated above, compared to the option 2, the frequency of TA value reporting will higher than that of option 1, which will cost higher uplink signalling load and power consumption than location reporting, especially considering the most IoT devices are stationery UEs, and large UL resource utilization for TA value reporting due to the repetition. Hence, we prefer to a solution which deviates from the NR NTN, i.e., introduce location-based trigger condition.
Observation 6: Although the majority’s view for this issue in NR NTN is to reuse the TA-based trigger condition, compared to the option 2, the frequency of TA value reporting will higher than that of option 1, which will cost higher uplink signalling load and power consumption than location reporting, especially considering the most IoT devices are stationery UEs, and large UL resource utilization for TA value reporting due to the repetition. 
Proposal 5: we prefer to a solution which deviates from the NR NTN, i.e., introduce location-based trigger condition.
 
Signalling of multiple TACs per PLMN in eMTC and NB-IoT

CellAccessRelatedInfo-NTN-r17 ::=	SEQUENCE {
	plmn-IdentityList-r17				PLMN-IdentityList,
	trackingAreaList-r17				TrackingAreaList-r17,
	cellIdentity-r17					CellIdentity
}
-- Editor’s Note: FFS detailed signalling of multiple TACs per PLMN in eMTC

TrackingAreaList-r17 ::= SEQUENCE (SIZE (1..maxTAC-r17)) OF  TrackingAreaCode

In NR NTN, it was agreed to signal a maximum of 12 TACs across all PLMNs. This was based on the assumption of a typical beam diameter for a LEO satellite of 100km. Although it was stated in the offline discussion that the beam diameter could be 10 times bigger in IOT NTN, it is proposed to reuse the current maximum of TACs in NR NTT and check the number with SA2.
Proposal 6: it is proposed to reuse the current maximum of TACs in NR NTT and check the number with SA2.
Conclusions
Observation 1: In NB-IoT, reporting of serving cell measurements and reporting of UE capability can be allowed without AS security, which indicates that it is possible the security requirements of NB-IoT devices is different from that of regular devices.
Observation 2: the guaranteed accuracy of the UE coarse location reporting is of an area of ~2km radius, which would be similar to the cell size in a terrestrial network and coarser than that of the serving cell measurement reporting.
Observation 3: the reporting of UE location is helpful for the adjustment TA value and maintenance of the UL synchronization in RAN and for the lawful interception in CN.
Observation 4: we can only focus on the location reporting for UE in connected mode to adjust the TA value, since RAN2 is likely to withdraw the conclusion that the coarse location information may be reported in Msg5, i.e., via RRCSetupComplete/RRCResumeComplete message during initial access in NR NTN.
Observation 5: only event-triggered TA reporting is employed for both NR NTN and IoT NTN.
Observation 6: Although the majority’s view for this issue in NR NTN is to reuse the TA-based trigger condition, compared to the option 2, the frequency of TA value reporting will higher than that of option 1, which will cost higher uplink signalling load and power consumption than location reporting, especially considering the most IoT devices are stationery UEs, and large UL resource utilization for TA value reporting due to the repetition. 

Proposal 1: For NTN NB-IoT devices, it is proposed to allow the reporting of coarse location information without security protection. This can be revisited after receiving the input from SA3.
Observation 2: the reporting of UE location is helpful for the adjustment TA value and maintenance of the UL synchronization in RAN and for the lawful interception in CN.
Proposal 2: it is proposed to enable the NTN NB-IoT devices to send the full location report to MME, and eNB can acquire the full location report from the CN if needed. This can be revisited after receiving the input from SA2/CT1/RAN3.
Proposal 3: TN prioritization over NTN IoT is left to NW implementation in Rel-17.
Proposal 4: For e-MTC UE in RRC Connected mode, it is proposed to allow the network to configure the UE to report the UE location information if the AS security is activated and the NTN specific user consent is stored in the eNB for the purpose of TA reporting.
Proposal 5: we prefer to a solution which deviates from the NR NTN, i.e., introduce location-based trigger condition.
Proposal 6: it is proposed to reuse the current maximum of TACs in NR NTT and check the number with SA2.
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