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1	Introduction
In RAN#91e, the WI for positioning (3GPP, March 16-26, 2021) has been updated with the following objectives [1]:
	· Specify the signalling, and procedures to support GNSS positioning integrity determination, including [RAN2, RAN3]:
· The assistance information that will be used to support integrity determination
· The information that will be used to provide the positioning integrity KPIs and integrity results
· Support of integrity for UE-based and UE-assisted A-GNSS positioning.
Note: This objective is applicable to NR and E-UTRA.



In this paper, we discuss the GNSS integrity agenda items.
[bookmark: _Ref178064866]2 	Discussions

2.1	NW Based Integrity computation
LMF is aware of the Integrity KPIs that is required to be met. For UE-B, NW validation is an important aspect and provides another safety layer (Integrity/Safety Validation/Protection). For UE-A, as UE provides the measurement report along with uncertainty related to the measurements; this information can be used by the LMF to compare whether protection level is less than alert limit or not. Even though UE feared events such as HW fault or residual risk may not be known to the NW, still for the LCS client to be aware that PL < AL can still be useful. This is also useful for NW to understand that the AD that is being provided is useful. 
Another aspect of NW based integrity computation is to be able to collect local feared events and provide “Do not use flags” when necessary as details provided in [5].
[bookmark: _Toc85662853]LMF based Integrity computation and reporting to the client is supported.

2.2	Neighbor Cell information to ensure reliability of AD
The RTK based GNSS AD are periodic; the UE may change cell and may request the content from a new cell. The GNSS application is also very useful in rural area with application in agriculture, navigation etc. The cells in the rural area are macro cells which can be large and cover up to several kilometres. In such cases to improve the reliability of obtaining the accurate correction information; it is desired UE provides additional information such as neighbor cell information and measured power level. This can enable LMF to understand where UE may be located or heading and hence provide correction information accordingly/aptly.
In live network it has been observed that the device asks for assistance data (even non-periodic) multiple times almost immediately after obtaining the first one. In many cases, it has been observed that it is mainly for slow moving UEs because of the complete satellites signal blockage by buildings, roofs, trees, and even clouds. UE would be able to contact the satellites again as long as it moves out of the blockage. However, the UE happens to perform the request multiple times in short span. In such case, it would benefit from the NW perspective to understand as why the UE request the assistance data.

[bookmark: _Toc85662854]RAN2 to agree on TP provided in Annex to improve reliability of retrieving accurate Assistance Data.


3	Integrity and QoS
In simple form, Integrity provides the estimation of PL < AL or whether PL > AL. When PL > AL; the QoS need for positioning may not be met as UE would have a positioning error beyond allowed upper limit. The AL and time to alert value would depend upon positioning applications QoS need. If the QoS requirement is stringent the AL and time to alert also needs to be stringent whereas if QoS requirement is relaxed, then these Integrity parameters/thresholds can also be relaxed. Similar to how QoS framework has different classification; the integrity level can be determined based on primarily QoS.
In Fig. 1, we try to explain a simple integrity level classification in an example with four different levels, of high, medium, low and no integrity support for both UE and the network. The network and a UE may support the operation at all or a subset of levels, which may also be a part of their respective capabilities.
[image: ]
Fig. 1 A simple example of integrity level classification
· No integrity: It can mean that the system has no means to assess the integrity level of the positioning estimation. As there is no systematic way, there is no way to justify the reliability and/or timeliness (actuality) of the obtained position estimation from the UE or the network.
· Low integrity: It can mean that the integrity KPIs and thresholds are defined; however, the AL and PL are set with large offset such that the system rarely has any issue with unavailability or misleading operation. The position error can also be quite high while both the network and the UE are not alerted about it.  
· Medium integrity: It can mean that the integrity KPIs and thresholds are defined, and the AL and PL are set such that sometimes the system may provide failure errors due to unavailability of proper position estimation, or notifying on the potential of misleading information, etc. 
· High integrity: It can mean that the integrity KPIs and thresholds are defined, and the AL and PL are set such tight that unless the positioning error is below some small amount, the system would not accept the performance and there is a need to repeat the measurement or add extra positioning technique to improve the position estimation. So as long as the system reports a position estimation, it is quite highly guaranteed that it is a very reliable value. 

Observation 2	By a proper integrity level classification, it is possible to set a more clear definition for the UE and the network to assess the received integrity KPIs and estimations and to set the threshold values for differing use-cases and requirements. 

[bookmark: _Toc71462449][bookmark: _Toc85662855][bookmark: _Toc45971966]RAN2 to agree on defining integrity level classification for integrity support. The UE and the network may report their supported levels in the signalling with associated QoS. 
QoS signalling from AMF to LMF is defined in TS 29.572 which CT4 is responsible group. Thus, RAN2 need to liase with CT4 to define the Integrity KPI signalling.


However, our view is that SA2 should take the responsibility as this may also impact stage 2 description. For example, below the Integrity KPI may also influence (needs to be added as shown in highlight) TS 23.273:
A proper access type shall be determined to assure that the positioning result can fulfil the requested QoS, QoS with associated Integrity requirements and operator policy
We agree that the requirements are as such specified by SA1 group. Hence, the integrity requirements should also come from SA1. SA1 have been discussing the Integrity requirements.
[bookmark: _Toc85662856][bookmark: _Toc71462450]RAN2 to liase with SA1, SA2 and CT4 to provide signalling of Integrity based upon associated QoS.
Another aspect that needs to be discussed is that although the RAN2 WID is limited to GNSS Integrity. In order to be forward compatible, it would benefit if a generic requirement is specified by SA1 and captured in SA2 stage 2 and CT4 stage 3 specification.
[bookmark: _Toc71462451][bookmark: _Toc85662857]RAN2 to allow a generic Integrity description to be captured by SA1, SA2 and CT4 specification.

	

4	Positioning Integrity Methods and Signalling
4.1	General approach to integrity introduction
Positioning with integrity is studied for GNSS positioning in the technical report [3], but integrity aspects for RAT-dependent positioning can be studied as part of the work item or subsequent study and work items. Therefore, it is reasonable to keep such development in mind when discussing procedures and messages, as well a new and extensions of existing information elements. Much of the integrity discussion is generic and not restricted to GNSS, so an ambition to introduce changes with RAT-dependent extensions in mind, and well as to identify common parts seems adequate.
[bookmark: _Toc85662863]Many integrity aspects for GNSS and other positioning methods are expected to be similar and certain parts can be in common.
[bookmark: _Toc85662858]Design signalling, procedures and information element additions/extensions with both GNSS and other positioning methods in mind.
4.2	On integrity procedures
Integrity is seemingly a new concept within positioning. Therefore, one may opt for new procedures, messages and information elements. However, there is also an option to extend existing procedures, messages and information elements to accommodate positioning.
For example, basic integrity is already supported for GNSS via the GNSS-RealTimeIntegrity and several measurements and assistance data attributes come with uncertainties and quality indicators. Therefore, it seems to be natural to start investigating to what extent the existing procedure and structures can be extended to accommodate integrity
[bookmark: _Toc85662864]Existing procedures, messages and information elements already includes integrity components and extensions to accommodate integrity seems plausible.
[bookmark: _Toc85662859]As baseline, use existing procedures, messages and information elements with extensions to accommodate positioning integrity.

4.3	On integrity modes
In the study item [3], two integrity modes where identified:
Two modes of integrity result reporting are also identified below for consideration in the WI:
-	Mode 1 of Integrity Result Reporting : PL Reporting
	The integrity computing entity calculates the PL, based on the measurement, assistance information and TIR. Then, the calculated PL is directly reported to where the LCS client resides (Network or UE). Hence, the integrity computing entity does not judge whether the positioning system is still available, it simply provides whatever PL value it has obtained. It is left to the LCS client itself to determine if the positioning system is still available based on the reported PL.
-	Mode 2 of Integrity Result Reporting : Integrity Event Flagging
	The integrity computing entity calculates the PL, based on the measurement, assistance information and TIR. Then, the integrity computing entity further compares the calculated PL with the given AL to determine if the positioning system is still available to offer trustable position estimation. Thus, the integrity computing entity may only have to report a binary flag (0 and 1) to indicate whether the positioning system is available or not.  Thus, in this case the LCS client can be directly informed about the system availability, without conducting further evaluation by itself.
In order to be generic and adhere to different use cases, it seems limited to make a decision about only one of these modes. Which mode that is appropriate depends on device capability, use case aspects, latency, software architecture, etc. Therefore, for flexibility and adaptability to use cases, it is natural to support both modes in Rel. 17
[bookmark: _Toc85662865]Both modes 1 and 2 for integrity result reporting have merits and applies to different scenarios
[bookmark: _Toc85662860]Support both mode 1 and 2 for integrity result reporting.
5	Quality indicators for integrity assessment
The focus of the integrity assistance data signaling discussion is on feared event characterization as well as feared even flags. The feared event characterization includes different error distribution aspects to support computations of protection levels
5.1	OSR quality indicators 
For OSR, the assistance data has been leveraged by the RTCM MSM message definitions and it is natural that the RTCM MSM are used as input to the location server, which translates into 3GPP LPP.
The RTCM MSM messages are generically represented by the IE GNSS-RTK-Observations-r15 with optional fields to enable representation of all the MSM types. The RTCM MSM types are listed in Table 1 below. 
Table 1. MSM types, satellite signal attributes, from table 3.5-71 [2]
	MSM Type
	Message Name

	MSM1
	Compact GNSS Pseudoranges

	MSM2
	Compact GNSS PhaseRanges

	MSM3
	Compact GNSS Pseudoranges and PhaseRanges

	MSM4
	Full GNSS Pseudoranges and PhaseRanges plus Carrier to Noise Ratio

	MSM5
	Full GNSS Pseudoranges, PhaseRanges, PhaseRangeRate and Carrier to Noise Ratio

	MSM6
	Full GNSS Pseudoranges and PhaseRanges plus Carrier to Noise Ratio (high resolution)

	MSM7
	Full GNSS Pseudoranges, PhaseRanges, PhaseRangeRate and Carrier to Noise Ratio (high resolution)



Table 2 further lists the attribute resolution per MSM types in terms of standard or high resolution.
Table 2. MSM satellite signal attribute resolutions, standard or high.
	Attribute
	MSM1
	MSM2
	MSM3
	MSM4
	MSM5
	MSM6
	MSM7

	GNSS signal fine Pseudoranges
	Std
	
	Std
	Std
	Std
	High
	High

	GNSS signal fine Phaserange data
	
	Std
	Std
	Std
	Std
	High
	High

	GNSS Phaserange Lock Time Indicator
	
	Std
	Std
	Std
	Std
	High
	High

	Half-cycle ambiguity indicator
	
	-
	-
	-
	-
	-
	-

	GNSS signal Carrier-to-Noise Ratio
	
	
	
	Std
	Std
	High
	High

	GNSS signal fine Phaserange Rates
	
	
	
	
	Std
	
	High



The MSM6 and MSM7 provides observations in high resolution, while the other MSM types provide observations in standard resolution. For the IE GNSS-RTK-Observations-r15, all the attributes are represented according to the high resolution. 
-- ASN1START

GNSS-RTK-Observations-r15 ::= SEQUENCE {
	epochTime-r15							GNSS-SystemTime,
	gnss-ObservationList-r15				GNSS-ObservationList-r15,
	...
}

GNSS-ObservationList-r15 ::= SEQUENCE (SIZE(1..64)) OF GNSS-RTK-SatelliteDataElement-r15

GNSS-RTK-SatelliteDataElement-r15 ::= SEQUENCE{
	svID-r15								SV-ID,
	integer-ms-r15							INTEGER (0..254)				OPTIONAL,	-- Need ON
	rough-range-r15							INTEGER (0..1023),
	rough-phase-range-rate-r15				INTEGER (-8192..8191)			OPTIONAL,	-- Need ON
	gnss-rtk-SatelliteSignalDataList-r15	GNSS-RTK-SatelliteSignalDataList-r15,
	...
}

GNSS-RTK-SatelliteSignalDataList-r15 ::= SEQUENCE (SIZE(1..24)) OF
														GNSS-RTK-SatelliteSignalDataElement-r15


GNSS-RTK-SatelliteSignalDataElement-r15 ::= SEQUENCE {
	gnss-SignalID-r15					GNSS-SignalID,
	fine-PseudoRange-r15				INTEGER (-524288..524287),
	fine-PhaseRange-r15					INTEGER (-8388608..8388607),
	lockTimeIndicator-r15				INTEGER (0..1023),
	halfCycleAmbiguityIndicator-r15		BIT STRING (SIZE (1)),
	carrier-to-noise-ratio-r15			INTEGER (0..1023)					OPTIONAL,	-- Need ON
	fine-PhaseRangeRate-r15				INTEGER (-16384..16383)				OPTIONAL,	-- Need ON
	...
}

-- ASN1STOP

For a UE, especially based on a legacy positioning engine defined for RTCM MSM, one possible handling of the 3GPP LPP IE is to translate that into MSM and forward to the positioning engine. In this case, it is not possible for the UE to determine if the IE originates from MSM4 or MSM6, or from MSM5 or MSM7. Furthermore, the device may use the standard/high resolution information to assess the observation uncertainty in addition to the RTK residuals information.
[bookmark: _Toc61275261][bookmark: _Toc85662866]It is not possible to determine if an IE GNSS-RTK-Observations-r15 originates from MSM4 or MSM6, of from MSM5 or MSM7.
[bookmark: _Toc61275262][bookmark: _Toc85662867]Devices that internally translates the obtained GNSS-RTK-Observations-r15 into corresponding MSM cannot correctly do that.
A simple indication can solve this issue – by indicating an optional indication about what resolution that the information originates from. 
[bookmark: _Hlk61275072]Option 1, Indicate optionally that a standard resolution has been used. If omitted, the assumption is that a high resolution has been used.
-- ASN1START

GNSS-RTK-Observations-r15 ::= SEQUENCE {
	epochTime-r15							GNSS-SystemTime,
	gnss-ObservationList-r15				GNSS-ObservationList-r15,
[bookmark: _Hlk61276225]	...,
	[[
		gnss-ObservationStdRes-r15			NULL							OPTIONAL
	]]

}

GNSS-ObservationList-r15 ::= SEQUENCE (SIZE(1..64)) OF GNSS-RTK-SatelliteDataElement-r15

GNSS-RTK-SatelliteDataElement-r15 ::= SEQUENCE{
	svID-r15								SV-ID,
	integer-ms-r15							INTEGER (0..254)				OPTIONAL,	-- Need ON
	rough-range-r15							INTEGER (0..1023),
	rough-phase-range-rate-r15				INTEGER (-8192..8191)			OPTIONAL,	-- Need ON
	gnss-rtk-SatelliteSignalDataList-r15	GNSS-RTK-SatelliteSignalDataList-r15,
	...
}

GNSS-RTK-SatelliteSignalDataList-r15 ::= SEQUENCE (SIZE(1..24)) OF
														GNSS-RTK-SatelliteSignalDataElement-r15


GNSS-RTK-SatelliteSignalDataElement-r15 ::= SEQUENCE {
	gnss-SignalID-r15					GNSS-SignalID,
	fine-PseudoRange-r15				INTEGER (-524288..524287),
	fine-PhaseRange-r15					INTEGER (-8388608..8388607),
	lockTimeIndicator-r15				INTEGER (0..1023),
	halfCycleAmbiguityIndicator-r15		BIT STRING (SIZE (1)),
	carrier-to-noise-ratio-r15			INTEGER (0..1023)					OPTIONAL,	-- Need ON
	fine-PhaseRangeRate-r15				INTEGER (-16384..16383)				OPTIONAL,	-- Need ON
	...
}

-- ASN1STOP

Option 2, Indicate optionally that a high resolution has been used. If omitted, the assumption is that a standard resolution has been used.
-- ASN1START

GNSS-RTK-Observations-r15 ::= SEQUENCE {
	epochTime-r15							GNSS-SystemTime,
	gnss-ObservationList-r15				GNSS-ObservationList-r15,
	...,
	[[
		gnss-ObservationHighRes-r15			NULL							OPTIONAL
	]]

}

GNSS-ObservationList-r15 ::= SEQUENCE (SIZE(1..64)) OF GNSS-RTK-SatelliteDataElement-r15

GNSS-RTK-SatelliteDataElement-r15 ::= SEQUENCE{
	svID-r15								SV-ID,
	integer-ms-r15							INTEGER (0..254)				OPTIONAL,	-- Need ON
	rough-range-r15							INTEGER (0..1023),
	rough-phase-range-rate-r15				INTEGER (-8192..8191)			OPTIONAL,	-- Need ON
	gnss-rtk-SatelliteSignalDataList-r15	GNSS-RTK-SatelliteSignalDataList-r15,
	...
}

GNSS-RTK-SatelliteSignalDataList-r15 ::= SEQUENCE (SIZE(1..24)) OF
														GNSS-RTK-SatelliteSignalDataElement-r15


GNSS-RTK-SatelliteSignalDataElement-r15 ::= SEQUENCE {
	gnss-SignalID-r15					GNSS-SignalID,
	fine-PseudoRange-r15				INTEGER (-524288..524287),
	fine-PhaseRange-r15					INTEGER (-8388608..8388607),
	lockTimeIndicator-r15				INTEGER (0..1023),
	halfCycleAmbiguityIndicator-r15		BIT STRING (SIZE (1)),
	carrier-to-noise-ratio-r15			INTEGER (0..1023)					OPTIONAL,	-- Need ON
	fine-PhaseRangeRate-r15				INTEGER (-16384..16383)				OPTIONAL,	-- Need ON
	...
}

-- ASN1STOP

[bookmark: _Toc61275263][bookmark: _Toc85662861]Add an optional indicator in the IE GNSS-RTK-Observations-r15 for the attribute resolution of the origin MSM message. 
5.2	SSR Quality indicators
For SSR, there is already an introduced SSR User Range Accuracy (URA) information element. While this could be considered sufficient to assess the SSR quality, it seems valuable to be able to include quality indicators that are specific to the different specific information elements, at least as an option. 
In more details:
· SSR Orbit corrections are provided as radial, along track and cross track corrections, with an optional velocity component in each of these dimensions. Corresponding uncertainty extensions per field is a natural extension
· SSR clock corrections are provided as a parameterized polynomial where an uncertainty per parameter is natural, but also an uncertainty representing the correction as a whole
· SSR code bias and phase bias are naturally extended with an uncertainty per field
· SSR atmospheric delay models already come with quality indicators for the STEC and gridded corrections

[bookmark: _Toc85662862]RAN2 to discuss whether the existing SSR quality indicators are sufficient for protection level assessments as part of integrity procedures. 

Conclusion
In the previous sections we made the following observations: 
Observation 1	Many integrity aspects for GNSS and other positioning methods are expected to be similar and certain parts can be in common.
Observation 2	Existing procedures, messages and information elements already includes integrity components and extensions to accommodate integrity seems plausible.
Observation 3	Both modes 1 and 2 for integrity result reporting have merits and applies to different scenarios
Observation 4	It is not possible to determine if an IE GNSS-RTK-Observations-r15 originates from MSM4 or MSM6, of from MSM5 or MSM7.
Observation 5	Devices that internally translates the obtained GNSS-RTK-Observations-r15 into corresponding MSM cannot correctly do that.


Based on the discussion in the previous sections we propose the following:
Proposal 1	LMF based Integrity computation and reporting to the client is supported.
Proposal 2	RAN2 to agree on TP provided in Annex to improve reliability of retrieving accurate Assistance Data.
Proposal 3	RAN2 to agree on defining integrity level classification for integrity support. The UE and the network may report their supported levels in the signalling with associated QoS.
Proposal 4	RAN2 to liase with SA1, SA2 and CT4 to provide signalling of Integrity based upon associated QoS.
Proposal 5	RAN2 to allow a generic Integrity description to be captured by SA1, SA2 and CT4 specification.
Proposal 6	Design signalling, procedures and information element additions/extensions with both GNSS and other positioning methods in mind.
Proposal 7	As baseline, use existing procedures, messages and information elements with extensions to accommodate positioning integrity.
Proposal 8	Support both mode 1 and 2 for integrity result reporting.
Proposal 9	Add an optional indicator in the IE GNSS-RTK-Observations-r15 for the attribute resolution of the origin MSM message.
Proposal 10	RAN2 to discuss whether the existing SSR quality indicators are sufficient for protection level assessments as part of integrity procedures.
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Annex
[bookmark: _Toc27765113]
[bookmark: _Toc37680770][bookmark: _Toc46486340][bookmark: _Toc52546685][bookmark: _Toc52547215][bookmark: _Toc52547745][bookmark: _Toc52548275]5.2.1b	Periodic Assistance Data Transfer with Update procedure


Figure 5.2.1b-1: LPP Periodic Assistance data transfer with update procedure
1.	Steps 1-2 and optionally steps 3-4 are performed for the Periodic Assistance Data Transfer procedure in clause 5.2.1a with the following exceptions:
-	The RequestAssistanceData message in step 1 indicates the update capabilities of the target device.
-	The ProvideAssistanceData message in step 2 indicates the update capabilities of the target device which are supported by the server.
2.	If the target device changes its primary cell and if the update capabilities of the target device supported by the server in step 1 include update of a primary cell ID, the target device sends a RequestAssistanceData message to the server using some available transactionID T3, which is different from T2 (previously used in step 2). The message contains the periodicSessionID S (previously used in step 1), and the new primary cell ID and the neighbour cell IDs (listed by the signal strength) in the IE CommonIEsRequestAssistanceData.
3.	The server responds with a ProvideAssistanceData message to the target. The message uses the transactionID T3 in step 2 and indicates the end of this transaction. The message contains the periodicSessionID S in IE CommonIEsProvideAssistanceData. Steps 2-3 are repeated each time the target device changes its primary cell.
4.	Steps 4-7 are performed for the Periodic Assistance Data Transfer procedure in clause 5.2.1a.
[bookmark: _Toc27765149]6.4.1	Common Lower-Level IEs
[bookmark: _Toc27765150]–	AccessTypes
<Skip Unmodified Changes>

PeriodicAssistanceDataControlParameters
The IE PeriodicAssistanceDataControlParameters is used in a periodic assistance data delivery procedure as described in clauses 5.2.1a and 5.2.2a.
-- ASN1START

PeriodicAssistanceDataControlParameters-r15 ::= SEQUENCE {
	periodicSessionID-r15			PeriodicSessionID-r15,
	...,
	[[
		updateCapabilities-r15		UpdateCapabilities-r15		OPTIONAL
	]]
}

PeriodicSessionID-r15 ::= SEQUENCE {
	periodicSessionInitiator-r15	ENUMERATED { locationServer, targetDevice, ... },
	periodicSessionNumber-r15		INTEGER (0..255),
	...
}

UpdateCapabilities-r15 ::= BIT STRING {primaryCellID-r15	(0),
									   neigborCellList-r17	(1)} (SIZE(1..8))

-- ASN1STOP

	PeriodicAssistanceDataControlParameters field descriptions

	periodicSessionID
This field identifies a particular periodic assistance data delivery session and the initiator of the session.

	updateCapabilities
This field identifies the capabilities of the sending entity to support an update of periodic assistance data. A bit value set to one indicates a capability is supported and a bit value set to zero indicates a capability is not supported.





[bookmark: _Toc27765178]6.4.2	Common Positioning
[bookmark: _Toc27765179]–	CommonIEsRequestCapabilities
The CommonIEsRequestCapabilities carries common IEs for a Request Capabilities LPP message Type.
<Skip Unmodified Changes>


[bookmark: _Toc27765181]–	CommonIEsRequestAssistanceData
The CommonIEsRequestAssistanceData carries common IEs for a Request Assistance Data LPP message Type.
-- ASN1START

CommonIEsRequestAssistanceData ::= SEQUENCE {
	primaryCellID		ECGI		OPTIONAL,	-- Cond EUTRA
	...,
	[[
		segmentationInfo-r14		SegmentationInfo-r14		OPTIONAL	-- Cond Segmentation
	]],
	[[
		periodicAssistanceDataReq-r15
									PeriodicAssistanceDataControlParameters-r15
																OPTIONAL,	-- Cond PerADreq
		primaryCellID-r15			NCGI-r15					OPTIONAL	-- Cond NR
	]],
	[[
	  nr-NeighborCellIDList-r17		SEQUENCE (SIZE(1..8)) OF NCGI-r15  OPTIONAL,	-- Cond NR
	  eutra-NeigborCellIDlist-r17	SEQUENCE (SIZE(1..8)) OF ECGI	  OPTIONAL,    -- Cond EUTRA
	  requestReason-r17				BIT STRING {
												satelliteSignalNotDetected (0),
												nLOs (1),
												multiPath (2),
												wrongAssistanceData (3)
											 }	(SIZE (1..8))		OPTIONAL			
	]]
}


-- ASN1STOP

	Conditional presence
	Explanation

	EUTRA
	The field is mandatory present for E-UTRA or NB-IoT access. The field shall be omitted for non-EUTRA and non-NB-IoT user plane support.

	Segmentation
	This field is optionally present, need OP, if lpp-message-segmentation-req has been received from the location server with bit 1 (targetToServer) set to value 1. The field shall be omitted if lpp‑message‑segmentation-req has not been received in this location session, or has been received with bit 1 (targetToServer) set to value 0.

	PerADreq
	The field is mandatory present if the target device requests periodic assistance data delivery. Otherwise it is not present.

	NR
	The field is mandatory present for NR access. The field shall be omitted for non-NR user plane support.



	CommonIEsRequestAssistanceData field descriptions

	primaryCellID
This parameter identifies the current primary cell for the target device. 

	segmentationInfo
This field indicates whether this RequestAssistanceData message is one of many segments, as specified in clause 4.3.5.

	periodicAssistanceDataReq
This field indicates a request for periodic assistance data delivery, as specified in clause 5.2.1a.

	nr-NeighborCellIDList
This field indicates a list of neighbor cell NCGI that the target cell provides in descending order of signal strength.

	eutra-NeighborCellIDList
This field indicates a list of neighbor cell ECGI that the target cell provides in descending order of signal strength.

	requestReason
This field indicates the reason for the UE to request the assisatcne data.
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AL and PL are set such tight that unless the
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