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Introduction
Starting in RAN2#112-e, potential RAN enhancements for new QoS and the use of survival time have been discussed by RAN2 over a couple of meetings. In addition to PDCP duplication and L1/L2 adaptive configuration adjustments, methods to increase reliability can be envisioned in other areas as well. 
This contribution proposes a number of additional options for boosting the reliability during survival time with a view to scenarios where latency is not super short. Apart from a generic mechanism related to UE power, proposed options mostly affect higher layers in RLC and PDCP. 
Background
TR 22.832 assumes that if packet errors are detected but survival time has not yet expired, steps could be taken to ensure delivery of subsequent packets within survival time. One use of survival time is to adjust the reliability and provide additional protection if survival time is in jeopardy. The aim is to avoid loosing the communication service by adding extra protection for a) ongoing messages that are in-flight or b) new messages, e.g., during survival/recovery time.
This paper lists options to increase reliability with a view to scenarios where latency is not very low. 
When the latency requirements are sufficiently high such that an application can benefit from higher layer protection, RLC retransmissions or retransmissions triggered by upper layers can be utilized. If a retransmission is required during survival or application recovery time, a key point is to not just resend the data through a similar resource allocation but to allow for additional protection and better reliability. This might involve sending messages via another component carrier or link with a different (more suitable) configuration of physical layer parameters. 
Note that this is independent of how, or on what triggers, the UE enters/leaves survival time, for example, survival time may be entered based on MAC layer conditions even for a comparatively large PDB. This paper assumes that the UE detects the start/end of survival time through a suitable method, either by network configuration or within the UE itself, which can result into a trigger event to enter/leave a period of ‘protected’ data transfer, such as 
· survival/recovery time start event, or protected data transfer start
· survival/recovery time end event, or protected data transfer stop
Some examples of trigger options conceivable for survival time start/stop event are provided below.
1) Survival time at the transmitter side
If a message (or a sequence of 0,1, …N) messages cannot be transmitted successfully, the transmitter enters survival time state. Subsequent messages are then sent with higher reliability for as long as the transmitter is in survival state (e.g., until the timer expires). The survival time start event could be associated to certain events such as a timer or an acknowledgement.
· The transmitter may rely on HARQ feedback to determine if it should enter survival time state. For instance, if a single NACK or a re-TX grant is received at MAC layer, the transmitter may enter the survival time state and boost the reliability of later messages. 
· Alternatively, a timer could be started at every successfully transmitted message, and when it expires, the transmitter enters survival state for either a pre-defined time or indefinitely (e.g., until the next message is sent successfully). 

2) Condtions and duration of survival time
The network can signal to the UE a set of conditions when to enter survival time and/or the duration is defined based on service layer / QoS requirements. For example, the UE enters survival time after a certain number of lost (or unsuccessfully transmitted messages). 
· Conditions could be defined based on a specific message layer, like the application layer or based on any of the lower layers. Or based on observance of a certain traffic pattern for a given service. 
· If the QoS is more stringent, survival time may need to be triggered sooner (e.g., after a single HARQ NACK even though the application layer message may be split into several smaller TBs).
The gNB may as well use a combination of BAT (burst arrival time in TSCAI (23.501, clause 5.27.2)) and PDB to derive the point in time when survival time starts. 
The trigger point when to enter survival state and for how long the UE (or gNB) remains in this state is expected to be clearly defined. For a given service (or QoS flow), the survival time will be known to the network and/or could be pre-configured in the UE. There can be multiple methods to signal the actual duration of the survival time to the UE, for example, through signalling or pre-configuration based on standardized values.

Discussion
Power boosting
One mechanism to enhance reliability during survival/recovery time is to increase power. Transmission with higher power can be used for applications associated with both high and low latency requirements, with and without RLC retransmissions configured. 
In this option, the UE or the gNB adjusts its transmission power during survival time, e.g., to achieve a higher reliability for the transmission. For example, to increase the probability of an uplink transmission to succeed, a UE may increase its output power during survival time or when special message protection is required.
Option 1: Semi-static or dynamic power boosting during survival/recovery time
Semi-static or dynamic power boosting could be applied during survival/revovery time. Power can be increased according to pre-configured steps or power levels. The pre-configured steps can be indicated in a configuration message or based on dynamic signals. In addition, power might continually increase during survival time following a pattern, e.g., a series of power levels could be used over time.
Option 2: Dropping transmissions on other links to increase the power budget in favor of the protected link
Selectively dropping transmissions on less important legs (e.g., on other DRBs in dual connectivity, or over MIMO) may increase the power budget for packets associated with a DRB with enhanced protection. To boost the power of a transmission for an uplink packet, the UE may autonomously drop or defer the transmission of a packet that is not associated with a connection or application or DRB in survival time. Thus, the UE has more transmit power available for transmission of uplink data associated with a leg in survival time.
Option 3: Transmit the packet over the link with the best power headroom or the best protection
As another alternative, a packet may be transmitted over a link (or leg) with the best power headroom. For example, if multiple links are configured a transmitter may select the link with the best power headroom and use that leg for transmission of data for the application or DRB in survival time. Similarly, the transmitter may select a link (or leg) with other desirable PHY characteristics (e.g., best SNR, lowest interference, etc.) and use that link for the data transmission. 
Option 4: A network may distribute grants differently, by giving more resources to DRBs in survival/recovery time and limit resources for other LCHs/DRBs. As a result, the UE has more power available for critical transmissions.
The network may distribute radio resources differently to improve the available power budget for transmissions of data for a DRB in survival or recovery time, for example, by giving more resources to DRBs/LCHs in survival time and limiting resources for other DRBs (e.g., which are not in survival time or associated with the application). In this way the UE has more power available for important data transmissions to enhance their reliability during survival time.
Proposal 1: To increase the probability of an uplink transmission to succeed, a UE may increase its output power during survival time or when special message protection is required. 
P1 Option 1: Semi-static or dynamic power boosting during survival/recovery time
P1 Option 2: Dropping transmissions on other links to increase the power budget in favor of the protected link
P1 Option 3: Transmit the packet over the link with the best power headroom or the best protection
P1 Option 4: A network may distribute grants differently, by giving more resources to DRBs in survival/recovery time and limit resources for other LCHs/DRBs. 

RLC timers
In scenarios with appropriately long PDB and/or long survival time, the use of RLC retransmissions may be beneficial for enhancing reliability. Among other things, RLC retransmissions are controlled by timers such as T-StatusProhibit and T-PollRetransmit. Thus, when a higher level of message protection (e.g., reliability) is required for a DRB, shorter RLC retransmission intervals can be used. In order to save power, shorter retransmission intervals should be used only temporarily (e.g., in response to detecting the start/stop trigger, as described above). 
In a straight-forward mechanism the UE could be configured with two sets of values for T-StatusProhibit and T-PollRetransmit — set 1 and set 2. Set 1 is the default value. Set 2 only applies upon a trigger event to enable higher message protection, for example, during survival or application recovery time. Set 2 has shorter timer values. Both sets are associated with the same RLC config of a DRB. As a result of using a shorter timer value, retransmissions kick in faster or happen more frequently, such that one or more (e.g., additional) retransmission messages may be transmitted while the set 2 timer values are in effect. 
An update of RLC timer values typically involves a RRC reconfiguration. However, we do not want to rely on RRC having to reconfigure the link at the survival time start event, as this would be slow and requires extra resources for the signalling. Instead, the network could configure a pre-defined mapping intended for the period with added protection. With such an approach, no additional (dynamic) signalling is required to update RLC timer values. In other words, in response to detecting the start trigger event, RLC switches to the timer values associated with set 2.
On a related note, Rel-16 allows through UE capabilities extendedT-StatusProhibit-r16 and extendedT-PollRetransmit-r16 for very short timer values of T-StatusProhibit and T-PollRetransmit. 
Proposal 2: When higher message protection is required for a DRB, a connection can be configured with shorter RLC retransmission intervals through two sets of values for RLC timers T-StatusProhibit and T-PollRetransmit. RLC uses a different set of timer values during normal operation and survival time. 

PDCP based mechanisms
This section explores how PDCP could facilitate means to provide higher reliability during survival/recovery time.
PDCP data recovery over a different RLC entity
The PDCP protocol contains a data recovery procedure where, upon request from upper layers, a retransmission of PDCP Data PDUs previously submitted to re-established or released AM RLC entities is performed. The PDCP Data PDUs currently in-flight (or previously sent but not yet acknowledged) are resubmitted to lower layers here. This procedure could be extended such that, upon a survival/recovery time start event, PDCP Data PDUs are resubmitted to a RLC AM entity on a link different from the leg used for the original transmission. The resubmission occurs in ascending order of the associated COUNT values for which the successful delivery has not been confirmed by lower layers. 
In other words, upon entering survival time the PDCP entity triggers retransmitting a first packet of data of the DRB on a second path (or leg / CC) different from a first path on which the packet was previously transmitted. The first and second paths may be associated with different RLC entities, or different Component Carriers (CCs), or different Cell Groups.
This mechanism can be used with split bearers (in dual connectivity) e.g. when PDCP duplication is not active. The RLC entities to be used during survival time can be pre-configured through signalling. The mechanism also requires that data can be transmitted for slightly longer than the PDB (such that it is not already discarded). One may argue that the mechanism bears a potential to cause large amounts of data being resent (imagine there is a lot of data in-flight). However, IIoT scenarios typically involve a single message per transfer interval and the method applies to a selected DRB / QoS flow only. Applicability can be made configurable with parameter control from the network.
The mechanism can be further extended to use UM RLC (which is not currently eligible for PDCP data recovery). During survival/recovery time it might be conceivable to repeat for example the last PDCP Data PDU (or up to a configurable number of recent PDCP Data PDUs) on a different leg, RLC entity or CC. This is a further option.
Proposal 3: RAN2 may extend the PDCP data recovery procedure to allow triggering retransmissions in survival and/or application recovery time. 
PDCP duplication
If PDCP duplication is not active, the UE may autonomously enable it for a limited period of time or on a per-packet basis. Further, if PDCP duplication is already active when survival time starts, the PDCP entity at the UE (and/or the gNB) could increase the number of copies (duplicated PDCP data PDUs) submitted to lower layers until the end of the survival or recovery time, e.g., go from 2 copies to 4 copies. This may as well imply a pre-configuration of additional RLC entities that the UE can autonomously use during survival/recovery time. 
Proposal 4: If PDCP duplication is configured, the PDCP entity could increase the number of duplicated data packets submitted to lower layers during survival time.

Conclusions
This paper discussed power and higher layer aspects related to survival time and proposes RLC/PDCP enhancements to increase reliability during critical transmission periods. We have the following observations and proposals:
Proposal 1: To increase the probability of an uplink transmission to succeed, a UE may increase its output power during survival time or when special message protection is required. 
Proposal 2: When higher message protection is required for a DRB, a connection can be configured with shorter RLC retransmission intervals through two sets of values for RLC timers T-StatusProhibit and T-PollRetransmit. RLC uses a different set of timer values during normal operation and survival time. 
Proposal 3: RAN2 may extend the PDCP data recovery procedure to allow triggering retransmissions in survival and/or application recovery time. 
Proposal 4: If PDCP duplication is configured, the PDCP entity could increase the number of duplicated data packets submitted to lower layers during survival time.
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