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1.	Introduction
In RedCap WID [1], the following objectives are identified.
· Specify definition of one RedCap UE type including capabilities for RedCap UE identification and for constraining the use of those RedCap capabilities only for RedCap UEs, and preventing RedCap UEs from using capabilities not intended for RedCap UEs including at least carrier aggregation, dual connectivity and wider bandwidths. [RAN2, RAN1]
· The existing UE capability framework is used; changes to capability signalling are specified only if necessary. 
Regarding the objectives above, this paper shows our view on how to prevent RedCap UEs using capabilities not intended for RedCap UEs. 
2.	Discussion
During the SI phase, RAN2 studied how to ensure RedCap UEs are only used for intended services and resources for RedCap UE type. The following potential solutions have been identified. 
-	Option 1: RRC Reject based approach
When the network knows the UE is a RedCap UE and the type of the service requested, RAN can reject an RRC connection establishment attempt if the service the UE requests is not allowed for RedCap UEs. The service type can be known, e.g., based on the establishment cause provided in Msg3, through higher layer mechanisms or other ways.
-	Option 2: Subscription validation (Note: SA2, CT1 confirmation is needed)
During the RRC connection setup, the UE indicates that it is a RedCap UE to the core network, e.g. 
-	UE includes this indication in NAS signalling message to core network; or	
-	UE informs this indication during its RRC connection establishment procedure to RAN; RAN then informs core network of the UE's RedCap type in the Initial UE Context message to core network.
The network validates UE's indication against its subscription plan, which includes information such as the set of services allowed for the UE. Network then decides whether to accept or reject UE's registration request. For example, network may reject UE if UE indicates RedCap, but its subscription does not include any RedCap-specific services.
-	Option 3: Verification of RedCap UE
Network performs capability match between UE's reported radio capabilities and the set of capability criteria associated with UE's RedCap type. 
-	Option 4: Left up to network implementation to ensure RedCap UE uses intended services and/or resources.

Considering the identified capabilities such as carrier aggregation, dual connectivity and wider bandwidths described in WID objective, we think Option 3 based solution can be applied without involvement of upper layers to prevent RedCap UEs using capabilities not intended for RedCap UEs.
[bookmark: _GoBack]If the network needs UE radio access capability information, it will initiate UE capability enquiry. Based on the UE capability information, the network can configure the matching capabilities to the UE. Once the network receives the UE information that is a RedCap UE, other capabilities such as dual connectivity not intended for RedCap UEs should not be configured to the UE. No additional specification is needed for this because this solution is legacy behaviour.       
Proposal. Based on the UE capability information, the network prevents RedCap UEs using capabilities not intended for RedCap UEs.

3.	Conclusions
In this paper, we discuss on how to prevent RedCap UEs using capabilities not intended for RedCap UEs. We have a following proposal:
Proposal. Based on the UE capability information, the network prevents RedCap UEs using capabilities not intended for RedCap UEs.
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