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1. [bookmark: OLE_LINK13][bookmark: OLE_LINK14]Introduction
At RAN2#113-bis electronic meeting, the details of L2 control plane procedures for U2N relay have been extensively discussed, and agreements reached as following [1].
Agreement:
Proposal 5:  [23/23] [Cross group] [Easy] The remote UE should perform TAU/RNAU procedure while in RRC_INACTIVE and RRC_IDLE. No LS to be sent from this meeting to SA2/ CT1/RAN3 on the remote UE’s TAU/RNAU procedure.
Agreements:
Proposal 6-1: [20/23] [Easy] For the delivery of remote UE’s SRB0 RRC message, specified (fixed) configuration is used for the configuration of PC5 RLC channel. FFS for the Uu RLC channel. 
Proposal 6-2: [21/23, 22/23]  [Easy] For the delivery of remote UE’s SRB1 RRC message other than RRCResume and RRCReestablishment message, network configuration via dedicated signalling is used for the configuration of PC5 RLC channel and Uu RLC channel. 
Proposal 6-3: [23/23] [Easy] For the delivery of remote UE’s SRB1 RRC message such as RRCResume and RRCReestablishment message, default configuration is used for the configuration of PC5 RLC channel which can be reconfigured by network. FFS for Uu RLC channel. 
Proposal 6-4: [21/23, 22/23] [Easy] For the delivery of remote UE’s SRB2 RRC message, network configuration via dedicated signalling is used for the configuration of PC5 RLC channel and Uu RLC channel. 
Proposal 6-5: [23/23, 23/23] [Easy] For the delivery of remote UE’s Uu DRB packet, network configuration via dedicated signalling is used for the configuration of PC5 RLC channel and Uu RLC channel. 
Proposal 6-6: [22/23] [Easy] For the PC5 RLC channel configuration, only the RLC/LCH configuration is provided to the relay UE and remote UE.
Proposal 6-7: [22/23] [Easy] For the Uu RLC channel configuration, only the RLC/LCH configuration is provided to the relay UE.
Proposal 6-8: [23/23] [Easy] For the remote UE’s SRB1/SRB2 configuration, only the Uu PDCP configuration is provided to the remote UE.
Proposal 6-9: [23/23] [Easy] For the remote UE’s DRB configuration, only the Uu PDCP/SDAP configuration is provided to the remote UE.
Proposal 9-1: [23/23] [Easy] For RRC_Connected remote UE, RAN2 confirm that DedicatedSIBRequest procedure is re-used for the Remote UE to request the SI via relay UE.
Proposal 9-2: [22/23] [Easy] For RRC_Idle/INACTIVE remote UE, remote UE informs relay UE on requested SIB type(s) via PC5 RRC message. Then, relay UE triggers legacy on-demand SI acquisition procedure according to its own RRC state (if needed) and sends the acquired SIB to remote UE.
Proposal 10-2: [23/23] [Easy] PC5-RRC message can be used to carry the system information forwarding via PC5. 
Proposal 12: [19/23] [Easy] Suppose a relay UE needs to monitor paging for a remote UE, the relay UE should monitor all POs for the remote UE as a baseline. 
Proposal 13: [23/23] [Easy] Unicast can be used for the paging forwarding via PC5.
WA: Proposal 15: [23/23] [Easy] Remote UE can reuse legacy access control and no need to enhance the access control procedure of Remote UE.  FFS whether the relay UE performs UAC for itself.
Based on the above agreements, we further discuss the remaining issues for connection management, SI delivery, paging, access control respectively and give our views.
2. Discussion
2.1. Connection management 
2.1.1. RRC Establishment/Resume
2.1.1.1. Cause value of Relay UE
Following proposal is an open issue in the offline summary [2]:
Proposal 1: [16/23, 22/23] [Cross group] New establishment/resume cause value should be set when relay UE enters RRC_CONNECTED for relaying purpose. RAN2 send an LS to SA2/CT1 on RAN2’s progress on this. 
Companies who prefer new establishment/resume cause value mainly think it can be used to identify the connection setup is for relaying service of the remote UE, not for its own service. However, it is noticeable that similar issue has been discussed in Rel-10 Relay as well as Rel-16 IAB but no new cause value introduced. Instead, 1bit indication is defined in MSG5 (i.e., RRCConnectionSetupComplete in TS 36.331 and RRCSetupComplete in TS 38.331) for the network to know the connection establishment is for an RN or an IAB-node, as shown below.
	RRCConnectionSetupComplete field descriptions

	rn-SubframeConfigReq
If present, this field indicates that the connection establishment is for an RN and whether a subframe configuration is requested or not.



	RRCSetupComplete-IEs field descriptions

	iab-NodeIndication
This field is used to indicate that the connection is being established by an IAB-node as specified in TS 38.300 [2].


[bookmark: _Ref71479702]Observation 1	In Rel-10 Relay and Rel-16 IAB, 1bit indication is defined in MSG5 for the network to know the connection establishment is for an RN or an IAB-node.
Moreover, according to SA2 specification TS 23.304, the RRC connection establishment of Relay UE shall be triggered by NAS as legacy Service Request procedure. See the highlighted text below. 
***********************************From TS 23.304*****************************************
[bookmark: _Toc30666558][bookmark: _Toc31029852][bookmark: _Toc31030743][bookmark: _Toc43388310][bookmark: _Toc43735540][bookmark: _Toc50130527][bookmark: _Toc50133841][bookmark: _Toc50134181][bookmark: _Toc50557133][bookmark: _Toc50548809][bookmark: _Toc55202114][bookmark: _Toc57209736][bookmark: _Toc57366127][bookmark: _Toc66703570]6.5.2.1.2	Connection Management
Connection Management for the Remote UE and the ProSe UE-to-Network Relay follows the principles and procedures defined in TS 23.501 [4] and TS 23.502 [5] with the following modifications.
[bookmark: _Hlk71391668]The ProSe UE-to-Network Relay may only relay data/signalling for the Remote UE(s) when the ProSe UE-to-Network Relay is in CM-CONNECTED state. If the ProSe UE-to-Network Relay is in CM_IDLE state and receives a connection request from the Remote UE for relaying, the ProSe UE-to-Network Relay shall trigger Service Request procedure to enter CM_CONNECTED state before relaying the Remote UEs traffic.
***********************************From TS 23.304*****************************************
[bookmark: _Ref71479704]Observation 2	According to SA2, the RRC connection establishment of Relay UE shall be triggered by NAS Service Request procedure if the Relay UE is in CM_IDLE state and receives a connection request from the Remote UE for relaying.
[bookmark: _Hlk71630653]And based on the message definition of the Service Request message in below table, the Service type IE is defined to specify the purpose of the service request procedure. In other words, the Service type IE can be re-used to reflect the relaying service of the remote UE, not for its own service. Since the relaying service of the remote UE has already been exchanged and confirmed with Relay UE during discovery procedure, it is straightforward for the relay UE NAS layer to correctly set the Service type IE considering the relaying service type of the remote UE. After the service request procedure, the RAN can anyway know the relaying service of the Remote UE via interaction with CN. There is no obvious benefit to introduce new cause value to let the RAN distinguish the connection for relaying purpose in advance of RRC connection setup phase.
Table 8.2.16.1.1: SERVICE REQUEST message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	Security header type
	Security header type
9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet
9.5
	M
	V
	1/2

	
	Service request message identity
	Message type
9.7
	M
	V
	1

	
	ngKSI 
	NAS key set identifier
9.11.3.32
	M
	V
	1/2

	
	Service type
	Service type
9.11.3.50
	M
	V
	1/2

	
	5G-S-TMSI
	5GS mobile identity
9.11.3.4
	M
	LV-E
	9

	40
	Uplink data status
	Uplink data status
9.11.3.57
	O
	TLV
	4-34

	50
	PDU session status
	PDU session status
9.11.3.44
	O
	TLV
	4-34

	25
	Allowed PDU session status
	Allowed PDU session status
9.11.3.13
	O
	TLV
	4-34

	71
	NAS message container
	NAS message container
9.11.3.33
	O
	TLV-E
	4-n


[bookmark: _Ref71479706]Observation 3	The Service type IE of Service Request message can be re-used to reflect the relaying service of the Remote UE which is exchanged and confirmed with Relay UE during discovery procedure.
[bookmark: _Ref71617660]Observation 4	After Service Request procedure, RAN can anyway know the relaying service of the Remote UE via interaction with CN. There is no obvious benefit to introduce new cause value to let the RAN distinguish the connection for relaying purpose in advance.
As above observations, we don’t think additional mechanism i.e. new cause value is needed when relay UE is establishing connection for relaying purpose. Therefore,
[bookmark: _Ref71479724]Proposal 1	RAN2 assumes that existing establishment/resume cause values are re-used for Relay UE to enter RRC_CONNECTED for relaying purpose.
If proposal 1 is agreeable, we still to further discuss how to set the exact establishment/resume cause value for Relay UE. There are two options on the table:
· Option 1: Follow the same establishment/resume cause value as received from the Remote UE
· Option 2: Up to NAS layer, i.e., it is not necessarily the same cause value as the Remote UE.
In Option 1, considering one Relay UE can serve several Remote UEs, it may not be feasible when receiving connection request from more than one Remote UE(s) with different establishment/resume cause values. Option 2 is more flexible. When receiving connection request from more than one Remote UEs, the Relay UE can just indicate to the NAS layer and let the NAS layer set the appropriate establishment/resume cause value by considering all served Remote UE service types discovered during discovery procedure. For example, if there are 2 Remote UEs while Remote UE1 initiates emergency call and Remote UE2 initiates commercial services such as text messaging and accessing the Internet, the NAS layer of Relay UE may set the establishment/resume cause value as emergency. For another example, if both of the 2 Remote UEs initiates commercial services, the NAS layer of Relay UE may set the establishment/resume cause value as mo-signalling. Details on how to set the establishment/resume cause value can be totally up to NAS layer.
[bookmark: _Ref71479747]Proposal 2	Relay UE AS layer provides an indication to NAS layer upon reception of RRC message(s) on default PC5 RLC channel and then NAS layer sets from one of the existing establishment/resume cause value for Relay UE.
2.1.1.2. FFS for SRB0/SRB1
There are still 2 FFS points in the following agreement for Uu RLC channel of Remote UE’s SRB0 and SRB1.
Agreement：
Proposal 6-1: [20/23] [Easy] For the delivery of remote UE’s SRB0 RRC message, specified (fixed) configuration is used for the configuration of PC5 RLC channel. FFS for the Uu RLC channel. 
Proposal 6-2: [21/23, 22/23]  [Easy] For the delivery of remote UE’s SRB1 RRC message other than RRCResume and RRCReestablishment message, network configuration via dedicated signalling is used for the configuration of PC5 RLC channel and Uu RLC channel. 
Proposal 6-3: [23/23] [Easy] For the delivery of remote UE’s SRB1 RRC message such as RRCResume and RRCReestablishment message, default configuration is used for the configuration of PC5 RLC channel which can be reconfigured by network. FFS for Uu RLC channel. 
For the Uu RLC channel to deliver remote UE’s SRB0 RRC message, some companies prefer NW to configure the relayed-SRB0, per relay UE level, used for all the remote UEs while majority companies want to keep the legacy way of configuring SRB0 by specified (fixed) configuration. The main benefit of NW configuration is to avoid occupying an LCH in a fixed manner. However, there is also obviously disadvantage, i.e., NW configuration after Relay UE request for Uu RLC/LCH configuration would lead to unnecessary latency to the RRC connection establishment of Remote UE. Moreover, consuming one LCH ID is not big issues since one-octet eLCID can be used if the LCID space is not enough like IAB. Therefore, adopt a simpler solution as legacy SRB0 for the Uu RLC channel to deliver remote UE’s SRB0 RRC message is preferred.
[bookmark: _Ref71479749]Proposal 3	For the delivery of remote UE’s SRB0 RRC message, specified (fixed) configuration is used for the configuration of Uu RLC channel.
In NR Uu, the RRCResume and RRCReestablishment are received over SRB1 using default configuration. The reason why using default SRB1 configuration to deliver RRCResume and RRCReestablishment message is for the mobility scenario. To be specific, the UE may resume and re-establish to a new gNB. To allow the new gNB to use full configuration to SRB1, the default configuration is used to receive the SRB1 RRCResume and RRCReestablishment message. And then the SRB1 can be reconfigured by the new gNB in RRCResume message and first RRCReconfiguration message after RRCReestablishment. We see no motivation to revert this principle for Remote UE. Therefore, we have the following two proposals.
[bookmark: _Ref71479750]Proposal 4	For the delivery of remote UE’s SRB1 RRC message such as RRCResume and RRCReestablishment message, default configuration is used for the configuration of Uu RLC channel.
[bookmark: _Ref71479752]Proposal 5	The default configuration of Uu/PC5 RLC channel for the delivery of remote UE’s SRB1 RRC message can be reconfigured by network in RRCResume message and first RRCReconfiguration message after RRCReestablishment.
2.1.1.3. TAU and RNAU
RAN2 made the following agreement on TAU and RNAU.
Agreement：
Proposal 5:  [23/23] [Cross group] [Easy] The remote UE should perform TAU/RNAU procedure while in RRC_INACTIVE and RRC_IDLE. No LS to be sent from this meeting to SA2/ CT1/RAN3 on the remote UE’s TAU/RNAU procedure.
Based on above agreement, it is not clear whether the OOC Remote UE should perform TAU/RNAU procedure or not. Since RAN2 agreed in SI phase that the serving cell of Remote UE follow the same as Relay UE after connection via Relay UE. For the benefit of coverage extension, the conclusion should be applicable to both IC and OOC cases. To enable OOC Remote UE served and controlled by network, TAU/RNAU procedure should be supported for Remote UE for OOC case. Therefore,
[bookmark: _Ref71479753]Proposal 6	RAN2 to confirm that OOC Remote UE should perform TAU/RNAU procedure.
Moreover, regarding how to judge the Remote UE moves out of its configured TA/RNA, two different cases should be considered.
· Case 1: Before Remote UE PC5 connection established with Relay UE
· Case 2: After Remote UE PC5 connection established with Relay UE
For Case 1, Relay UE and Remote UE may be in the same or different serving cell. Given that the Remote UE has not yet setup an indirect link towards gNB via Relay UE, it is more reasonable that the Remote UE itself judge whether it moves out of its configured TA/RNA based on the direct link information, i.e., read SIB1 from its own serving cell to decide the trigger of TAU/RNAU. While for Case 2, Remote UE is controlled by the Relay UE's serving cell. Especially when Remote UE is OOC, there is no serving cell of its own. To have a unified solution for both IC and OOC Remote UE, it is preferred that Remote UE performs TAU/RNAU based on Relay UE’s serving cell in such case.
Thus,
[bookmark: _Ref71479755]Proposal 7	The Remote UE judges whether it moves out of its configured TA/RNA based on:
i. Its own serving cell information before PC5 connected with Relay UE;
ii. Relay UE’s serving cell information after PC5 connected with Relay UE.
2.1.2. RRC Re-establishment
There are still 2 FFS points in the following agreement related to PC5 RLF and Uu RLF.
Agreement:
Proposal 8: RAN2 confirm that remote UE triggers relay reselection if PC5 RLF with current relay UE is detected by remote UE.  FFS if there is any impact to other RLF handling activities.
Agreement: 
Proposal 4: When Uu RLF is detected by relay UE, relay UE may send a PC5-S message (similar to LTE) to its connected remote UE(s) and this message may trigger relay reselection. FFS other indication/message can also be used for notification.
Although the above agreement was discussed and reached in the AI of 8.7.3 Relay re/selection, we think it may have some impact to the RRC re-establishment procedure of Remote UE. The corresponding issues are discussed in following sub-sections.
2.1.2.1. Uu RLF detected by Relay UE
Certainly, the Relay UE will trigger RRC re-establishment procedure. In case that the Relay UE Uu link is successfully recovered afterwards, we think there is no need for the Remote UE to release current Relay UE and trigger relay reselection. Based on this observation, we think introducing new indication in PC5 RRC instead of using existing PC5-S message (i.e., PC5 link release similar to LTE) is beneficial. This new indication is helpful to let the Remote UE get more knowledge of current situation. The UE does not have to release current PC5 link with Relay UE in the first place. Instead, it may suspend its transmission towards Relay UE before Relay UE’s successful Uu link recovery. Only when Relay UE’s Uu RLF recovery fails (i.e., re-establishment failure), it may trigger relay reselection. Moreover, when Relay UE’s Uu RLF recovery fails, it may also trigger the Remote UE connection re-establishment. In case that the remote UE’s service is latency critical, the Remote UE may also be allowed to perform connection re-establishment in advance, e.g., upon receiving indication of Relay UE Uu RLF.
[bookmark: _Ref68219030][bookmark: _Ref68219031][bookmark: _Ref71479756]Proposal 8	The Relay UE upon detecting Uu RLF or Uu RLF recovery failure can be indicated to Remote UE via PC5 RRC. The indication may trigger the Remote UE connection re-establishment.
2.1.2.2. PC5 RLF detected by Remote UE
RAN2 confirms remote UE triggers relay reselection. However, it is not clear whether remote UE may trigger Remote UE connection re-establishment or not. We suggest to take the Relay UE PC5 link failure as part of the Remote UE end-to-end wireless link failure, thus legacy re-establishment procedure can be reused. 
[bookmark: _Ref68219035][bookmark: _Ref68219036][bookmark: _Ref71479757]Proposal 9	The PC5 RLF detected by Remote UE may trigger the Remote UE connection re-establishment.
2.1.2.3. Remote UE re-establishes towards a suitable cell or relay UE
Since Remote UE performs relay (re)selection and cell (re)selection independently. The suitable cell condition and/or suitable relay condition may be fulfilled when initiating the RRC re-establishment procedure. To simplify the Remote UE behaviour, we propose the following methods:
· If a suitable cell is available, the Remote UE initiates RRC re-establishment procedure towards the suitable cell;
· If a suitable relay is available, the Remote UE initiates RRC re-establishment procedure towards the suitable relay UE’s serving cell;
· If both a suitable cell and a suitable relay are available, the remote UE can select either one to initiates RRC re-establishment procedure based on implementation.
[bookmark: _Ref71479758]Proposal 10	The Remote UE performs RRC re-establishment procedure as follows:
i. If a suitable cell is available, the Remote UE initiates RRC re-establishment procedure towards the suitable cell;
ii. If a suitable relay is available, the Remote UE initiates RRC re-establishment procedure towards the suitable relay UE’s serving cell;
iii. If both a suitable cell and a suitable relay are available, the remote UE can select either one to initiate RRC re-establishment procedure based on implementation.
2.1.3. RRC Release
According to SA2 specification TS 23.304, the PC5 connection between the Remote UE and Relay UE is kept when Remote UE is CM-IDLE or CM-CONNECTED. The related text is highlighted as below.
***********************************From TS 23.304*****************************************
6.5.2.1.2	Connection Management
When Remote UE is CM-IDLE or CM-CONNECTED, the ProSe UE-to-Network Relay and Remote UE keep the PC5 link.
***********************************From TS 23.304*****************************************
Accordingly, when Remote UE is RRC IDLE (CM-IDLE) or RRC INACTIVE (CM-CONNECTED), the Relay and Remote UE keep the PC5 link. To align with SA2, it should be guaranteed that when the Remote UE is released to RRC IDLE or RRC INACTIVE, the PC5 link should not be released by the NW. Therefore, 
[bookmark: _Ref71479760]Proposal 11	The PC5 connection between Remote UE and Relay UE is kept when Remote UE is released to RRC IDLE or RRC INACTIVE upon reception of RRCRelease message.
2.2. System information delivery
Following proposals are open issues in the offline summary [2]:
Proposal 10-1: [18/23] Remote UE can receive the system information via PC5 both before and after PC5 connection establishment with relay UE.
Proposal 10-3: [20/23] [Easy] If remote UE can receive the system information via PC5 before PC5 connection establishment with relay UE, broadcast can be used for the system information forwarding via PC5.
Proposal 10-4: [22/23] [Easy] If remote UE can receive the system information via PC5 after PC5 connection establishment with relay UE, at least unicast can be used for the system information forwarding via PC5.
According to above summary, the way is to use sidelink broadcast if the Remote can receive the system information via PC5 before PC5 connection establishment with Relay UE. However, by sidelink broadcast fashion, it is hard for the remote UE to inform the Relay UE on requested SIB type(s). It means the Relay UE can only blindly broadcast all the possible SIB type(s) which is very resource inefficient. Moreover, since there may be no sidelink service on-going, a dedicated L2 ID is needed to receive the system information, which also has cross-WG impact on the L2 ID allocation. So far, no clear benefit has been anticipated to allow the Remote UE to receive the system information via PC5 before PC5 connection establishment with Relay UE. Therefore, we propose:
[bookmark: _Ref71479761]Proposal 12	Remote UE can receive the system information via PC5 only after PC5 connection establishment with relay UE.
If Proposal 12 is agreeable, it is naturally to enhance the existing unicast PC5 RRC for the system information forwarding functionality.
[bookmark: _Ref71479764]Proposal 13	Unicast PC5-RRC message/procedure are used to carry the system information request and forwarding.
2.3. Paging
The potential issues for further study can be listed as below:
· Issue 1: For Remote UE, on which path to receive paging message
· Issue 2: For Remote UE, whether and how to support short paging message 
· Issue 3: For Relay UE in RRC IDLE/INACTIVE, whether monitor and forward paging message for Remote UE
· Issue 4: Remote UE and Relay UE PO overlapping
These above issues are further discussed in below sub-sections:
2.3.1. For Remote UE, on which path to receive paging message
Generally, we think the path to receive paging message should be the same as the path to receive system information. In such way, a unified solution for SI and paging can be achieve. To avoid duplicated discussions for  SI and paging mechanism, it is proposed that RAN2 to agree the following principle firstly.
[bookmark: _Ref71479766]Proposal 14	For Remote UE, which path to receive paging message follows the same path as for system information delivery.
2.3.2. For Remote UE, whether and how to support short message 
In NR Uu, Short Message is defined as transmitted on PDCCH using P-RNTI with or without associated Paging message using Short Message field in DCI format 1_0. Short Message is introduced to further reduce UE power consumption by skipping TB decoding in case of system information modification and public safety warning. If Short Message is to be introduced for Remote UE, it means that the RAN1 may be involved to design a new SCI format similar to DCI format 1_0. Alternatively, the Short Message may be relayed by PC5 RRC like the Paging Message. Although feasible, it loses the benefit of saving power consumption because in any case the TB decoding cannot be skipped. As above, we suggest that Short Message relaying is not supported for Remote UE.
[bookmark: _Ref71479768]Proposal 15	For Remote UE, Short Message relaying via Relay UE is NOT supported.
2.3.3. For Relay UE in RRC IDLE/INACTIVE, whether monitor and forward paging message for Remote UE
Basically, the precondition of Relay UE to monitor and forward paging message for Remote UE is not necessarily bounded to Relay UE RRC state. As long as the Remote UE has established a secured PC5 link with Relay UE and exchange the necessary information to know the PO of the Remote UE, the paging monitoring and forwarding can be feasible. Therefore, it is proposed that:
[bookmark: _Ref71479769]Proposal 16	Relay UE in RRC IDLE/INACTIVE can monitor and forward paging messages for Remote UE, at least, after the Remote UE is PC5 connected to the Relay UE.
2.3.4. Remote UE and Relay UE PO overlapping
When the POs of the Remote UE and Relay UE are not overlapping, the NW can send separate paging messages for both the Relay UE and Remote UE. However, when the POs of the Remote UE and Relay UE are overlapping, some company think it is not clear whether and how the NW can handle such case. In our understanding, according to ASN.1 code of the Paging message, the Paging message is used for the notification of one or more UEs. Thus, both Relay UE ID and Remote UE ID can be filled in the same Paging message even in case of PO overlapping. The NW can decide whether to notify either one or both based on implementation. If both are notified, there is also no issue in the UE side. The Relay UE will perform RRC establishment/resume procedure for its own paging response first and then relay the paging response for the Remote UE afterwards.
[bookmark: _Ref71479770]Proposal 17	Remote UE and Relay UE PO overlapping issue is resolved up to NW implementation to notify either one or both.
2.4. Access control
2.4.1. Issue 1: UAC check of Relay UE
According to below agreement, the controversial part is whether the relay UE performs UAC for itself. 
Agreement：
WA: Proposal 15: [23/23] [Easy] Remote UE can reuse legacy access control and no need to enhance the access control procedure of Remote UE.  FFS whether the relay UE performs UAC for itself.
Generally, there are three cases when Relay UE intends to access the NW:
· Case 1: Relay UE intends to access NW only for its own service;
· Case 2: Relay UE intends to access NW only for relaying data or RRC signalling of Remote UE; 
· Case 3: Relay UE intends to access NW for relaying data or RRC signalling of Remote UE together with its own service
For case 1, it is not related to relaying purpose. There is no doubt that the legacy UAC should be applied. 
For case 2, we suggest that the Relay UE can skip the UAC check. There are mainly two reasons: 
1) Before receiving the request for relaying data or RRC signalling from Remote UE, the UAC check has already been performed in Remote UE for the same request. Duplicated check should be avoided, which may bring very long latency for relaying data or RRC signalling of Remote UE.
2) According to CT1 specification TS 24.501 as highlighted yellow below, the UE operating as an IAB-node skips the access control checks. For the case when Relay UE intends to access NW only for relaying purpose, we believe that the Relay UE can follow similar rule as an IAB-node.
***********************************From TS 24.501*****************************************
[bookmark: _Toc20232422][bookmark: _Toc27746508][bookmark: _Toc36212688][bookmark: _Toc36656865][bookmark: _Toc45286526][bookmark: _Toc51947793][bookmark: _Toc51948885]4.5	Unified access control
[bookmark: _Toc20232423][bookmark: _Toc27746509][bookmark: _Toc36212689][bookmark: _Toc36656866][bookmark: _Toc45286527][bookmark: _Toc51947794][bookmark: _Toc51948886]4.5.1	General
When the UE needs to access the 5GS, the UE not operating as an IAB-node (see 3GPP TS 23.501 [8]) first performs access control checks to determine if the access is allowed. Access control checks shall be performed for the access attempts defined by the following list of events:
NOTE 1:	Although the UE operating as an IAB-node skips the access control checks, the UE operating as an IAB-node determines an access category and one or more access identities for each access attempt in order to derive an RRC establishment cause. In this case the NAS provides the RRC establishment cause but does not provide the access category and the one or more access identities to the lower layers.
***********************************From TS 24.501*****************************************
For case 3, Relay UE own service is also on-going. Therefore, this case is more like case 1. In other words, the Relay UE should first perform UAC check to determine if the access to NW is allowed. As above, the UAC check mechanism of Relay UE are proposed as follows.
[bookmark: _Ref71479771]Proposal 18	Relay UE can skip the UAC check when Relay UE intends to access NW only for relaying data or RRC signalling of Remote UE w/o its own service.
[bookmark: _Ref71479773]Proposal 19	Relay UE should perform UAC check when Relay UE intends to access NW for relaying data or RRC signalling of Remote UE together with its own service.
2.4.2. Issue 2: Access category and Access identity of Relay UE
According to CT1 specification TS 24.501 as highlighted green above, regardless of the UE perform UAC check or not, the access category and one or more access identities need to be defined in order to derive an RRC establishment cause. According to our observations and analysis in section 2.1.1, no new cause value is needed. Similarly, no new Access category and Access identity are needed to differentiate the case when relay UE is establishing connection for relaying purpose. However, since the Relay UE access to the NW is triggered by NAS Service Request procedure, the details on how to set the access category and access identity should be decided by SA2 and CT1.
[bookmark: _Ref71479775]Proposal 20	RAN2 assumes that existing Access category and Access identity are re-used for Relay UE to enter RRC_CONNECTED for relaying purpose. 
3. Conclusion
This paper further discussed remaining L2 CP issues. The paper concludes with:
Observation 1	In Rel-10 Relay and Rel-16 IAB, 1bit indication is defined in MSG5 for the network to know the connection establishment is for an RN or an IAB-node.
Observation 2	According to SA2, the RRC connection establishment of Relay UE shall be triggered by NAS Service Request procedure if the Relay UE is in CM_IDLE state and receives a connection request from the Remote UE for relaying.
Observation 3	The Service type IE of Service Request message can be re-used to reflect the relaying service of the Remote UE which is exchanged and confirmed with Relay UE during discovery procedure.
Observation 4	After Service Request procedure, RAN can anyway know the relaying service of the Remote UE via interaction with CN.
Proposal 1	RAN2 assumes that existing establishment/resume cause values are re-used for Relay UE to enter RRC_CONNECTED for relaying purpose.
Proposal 2	Relay UE AS layer provides an indication to NAS layer upon reception of RRC message(s) on default PC5 RLC channel and then NAS layer sets from one of the existing establishment/resume cause value for Relay UE.
Proposal 3	For the delivery of remote UE’s SRB0 RRC message, specified (fixed) configuration is used for the configuration of Uu RLC channel.
Proposal 4	For the delivery of remote UE’s SRB1 RRC message such as RRCResume and RRCReestablishment message, default configuration is used for the configuration of Uu RLC channel.
Proposal 5	The default configuration of Uu/PC5 RLC channel for the delivery of remote UE’s SRB1 RRC message can be reconfigured by network in RRCResume message and first RRCReconfiguration message after RRCReestablishment.
Proposal 6	RAN2 to confirm that OOC Remote UE should perform TAU/RNAU procedure.
Proposal 7	The Remote UE judges whether it moves out of its configured TA/RNA based on:
i. Its own serving cell information before PC5 connected with Relay UE; 
ii. Relay UE’s serving cell information after PC5 connected with Relay UE.
Proposal 8	The Relay UE upon detecting Uu RLF or Uu RLF recovery failure can be indicated to Remote UE via PC5 RRC. The indication may trigger the Remote UE connection re-establishment.
Proposal 9	The PC5 RLF detected by Remote UE may trigger the Remote UE connection re-establishment.
Proposal 10	The Remote UE performs RRC re-establishment procedure as follows:
i. If a suitable cell is available, the Remote UE initiates RRC re-establishment procedure towards the suitable cell;
ii. If a suitable relay is available, the Remote UE initiates RRC re-establishment procedure towards the suitable relay UE’s serving cell;
iii. If both a suitable cell and a suitable relay are available, the remote UE can select either one to initiate RRC re-establishment procedure based on implementation.
Proposal 11	The PC5 connection between Remote UE and Relay UE is kept when Remote UE is released to RRC IDLE or RRC INACTIVE upon reception of RRCRelease message.
Proposal 12	Remote UE can receive the system information via PC5 only after PC5 connection establishment with relay UE.
Proposal 13	Unicast PC5-RRC message/procedure are used to carry the system information request and forwarding.
Proposal 14	For Remote UE, which path to receive paging message follows the same path as for system information delivery.
Proposal 15	For Remote UE, Short Message relaying via Relay UE is NOT supported.
Proposal 16	Relay UE in RRC IDLE/INACTIVE can monitor and forward paging messages for Remote UE, at least, after the Remote UE is PC5 connected to the Relay UE.
Proposal 17	Remote UE and Relay UE PO overlapping issue is resolved up to NW implementation to notify either one or both.
Proposal 18	Relay UE can skip the UAC check when Relay UE intends to access NW only for relaying data or RRC signalling of Remote UE w/o its own service.
Proposal 19	Relay UE should perform UAC check when Relay UE intends to access NW for relaying data or RRC signalling of Remote UE together with its own service.
Proposal 20	RAN2 assumes that existing Access category and Access identity are re-used for Relay UE to enter RRC_CONNECTED for relaying purpose.
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