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# 1 Introduction

This document is prepared for the following email discussion in RAN2#113e:

* [AT113-e][506][IIoT] QoS RAN enhancements (Nokia)

Scope:

* + - Identify set of open issues for QoS RAN enhancements that need to be addressed based on company contributions and identify any agreeable aspects to be discussed in the first week session
		- Get company inputs on opens issues (to be kicked off after first session)

 Intended outcome:

* + - Set of issues that should be discussed in the first session and any proposals that could be agreeable
		- Set of additional issues that should be addressed but with lower priority

 Deadline for providing comments:

* + - Companies comments on the summary: January 25th

Based on the proposals in the summary [20], we have made the following agreements in the online sessions:

**Agreements**

- Assumption: communication service availability is not needed on top of survival time [confirm over email and clarify what CSA is]

*-* RAN2 confirms that specification enhancement for survival time support may only needed for uplink. Downlink is addressed by implementation and no specification impacts.

*-* Support for survival time in UCE is up to network configuration.

Nevertheless, there are many other open issues that have to be discussed and confirmed, including:

* Need of additional new QoS parameters other than survival time
* Traffic Patterns for survival time
* Methods of survival time state monitoring
* Methods of survival time violation avoidance
* UE knowledge of survival time requirement
* TSCAI from UE

Please provide your contact information when responding:

|  |  |  |
| --- | --- | --- |
| **Company** | **Contact Name** |  **Email** |
|  |  |  |
|  |  |  |

# 2 Main Issues

## 2.1 Need of Additional New QoS Parameters

Previously SA2 has confirmed that Survival Time (ST) will be included as a new QoS parameter in the normative specifications to support requirements of TSC applications, which is optionally provided to RAN as a new TSCAI element. On top of survival time, some companies have proposed that RAN2 should also ask SA2 to provide some other information, including:

1. Communication Service Availability (CSA) [4]
2. Burst Ending Time (BET) [3][6]
3. Burst Spread [5][18][19]
4. Service Reliability [1][3]

For (1) Communication Service Availability, the papers including [1], [5], [8], [9], and [15] have explicitly expressed that CSA is not needed, while only [4] think the need of CSA at RAN is worth considering. During the online sessions, we have the following discussions:

|  |
| --- |
| *Proposal 1a: RAN2 confirms communication service availability is not needed on top of survival time.*Qualcomm doesn’t agree. Nokia thinks that no matter what CSA is the network should do its best from RAN perspective to not violate survival time. Ericsson also doesn’t think we need it and survival time is optional. CMCC also doesn’t think we need this parameter and doesn’t help the RAN side to perform scheduling. Lenovo, Samsung also thinks like Nokia. Huawei has some sympathy with Qualcomm so the network should know how hard it should it try. - Qualcomm thinks that it is impossible for the network to meet survival time but how hard should the network try. If we want to replace wireline we need to be very reliable and we need all the possible mechanisms.- Intel thinks that as long as there is no new requirements from SA1/SA2 we don’t need to define anything new.  |

According to the latest agreements that we have reached, it is now assumed in RAN2 that CSA is not needed.

**Question 1: Do you agree RAN2 can confirm the information of communication service availability is NOT needed at RAN on top of survival time ?**

|  |  |  |
| --- | --- | --- |
| **Company** | **YES/NO** | **Comments** |
|  |  |  |
|  |  |  |

For (2) Burst Ending Time and (3) Burst Spread, somehow both of them are relating to the timing that a data burst is (fully) exposed to RAN. Since SA2 is still working on Burst Spread, and the definition of which is not entirely clear, the rapporteur tend to think RAN2 can wait until further clarification from SA2 is available.

**Question 2: Do you agree that RAN2 should wait for SA2 to provide more clear instruction/information relating to Burst Spread, before initiating any discussion on Burst Spread and Burst Ending Time ?**

|  |  |  |
| --- | --- | --- |
| **Company** | **YES/NO** | **Comments** |
|  |  |  |
|  |  |  |

For (4) Service Reliability, which essentially represents the mean time between failures, has also been proposed as a possible new QoS parameter that RAN could utilize. A more formal definition of communication service reliability is:

|  |
| --- |
| **TS 22.104****communication service reliability:** ability of the communication service to perform as required for a given time interval, under given conditions. |

RAN2 could discuss if this is needed.

**Question 3: Do you agree that RAN may need the QoS information relating to Service Reliability?**

|  |  |  |
| --- | --- | --- |
| **Company** | **YES/NO** | **Comments** |
|  |  |  |
|  |  |  |

## 2.2 Traffic Pattern for Survival Time

According to the LS from SA2 (R2-2010692), cyclic traffic for deterministic applications has been assumed for the work of survival time, which means only periodic traffics should be considered:

|  |
| --- |
| **R2-2010692 / S2-2007880 :**3GPP SA WG2 has studied a key issue for introducing “*Use of Survival Time for Deterministic Applications in 5GS”* and selected the solutions as the basis for normative work. One of the basic principles of the agreed conclusions is that SMF determines TSCAI Survival Time and sends it to the NG-RAN. The Survival Time in TSCAI may be expressed, assuming cyclic traffic of the deterministic application:…… |

Among the papers submitted to RAN2 #113e, [6] would like to confirm if this is the common understanding in RAN2. As pointed by [2] and [3], it is indicated in the SA2 TR that survival time is conveyed together with TSCAI periodicity parameter, and hence it is quite clear RAN2 should only consider periodic traffics in Rel-17. During the online session, one company mentioned that it may depends on RAN3’s outcome on how survival time in TSCAI is expressed. However, the rapporteur cannot comprehend why the traffic patterns targeted by SA2 could be changed by RAN3’s conclusion on signalling format.

**Question 4: Do you agree that RAN2 can confirm we should only consider periodic traffics for survival time, at least in Rel-17 ?**

|  |  |  |
| --- | --- | --- |
| **Company** | **YES/NO** | **Comments** |
|  |  |  |
|  |  |  |

## 2.3 Assumptions about Message Segmentation

It seems companies have different understanding about whether segmentation is possible in the higher layer. More specifically, how many PDCP SDUs does an application message comprise? The paper [15] has proposed that RAN2 should assume that one message corresponds to one SDU, and thus no segmentation is applied to the message at the higher layer. On the other hand, [3], [13], and [19] have assumed that a burst/message could be consisted of more than one SDUs, and the message is considered as lost when at least one of its segments is not successfully transmitted before the required delivery time. The assumption about segmentation may influence the methods that RAN2 should adopt to monitor survival time state and prevent consecutive error. Hence, it is suggested that RAN2 should discuss the assumption about the number of PDCP SDUs per application message. From the rapporteur point of view, there are three options:

* **Option 1:** RAN2 assumes one application message is conveyed by one PDCP SDU
* **Option 2:** RAN2 assumes one application message is conveyed by multiple PDCP SDUs, and the number of PDCP SDUs per application message is fixed.
* **Option 3:** RAN2 assumes one application message is conveyed by multiple PDCP SDUs, and the number of PDCP SDUs per application message can be varied.

**Question 5: What assumption RAN2 should make about the number of PDCP SDUs per application message ?**

|  |  |  |
| --- | --- | --- |
| **Company** | **Option(s)** | **Comments** |
|  |  |  |
|  |  |  |

## 2.4 Monitoring of Survival Time State

To avoid consecutive transmission failure, the transmitter needs to identify **when** it should enter the survival time state and take appropriate measures (i.e. boosting the reliability of a packet), in order to prevent survival time violation. By looking at the LS from SA2 (R2-2010692) [21], it is expected that RAN enhancement should be able to support all performance requirements listed in Table 5.2-1 in TS 22.104 [22]:

|  |
| --- |
| **R2-2010692 / S2-2007880 :**……SA2 also discussed whether receiving Survival time over NGAP is sufficient assistance information for NG-RAN to address the performance targets laid out by SA1 in Table 5.2-1 in TS 22.104.…… |

Some of the more stringent requirements listed in Table 5-2.1 of TS 22.104 (V17.4.0) are shown below:



There are a few things that are worth noting from these requirements listed in TS 22.104:

* RAN enhancements should be able to address use cases where the maximum end-to-end latency, transfer interval, and survival time are all extremely short (e.g. 500 us), which implies RAN only has extremely limited time to monitor and respond to survival time state. The maximum end-to-end latency also include the time required to transfer data from CN to RAN, which means the Uu interface delay budget is even smaller.
* For use cases such as *Wired-2-wireless link replacement*, the maximum transfer interval covers two wireless links (in accordance to Table 5-2.1 in TS 22.104: *NOTE 5: Communication includes two wireless links (UE to UE).*). Therefore, there could be a cross-dependency between monitoring/responding to survival time state in one link and status of another link.

RAN2 should take these into account when discussing the potential enhancement to support survival time requirement, in order to identify viable solutions that can really fulfil the requirements laid out by SA1. Based on the papers submitted to RAN2 #113e, the possible mechanisms for survival time state monitoring are:

* **Option 1: Monitoring based on PDCP SN** [9]

Rather than monitoring whether a transmission failure has occurred, the transmitter proactively boost the reliability and/or increase transmit diversity of PDCP SDUs corresponding to every N-th incoming message (wherein the value of N is the maximum number of consecutive message error that the application can tolerate) based on the PDCP sequence number (SN), to ensure at least one message in every N messages can be successfully transmitted. So, the transmitter autonomously enters survival time state for every N-th message.

* **Option 2: TX-side Timer** [5][8][13][15][16]

Introduce a new survival timer at the transmitter side. If the message cannot be successfully transmitted before the timer expiration (e.g. the timer may be expired at the point BAT + 5G-AN PDB), the transmitter may enter survival time state and boost the reliability of subsequent messages. The timer could be associated to certain events such as HARQ/ARQ feedback.

* **Option 3: RX-side Timer + New Feedback**[1]

Introduce a new survival timer at the receiver side. If the message cannot be successfully received before the timer expiration, the receiver should provide a fast feedback and trigger the transmitter to enter the survival time state.

* **Option 4: PDCP****Discard Timer**[19]

It is proposed to reuse PDCP discard timer. When the timer is expired and the PDCP SDU is discarded, it is deemed as transmission failure and the transmitter may enter the survival time state.

* **Option 5: HARQ****ACK/NACK**[2][12][13][14][15][18]

The transmitter may rely on HARQ feedback to determine if it should enter survival time state. For instance, if a NACK or a re-TX grant is received at MAC layer, the transmitter may enter the survival time state and boost the reliability of later messages. The HARQ ACK/NACK may be used as a trigger for the TX-side timer mentioned above.

* **Option 6: ARQ Feedback**[5][15][18]

By utilizing the RLC-layer ARQ feedback such as status report, the transmitter may identify a gap between the latest successfully delivered message and the previous successfully delivered message, which implies some messages may have lost. Hence the transmitter may enter survival time state in such situations. The ARQ feedback may be used as a trigger for the TX-side timer mentioned above.

* **Option 7: Grant/PUSCH deprioritization [**9]

When an uplink grant for a LCH with survival time requirement is deprioritized or if the associated PUSCH is cancelled due to intra/inter-UE prioritization, the UE enters survival time state to boost reliability of subsequent data.

* **Option 8: Expiration****of cg-retransmission timer** [9]

This is applicable to unlicensed band only. When the cg-retransmission timer is expired, the UE may deem it as NACK and enter survival time state.

* **Option 9: Ratio****of packet loss in a message**[13][19]

The transmitter may consider a message as lost and enter the survival time state when a certain ratio of packets within a message are not delivered successfully, e.g when any PDCP SDU in a burst is lost [19]. This assumes a message/burst may contain multiple packets.

From the rapporteur perspective, some of the methods listed above could be jointly applied or complement to each other. It is suggested that RAN2 should discuss which of these options (or combination of these options) should be considered to support all performance requirements listed in Table 5-2.1 in TS 22.104.

**Question 6: Which options (or combination of options) can fulfil performance requirements listed in Table 5-2.1 in TS 22.104 and should be considered? Please tick the options that should be considered and provide your rationale.**

|  |  |  |
| --- | --- | --- |
| **Company** | **Option(s) that should be considered** | **Rationale** |
| **1** | **2** | **3** | **4** | **5** | **6** | **7** | **8** | **9** |
|  |  |  |  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |  |  |  |

## 2.5 Methods of Avoiding Intolerable Consecutive Errors

Once the transmitter has entered the survival time state (e.g. based on one or more of the methods listed in Section 2.4), the transmitter may adapt the way to process the subsequent data packets (i.e. strive to transmit the upcoming packet with higher reliability or lower latency), in order to avoid consecutive failure that eventually leads to survival time violation. Based on the papers submitted to RAN2 #113e, the options can be categorized as following:

* **Category 1: PDCP Duplication** [1][2][5][6][7][13][14][15][16][18]

PDCP duplication is activated when the transmitter enters survival time state, in order to improve reliability and latency performance of subsequent data packets. In particular, for UL the UE could either activate duplication autonomously, or controlled by the network.

* **Category 2: Adaptive L2/L1 configuration/parameters** [1][2][6][9][10][12][13][15][16][18]

Layer-2 configurations such as LCH settings (e.g. priority [2] and mapping restriction rules [9]) could be changed when the transmitter enters survival time state. For instance, PDCP may switch between RLC entities with different LCH configurations to process a PDCP PDU [9]. Moreover, Layer-1 parameters such as CG/SPS configurations [12], MCS, number of repetitions, and TX power could be changed when the transmitter enters survival time state.

* **Category 3: Others**
	+ Allowable transmission in measurement gaps [14]:A new rule that allows the UE to transmit data with survival time requirement even if the resource overlaps with the measurement gap.
	+ UE reporting of excessive consecutive data burst loss [19]: The UE reports the consecutive data burst loss when the number of consecutively lost data bursts exceeds a configured threshold, which allows the gNB to schedule more reliable uplink resources.

At this stage RAN2 should first discuss which direction in the categories above should be considered.

**Question 7: Which category(ies) of solutions listed above should RAN2 consider to avoid intolerable consecutive errors ? Please provide your rationale.**

|  |  |  |
| --- | --- | --- |
| **Company** | **Category(ies) should be considered** | **Rationale** |
|  |  |  |
|  |  |  |

# 3 Other Issues

## 3.1 UE Knowledge of Survival Time Requirement

In [5], it is proposed that the UE should also obtain information relating to survival time requirement, so it is able to measure/count message loss. In light of this, a new NAS-PDU in NAS signalling is proposed, such that the gNB may notify the UE about survival time requirement.

**Question 8: Do you agree RAN2 should introduce a new NAS-PDU in NAS signalling for gNB to notify the UE about survival time requirement ?**

|  |  |  |
| --- | --- | --- |
| **Company** | **YES/NO** | **Comments** |
|  |  |  |
|  |  |  |

## 3.2 TSCAI from UE

In [11], it is proposed that the UE may provide TSCAI to the gNB, especially when the core network is not able to provide such information. However, from rapporteur point of view this is not in the WI scope, RAN2 should focus on potential RAN enhancement for new QoS parameters provided by the core (e.g. survival time). Nonetheless, we may discuss to confirm whether we should still consider it.

**Question 9: Do you agree that RAN2 can confirm acquisition of TSCAI from UE is beyond the WI scope ?**

|  |  |  |
| --- | --- | --- |
| **Company** | **YES/NO** | **Comments** |
|  |  |  |
|  |  |  |

# 4 Conclusion

TBD
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