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Introduction
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]This contribution provides the overall evaluation from the aspects of QoS, service continuity, security and specification impact for layer2 UE-to-Network relay and UE-to-UE relay.
Discussion
UE-to-Network Relay
· QoS
On the QoS aspect, both CN handling and RAN handling QoS splitting solutions are captured in [1]. Since RAN has the knowledge of both Uu and PC5 interface, such as link quality and available resource, RAN can make better QoS parameter splitting choice. Hence QoS parameter splitting in RAN has been selected in [1]. RAN2 also agreed that the QoS splitting over Uu and PC5 is performed by gNB [2]. 
[bookmark: _Ref54355385]Observation 1: For U2N relay, on the QoS aspect, layer 2 relay is feasible. QoS splitting over Uu and PC5 is performed by gNB.
· Security
In [1], security (confidentiality and integrity protection) is enforced at the PDCP layer between the endpoints at the Remote UE and the gNB. The PDCP traffic is relayed securely over two links, one between the Remote UE and the UE-to-Network Relay UE and the other is between the UE-to-Network Relay UE and the gNB, without exposing any of the Remote UE's plaintext data to the UE-to-Network Relay.
[bookmark: _Ref54355388]Observation 2: For U2N relay, on the security aspect, layer 2 relay is feasible. Security (confidentiality and integrity protection) is enforced at the E2E PDCP layer.
· ‎ Service Continuity
Using the Rel-15 NR handover procedure as the baseline AS layer solution to guarantee service continuity. The procedures for path switching from indirect to direct path and from direct to indirect path have been captured in [2].
[bookmark: _Ref54355391]Observation 3: For U2N relay, on the service continuity aspect, layer 2 relay is feasible. Service continuity can be achieved by handover-like procedure.‎
· Specification Impact
Discovery and authorization for remote UE and relay UE should be introduced in CN specifications.
Discovery message transmission, QoS splitting, remote UE access to gNB via U2N relay, path switching and paging via U2N relay should be introduced in RAN specifications. 
Proposal 1: There is no showstopper for layer 2 UE-to-Network relay from RAN’s view.
UE-to-UE Relay
· QoS
On the QoS aspect, solution 31 in [1] with E2E QoS parameter division by the UE-to-UE Relay is provided. 
Observation 4: For U2U relay, on the QoS aspect, layer 2 relay is feasible. QoS splitting over 1st and 2nd PC5 links is performed by the U2U relay.
· Security
In [1], security (confidentiality and integrity protection) is enforced at the PDCP layer between the source UE and target UE. The PDCP traffic is relayed securely over two links, one between the source UE and the UE-to-UE Relay UE and the other between the UE-to-UE Relay UE and the target UE, without exposing any of the Remote UE's plaintext data to the UE-to-UE Relay.
Observation 5: For U2U relay, on the security aspect, layer 2 relay is feasible. Security (confidentiality and integrity protection) is enforced at the E2E PDCP layer.
· ‎ Service Continuity
Service continuity issue is not considered for UE-to-UE Relay with the previous RAN2 conclusion.
Observation 6: For U2U relay, service continuity issue is not considered for UE-to-UE Relay.
· Specification Impact
Discovery and authorization for remote UE and relay UE should be introduced in CN specifications.
Discovery message transmission, QoS splitting and E2E link setup procedure via relay should be introduced in RAN specifications. 
Proposal 2: There is no showstopper for layer 2 UE-to-UE relay from RAN’s view.
Conclusion
According to the above discussion, the observations and proposals are as follows:
Observation 1: For U2N relay, on the QoS aspect, layer 2 relay is feasible. QoS splitting over Uu and PC5 is performed by gNB.
Observation 2: For U2N relay, on the security aspect, layer 2 relay is feasible. Security (confidentiality and integrity protection) is enforced at the E2E PDCP layer.
Observation 3: For U2N relay, on the service continuity aspect, layer 2 relay is feasible. Service continuity can be achieved by handover-like procedure.‎
Observation 4: For U2U relay, on the QoS aspect, layer 2 relay is feasible. QoS splitting over 1st and 2nd PC5 links is performed by the U2U relay.
Observation 5: For U2U relay, on the security aspect, layer 2 relay is feasible. Security (confidentiality and integrity protection) is enforced at the E2E PDCP layer.
Observation 6: For U2U relay, service continuity issue is not considered  for UE-to-UE Relay.
Proposal 1: There is no showstopper for layer 2 UE-to-Network relay from RAN’s view.
Proposal 2: There is no showstopper for layer 2 UE-to-UE relay from RAN’s view.
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