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[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Introduction
RAN enhancements based on new QoS mentioned in IIOT WID [1] depend on SA2 progress. Two parameters will be discussed in this contribution based on SA2 TR 23.700-20 [2].
· Survival Time;
· Burst Spread.
For each parameter, we will analyze the impact of SA2 and decide if RAN enhancement is needed first, and then discuss possible RAN behavior. 
Discussion
Survival Time
Survival Time is a typical parameter which has RAN impacts. SA2 introduces “Use of Survival Time for Deterministic Applications in 5GS” as Key issue#5 in TR 23.700-20. SA2 points out that the format of Survival Time in TSCAI and how to apply Survival Time assistance information should be decided in RAN. 
[bookmark: OLE_LINK13][bookmark: OLE_LINK12]What is Survival Time?
Survival Time is used to estimate the availability of a logical communication link. As shown in below figure quoted from TS22.104, once the application on the target device senses the absence (or unsuccessful reception) of expected messages, it will wait a pre-set period that is Survival Time before it considers the communication service to be unavailable.
If the survival time has been exceeded, both the communication service and the application transition into a down state. The application will usually take corresponding actions for handling such situations of unavailable communication services. For instance, it will commence an emergency shutdown which is a pre-defined state, e.g. a safe state [3].


Figure 1: Relation between logical communication link, communication service and application
Communication service availability is an important service performance requirement for cyber-physical applications, especially for applications with deterministic traffic. The communication service availability depends on the latency and reliability of the logical communication link, as well as the Survival Time of the cyber-physical application.
Analysis of SA2 solutions for Survival Time
Key issue#5 in [TR 23.700-20] addresses the use of Survival Time for Deterministic Applications in 5GS. SA2 discussed two solutions for Key issue#5: #15 and #16.
Solution #15: Survival Time is pre-configured in the 5GS
In solution #15, survival time is pre-configured in TSN AF and sent to RAN as part of TSC Assistance Container. 
Solution #16: Survival Time for Deterministic Applications
In solution #16, AF acquires Survival Time by implementation and delivers it to other CN nodes. The SMF determines TSCAI Survival Time and sends it to the NG-RAN together with QoS profile without requiring AN or N1 specific signalling exchange with the UE.
The two solutions have same impacts on RAN2:
· RAN needs to have the ability to receive Survival Time. It has no impact on RAN2 in current stage and RAN3 needs to consider the TSCAI parameters in NG interface.
· In the conclusion of Key Issue #5 in TR23.700-20, it is stated that “Editor’s notes: Further work is needed to determine how Survival time is communicated towards RAN, i.e., which form is preferred over NGAP. Preferred format over NGAP depends on the feedback from RAN WG2.” So RAN2 needs to decide the format of Survival Time.
[bookmark: OLE_LINK6][bookmark: OLE_LINK7]Observation 1: RAN3 needs to consider survival time as new TSCAI parameter in NG interface.
Observation 2: Based on SA2 Solutions for handling Survival Time, RAN2 needs to decide the format of Survival Time.
SA2 provides two alternatives for the format of Survival Time:
· Alt 1: In units of “time” with the timescale corresponding to burst periodicity.
· Alt 2: As the maximum number of consecutive message transmission failures
Because Survival Time is conveyed together with TSCAI Periodicity, RAN can, in principle, retrieve the Survival Time value in either unit (time or number of message failures) based on these two parameters with any alternative.
Alt2 is preferred because:
· Since Periodicity parameter has been included in TSCAI yet, the unit of “number” for Survival Time is simple and direct.
· [bookmark: _GoBack]As stated in 6.13.6 of 23.700-20, “If the Survival Time is described in units of "time" with the timescale, the SMF may correct the value to 5G clock.”
· From TS22.104, Survival Time is mostly used for deterministic periodic transmissions, especially the most stringent requirements. Therefore, it is more natural for RAN to count message transmission failures rather than time to monitor when a given traffic enters in Survival Time, and Alt2 is therefore more appropriate. 
[bookmark: OLE_LINK18][bookmark: OLE_LINK19]Proposal 1: RAN enhancement triggered by Survival Time is needed.
Proposal 2: Survival Time should be defined “as the maximum number of consecutive message transmission failures”. RAN2 sends an LS to SA2 on this definition.
How to apply Survival Time assistance information in Layer2
In R16, Survival Time was briefly discussed but SA2 finally chose not to include it in the TSC Assistance Information (TSCAI) [4] after SA1 expressed doubts on whether “‘survival time’ is a key indicator to be considered for 3GPP 5G system design, or an application-specific parameter that cannot reliably and systematically be used to characterize the performance and/or properties of the communication service” [5]. It is now fully part of the R17 requirements [1] and, as we mentioned in section 2.1.1, SA2 now addresses Survival Time as a key issue for service availability. We show below why RAN enhancement is needed in support of Survival Time.
In DL, gNB can avoid the expiry of survival time by gNB implementation. We don’t need to address it in specification.
In UL, the solutions for survival time have specification impacts. 
Referring to the service requirements in TS 22.104 [3], Survival Time can be: 0, 1, 2, 3 * transfer interval. 
Different survival time values may need different solutions. When the value of Survival Time is small, such as 1 transfer interval, RAN2 needs to adopt solutions to improve reliability immediately. When the value of Survival Time is relatively large, such as 3* transfer interval, gNB has enough time to recover from Survival Time by implementation.
To cope with the most stringent requirements of Survival Time (TS22.104v17.4.0 Table 5.2-1), the gNB’s reaction time to e.g. a packet transmission failure is too slow to allow improving the reliability by reconfiguration of the very next packet transmission. In such cases, RAN2 should consider that UE autonomously improves reliability based on gNB configuration.
Solution 1: autonomous UL PDCP duplication
Autonomous UL PDCP duplication activation/deactivation has been discussed in Rel-16 and deprioritized. However, it is a usable way to cope with possible expiry of survival time. If UE can activate UL PDCP duplication autonomously according to the criterion configured by gNB, the latency and reliability requirements of subsequent packets can be guaranteed.
Considering there are at most 4 legs configured for UL PDCP duplication, a simple way is UE should activate N legs when reliability improvement is needed and the value of N is configured by gNB.
Solution 2: LCP enhancement
LCP configuration includes a set of parameters. To transmit the subsequent packets with high reliability and low latency when transmission failure occurred, UE could increase the Priority level of the LCH and/or suspend some LCP restrictions. 
Solution 3: Intra-UE prioritization enhancement
This solution takes the survival time as an additional criterion in the intra-UE prioritization of uplink grants with overlapping PUSCHs. For example a MAC PDU carrying an LCH experiencing survival time cannot be deprioritized.
Table 1 Analysis of the solutions for Survival Time 
	
	Solution
	Applicable to
	Improvement of reliability

	UE autonomously improves reliability based on gNB configuration
	#1: autonomous UL PDCP duplication
	Survival time=(1, 2, 3 * transfer interval) according to different criteria
	DRB configured with PDCP duplication
	High
Because the reliability of DRB can be improved directly when PDCP duplication is activated.

	
	#2: LCP enhancement
	
	Any DRB
	Medium
The direct effect is to decrease the latency of subsequent packets of the DRB.

	
	#3: Intra-UE prioritization enhancement
	
	Only when UL resources collides
	Low
The direct effect is latency reduction and can be used in limited scenario.



[bookmark: OLE_LINK20][bookmark: OLE_LINK21]Proposal 3: RAN2 discuss below solutions for survival time and select suitable ones for further work.
· Solution 1: autonomous UL PDCP duplication
· Solution 2: LCP enhancement
· Solution 3: Intra-UE prioritization enhancement
Burst Spread
Burst spread is considered by SA2 in Key Issue #3A: Exposure of deterministic QoS in TR 23.700-20, and Solution#5, 13, 14, 21, 22, 23 address this issue.
SA2 defined burst spread as the variation of burst arrival time for DL traffic resulting from jitter on N6, i.e. at UPF ingress port from the data network. SA2 5GS will provide burst spread as part of TSCAI to the NG-RAN. Since the burst spread is only defined for DL traffic, it impacts the scheduling of DL assignments associated with this traffic, and/or the configuration of associated SPS resources. Since these are left to gNB implementation, there is not direct RAN specification impact associated with the use of the burst spread. Only potential impact could come from the SA2 solution for burst spread determination, which we evaluate below.
[bookmark: OLE_LINK8][bookmark: OLE_LINK9]Solution #5: Deterministic QoS for Native 5GS
In this solution, AF may learn 5GS capabilities to support TSC, request QoS with specified requirements and supply information that can be used to derive TSCAI for 5GS QoS flows. It includes: AF requested TSC QoS from 5GS (AF<-> PCF), TSC connectivity monitoring (AF<-> NEF). The SMF may calculate the TSCAI considering information from AF and send the N2 message with TSCAI to NG-RAN.
The main procedure in this solution is within the scope of AF and PCF. RAN related part is: “If the AF provides burst spread, the 5GS will provide burst spread as part of TSCAI to the NG-RAN.”
Solution #13: Mechanism for AF requesting 5G network jitter
The main idea is that the AF provides request for jitter, and 5G system calculate the jitter based on a group of E2E packet delay between UE and PSA UPF. After PCF getting a group of E2E delay data in measurement period, the PCF may use the IETF RFC1889 method to calculate the jitter and send the jitter value to AF. 
Currently, only average packet delay measurement in RAN and UPF has been defined in QoS monitoring PCC rules. The required updates needed to enhance QoS monitoring mechanism are: to support per-packet delay measurements in NG-RAN, and to calculate the jitter in PCF.
RAN needs to support per-packet delay measurement in NG-RAN which impacts TS38.314.
Solution #14: Supporting Deterministic Communication
The fundamental mechanism of this solution is to utilize network analytics from NWDAF. NWDAF can collect network data, and able to provide the analytics about Observed Service. PCF can decide if QoS parameters fulfil the QoS requirements. An AF provides QoS requirements, TSCAI related information, and survival time to the PCF, and PCF decide QoS parameters for serving QoS flow of the application.
This main procedure of this solution is within the scope of NWDAF and PCF. No RAN impact can be seen except the TSCAI reception in NG-RAN.
Solution #21: TSN stream information provisioning from CNC to 5GS
This solution introduces a signaling mechanism that explicitly provides the TSN stream specific information from CNC to the 5GS bridge.
This solution is limited between CNC and 5GS bridge. No RAN impact can be seen.
Solution #22 Detect the Burst spread at UPF
Before the application sends the data to the UE (causing the DL data to reach N6), AF is not aware of burst spread. After the application starts sending the data to the UE, the AF still cannot determine the burst spread by itself directly. This solution proposes that the UPF/NW-TT detects the burst spread of DL in N6, and reports to SMF. SMF update the TSCAI and send to NG-RAN.
The burst spread estimation in the solution is performed by UPF according to DL data from AF to UPF. That is, the procedure is within the scope of AF and UPF. 
No RAN impact can be seen except the TSCAI reception in NG-RAN.
Solution #23: Transmission Delay Measurement on N6
This solution proposes a mechanism to measure the delay on N6 with the pre-condition that the application server deployed beyond N6 supports time synchronization.
This solution is performed between UPF and Server. UPF inserts delay measurement indication in UL data from UPF to Server and Server inserts timestamp in DL data packet header from Server to UPF.
No RAN impact can be seen.
Observation 3: RAN3 needs to consider DL burst spread as new TSCAI parameter in NG interface.
Observation 4: Except per-packet delay measurement required in Solution #13, burst spread determination in SA2 solutions has no impact on RAN2 specifications.
Proposal 4: Wait for SA2 final decision on the solutions of Deterministic QoS. If Solution #13 is selected as final solution, RAN2 will discuss corresponding enhancement on L2 measurement.
3. Conclusion
In this contribution, we discuss RAN enhancements based on new QoS and provide below observations and proposals.
Survival Time
Observation 1: RAN3 needs to consider survival time as new TSCAI parameter in NG interface.
Observation 2: Based on SA2 Solutions for handling Survival Time, RAN2 needs to decide the format of Survival Time.

Proposal 1: RAN enhancement triggered by Survival Time is needed.
Proposal 2: Survival Time should be defined “as the maximum number of consecutive message transmission failures”. RAN2 sends an LS to SA2 on this definition.
Proposal 3: RAN2 discuss below solutions for survival time and select suitable ones for further work.
· Solution 1: autonomous UL PDCP duplication
· Solution 2: LCP enhancement
· Solution 3: Intra-UE prioritization enhancement
Burst Spread
[bookmark: OLE_LINK3]Observation 3: RAN3 needs to consider DL burst spread as new TSCAI parameter in NG interface.
Observation 4: Except per-packet delay measurement required in Solution #13, burst spread determination in SA2 solutions has no impact on RAN2 specifications.
Proposal 4: Wait for SA2 final decision on the solutions of Deterministic QoS. If Solution #13 is selected as final solution, RAN2 will discuss corresponding enhancement on L2 measurement.
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