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1 Introduction

This is a summary of the following offline discussion on uac-AccessCategory1-SelectionAssistanceInfo configuration:

·  [AT110-e][076][TEI16] R16 corrections to R15 (ZTE)

 Scope: Treat R2-2004925 – 4929

 Wanted Outcome: determine agreeable parts. For agreeable parts: agreed CRs (don’t need to be merged)

 Deadline: EOM

Specially, the rapporteur would like to have two phase discussion:


Phase 1: Down select from the potential solutions Deadline: June 10, 0700 UTC. 

Phase 2: For the selected solution, continuation to agree CRs. Deadline: EOM
This document covers the following contributions submitted to RAN2#110-e meeting mainly to address Z118:

R2-2004925
[Z118] Clarification on providing network specific uac-AccessCategory1-SelectionAssistanceInfo
ZTE Corporation, Sanechips, CMCC, Nokia
discussion
Rel-16
NR_newRAT-Core
R2-2002764

R2-2004926
[Z118] CR on providing network specific uac-AccessCategory1-SelectionAssistanceInfo-Option 1
ZTE Corporation, Sanechips, Nokia
CR
Rel-16
38.331
16.0.0
1637
-
F
NR_newRAT-Core

R2-2004927
[Z118] CR on providing network specific uac-AccessCategory1-SelectionAssistanceInfo-Option 2
ZTE Corporation, Sanechips, Nokia
CR
Rel-16
38.331
16.0.0
1638
-
F
NR_newRAT-Core

R2-2004928
[Z118] CR on providing network specific uac-AccessCategory1-SelectionAssistanceInfo-Option 3
ZTE Corporation, Sanechips, Nokia
CR
Rel-16
38.331
16.0.0
1639
-
F
NR_newRAT-Core

R2-2004929
[Z118] CR on providing network specific uac-AccessCategory1-SelectionAssistanceInfo-Option 4
ZTE Corporation, Sanechips, Nokia
CR
Rel-16
38.331
16.0.0
1520
2
F
NR_newRAT-Core
R2-2002765

2 Discussion: Phase 1

2.1 Background and problem statement
In NR R15, the uac-AccessCategory1-SelectionAssistanceInfo can be configured to assist UE to decide whether Access Category 1 applies or not. 

As shown below, network can either configure a common UAC-AccessCategory1-SelectionAssistanceInfo applicable to all the PLMNs sharing the same cell via plmnCommon or configure it for each PLMN via individualPLMNList if different PLMNs would like to configure different values.

    uac-BarringInfo                     SEQUENCE {

        uac-BarringForCommon         

UAC-BarringPerCatList                      
OPTIONAL,   -- Need S

        uac-BarringPerPLMN-List      

UAC-BarringPerPLMN-List                    
OPTIONAL,   -- Need S

        uac-BarringInfoSetList        

UAC-BarringInfoSetList,

        uac-AccessCategory1-SelectionAssistanceInfo CHOICE {

            plmnCommon                           
UAC-AccessCategory1-SelectionAssistanceInfo,

            individualPLMNList                   SEQUENCE (SIZE (2..maxPLMN)) OF UAC-AccessCategory1-SelectionAssistanceInfo

        }  

















OPTIONAL    -- Need S

    }      

















OPTIONAL,   -- Need R

UAC-AccessCategory1-SelectionAssistanceInfo ::=    ENUMERATED {a, b, c}

However, among all the PLMNs sharing the same cell, some PLMNs may want to configure access barring for delay tolerant service while others do not. 

With the current ASN.1 structure, if one PLMN wants to configure access barring for delay tolerant services, other PLMNs sharing the same cell have to configure a “a”, “b” or “c” either via plmnCommon or individualPLMNList even though they do not want to do so because we did not make each entry in the individualPLMNList OPTIONAL.

As a result, UE configured with delay tolerant service may select access category 1 and perform barring check based on the factor and timer associated with access category 1 upon receiving such configuration although it should have selected another access category and perform access barring check accordingly.

Q1) Base on the understanding of the current uac-AccessCategory1-SelectionAssistanceInfo in SIB1, do companies agree with the following observation?

Observation: Among all the PLMNs sharing the same cell, the current ASN.1 for configuring uac-AccessCategory1-SelectionAssistanceInfo does not allow some PLMNs to configure such assistance information while others not to configure it.

	Company
	Yes/No
	Comments (if any)

	Nokia, Nokia Shanghai Bell
	Yes
	We confirm the understanding. The finding is correct: Network has no configuration option to set different values for AccessCategory1-SelectionAssistanceInfo for PLMNs sharing the same cell. Which forces the network to set delay tolerant services for all PLMNs in the same way, even though some of them may wish not to have delay services configured. This isn’t intended design.

	ZTE
	Yes
	

	MediaTek
	Yes
	

	Samsung
	No
	We assume there is no problem.

The field uac-AccessCategory1-SelectionAssistanceInfo is used to limit the scope to which access category 1 is applied.
The field is mandatory if the access category 1 is configured. It’s same as in LTE.

In current RRC specification, all access categories including the access category 1 can be configured per PLMN by using uas-BarringPerPLMN-List.

If one PLMN doesn't want to configure the access category 1, the configuration corresponding to the access category 1 is not provided via SIB1. If configured, uac-AccessCategory1-SelectionAssistanceInfo shall be also configured.

[ZTE] We give some further explanations for the difference between the following two cases:
“If one PLMN doesn't want to configure the access category 1, the configuration corresponding to the access category 1 is not provided via SIB1.”

Case1: This is the case as mentioned above by Samsung. If NW configures uac-AccessCategory1-SelectionAssistanceInfo but not configure the barring parameters for access category 1, the related UEs will fall into access category 1 and consider the access attempts are allowed according to the following descriptions:

4>
if the corresponding UAC-BarringPerCatList contains a UAC-BarringPerCat entry corresponding to the Access Category:
5>
select the UAC-BarringPerCat entry;
5>
if the uac-BarringInfoSetList contains a UAC-BarringInfoSet entry corresponding to the selected uac-barringInfoSetIndex in the UAC-BarringPerCat:

6>
select the UAC-BarringInfoSet entry;

6>
perform access barring check for the Access Category as specified in 5.3.14.5, using the selected UAC-BarringInfoSet as "UAC barring parameter";

5>
else:

6>
consider the access attempt as allowed;

4>
else:

5>
consider the access attempt as allowed;

=>This is strange because delay tolerant services are 100% allowed while other services, e.g. MO-data, will follow the configured barring factor, which means there is probability (e.g. 60%) that access attempt for MO-data would be allowed during access barring check.

[Samsung] We see no problem on the case 1. It’s up to NW implementation on How to set barring configurations.

Case 2: If NW does not configure uac-AccessCategory1-SelectionAssistanceInfo, UE will never fall into this access category 1 and will select another access category to perform barring check.

Thus, the expected UE behavior for case 1 (configuring uac-AccessCategory1-SelectionAssistanceInfo but not configure the barring parameters for access category 1) and case 2 (not configuring uac-AccessCategory1-SelectionAssistanceInfo) is completely different.

In addition, in LTE, we also allow a PLMN not to configure the eab-config which is similar to the uac-AccessCategory1-SelectionAssistanceInfo we have in NR.
EAB-ConfigPLMN-r11 ::=



SEQUENCE {

eab-Config-r11





EAB-Config-r11



OPTIONAL -- Need OR
}
EAB-Config-r11 ::=




SEQUENCE {

eab-Category-r11




ENUMERATED {a, b, c},

eab-BarringBitmap-r11



BIT STRING (SIZE (10))
}
[Samsung] Regarding eab-Config in LTE, we assume that ZTE’s interpretation above is wrong.
Since it’s OPTIONAL -- Need OR, the absence of eab-Config-r11 means that that EAB itself is de-configured.

If eab-Config is configured (i.e. EAB configuration is provided), eab-Category-r11 has to be signalled. In other words, the field eab-Category-r11 within EAB-Config-r11 is not optional

	Huawei, HiSilicon
	No
	We think the scenario described by the proponents is true. However we don’t see extension of the signalling in Rel-16 helps as the legacy UEs are not addressed. It should not be a problem really for NW or UE that all PLMNs need to provide a value in the list. In this case any value can be selected - because if there is no barring parameter provided for a PLMN for access category 1, it is clear that it doesn't apply. So we don’t see much need to change the ASN.1.

[ZTE] Please see my response to Samsung’s comment above.

The expected UE behavior for case 1 (configuring uac-AccessCategory1-SelectionAssistanceInfo but not configure the barring parameters for access category 1) and case 2 (not configuring uac-AccessCategory1-SelectionAssistanceInfo) is completely different.
[Huawei] Now we understood the issue better, CT1 specification defines that access category 1 applies if uac-AccessCategory1-SelectionAssistanceInfo provides a value a/b/c. The comment still stands, however – none of the proposed solutions address the issue for legacy UEs and in most cases this can anyway be solved by configuration. Before introducing ASN.1 changes which would not work in all cases we should check how serious a problem it really is and what cases do not have a workaround by configuration. 

One question for clarification – what would be the expected behaviour in case the UAC-BarringPerPLMN-List and the uac-AccessCategory1-SelectionAssistanceInfo are different sizes? For example, the BarringPerPLMN contains PLMN_A, PLMN_B, PLMN_C, while AccessCategory1-SelectionAssistanceInfo contains only 2 entries? Would it be that AccessCategory1-SelectionAssistanceInfo is not configured for PLMN_C? If that is the case it seems any problem can be avoided by configuration. 
A solution which works also for legacy UEs is preferred, and avoiding ASN.1 change is also preferred. If the above suggestion (different length lists) is not suitable then another way, which would work for legacy UE, is simply to configure barring parameter for access category 1 using the same probability as other access category(ies), the UEs which this applies to can be limited by setting assistance info to “c” – in this way only a very limited number of UEs would apply access category 1, and then the only limitation would be if different access probabilities are configured depending on the category – we are not sure how serious an issue that would be. 

Another alternative which would avoid ASN.1 change (but may not help legacy UE) would be to clarify in CT1 specification that access category 1 is applicable if a barring parameter is provided for access category 1 AND the assistance info is provided. Note that SA1 specification already states the barring parameter for access category 1 is accompanied by the assistance information
In summary, we should check whether the limitation is really a serious one, and whether there are cases that can’t be solved with alternative means before introducing such ASN.1 changes. 

	Lenovo
	
	We wonder about the use-case where some PLMNs may decide not to configure uac-AccessCategory1-SelectionAssistanceInfo. If a UE is configured for delay tolerant service why it shouldn’t be subject to access control for Access Category 1? 

[ZTE]

The intention of having such a special access category 1 is to allow the operator to restrict access from UEs configured with delay tolerant services while permitting access from other UEs when congestion happens.
Some PLMN may decide not to configure uac-AccessCategory1-SelectionAssistanceInfo to ensure the user experience of all kinds of UE while another PLMN prefers to ensure the user experience of UE who are not delay tolerant firstly.

It should be up to each PLMN to decide whether they want it or not.
We think such flexibility should be supported. Usually, we do not put any restriction on a PLMN specific configuration saying that all the PLMNs sharing the same cell shall provide some configuration when only a subset of them really want such configuration.

	CMCC
	Yes
	We share similar view with ZTE. For RAN sharing scenario, based on the current spec, all the PLMNs sharing a cell are forced to provide the uac-AccessCategory1-SelectionAssistanceInfo, even though some of them may wish not to have delay services configured.
Since it is a PLMN specific configuration, we prefer to have the flexibility to let each PLMN operator to decide whether to have it or not.


To allow a certain PLMN not to configure the uac-AccessCategory1-SelectionAssistanceInfo field, some potential solutions are listed in chapter 2.2 for companies to down select.

2.2 Potential solutions

Option 1: Introduce UAC-AccessCategory1-SelectionAssistanceInfo-v16xy with value {a, b, c, null}. 
If a PLMN does not want to configure access barring for delay tolerant service, the corresponding UAC-AccessCategory1-SelectionAssistanceInfo-v16xy can be set to “null”.

-- ASN1START
-- TAG-SIB1-START
SIB1 ::=        SEQUENCE {
Partly omitted
       uac-BarringInfo                     SEQUENCE {

        uac-BarringForCommon         

UAC-BarringPerCatList                      
OPTIONAL,   -- Need S

        uac-BarringPerPLMN-List      

UAC-BarringPerPLMN-List                    
OPTIONAL,   -- Need S

        uac-BarringInfoSetList        

UAC-BarringInfoSetList,

        uac-AccessCategory1-SelectionAssistanceInfo CHOICE {

            plmnCommon                           
UAC-AccessCategory1-SelectionAssistanceInfo,

            individualPLMNList                   SEQUENCE (SIZE (2..maxPLMN)) OF UAC-AccessCategory1-SelectionAssistanceInfo

        }  

















OPTIONAL    -- Need S

    }      

















OPTIONAL,   -- Need R

    useFullResumeID                     
ENUMERATED{true}                             
OPTIONAL,   -- Need R
    lateNonCriticalExtension          
OCTET STRING (CONTAINING SIB1-v16xy-IEs) 
OPTIONAL,
    nonCriticalExtension               SEQUENCE {}                                

OPTIONAL
}
SIB1-v16xy-IEs ::=               SEQUENCE {
    
uac-BarringInfo-v16xy           SEQUENCE {
        
individualPLMNList-v16xy 


SEQUENCE (SIZE (2..maxPLMN)) OF UAC-AccessCategory1-SelectionAssistanceInfo-v16xy
        }  

















OPTIONAL    -- Cond individualPLMNList
    nonCriticalExtension             SEQUENCE {}                                          OPTIONAL
}
UAC-AccessCategory1-SelectionAssistanceInfo ::=    ENUMERATED {a, b, c}
UAC-AccessCategory1-SelectionAssistanceInfo-v16xy ::=    ENUMERATED {a, b, c, null}
-- TAG-SIB1-STOP
-- ASN1STOP
Option 2: Introduce UAC-AccessCategory1-SelectionAssistanceInfoExt-v16xy with value “null”. 

If the newly introduced UAC-AccessCategory1-SelectionAssistanceInfoExt-v16xy field is present, the UE should ignore the legacy value provided by UAC-AccessCategory1-SelectionAssistanceInfo and consider the access barring for delay tolerant service is not configured.

-- ASN1START
-- TAG-SIB1-START
SIB1 ::=        SEQUENCE {
Partly omitted
       uac-BarringInfo                     SEQUENCE {

        uac-BarringForCommon         

UAC-BarringPerCatList                      
OPTIONAL,   -- Need S

        uac-BarringPerPLMN-List      

UAC-BarringPerPLMN-List                    
OPTIONAL,   -- Need S

        uac-BarringInfoSetList        

UAC-BarringInfoSetList,

        uac-AccessCategory1-SelectionAssistanceInfo CHOICE {

            plmnCommon                           
UAC-AccessCategory1-SelectionAssistanceInfo,

            individualPLMNList                   SEQUENCE (SIZE (2..maxPLMN)) OF UAC-AccessCategory1-SelectionAssistanceInfo

        }  

















OPTIONAL    -- Need S

    }      

















OPTIONAL,   -- Need R

    useFullResumeID                     

ENUMERATED{true}                             OPTIONAL,   -- Need R
    lateNonCriticalExtension          
OCTET STRING (CONTAINING SIB1-v16xy-IEs) 
OPTIONAL,
    nonCriticalExtension               SEQUENCE {}                                

OPTIONAL
}
SIB1-v16xy-IEs ::=               SEQUENCE {
    uac-BarringInfo-v16xy           

SEQUENCE {
        individualPLMNList-v16xy            SEQUENCE (SIZE (2..maxPLMN)) OF UAC-AccessCategory1-SelectionAssistanceInfoExt-v16xy
        }  










OPTIONAL    -- Cond individualPLMNList
    nonCriticalExtension             SEQUENCE {}                                          OPTIONAL
}
UAC-AccessCategory1-SelectionAssistanceInfo ::=    ENUMERATED {a, b, c}
UAC-AccessCategory1-SelectionAssistanceInfoExt-v16xy ::=          SEQUENCE {
    uac-AccessCategory1-SelectionAssistanceInfoExt-v16xy




ENUMERATED {null}  




OPTIONAL,   -- Need S
}
-- TAG-SIB1-STOP
-- ASN1STOP
Option 3: Introduce individualPLMNList-v16xy in which a list of network index and the associated UAC-AccessCategory1-SelectionAssistanceInfo are included.

-- ASN1START
-- TAG-SIB1-START
SIB1 ::=        SEQUENCE {
Partly omitted
       uac-BarringInfo                     SEQUENCE {

        uac-BarringForCommon         

UAC-BarringPerCatList                      
OPTIONAL,   -- Need S

        uac-BarringPerPLMN-List      

UAC-BarringPerPLMN-List                    
OPTIONAL,   -- Need S

        uac-BarringInfoSetList        

UAC-BarringInfoSetList,

        uac-AccessCategory1-SelectionAssistanceInfo CHOICE {

            plmnCommon                           
UAC-AccessCategory1-SelectionAssistanceInfo,

            individualPLMNList                   SEQUENCE (SIZE (2..maxPLMN)) OF UAC-AccessCategory1-SelectionAssistanceInfo

        }  

















OPTIONAL    -- Need S

    }      

















OPTIONAL,   -- Need R

    useFullResumeID                     

ENUMERATED{true}                             OPTIONAL,   -- Need R
    lateNonCriticalExtension          
OCTET STRING (CONTAINING SIB1-v16xy-IEs) 
OPTIONAL,
    nonCriticalExtension               SEQUENCE {}                                

OPTIONAL
}
SIB1-v16xy-IEs ::=               SEQUENCE {
    uac-BarringInfo-v16xy           

SEQUENCE {

        individualPLMNList-v16xy            SEQUENCE (SIZE (1..maxPLMN)) OF UAC-AccessCategory1-SelectionAssistanceInfo-v16xy
        }  










OPTIONAL    

    nonCriticalExtension             SEQUENCE {}                                          OPTIONAL
}
UAC-AccessCategory1-SelectionAssistanceInfo ::=    ENUMERATED {a, b, c}
UAC-AccessCategory1-SelectionAssistanceInfo-v16xy ::=          SEQUENCE {
plmn-IdentityIndex




INTEGER (1..maxPLMN),

UAC-AccessCategory1-SelectionAssistanceInfo ::=    ENUMERATED {a, b, c}
}
-- TAG-SIB1-STOP
-- ASN1STOP
Option 4: Introduce uac-AccessCategory1-SelectionAssistanceInfo-PresenceBitmap-r16 to indicate whether the value (e.g. a, b or c) configured via plmnCommon or individualPLMN for each PLMN is valid or not.

If this bitmap is present, the UE should ignore the legacy value configured via plmnCommon or individualPLMN with corresponding bit set to 0 (i.e. consider the access barring for delay tolerant service is not configured for the PLMN associated to the bit).

-- ASN1START
-- TAG-SIB1-START
SIB1 ::=        SEQUENCE {
Partly omitted
       uac-BarringInfo                     SEQUENCE {

        uac-BarringForCommon         

UAC-BarringPerCatList                      
OPTIONAL,   -- Need S

        uac-BarringPerPLMN-List      

UAC-BarringPerPLMN-List                    
OPTIONAL,   -- Need S

        uac-BarringInfoSetList        

UAC-BarringInfoSetList,

        uac-AccessCategory1-SelectionAssistanceInfo CHOICE {

            plmnCommon                           
UAC-AccessCategory1-SelectionAssistanceInfo,

            individualPLMNList                   SEQUENCE (SIZE (2..maxPLMN)) OF UAC-AccessCategory1-SelectionAssistanceInfo

        }  

















OPTIONAL    -- Need S

    }      

















OPTIONAL,   -- Need R

    useFullResumeID                     

ENUMERATED{true}                             OPTIONAL,   -- Need R
    lateNonCriticalExtension          
OCTET STRING (CONTAINING SIB1-v16xy-IEs) 
OPTIONAL,
nonCriticalExtension               SEQUENCE {}     
}
SIB1-v16xy-IEs ::=               SEQUENCE {
    uac-BarringInfo-v16xy           

SEQUENCE {


uac-AccessCategory1-SelectionAssistanceInfo-PresenceBitmap-r16 

BIT STRING (SIZE (maxPLMN))

}  


















OPTIONAL   -- Need S
    nonCriticalExtension             SEQUENCE {}                                          OPTIONAL
}
UAC-AccessCategory1-SelectionAssistanceInfo ::=    ENUMERATED {a, b, c}
-- TAG-SIB1-STOP
-- ASN1STOP
For example, 6 PLMNs share the same cell and three of them would like to configure access barring for delay tolerant service while the others do not.

Expected Setting 1:

	PLMN#
	0
	1
	2
	3
	4
	5

	uac-AccessCategory1-SelectionAssistanceInfo
	a
	/
	/
	/
	a
	a


Possible configuration:

plmnCommon = a

uac-AccessCategory1-SelectionAssistanceInfo-PresenceBitmap: 100011

Expected Setting 2:

	PLMN#
	0
	1
	2
	3
	4
	5

	uac-AccessCategory1-SelectionAssistanceInfo
	b
	/
	/
	/
	a
	c


Possible configuration:

individualPLMNList = bbbbac

uac-AccessCategory1-SelectionAssistanceInfo-PresenceBitmap: 100011

Q2) To allow a certain PLMN not to configure the uac-AccessCategory1-SelectionAssistanceInfo field, which option do companies prefer?

· Option 1: Introduce UAC-AccessCategory1-SelectionAssistanceInfo-v16xy with value {a, b, c, null} [1].

· Option 2: Introduce UAC-AccessCategory1-SelectionAssistanceInfoExt-v16xy with value “null”[2]. 

· Option 3: Introduce individualPLMNList-v16xy in which a list of network index and the associated UAC-AccessCategory1-SelectionAssistanceInfo are included [3].

· Option 4: Introduce uac-AccessCategory1-SelectionAssistanceInfo-PresenceBitmap-r16 to indicate whether the value (e.g. a, b or c) configured via plmnCommon or individualPLMN for each PLMN is valid or not [4].
	Company
	Option 1/2/3/4

or any other options
	Comments (if any)

	Nokia, Nokia Shanghai Bell
	Option 1 or Option 3
	We are open to any solution that resolves the problem with configuration. However Option 1 or Option 3 seems straightforward/clean and allow flexible configuration.

	ZTE
	All
	All the options are acceptable to us.

	MediaTek
	See comments
	We do not understand why the change should be done in lateNonCriticalExtension. Couldn’t we just add the new define together with other R16 new IEs?

We agree with Nokia that option 1 and option 3 are more straightforward. However, we would like to confirm how NW signal the new IE. In my thinking, the NW will not use R15 individualPLMNList and R16 individualPLMNList-v16xy at the same time. The R16 individualPLMNList-v16xy is a replacement of R15 configuration.  There is no need to include the field uac-AccessCategory1-SelectionAssistanceInfo if uac-BarringInfo-v16xy is included. Is that correct understanding? 

R15 field

uac-AccessCategory1-SelectionAssistanceInfo CHOICE {

    plmnCommon  UAC-AccessCategory1-SelectionAssistanceInfo,

   individualPLMNList  SEQUENCE (SIZE (2..maxPLMN)) OF UAC-AccessCategory1-SelectionAssistanceInfo

}                                     OPTIONAL    -- Need S

R16 fields

uac-BarringInfo-v16xy      SEQUENCE {

        individualPLMNList-v16xy    TBD

} OPTIONAL,   -- Need R

[ZTE] 

(1)  I decided to include the changes in SIB1 as "lateNonCriticalExtension " rather than "nonCriticalExtension " mainly because this is a R15 feature with minor changes or extension introduced in R16 rather a feature introduced in R16. But I am also fine to introduce it together with other R16 new IEs.
(2) Agree with your understanding that here is no need to include the field uac-AccessCategory1-SelectionAssistanceInfo if uac-BarringInfo-v16xy is included. The CR can be improved in phase 2 if companies are fine to have such correction.


	Lenovo
	
	Use-case for flexible signalling of uac-AccessCategory1-SelectionAssistanceInfo should be clarified first.

If companies think there is a valid use-case then any option 1-4 is non-backwards-compatible.

[ZTE] Even these changes are non-backwards-compatible, there will be no Inter-operability issue because the UAC is kind of initial decision at UE side on whether to initiate an access attempt or not. 

It is fine if R15 UE and R16 UE make different decision based on the same SIB1 from NW because the restriction on UE configured with delay tolerant service is somehow relaxed a little bit in R16 if a “null” is provided.  

In addition, the barring factor associated with an access category is just a passing rate, which does not ensure every UE to pass. NW still has full control on whether to accept the access attempt or not.

	CMCC
	Anyone is fine.
Slightly prefer option 1 or 3.
	No strong view, any solution can fix this problem is ok for us. 

Slightly prefer option 1&3, which are simple and clear.
Also, there will be no Inter-operability issue because the UAC is kind of initial decision at UE side on whether to initiate an access attempt or not and NW still has full control on whether to accept the access attempt or not.

	
	
	

	
	
	


2 Conclusion: Phase 1

Based on the above, RAN2 is request to agree the following proposals:

TBD
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