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1   Introduction

At the RAN2#109e meeting (February 2020) the following agreements were made concerning the IP address allocation in IAB:

· R2 assumes that whether there are any additional scenarios (apart from node integration and recovery from RLF) where an IAB node may need to request one or more IP addresses is left to RAN3.

· As a working assumption, RRCSetupComplete message is used by the IAB node to request IP address for the case of node integration in the SA scenario. This assumption can be revisited after all cases has been addressed.
· Issue on IP address request in the NSA case is moved to email discussion to next meeting

· Issue on whether – following recovery from RLF – there is a need for the IAB node to request an IP address is moved to email discussion.

· Confirm that R2 will implement R3 agreements

-  RAN2 to implement IP address addition and removal in RRC [this serves merely as a reminder of the work to be done].


-  RAN2 to implement in RRC the mapping between the IPv4 address(es)/IPv6 prefix assigned to the IAB node, and the related donor-DU’s BAP address RRC, when assigning the IP address to the IAB node [this serves merely as a reminder of the work to be done].

To address the open issues from the February RAN2 meeting in the run up to the April RAN2 meeting (and prepare a set of agreeable proposals and ideally an agreeable TP), the following email discussion was agreed:

· [Post109e#26][IAB] IP address allocation (Samsung)


Scope: NSA case, following recovery from RLF, R3 should decide what is required, R2 should look at signalling solution (which message etc). Take R3 decisions and outcomes into consideration. 


Intended outcome: Report, possibly agreeable TP

The email discussion is archived in R2-2002672 (‘Report on email discussion Post109e_26 IAB IP’). In R2-2002672, the following is captured:

· the individual input (verbatim) collected in the course of this discussion on a set of questions prepared by the rapporteur, and a number of open ended questions where respondents can indicate additional issues (Phase-I), 

· a summary by the rapporteur of the views collected, and several proposals on topics where convergence of views has been observed, 

· the individual input (verbatim) on these proposals, a summary by the rapporteur of the views on this initial set of proposals (Phase II), and 

· a revised set of proposals for further online/offline consideration by RAN2 at the April meeting.

In the present document, input on the revised set of proposals (obtained as part of [AT109bis-e][023][IAB] IP address allocation (Samsung), held during the ongoing meeting) is captured, followed by a proposed way forward.
2   Discussion based on Post109e_26 email discussion, and revised set of proposals
With regards to the NSA case, two options have emerged for requesting IP address(es):

1. IAB node uses RRCReconfigurationComplete message to request IP address – and the content of the message is enhanced to include this request

2. IAB node uses a separate/new procedure to request IP address

Two aspects were discussed on the RAN2 reflector in the final stage of this email discussion: first of all, whether Option 1 really is suitable for NSA; and second of all, whether Option 1 can be extended to the SA case. The latter is important as there is a strong majority view that NSA and SA procedures should be unified as much as possible.
The rapporteur of the discussion would like to make some observations:

· (On suitability of Option 1 for NSA) Concerns have been raised that the SN (IAB parent node/IAB Donor DU) cannot allocate IP address in some scenarios, since SN may not know the UE is an IAB node, as the IAB node indication could be included in SgNB Modification Request message. 
· This however seems to be a minority concern.

· (On applicability of Option 1 to SA) For the SA case, after sending RRCSetupComplete message, using Option 1 requires that the IAB donor CU must trigger an RRC Reconfiguration procedure to get the IP address request. After that, the IAB donor CU will trigger another RRC Reconfiguration procedure to assign IP address, leading to unnecessary redundancy.
· This concern is shared by multiple companies. It is difficult to ascertain the majority view due to low response rate to final stage of the discussion.
· (On use of OAM v RRC for IP address assignment in case of Option 1) There are at least two potentially problematic scenarios:

a) IP address assignment is done via OAM. The IAB node only realizes this after receiving the OAM configuration. This may cause unnecessary IP request in RRCReconfig.Complete message, since this message may be sent before OAM configuration downloading.

b) IP address allocation is done via RRC. The IAB node only realises this after receiving the OAM configuration. This causes significant issues since OAM downloading may not be finished when RRCReconfig.Complete is sent (without an IP address request).

· This concern is also shared by multiple companies. It is difficult to ascertain the majority view due to low response rate to final stage of the discussion.
And finally, several companies have already pointed out that RAN3's stage-2 spec already indicates that the IP address request may occur at any time after RRC connection setup, and a new message may indeed therefore be required to request IP address(es) – this reasoning speaks in favour of Option 2.

Taken all of the above into account, as a compromise the rapporteur proposes the following way forward, for review and hopefully approval by RAN2:

Proposal 1: An IAB node explicitly requests IP address(es) during integration in the NSA case. [Explicit means here that either an existing message (e.g. RRCReconfigurationComplete) is modified to explicitly include a request, or a new message is introduced to indicate a request.]
	Company
	Comments

	Ericsson
	The cleanest way would be to specify a new RRC procedure for the IP request and allocation. Such an RRC procedure would work both for NSA and SA. It would be future proof for later release of IAB, where new enhancements may require the capability to make request for new IP addresses on demand.

	Nokia
	Agree

	Huawei
	Agree

	KDDI
	We agree with the proposal

	ZTE
	Agree

	NEC
	Agree

	Futurewei
	Agree

	CATT
	Agree. 

	LG
	Agree

	Samsung
	Agree


Proposal 2: A single RRC message/procedure is adopted for IP address request, for both SA and NSA cases. 
	Company
	Comments

	Ericsson
	Agree, see our reply to P1.

	Nokia
	Agree

	Huawei
	Agree

	KDDI
	Agree 

	ZTE
	Agree

	NEC
	Agree

	Futurewei
	Agree

	CATT
	Agree

	LG
	Agree

	Samsung
	Agree


Proposal 3: A new message is defined for IP address request, for both SA and NSA cases. [This overrides the previous SA agreement, which stated that RRCSetupComplete message is used by the IAB node to request IP address for the case of node integration in the SA scenario.]
	Company
	Comments

	Ericsson
	Agree, see our motivation in reply to P1.

	Nokia
	Three main Options were listed in the contributions and email discussion:

1. RRCReconfigurationComplete

2. New RRC message (request only) or update of UEAssistanceInfo

3. New RRC procedure (request and response)

To summarize, all the options work and have the following benefits/drawbacks:

Option 1 uses existing messages, therefore, for NSA, no changes are needed to LTE RRC or X2; 

Option 2 can be triggered any time after connection setup. For NSA, new message or updated UEAssistanceInfo require some changes to LTE RRC and X2 (update of ULInformationTransferMRDC in LTE and RRC Transfer in X2AP).

Option 3 provides flexibility but for NSA requires major changes to LTE RRC (new LTE message) and X2 for the new DL RRC message. Lacks confirmation from IAB-MT for IP address allocation.

We think the additional timing flexibility is not needed and therefore, support Option 1 which does not require any changes to LTE or X2 for NSA case.

	Huawei
	Agree

Decoupling the new message (option 2/3 in Nokia’s comments) with RRCReconfiguration message can support the case IAB initiate the IP request after integration, which is the intended scenario from R3.

	KDDI
	Agree

	ZTE
	Agree

	NEC
	Agree 

	Futurewei
	Agree with the proposal

Our preference would be for Nokia’s Option 2.

Option 1 has the disadvantage of being tied to the RRCReconfiguration procedure, and hence is not flexible. As we discussed in our contribution (R2-2003525), this approach may not work for all IAB integration scenarios.

Option 3 has more specification impact therefore we prefer Option 2 compared to 3.

Regarding applicability of UEAssistanceInfo to the NSA case, we agree with Nokia that one way to achieve this would be to make enhancements to LTE RRC. An alternative approach would be to enable support of UEAssistanceInfo on SRB3 in Rel. 16 for the purpose of IP address request.

	CATT
	Agree. Adopting a new message will be more flexible. It also can decouple the dependency between IP address request and legacy RRC message( RRCReconfigurationComplete or RRCSetupComplete)

	LG
	We would like to avoid X2 interface impact and prefer an existing RRC message, but, to make progress for this issue, if dominant majority wants a new message, we are ok with a new RRC procedure (request and response) as a compromise.

	Samsung
	Agree


Proposal 4: For the IP address configuration by the CU, RRCReconfiguration message is used for both SA and NSA cases.

	Company
	Comments

	Ericsson
	Disagree, much cleaner with a new RRC message. See further motivation in our reply to P1.

	Nokia
	Agree, one of the benefits of RRCReconfiguration procedure is that it provides the confirmation to CU (RRCReconfigurationComplete).

	Huawei
	Pending on the conclusion in P3.

	KDDI
	Same as Nokia, we agree with this proposal

	ZTE
	Agree

	NEC
	Agree

	Futurewei
	This seems to be tied to reaching an agreement on proposal 2.

For Option 2 using RRCReconfiguration to configure the IP address(es) would work (although this is somewhat an abuse of the concept of what constitutes an radio resource configuration).

Option 3 proposes a new RRC procedure, and hence seems to require a new message to configure the IP address(es).

	CATT
	Agree

	LG
	Agree

	Samsung
	Agree


3   Conclusions
Proposals 1 and 2 are acceptable to all respondents:

Proposal 1: An IAB node explicitly requests IP address(es) during integration in the NSA case. [Explicit means here that either an existing message (e.g. RRCReconfigurationComplete) is modified to explicitly include a request, or a new message is introduced to indicate a request.]
Proposal 2: A single RRC message/procedure is adopted for IP address request, for both SA and NSA cases. 
Proposal 3 is acceptable to the vast majority of the respondents (9/10). There is only one company objecting. The objection has already been heard at the last meeting, during the between-meeting email discussion, and at the ongoing meeting – however other companies have not changed their minds. Therefore the rapporteur does not feel a change to Proposal 3 is needed or would make any difference:
Proposal 3: A new message is defined for IP address request, for both SA and NSA cases. [This overrides the previous SA agreement, which stated that RRCSetupComplete message is used by the IAB node to request IP address for the case of node integration in the SA scenario.]
With regards to Proposal 4, there is again only one company objecting. Again, the objections are well-publicized, but for 9 out of 10 companies the proposal is acceptable and the rapporteur is repeating it here:

Proposal 4: For the IP address configuration by the CU, RRCReconfiguration message is used for both SA and NSA cases.

