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1   Introduction

At the RAN2#109e meeting (February 2020) the following agreements were made concerning the IP address allocation in IAB:

· R2 assumes that whether there are any additional scenarios (apart from node integration and recovery from RLF) where an IAB node may need to request one or more IP addresses is left to RAN3.

· As a working assumption, RRCSetupComplete message is used by the IAB node to request IP address for the case of node integration in the SA scenario. This assumption can be revisited after all cases has been addressed.
· Issue on IP address request in the NSA case is moved to email discussion to next meeting

· Issue on whether – following recovery from RLF – there is a need for the IAB node to request an IP address is moved to email discussion.

· Confirm that R2 will implement R3 agreements

-  RAN2 to implement IP address addition and removal in RRC [this serves merely as a reminder of the work to be done].


-  RAN2 to implement in RRC the mapping between the IPv4 address(es)/IPv6 prefix assigned to the IAB node, and the related donor-DU’s BAP address RRC, when assigning the IP address to the IAB node [this serves merely as a reminder of the work to be done].

To address the open issues from the February RAN2 meeting in the run up to the April RAN2 meeting (and prepare a set of agreeable proposals and ideally an agreeable TP), the following email discussion was agreed:

· [Post109e#26][IAB] IP address allocation (Samsung)


Scope: NSA case, following recovery from RLF, R3 should decide what is required, R2 should look at signalling solution (which message etc). Take R3 decisions and outcomes into consideration. 


Intended outcome: Report, possibly agreeable TP

This document captures:

· the individual input (verbatim) collected in the course of this discussion on a set of questions prepared by the rapporteur, and a number of open ended questions where respondents can indicate additional issues (Phase-I), 

· a summary by the rapporteur of the views collected, and several proposals on topics where convergence of views has been observed, 

· the individual input (verbatim) on these proposals, a summary by the rapporteur of the views on this initial set of proposals (Phase II), and 

· a revised set of proposals for further online/offline consideration by RAN2 at the April meeting.

2   Phase-I of the discussion: collecting views on key issues within the agreed scope

2.1   IP address request in the NSA case

As a reminder, RAN2 agreed the following working assumption for the SA case:

· As a working assumption, RRCSetupComplete message is used by the IAB node to request IP address for the case of node integration in the SA scenario. This assumption can be revisited after all cases has been addressed.
However, for the NSA case, there was a significant divergence of views at RAN2#109e (R2-2002164). Therefore this sub-section addresses the NSA case, through a series of questions addressing the issues in a structured way, based on (R2-2002164). In some cases this discussion will repeat the one captured in R2-2002164, but hopefully the companies will provide responses with new content/from a new angle, based on an increased understanding of others’ views (following the exchange of views during the February meeting) and a (hopefully) greater willingness to compromise.

The first question addresses the issue of whether there is a need at all to request an IP address in the NSA case. Some companies have voiced views during RAN2#109e that - during the IAB node integration in the NSA case, no specific mechanism is needed for the IAB node to request an IP address - in this case, the network knows this is an IAB node and can send the IP address in RRC Reconfiguration information as part of SN addition procedure.

Q1: Is there a need at all for an IAB node to request an IP address during integration in the NSA case? (yes/no)

	Company
	Yes there is a need / no there is no need
	If yes – why? If no – why not? 

	QCOM
	Yes
	RAN3 has agreed that the IAB-node should be able to request the IP address. The reason behind this is that the IP address can also be configured via OAM, in which case CU-based IP address assignment should not be performed. 

RAN3 further agreed that the request is used by the IAB-node to specify the NUMBER of IPv4 addresses and the IPv6 prefix SIZE.

	Huawei
	Yes
	In EN-DC, IP address request is needed for IAB node. 

	NEC
	Yes
	IP address is also required in NSA. 

	Ericsson
	Yes
	An integrating IAB-node should be able to indicate whether it needs IP address(es). If no IP request is included in the RRC message, it means that the IAB-node received the addresses from the OAM.

	Nokia
	Yes
	If there is a need to request the IP address in SA case, then there is the same need in NSA case. In SA case, gNB knows based on the IAB indication sent in Msg5 that this is an IAB-node. However, we are specifying the IP address request in addition to that. The same applies to NSA.

Without the request, Donor-CU does not know how many IP addresses are needed, whether IPv4 or IPv6 addresses are needed unless that information is provided by OAM in which case even the IP addresses could be allocated via OAM, and then no request would be sent.

	CATT
	Yes
	This follows the R3 and R2 agreements. 

	LG
	Yes
	If one IP address is needed, IP address request may not be needed because CU can recognize an IAB node and send an IP address as part of SN addition procedure. However, RAN3 already agreed that a number of IP addresses can be requested by an IAB node. In this case, requesting an IP address may be needed during integration in the NSA case.  

	Futurewei
	Strictly speaking No, please see comment 
	In our opinion it was completely unnecessary to extend the IP layer to the IAB node DU for communication with the donor CU, as the IP layer does not seem to serve any real function at the IAB DU. It was entirely feasible to design the protocol stack without the IP layer at the IAB DU. However, having imposed this decision on RAN3, RAN2 really has no choice now but to support RAN3.

Having said that, for the F1-C over LTE/X2 solution, the IAB DU’s IP address does not need to be routable from the CU (as there is no donor DU involved). However, for and NSA in general, F1-C may still be routed via the backhaul link (via the donor DU). Hence, a routable IP address would still be needed in this case.
Therefore, we see no need to further complicate the feature by introducing different approaches for SA and NSA.  Regardless of the approach, the IAB node can request an IP address from the donor CU during integration. Whether the provided IP address(es) needs to be routable can be decided by the donor, and both routing options (via donor DU or via X2) should be supported via appropriate donor CU implementation.

	vivo
	Yes
	RAN3 has already agreed that “IAB node can request one or more IP addresses from donor CU via RRC”. We agree that this regardless of SA or NSA cases. So as IP address is also required in NSA, IAB node should be able to request IP address.

	ZTE
	Yes
	The IAB node with EN-DC connection should also be able to obtain IP address from donor CU of SgNB.

	Samsung
	Yes but only if the IP address is not configured via OAM, and the node is considered as an IAB node during NSA integration procedure
	IP address request is only applicable for the non-OAM case. 

Meanwhile, according to RAN3, IAB node indication IE may be included in SgNB Modification Request message. This is because of the fact that, during the SgNB Addition procedure, the IAB node indication IE is not included. The intention is that during EN-DC setup procedure, the MeNB does not include such IE, and EN-DC is used for OAM configuration downloading only. After a while, if MeNB wants to enable the IAB operation of the IAB node, MeNB will send the Modification Request message by including IAB Node Indication IE. Thus, there is a case during EN-DC setup, where IP address is not needed. 

If EN-DC is set up and the node is considered as IAB node, the RRCReconfig. will include BAP configuration. With this, the IAB node can realize that SgNB knows that it is a node with IAB capability. Then, the IAB node can request the IP address. Otherwise, sending an IP address request to SgNB is meaningless. 

This aspect is different from SA case.


The set of questions that follow (Q2/3/4) is for those respondents who have answered ‘yes’ to Q1. 

Q2 asks whether the request should be done in an explicit or implicit manner. Implicit means here that the mere sending of a message (e.g. RRCReconfigurationComplete) indicates a request. Explicit means here that an existing message (e.g. RRCReconfigurationComplete) is modified to explicitly include a request, or a new message is introduced to indicate a request.

Q2: Should the request be done implicitly or explicitly? (implicit/explicit/both are acceptable)
	Company
	Implicit/explicit (or both)
	Short explanation (detailed discussion of solutions in next two questions) 

	QCOM
	Explicit
	It is not clear how the implicit request would work. The RRCReconfigComplete message needs to be sent even if the IP addresses are configured on the IAB-node via OAM.

Further, as outlined above, the request also serves to indicate the number of IP addresses desired.

	Huawei
	Explicit
	The number of IP address needs to be indicated.

	NEC
	Explicit
	Implicit request may bring ambiguity. 

	Ericsson
	Explicit
	The NR RRCReconfigurationComplete that is embedded within the LTE RRCConnectionReconfigurationComplete (should be amended with a field for the IP address request in the same way as the RRCSetupComplete is amended for the SA case.

	Nokia
	Explicit
	We have agreed that IP address request supports multiple IP addresses and explicit IP version indication. As mentioned in reply to Q1, NSA case is no different with that respect from SA case.

	CATT
	Explicit
	

	LG
	Explicit
	

	Futurewei
	Explicit
	Agree with comments from other companies. It is not very clear how an implicit approach should work, and further not clear how the CU would know how many IP addresses to indicate without an explicit request.

	vivo
	Explicit
	Agree with Huawei, the number of IP address needs to be indicated.

	ZTE
	Explicit
	

	Samsung
	Implicit
	Our concern is whether or not an explicitly requested number of IP address is a mandatory requirement. We consider this from the following two aspects:

· If IP address is allocated via OAM, does IAB donor CU know this?

For this aspect, we think once the operator decides to use OAM to configure the IP address of IAB node, IAB donor CU should know this fact as well. It is because such fact determines whether the IAB donor CU needs to trigger the IP address request from the donor DU or not. 

Please note that, the IP address request from IAB donor DU (i.e., F1 procedure) is not necessarily triggered by IAB node request via RRC. Specifically, if the operator decides to allocate IP address via Donor DU, the IAB donor CU can trigger the F1 procedure even when there is no IAB node under it. 

Therefore, if there is no requested number of IP addresses and the IAB donor CU knows whether the IP address is allocated via OAM or not, the implicit approach does not cause any confusion. 

· How many IP addresses are needed during the integration procedure?

Multiple IP addresses may not be a necessary requirement during the integration procedure. The RAN3 agreement that QC quote above in our understanding does not apply to the integration phase, and we do not envisage a clear use-case for this.

Thus, during integration procedure, one IP address is enough. Moreover, RAN3 has not reached a conclusion on F1-C/U separation for IP address allocation, and in some cases, an IAB node can use one single IP address during its “lifetime”. 

According to above two aspects, we think: 

IAB node only needs to request one IP address from the IAB donor CU during the NSA integration procedure (same as integration for SA case). 
To support this, including an explicitly requested number of IP addressed is not a mandatory requirement in our view. 

 


Q3 is only for those respondents who have indicated they favour an implicit approach in their answer to Q2 (although anyone can comment on the proposals, even if they are against them, e.g. why they believe a certain proposal would not work). Below the Rapporteur proposes the following implicit option:

Option 0: In the course of addition of SgNB (as IAB donor node), the MeNB includes the IAB node indication in the SgNB Addition Request message. With this indication, IAB donor CU can include one IP address (IPv4)/one IPv6 prefix in the SgNB Addition Response message (the IP address information is included in the RRC container), and finally, the RRCReconfig information message can then include the IP address/IP prefix.

Q3: Are you ok with Option 0 as the agreeable approach to implicit IP address request in the NSA case? (yes/no)

	Company
	OK with Option 0? (yes/no)
	If no, why not, and alternative implicit approach 

	Huawei
	No
	See our comments in Q4. 

We need to clarify whether the MN indicates to SN based on MT’s request or not. If not, how can MN be aware of the number of IP address required by MT?
The “IAB node indication” should be explicit the IP request indication including the number of IP address, rather than just IAB node indication.

	Nokia
	No
	Does not support multiple IP addresses or IP version indication. 

Implicit does not work since RAN2 has agreed to provide explicit info in the request.

	Futurewei
	
	Agree with comments from Huawei and Nokia. There is probably a couple of approaches to address the “number of IP address/IP address version” issue with this proposal, but these methods also likely make the solution much more complicated.

	ZTE
	No
	In fact, MeNB is not clear whether the IAB node MT requires the IP address configuration from donor CU or it could obtain the IP address from OAM.

	Samsung
	Yes
	As our comments in Q2, during NSA integration, one IP address is enough. Even for SA integration, one IP address is enough (Please note that RAN3 does not agree F1-C/U separation for IP address allocation).

Based on this consideration, when IAB node accesses the LTE eNB, the RRCSetupComplete message will include

· IAB node indication 

· Supported IP version

Then, MeNB will include IAB node indication and IP version in the SgNB Addition Request message. SgNB can realize this is an IAB node, and since there is no requested number of IP addresses, SgNB can configure one IP address and include it in the RRC container in SgNB Addition Request ACK message. 

This method can be applied for SA case as well. With this, we don’t need to introduce any information related to IP address allocation in RRCReconfigComplete. 

Of course, if companies think requesting multiple IP addresses is required during integration procedure in some cases, IAB node can optionally include the requested number in RRCSetupComplete message as a potential compromise way forward. However, at this stage, we didn’t see such necessity.

	
	
	

	
	
	


Q4 is only for those respondents who have indicated they favour an explicit approach in their answer to Q2 (although anyone can comment on the proposals, even if they are against them, e.g. why they believe a certain proposal would not work). Below the Rapporteur proposes (based on R2-2002164) the following explicit options:

Option 1: During IAB node integration in the NSA case, RRCReconfigurationComplete message is used by the IAB node to request IP address.

Option 2: During IAB node integration in the NSA case, a new RRC message is used by the IAB node to request IP address.

Q4: Which option do you prefer as the agreeable approach to explicit IP address request in the NSA case? (Option 1/Option 2)

	Company
	Option 1/Option 2
	Explanation for your choice in either case. Additionally, for Option 1, details of the new content of the RRCReconfigurationComplete message. Additionally, for Option 2, details of the new message. Or, your preferred alternative to Options 1 & 2 if neither of these is acceptable. 

	QCOM
	Option 1
	We shouldn’t introduce a new RRC message if we can use an existing one. 

Option 1 implies that the IAB-node has NOT received an IP address via the PDN connection from OAM. This implies that it must use a PDN-connection via LTE for OAM connectivity, i.e., it cannot use PDU-session via NR. We would have to clarify this in 38.401.
The message should hold the same information as IP request via RRC Setup Complete for SA.

	Huawei
	Option 2
	As mentioned by QC in response to Q1, IAB node can obtain IP address from OAM or IAB-donor-CU. So we should be clear about one thing at first: How can an IAB node know which way it should use to obtain IP address? 

Based on our understanding, the IAB node should get instruction from OAM about the way to obtain IP address rather than make decision totally by itself, i.e. if IAB node gets IP address from OAM, then it will not initiate request towards IAB-donor-CU, else if IAB node does not get IP address from OAM, or OAM provide explicit instruction for IAB to request IP address via RRC, the IAB node can send request to IAB donor CU for IP address via RRC message.

Therefore, the IAB node should connects to OAM first (after finishing the connection to network) and then decides which way it uses to obtain IP address. 

That means IP request occurs after RRC connection setup. Namely that IP requesting via RRCSetupComplete or RRCRestablishmentComplete is not feasible. 
It is more flexible to decouple the IP request message with the RRCReconfiguration message. So, new UL RRC message via SRB1/3 can be the common solution for both SA and NSA scenarios.
Besides, IAB may need to request more IP address after integration, instructed by OAM. It should not be restricted by receiving RRCReconfiguration first.

	NEC
	Option 1
	Agree that if the existing message works, it is unnecessary to introduce a new message.

	Ericsson
	Option 1
	No need to introduce new RRC messages. We follow the same solution as for the SA case, i.e. to add an IP address request field to existing RRC message (RRCSetupComplete)

	Nokia
	Option 1
	RRCReconfigurationComplete message is the first NR RRC message sent by IAB-MT in response to RRCReconfiguration message adding SgNB (Donor-CU).

If IP address(es) allocation were to be added to the first RRCReconfiguration message, the request should be sent by LTE RRC, e.g., RRCConnectionSetupRequest and included into SN addition request sent over X2.

Option 2 requires new RRC message, new X2 procedure and the new RRC message cannot be sent before RRCReconfigurationComplete.

The new content needs to be exactly the same as for SA case, i.e. list of IP addresses/prefixes and potentially other information required by RAN3.

Huawei proposal is a RAN3 matter and we should not address it without having an explicit request from RAN3. In normal case, there is no need to wait OAM before requesting the IP address(es). If OAM later configures a different number, the IAB-MT can de-register, then re-register and use the new number from OAM.

	CATT
	Option 1
	It is preferable to use existing RRC signaling. 

	LG
	Option 1
	Reusing existing RRC message is sufficient. 

	Futurewei
	Slight preference for Option 2
	Either approach seems to work for the case that RAN3 has requested from RAN2 to address. We do have a concern that RAN3 may identify additional scenarios where an IP address needs to be allocated (or updated) to the IAB DU, which may be different than just IAB node integration. In general, we would prefer to have a single solution that works for all scenarios. We are not sure that in every scenario, IP address allocation would necessarily follow an RRC Connection Reconfiguration.

	vivo
	Option 1
	Reusing existing RRC message would reduce specification impact. The is no need to introduce a new message.

	ZTE
	Option 2
	It is suggested to decouple the IP address request and RRCReconfiguration procedure. IAB node MT should be able to request IP address at any time it prefers instead of waiting for the potential RRCReconfiguration procedure.

	Samsung
	-
	As commented in Q3, for NSA integration case, RRCReconfigComplete message doesn’t require enhancements for IP address allocation. The change is mainly on the RRCSetupComplete message, by including supported IP version, which is applicable for both SA and NSA case. 

For new message for IP address request, we share HW’s view, i.e., after integration procedure, the IAB node may wish to request more IP addresses due to, e.g., activating more NICs to balance the load. Thus, the RRCReconfigComplete message cannot be used for IP address request, and a new RRC message is needed.  


2.2   What happens after RLF recovery – is there a need to request an IP address?

On this matter, some companies have expressed their views that there is no need to request an IP address after RLF recovery, since they believe that CU will know whether new IP addresses should be allocated to IAB node performing RRC re-establishment based on the IAB node MT’s context. Others have however shared their views that – when the IAB donor CU knows the re-connected node is an IAB node, it will send the IP address to the IAB node (assuming the IP address is not allocated by OAM) if the IAB node re-connected to the network via a different donor DU, and that – in a sense – reconnection is an implicit request. Of course, these two views may not be so dissimilar – but there is also a third view that an explicit request is needed (e.g. RRCReestablishmentComplete message is used by the IAB node to request an IP address). While the decision on this is typically within RAN3 remit, the rapporteur feels collecting views will be useful, since it is RAN2 who will ultimately need to design the signalling.

Q5: Is there a need for an explicit IP address request from an IAB node, following recovery from RLF?

	Company
	Yes there is a need / no there is no need
	If no – why not? If yes – why, and how ( and for your preferred approach, what work is there for RAN2 to do)?

	QCOM
	No
	This is a RAN3 issue and RAN3 has already decided on this matter: 
For recovery at same donor, RAN3-defined procedure does not include IP request by IAB-node. 
For recovery at different donor, the network integration procedure is used. 

	Huawei
	No
	Since R3 does not support the inter-CU BH RLF procedure in R16, we only need to discuss the case of intra-CU RLF.

In intra-CU RLF recover, the CU rather than the IAB node can be aware of the donor DU changing. So, it is better for CU to initiate the IP address assignment/modification when IAB node changing donor DU.

	NEC
	No
	RAN3 has clarified how to handle inter-CU and intra-CU case. There is no need to request a new IP address. 

	Ericsson
	No
	Agree with QC comment.

	Nokia
	No
	If re-establishment is successful, then the CU knows based on IAB-MT’s context what kind of IP address and how many are needed. No explicit request is needed.

	CATT
	No
	Agree with QC.

	LG
	No
	It depends on a scenario, i.e., inter-CU or intra-CU and this is RAN3 territory. If RAN3 already decided this as indicated by QC, no more discussion in RAN2 is needed.

	Futurewei
	No
	This specific scenario seems to have already been addressed by RAN3 agreements, as indicted by other companies above.

	vivo
	No
	Agree with QC and Futurewei

	ZTE
	No
	The donor CU should be able to know whether the IP address should be allocated to the re-established IAB node MT based on the IAB node MT’s context.

	Samsung
	No
	Rel-16 only supports intra-CU recovery. So, IAB donor CU ‘knows’ the re-connected IAB node, and it can allocate the IP address to IAB node depending on the connected donor DU.


2.3   Any other issues

Q6: Are there any additional comments you’d like to make on the issues captured in 2.1 and 2.2, and/or any issues that may have been missed altogether which RAN2 should handle at this point in time?

	Company
	Any additional comments / issues missed

	Nokia
	Since IP request is required for both SA and NSA cases, it would be beneficial to align the solutions, i.e. use RRCReconfigurationComplete message in both cases. Even though RRCSetupComplete would allow delivering IP addresses earlier to the IAB node, the gain of ~dozen(s) milliseconds does not seem to bring any benefit in this case.

	Samsung
	We also feel it is beneficial to align the design for both SA and NSA case. However, different from Nokia’s view, we think the enhancement is only for RRCSetupComplete message for both SA and NSA, as commented in Q3, i.e., in this message, the following information can be included:

· IAB node indication 

· Supported IP version 

In addition, we feel it is necessary to discuss whether new RRC message is needed for IP address request after integration. We see the necessity since after integration, the IAB node may have new IP address request depending on, e.g., its traffic load of its NICs.

	
	

	
	

	
	

	
	

	
	


3   Phase-II of the discussion: summary of collected input and identification of any convergence of views

There is consensus among the respondents to Phase-I of the discussion that an IAB node should be able to request an IP address during integration in the NSA case as well (Q1). On the issue of whether this request should be implicit or explicit (Q2), the vast majority of the respondents (10/11) feel the request should be explicit. Therefore the rapporteur would like to propose the following:

Proposal 1: An IAB node explicitly requests an IP address during integration in the NSA case. [Explicit means here that either an existing message (e.g. RRCReconfigurationComplete) is modified to explicitly include a request, or a new message is introduced to indicate a request.]

	Company
	Comments

	Huawei
	Fine with the proposal generally. The IP address requesting is not limited in the integration phase, so we’d better to remove “during integration”. BTW, the SN initiated NR RRC reconfiguration procedure does not belong to the integration phase in NSA at all, right?

	Nokia
	We propose to change the wording a bit: “IP address(es)” instead of “an IP address”.

	QCOM
	We are fine with P1. We agree with Nokia’s comment (i.e. “IP address(es)”)
We disagree with HW’s comment. IP address request IS limited to integration phase. RAN3 has not defined any procedure for MT-based IP address request at later stage. Further, according to RAN3’s IAB-integration procedure for NSA, the SN initiated NR RRC reconfiguration procedure does belong to the integration procedure. Below is the figure from IAB BL CR to 38401.
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	Futurewei
	Generally, we are Ok with the proposal. One suggestion would be to rephrase the proposal as:

Proposal 2: An IAB node explicitly requests an IP address during or after integration in the NSA case.
This way we don’t need to spend time and energy arguing about exactly when the integration phase ends.

	vivo
	We are fine with the proposal, but we think Nokia’s comment is valuable.

	ZTE
	We agree with the proposal and we are also fine with Huawei and Futurewei’s suggestion.

	Intel
	Generally fine with proposal 1. We also believe QCOM’s observation is correct (that IP address request is only during integration).

	Ericsson
	Agree with P1 and ok with IP Adresse(s). Further, we disagree with FW proposal as is pointed out by QC the IP address request is limited to the integration phase.

	LG
	In general, we are fine with the proposal and agree with QC, i.e., limited to integration phase in Rel-16.

	CATT
	We are fine with limiting IP address request to integration phase.

	NEC
	We are fine with the proposal. Multiple IP addresses can be requsted. 


Two options (Option1: During IAB node integration in the NSA case, RRCReconfigurationComplete message is used by the IAB node to request IP address; Option 2: During IAB node integration in the NSA case, a new RRC message is used by the IAB node to request IP address) were proposed by the rapporteur for the explicit approach. No alternative approaches were put forward by the respondents. The majority (7/10) of the respondents to Q4 favour Option 1 (with one additional respondent opposed to the explicit approach, as already mentioned). Out of the 3 respondents favouring the explicit approach/Option 2, one respondent indicated that their preference for Option 2 over Option 1 is marginal. The rapporteur therefore feels RAN2 could attempt to agree the following:

Proposal 3: During IAB node integration in the NSA case, RRCReconfigurationComplete message is used by the IAB node to request IP address.

	Company
	Comments

	Huawei
	We are ok to compromise with the majority view. But, if P2 is agreed, we’d better to design a unified solution for SA. This means the WA from last meeting should be revised as: “In SA case, RRCReconfigurationComplete message is used by the IAB node to request IP address”.

	Nokia
	Same comment as above “IP address(es)”. Agree with Huawei.

	QCOM
	We are fine with P2.

We would also like to see a common approach to SA and NSA. However, it is not clear how the MT would request IP addresses in the SA scenario since RRC Reconfiguration/Reconfiguration Complete handshake may not occur.

As was pointed out above by a few companies above, this NSA design has a problem for OAM-based IP address assignment. As soon as the MeNB receives the “IAB authorized” indicator from EPC, it can go ahead and configure the SN. At this time, the MT may net yet been OAM configured and therefore does not know if it should request IP addresses in the NR RRC Reconfig Complete.

Note that we have the same problem for SA when using NR RRC Setup Complete. 
Implication: If IP addresses are assigned via OAM, the CU must also be OAM-configured to not proceed with its own IP address allocation procedure. 


	Futurewei
	As mentioned in the response to Phase I – Q4, we have reservations about trying to piggy-back IP allocation on existing RRC procedures (e.g. RRC Reconfiguration/RRC Reconfiguration Complete). As pointed out by QCM above, the IP address assignment may not be invoked at the same time as an RRC Reconfiguration Complete. This issue was also explained in responses from more than one company to Phase I – Q4.

Therefore, we prefer to decouple IP address allocation and RRC configuration/reconfiguration procedures.
On the other hand, we are strongly in favor of having a unified solution that applies to all scenarios (SA, NSA, etc.) As such, the most straight forward approach seems to be to introduce a separate procedure for IP address allocation over RRC, which is not coupled with another procedure.

	vivo
	We are fine with P2, but think Nokia’s comment should considered. Agree with Huawei and QCOM, common solution for both SA and NSA should be definitive goal.

	ZTE
	We still think that IAB node MT should be able to request IP address at any time it prefers instead of waiting for a potential RRCReconfiguration procedure. Combining  the IP request with RRCReconfigurationComplete message is not a good choice.

	Intel
	Proposal 2 is fine.

We would also like to see a common approach used for both SA and NSA. That is, we should use reconfigComplete for SA also.

We do not think that the issue of config/config complete handshake occurring/not occurring is a significant issue. As long as the network knows that it is an IAB node, it can ensure that a reconfiguration is performed.

	Ericsson
	We support P2 for NSA. For SA, since there are two options for OAM, we propose RRCSetupComplete for the IP option and RRCReconfigurationComplete for the OAM via a PDU-session.

	LG
	We are fine with the proposal and if there is no technical problem, a unified solution would be preferred. We do not think the IAB node needs to request an IP address at any time. 

	CATT
	Agree with Huawei’s comments.

	NEC
	We agree to request the IP addresses in RRCReconfigurationComplete message


Regarding Q5, all respondents agree that there is no need for an explicit IP address request from an IAB node, following recovery from RLF.

The rapporteur would like to note that the proposal on IP address configuration by the CU somehow slipped through the net during the RAN2#109e; the proposal on using RRCReconfiguration message was agreeable to everyone but was not confirmed during RAN2#109e and the rapporteur would like to put it forward for agreement now:

Proposal 4: For the IP address configuration by the CU, RRCReconfiguration message is used.

	Company
	Comments

	Nokia
	ok

	QCOM
	ok

	Futurewei
	Proposal 3 seems somehow to be related to Proposal 2.
However, even in the case that Proposal 2 is agreed (RRC Reconfiguration Complete message is used by the IAB node to request IP address) it seems a bit strange to then follow this with another RRC Reconfiguration message for the singular purpose of allocating IP address(es) to the IAB-DU. It’s not clear why one would consider this to be a reconfiguration of RRC, since the IP address(es) in question have no bearing on the IAB-MT or its related protocol stack.
Again, it seems cleaner to define a new procedure for IP address allocation, regardless whether IP address(es) are explicitly requested by the IAB node, or the allocation is somehow implicitly triggered as proposed by Samsung.

	Vivo
	ok

	ZTE
	We agree with this proposal.

	Ericsson
	Ok for PDU session based OAM.

	LG
	Find with the proposal.

	CATT
	OK.

	NEC
	OK


As for any additional issues (Q6), one respondent feels that the SA agreement made at RAN2#109e should be reversed, and that an IAB node should use the RRCReconfigurationComplete message in both cases (SA and NSA). One respondent is opposed to this. There seems to be no support for reversal of the SA agreement. Companies can nevertheless further comment on this or any other issues.

	Company
	Any other comments

	Huawei 
	See our comments in P2.

	Nokia
	We understood that in the previous meeting majority of companies wanted to use NR RRC signaling for IP address request and allocation. Now Samsung, to our understanding, is proposing to use NR RRCSetupComplete for SA and LTE RRCConnectionSetupComplete for NSA, and introduce IP address request into X2 signaling (SgNB Addition/Modification Request). Thus, the proposal does not support a unified approach.

We still think it is beneficial to have a really unified approach, i.e. introduce IP addresses request only in NR RRCReconfigurationComplete message for both SA and NSA where no changes to X2 are necessary.

	QCOM
	Please see our comment under P2. 

	Futurewei
	We agree with Nokia in that we strongly prefer to have a unified approach for both SA and NSA deployments. However, we may differ as to whether the NR RRC Connection Reconfiguration is the best way to trigger the allocation of IP address(es) by the CU (please see comment to Proposal 2 above)
We are not wedded to any specific solution. So if some previous agreement(s) do not support a unified solution, we would be fine to make changes.

	ZTE
	We do not think RRCReconfigurationComplete message is a good choice for carrying IP request.  

	Intel
	Regarding “There seems to be no support for reversal of the SA agreement”: Its not clear why this observation is being made. At least based on this discussion, it is quite clear that there is significant support for reverting the SA agreement.

	Ericsson
	We do not support changing the agreement about using RRCSetupComplete for IP address request for SA.

	LG
	We think that if there is no technical problem, a unified solution would be preferred. However, we think the IAB node does not need to request an IP address at any time. Thus, introducing a new message for this is not preferred as a unified solution. 

	CATT
	Unified approach, as suggested by companies, seems a good WF. So far there seems to be no critical issue to put the request in the same RRC message.

	NEC
	We agree with Nokia comment that a unified solution and no impact to X2 interface is the best. 


4   Conclusions

With regards to the NSA case, two options have emerged for requesting IP address(es):

1. IAB node uses RRCReconfigurationComplete message to request IP address – and the content of the message is enhanced to include this request

2. IAB node uses a separate/new procedure to request IP address

Two aspects were discussed on the RAN2 reflector in the final stage of this email discussion: first of all, whether Option 1 really is suitable for NSA; and second of all, whether Option 1 can be extended to the SA case. The latter is important as there is a strong majority view that NSA and SA procedures should be unified as much as possible.
The rapporteur of the discussion would like to make some observations:

· (On suitability of Option 1 for NSA) Concerns have been raised that the SN (IAB parent node/IAB Donor DU) cannot allocate IP address in some scenarios, since SN may not know the UE is an IAB node, as the IAB node indication could be included in SgNB Modification Request message. 
· This however seems to be a minority concern.

· (On applicability of Option 1 to SA) For the SA case, after sending RRCSetupComplete message, using Option 1 requires that the IAB donor CU must trigger an RRC Reconfiguration procedure to get the IP address request. After that, the IAB donor CU will trigger another RRC Reconfiguration procedure to assign IP address, leading to unnecessary redundancy.
· This concern is shared by multiple companies. It is difficult to ascertain the majority view due to low response rate to final stage of the discussion.
· (On use of OAM v RRC for IP address assignment in case of Option 1) There are at least two potentially problematic scenarios:

a) IP address assignment is done via OAM. The IAB node only realizes this after receiving the OAM configuration. This may cause unnecessary IP request in RRCReconfig.Complete message, since this message may be sent before OAM configuration downloading.

b) IP address allocation is done via RRC. The IAB node only realises this after receiving the OAM configuration. This causes significant issues since OAM downloading may not be finished when RRCReconfig.Complete is sent (without an IP address request).

· This concern is also shared by multiple companies. It is difficult to ascertain the majority view due to low response rate to final stage of the discussion.
And finally, several companies have already pointed out that RAN3's stage-2 spec already indicates that the IP address request may occur at any time after RRC connection setup, and a new message may indeed therefore be required to request IP address(es) – this reasoning speaks in favour of Option 2.

Taken all of the above into account, as a compromise the rapporteur proposes the following way forward, for review and hopefully approval by RAN2:

Proposal 1: An IAB node explicitly requests IP address(es) during integration in the NSA case. [Explicit means here that either an existing message (e.g. RRCReconfigurationComplete) is modified to explicitly include a request, or a new message is introduced to indicate a request.]
	Company
	Comments

	Ericsson
	The cleanest way would be to specify a new RRC procedure for the IP request and allocation. Such an RRC procedure would work both for NSA and SA. It would be future proof for later release of IAB, where new enhancements may require the capability to make request for new IP addresses on demand.

	Nokia
	Agree

	
	


Proposal 2: A single RRC message/procedure is adopted for IP address request, for both SA and NSA cases. 
	Company
	Comments

	Ericsson
	Agree, see our reply to P1.

	Nokia
	Agree

	
	


Proposal 3: A new message is defined for IP address request, for both SA and NSA cases. [This overrides the previous SA agreement, which stated that RRCSetupComplete message is used by the IAB node to request IP address for the case of node integration in the SA scenario.]
	Company
	Comments

	Ericsson
	Agree, see our motivation in reply to P1.

	Nokia
	Three main Options were listed in the contributions and email discussion:

1. RRCReconfigurationComplete

2. New RRC message (request only) or update of UEAssistanceInfo

3. New RRC procedure (request and response)

To summarize, all the options work and have the following benefits/drawbacks:

Option 1 uses existing messages, therefore, for NSA, no changes are needed to LTE RRC or X2; 

Option 2 can be triggered any time after connection setup. For NSA, new message or updated UEAssistanceInfo require some changes to LTE RRC and X2 (update of ULInformationTransferMRDC in LTE and RRC Transfer in X2AP).

Option 3 provides flexibility but for NSA requires major changes to LTE RRC (new LTE message) and X2 for the new DL RRC message. Lacks confirmation from IAB-MT for IP address allocation.

We think the additional timing flexibility is not needed and therefore, support Option 1 which does not require any changes to LTE or X2 for NSA case.

	
	


Proposal 4: For the IP address configuration by the CU, RRCReconfiguration message is used for both SA and NSA cases.

	Company
	Comments

	Ericsson
	Disagree, much cleaner with a new RRC message. See further motivation in our reply to P1.

	Nokia
	Agree, one of the benefits of RRCReconfiguration procedure is that it provides the confirmation to CU (RRCReconfigurationComplete).
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