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Discussion
Cell Barring and Cell Reservation 
During the email discussion the following three optioned are identified (excluding variants). We summarize each option and compare them in terms of specification impacts and implication of each option. 
Assume that a new IE IAB-Support is introduced in SIB to indicate whether the cell supports the IAB access. The detailed meaning of this IE is clarified in each option presented below. 

Option1) IAB access is jointly controlled by IAB-Support IE and CellReservationForOperatorUse
· IE CellBarred
· IAB nodes should ignore this IE (new behaviour)
· IE IAB-Support (new)
· This IE indicates whether the cell is allowed for IAB access (new behaviour)
· IE CellReservationForOperatorUse
· No special treatment by UE and IAB node (no change)

Access differentiation to UE and IAB access can be realized as follows:
· Barring UE access while allowing IAB access is achieved by 
· cellBarred = barred
· iab-support = presence 
· cellReservationForOperatorUse = see remarks below
· Allowing UE access while barring IAB access is achieved by 
· cellBarred = notBarred
· iab-support = absence  
· cellReservationForOperatorUse = not reserved
· Allowing both UE access and IAB access is achieved by 
· cellBarred = notBarred
· iab-support = presence 
· cellReservationForOperatorUse = not reserved
· Barring UE access while barring IAB access is achieved by 
· cellBarred = Barred
· iab-support = absence  
· cellReservationForOperatorUse = do not care
Some remarks 
· For this option, it should be further clarified whether the IAB node applies or ignores CellReservationForOperatorUse IE. 

Option2) IAB access is jointly controlled by the CellBarred IE and new IAB-Support IE
This option relies 
· IE CellBarred
· This IE is equally applied to IAB nodes (no change)
· IE IAB-Support (new)
· This IE indicates whether the cell is allowed for IAB access (new behaviour)
· IE CellReservationForOperatorUse
· IAB nodes should ignore this IE (new behaviour)

Access differentiation to UE and IAB access can be realized as follows:
· Barring UE access while allowing IAB access is achieved by 
· cellBarred = notBarred
· iab-support = presence
· cellReservationForOperatorUse = Reserved
· Allowing UE access while barring IAB access is achieved by 
· cellBarred = notBarred
· iab-support = absence 
· cellReservationForOperatorUse = not reserved
· Allowing both UE access and IAB access is achieved by 
· cellBarred = notBarred
· iab-support = presence
· cellReservationForOperatorUse = not reserved
· Barring UE access while barring IAB access is achieved by 
· cellBarred = barred
· iab-support = do not care
· cellReservationForOperatorUse = do not care
Some remarks 
· This option requires IAB node to ignore the existing cell reservation field. This implies that if cell reservation is necessary, we may need to introduce additional reservation IE that is applicable to IAB nodes. 
Option3) IAB access is jointly controlled by CellBarred IE, IAB-Support IE, and CellReservationForOperatorUse
This option is similar to option2 with the exception that cell reservation IE is applicable to IAB nodes as well. The motivation of the option3 is to minimize the specification impacts. 
· IE CellBarred
· This IE is equally applied to IAB nodes (no change)
· IE IAB-Support (new)
· This IE indicates whether the cell is allowed for IAB access (new behaviour)
· IE CellReservationForOperatorUse
· This IE is equally applied to UE and IAB access (no change)

Access differentiation to UE and IAB access can be realized as follows:
· Barring UE access while allowing IAB access is achieved by 
· cellBarred = notBarred
· iab-support = presence 
· cellReservationForOperatorUse = reserved
· Allowing UE access while barring IAB access is achieved by 
· cellBarred = notBarred
· iab-support = absence  
· cellReservationForOperatorUse = not reserved
· Allowing both UE access and IAB access is achieved by 
· cellBarred = notBarred
· iab-support = presence 
· cellReservationForOperatorUse = not resrved
· Barring UE access while barring IAB access is achieved by 
· cellBarred = Barred
· iab-support = do not care
· cellReservationForOperatorUse = do not care
Some remarks
· This option has a minimal specification impact in that the meaning and applicability of existing IEs (CellBarred, CellReservationForOpertorUse) remain unchanged. 
· To support selective barring in a way to bar UE access while allowing IAB access, the CellReservationForOperatorUse IE plays the intended role. This implies that only IAB with AI 11/15 is allowed to access the cell with the field cellReservationForOperatorUse set to “reserved”. If we allocate specific AIs for IAB access and allows these AIs for access to the reserved cell, such restriction can be relieved. 

The below table summarizes how to realize the differentiated access with the three access-related IEs (CellBarred, IAB-Support, CellReservationForOperatorUse IE):
Table 1 Differenatiated access realization with option 1
	
	UE X, IAB O
	UE O, IAB X
	UE O, IAB O
	UE X, IAB X

	cellBarred
	Barred
	Not barred
	Not barred
	Barred

	iab-support
	Presence
	Absence
	Presence
	Absence 

	cellReservationForOperatorUse
	Not reserved/reserved note1
	Not reserved
	Not reserved
	Do not care

	Note
	The setting of cellReservationForOperatorUse depends on whether the IAB node applies or ignores CellReservationForOperatorUse IE.
	
	
	



Table 2 Differenatiated access realization with option 2
	
	UE X, IAB O
	UE O, IAB X
	UE O, IAB O
	UE X, IAB X

	cellBarred
	Not barred
	Not barred
	Not barred
	Barred

	iab-support
	Presence
	Absence
	Presence
	Do not care

	cellReservationForOperatorUse
	Reservednote2 
	
	
	Do not care

	Note
	Note2: Since IAB node ignores cell reservation field, prioritized IAB access is applicable for any AI.  
	
	
	



Table 3. Differenatiated access realization with option 3
	
	UE X, IAB O
	UE O, IAB X
	UE O, IAB O
	UE X, IAB X

	cellBarred
	notBarred
	notBarred
	notBarred
	Barred

	iab-support
	presence
	absence
	presence
	Absence

	cellReservationForOperatorUse
	Reservednote3
	Not reserved
	Not reserved
	Do not care

	Note
	Note3: Currently prioritized access to a reserved cell is  only applicable for AI 11/15. We may allocate new AI for IAB access and give access grant with the new AI for the reserved cell. 
	
	
	



We can observe that, by properly setting the access barring related IEs, all options can support any intended selective access barring. The specification impact is however slightly different across options. In option1, the CellBarred is not applicable to IAB nodes, whereas the IE is still applicable to IAB nodes. In our view, it is worth keeping the role of CellBarred in MIB to make it also applicable for IAB nodes, since the IE is set to “barred” only in exceptional cases, and in such case, all the new accesses towards the concerned cell should be deprived irrespective of PLMNs. . This rules out the option1. On the choice between the remaining options, we observe the option3 has the minimal specification impact while meeting all the essential requirements. The restriction of allocating AI 11/15 for IAB access to support IAB only access is considered to be acceptable, because such kind of selective barring will rarely take place (e.g. when topology adaptation happens due to some failure or initial IAB networks start-up)  
Proposal 1: RAN2 to agree on the following as the mechanism for access barring applicable to IAB nodes:
· IE CellBarred
· This IE is equally applied to IAB nodes (Existing UE behaviour)
· IE IAB-Support (new)
· The presence of this IE indicates that the cell is allowed for IAB access (new behaviour)
· IE CellReservationForOperatorUse
· This IE is equally applied to UE and IAB access (existing UE behaviour)

Unified Access Control  
In REL-15 NR, UE is configured with Access Categories. gNB can control access attempts from UE by configuring different barring parameters for different Access Categories. The Access Categories are applied to all RRC state, i.e. RRC_IDLE, RRC_INACTIVE and RRC_CONNECTED. In our view, IAB nodes also need to apply UAC and perform access barring check as part of UAC. There is no immediate reason to introduce exceptions only for IAB node. 
Proposal 2: UAC is applied to IAB access. 

During UAC, it is important to prioritize IAB access over UE accesses. The easiest way is to allocate new Access Categories only applicable for IAB access. It is also possible to differentiate access from different IAB accesses by mapping different types of access with different access categories. Then, gNB needs to properly set barring factor/time to Access Categories, so that access attempts from IAB nodes are properly prioritized. Note, if the new Access Categories for IAB access are assigned from the range of operator-defined ACs, no further standardization efforts are required from RAN2 point of view. 
Proposal 3: New Access Categories are allocated to prioritize or de-prioritize access attempts from an IAB node. Operator-defined AC can be considered to minimize standardized efforts. 

RRC connection admission control via cause value 
An IAB node needs to perform RRC connection establishment when initially joining IAB networks. In addition, the IAB node may also perform RRC connection establishment to re-connect to the IAB networks after failure of RRC re-establishment. Upon receiving RRC connection setup request, gNB decides whether to accept or reject the RRC Setup Request based on the establishmentCause in the RRCSetupRequest message. To allow gNB to selective prioritize IAB access over UE access during RRC connection establishment, we need to introduce a new establishmentCause value. Currently we have 6 spare values in EstablishmentCause IE as shown below:
EstablishmentCause ::=              ENUMERATED {
                                        emergency, highPriorityAccess, mt-Access, mo-Signalling,
                                        mo-Data, mo-VoiceCall, mo-VideoCall, mo-SMS, mps-PriorityAccess, mcs-PriorityAccess,
                                        spare6, spare5, spare4, spare3, spare2, spare1}

Proposal 4: One spare bit of the establishmentCause of the RRCSetupRequest is used to indicate access from an IAB node.

RRC connection re-establishment
Some companies propose that IAB nodes include some assistance in RRC re-establishment request to enable the cell to more intelligently perform access control for the re-establishment attempts. We note that the UE identity included in the RRC re-establishment request always tells whether the UE is IAB node or not. Given this, the claimed assistance information may refer to more detailed information indicating the load being supported the node performing re-establishment. Such optimization is interesting but can be left to discussion for future release. 
Proposal 5: No additional assistance information in RRC Restablishment Request in case of re-establishment by IAB node. 

Other differentiation mechanisms
Differentiated access priority for random access is also possible by allocating different RA resources or by allowing different backoff times for attempted accesses. In our view, necessity of prioritizing IAB nodes for random access is not strong because the chance of random access due to beam failure or radio link failure is relatively low, given no mobility of IAB nodes. Hence we propose: 
Proposal 6: Do not consider a mechanism for (de-)prioritizing RA attempts from IAB nodes over normal UEs, such as separate RACH resources and/or scaling of backoff indicator dedicated for IAB nodes. 
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In conclusion, we propose to agree the following proposals:
Proposal 1: RAN2 to agree on the following as the mechanism for access barring applicable to IAB nodes:
· IE CellBarred
· This IE is equally applied to IAB nodes (Existing UE behaviour)
· IE IAB-Support (new)
· The presence of this IE indicates that the cell is allowed for IAB access (new behaviour)
· IE CellReservationForOperatorUse
· This IE is equally applied to UE and IAB access (existing UE behaviour)
Proposal 2: UAC is applied to IAB access. 
Proposal 3: New Access Categories are allocated to prioritize or de-prioritize access attempts from an IAB node. Operator-defined AC can be considered to minimize standardized efforts. 
Proposal 4: One spare bit of the establishmentCause of the RRCSetupRequest is used to indicate access from an IAB node.
Proposal 5: No additional assistance information in RRC Restablishment Request in case of re-establishment by IAB node. 
Proposal 6: Do not consider a mechanism for (de-)prioritizing RA attempts from IAB nodes over normal UEs, such as separate RACH resources and/or scaling of backoff indicator dedicated for IAB nodes. 


