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1 Introduction
In the last meeting, RAN2 made some progress on Ethernet header compression and finally made the following agreements:

	· The EHC function is in PDCP

· The EHC header is located after the SDAP header, and it is ciphered 

· The EHC can removes the following fields: SOURCE/DESTINATION ADDRESS, TYPE, and EHC do not support multiple formats

· FFS: Pad removal 
· For context establishment the compressor send the full header and the context ID via PDCP data PDU
· ROHC and EHC are independent, e.g. from specification point of view they could both be configured for a DRB.
· FFS if for context establishment the explicit feedback is sent via PDCP control PDU.




We need to note that RAN2 agreed to introduce a new header for Ethernet header compression, i.e. EHC header. In this contribution, we can discuss how to handle EHC header considering SDAP header and SDAP Control PDU. 

2  Discussion
In NR, RAN2 introduced a SDAP layer accompanying a SDAP header and a SDAP control PDU (i.e. end marker). According to the current NR PDCP specification [1], the header compression and the ciphering are not applied to SDAP header or SDAP control PDU. When it comes to EHC(Ethernet header compression), it seems straightforward that the EHC is not applied to SDAP header or SDAP control PDU. 
Proposal 1. Rel-16 EHC is not applicable to SDAP header and SDAP control PDU.
However, we need to note that the meaning of “Rel-16 EHC is not applied to SDAP header and SDAP control PDU” would not be clear. Even if EHC is not applied to SDAP header and SDAP control PDU, the transmitting PDCP entity may generate EHC header and place it somewhere since the UE shall apply EHC compression function to process the received PDCP SDU from upper layers corresponding to the configured DRB and EHC header may be added in EHC compression function if EHC is configured. 
To handle EHC header with SDAP Data PDU and SDAP Control PDU, there could be several options according to the current agreements as follows:
· Option 1: EHC header is ciphered, which is placed after SDAP header or SDAP Control PDU. 

· Option 2: For SDAP Data PDU, EHC header is ciphered and placed after SDAP header while EHC header is not generated for SDAP Control PDU.

Option 1 and Option 2 to process SDAP Data PDU and SDAP Control PDU are shown in the following Figure 1.
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Figure 1. Options for SDAP control PDU in Rel-16 EHC
As RAN2 agreed, the EHC header is ciphered and placed after SDAP header for SDAP Data PDU.
If the same principle is applied to SDAP Control PDU, it ends up with Option 1. In our opinion, it seems very strange to have a ciphered header behind the actual data (i.e. SDAP Control PDU). In this reason, Option 2 would be better to handle SDAP Control PDU. 

Proposal 2. For SDAP Data PDU, the EHC header is ciphered and placed after SDAP header.
Proposal 3. For SDAP Control PDU, the EHC header is not generated.
However, if we go for Option 2, we need to clarify the operation of the transmitting PDCP entity and the receiving PDCP entity with Option 2 to handle SDAP Control PDU because the transmitting PDCP entity and the receiving PDCP entity cannot distinguish SDAP Control PDU from the SDAP Data PDU in principle. Even the receiving PDCP entity would be not able to know whether PDCP PDU includes EHC header or not. Logically speaking, the transmitting PDCP entity and the receiving PDCP entity only read the PDCP header or EHC header. To resolve this, two approaches can be considered, which may be a bit implementation issue. 

· Approach 1: The PDCP entity reads D/C field in SDAP header and distinguishes SDAP Control PDU from SDAP Data PDU.
· Approach 2: The PDCP entity distinguishes SDAP Control PDU from SDAP Data PDU based on the size of data. 
In our opinion, it would be good to have a NOTE or a normative text for this since it is not clear how the PDCP entity tells them apart. In standardization point of view, Approach 1 seems better.
Note that even in Rel-15 NR PDCP [1], it is not clear how the PDCP entity distinguishes SDAP Control PDU from SDAP Data PDU when it applies ROHC header compression or decompression.
Proposal 4. The PDCP entity distinguishes SDAP Control PDU from SDAP Data PDU based on D/C field in SDAP header.
3 Conclusion

In this contribution, we provide our view on the handling of SDAP Control PDU to discuss the following proposals:

Proposal 1. Rel-16 EHC is not applicable to SDAP header and SDAP control PDU.
Proposal 2. For SDAP Data PDU, the EHC header is ciphered and placed after SDAP header.

Proposal 3. For SDAP Control PDU, the EHC header is not generated.
Proposal 4. The PDCP entity distinguishes SDAP Control PDU from SDAP Data PDU based on D/C field in SDAP header.
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