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1. Introduction
The following agreements concerning the backhaul failure report under DC cases have been made in the RAN2#107bis meeting.
	· For DC case, the IAB-node considers the radio link is failed and uses RRC existing or Rel-16 Mechanism (e.g. MCG or SCG failure report, RRC reestablishment) if “Recovery Failure” notification is received from parent nodes on MCG-link or/and SCG-link.
· When NR DC is configured for the IAB-node, 2.1 RLF is detected separately for the MCG-link and for the SCG-link, and 2.2 existing UE procedures are used for MCG-link and SCG-link failure handling.


In this paper, we will further discuss the behavior of IAB-node upon reception of the BH RLF recovery failure notification, and the unnecessity of guard timer. 
2. Discussion
2.1 IAB-node behavior upon receiving RLF recovery failure notification
If BH link fails on an upstream link of an IAB parent BH link, the parent link would notify its child IAB about the BH link failure. For example in Figure 1, if BH RLF occurs on link 2 and link recovery fails, IAB-node 2 would notify IAB-node 3. On the hand, a DC-configured IAB-node (as in Figure 1 IAB-node 3 is configured with DC using IAB-node 2 and IAB-node 4 could send to its parent IAB-node about one leg failure to another leg. For example, if BH RLF occurs on link, IAN-node 3 can report the failure to IAB-node. But, the failure report is just triggered by the RLF recovery failure occurred in BH link 3 instead of BH link 2. 
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Figure 1

So, IAB-node 2 or donor IAB may not know about BH link 2 failure. If the IAB-node 3 can report BH link 2 failure IAB-node, the report can be further transmit to donor IAB and alternate IAB node can used reconfigure IAB-node with DC. Thus, as shown in Figure 1,when BH RLF occur on BH link 2 and link recovery fails, IAB-node 2 will notify its child IAB-node 3. Upon receiving the BH RLF recovery failure notification transmitted from IAB-node 2, IAB-node 3 construct a failure report to be destined to IAB-donor via BH links 4, 5, and 6.
Observation 1: For a DC-configured IAB-node, failure report can be triggered by BH RLF recovery failure notification that comes from its parent IAB-node.
Therefore, it is necessary for IAB-node 3 to record the root cause of the recovery failure notification in order to distinguish whether a RLF has occurred in BH link 2 or BH link 3. This information is beneficial for IAB-donor to optimize the current IAB architecture as it provides an accurate overall picture of the network.
Proposal 1: Failure report should include the cause value of the BH recovery failure notification, indicating the initial victim nodes of the occurred RLF.
2.2 Discussion on the necessity of guard timer
A guard timer is used as a tool to ensure the link between UE and MCG can be re-established after a specified period. In the scenario where a UE is configured with DC, MCG takes precedence over SCG and is responsible for handling security issues on both links. Therefore, it is essential to recover the link between MCG and UE as soon as possible. However, in the IAB network, by contrast, the CU part of IAB-donor is responsible coordonate the behavior of all IAB-nodes within the IAB network and the remaining intermediate IAB-nodes all share the same priority. Hence, the importance and security level for all established links are comparable.
Observation 2: The importance and security level for all established links are comparable.
Accordingly, the guard timer that initiated by a MCG failure report may be unnecessary in the IAB DC scenario because it is pointless to focus on a disconnected link without distinction.
Proposal 2: Guard timer that initiated by a MCG failure report may be unnecessary in the IAB DC scenario.
3. Conclusion
In this paper, the behavior of IAB-node upon receipt of the BH RLF recovery failure notification, and the unnecessity of guard timer are discussed, the proposals are as follows:
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