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[bookmark: _Ref178064866]Introduction
This contribution discusses the PDCP aspects for supporting the RUDI HO. 
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Security and ROHC
In RUDI HO, it was agreed that different PDCP entities are located in the target and source network, and the PDCP entity in UE can simultaneously receive the PDCP PDUs from both networks. For this, during 107#44 email discussion, it was discussed how to handle the security and ROHC. 
During email discussion, most companies thought that separate security function and ROHC function are needed in the UE side. However, in our view, there is no reason to introduce separate security function and ROHC function in the UE side.
For security, if the security key is considered as the dynamic parameter similar to COUNT, only one security function is enough. According to current specification, the COUNT is one of the security parameters, and the COUNT value is derived from the PDCP SN of the received PDCP PDU. In other words, different COUNT value is applied on a packet-by-packet basis. Considering that the PDCP entity can determine the security key that should be applied to the PDCP PDU based on from which leg it is received, different security key can also be applied on a packet-by-packet basis.
Observation 1. If the security key is considered as the dynamic parameter, only one security function is enough.

For ROHC, considering that the UE can be configured with up to 15 DRBs, maintaining separate ROHC function would require huge additional UE memory because each ROHC function has to store typically 16 ROHC contexts. In addition, since the additional UE memory is only used for RUDI HO, it is not beneficial from the memory usage perspective. 
Observation 2. Maintaining separate ROHC function requires huge additional UE memory.

With observation 2, we think one ROHC function should be used for RUDI HO. 
In order to support RUDI HO with one ROHC function, the source and target network should ensure successful decompression of the PDCP PDU in the UE regardless of which network compresses the PDCP PDU. In order to guarantee the successful decompression, it is required that the source and target network transmits the PDCP PDUs containing the IR information (i.e. IR packet) until releasing the connection to the source network. The IR packet is used for establishing/updating ROHC context in the decompressor, and context mismatch problem would not occur. Thus, if the source and target network sends only IR packet during RUDI HO, it is enough to have one ROHC function in the UE side. 
Proposal 1. One security function and one ROHC function in the UE side are used for RUDI HO.

Retransmission
During 107#44 email discussion, it was discussed which PDCP SDUs should be considered for the retransmission. However, most of the companies thought that only PDCP SDUs which are not confirmed by the lower layer should be considered for the retransmission. However, we have a concern about the selective retransmission of the PDCP SDUs.
In legacy HO procedure, when the PDCP entity performs the PDCP re-establishment procedure, the PDCP entity performs the retransmission from the first PDCP SDU for which the successful delivery has not been confirmed by lower layers. 
For example, if the successful delivery confirmation is received for the PDCP SDUs with PDCP SN 0 and 2 but the successful delivery confirmation is not received for the PDCP SDU with PDCP SN 1, the PDCP entity retransmits the PDCP SDUs associated with PDCP SN 1 and 2 at PDCP re-establishment. In other words, the PDCP entity may retransmit a PDCP SDU even though the successful delivery is confirmed by the lower layer. 
Actually, the legacy procedure seems to be a waste of the radio resources by transmitting the PDCP SDU which is confirmed by the lower layer. However, even if the PDCP entity receives the successful delivery confirmation for a PDCP SDU, it does not mean that the peer PDCP entity successfully processes the PDCP SDU. This is because the peer PDCP entity may discard the PDCP SDU due to ROHC failure or integrity verification failure even if the peer PDCP entity successfully receives the PDCP SDU from the lower layer. Consequently, the legacy procedure minimizes the packet loss. 
For legacy retransmission procedure, one may concern on the redundant transmission. However, since the PDCP Status Report can be used to prevent redundant transmission, the redundant transmission is not a crucial issue. 
With the above reasons, we think that the legacy retransmission procedure should be reused for RUDI HO. In addition, considering that the agreement on that the UL transmission path is switched upon receiving the first UL grant from the target network, the PDCP entity should retransmit the PDCP SDUs upon receiving the first UL grant from the target network.
Proposal 2. Upon receiving the first UL grant from the target network, the PDCP entity performs the retransmission from the first PDCP SDU for which the successful delivery of the corresponding PDCP Data PDU has not been confirmed by the lower layer. 

Need for discard indication
If the proposal 2 is agreeable, it should be discussed how to handle the remaining PDCP PDUs in the RLC entity associated with the source network (hereinafter the source RLC entity). This is because there may be stored PDCP PDUs in the source RLC entity which are not transmitted yet.
For example, the PDCP entity pre-processes the PDCP SDUs associated with PDCP SN 1, 2, and 3, and the PDCP entity submits these PDCP PDUs to the source RLC entity. At this time, if the first UL grant is received from the target network, the PDCP entity performs the retransmission of the PDCP SDUs associated with PDCP SN 1, 2, and 3 to the target network (hereinafter the target RLC entity). 
Considering the above case, the stored PDCP PDUs in the source RLC entity does not need to be transmitted because the PDCP entity retransmits the PDCP PDUs to the target RLC entity. In addition, the transmission of the stored PDCP PDU in the source RLC entity may not be successfully transmitted to the source network due to the bad radio quality of the source network. 
In order not to transmit the PDCP PDUs stored in the source RLC entity, the straightforward solution is that the PDCP entity indicates to the source RLC entity to discard submitted PDCP PDUs to the source RLC entity when performing the retransmission in PDCP. With this, the transmission of the stored PDCP PDUs to the source RLC entity can be minimized. Note that a similar operation is already introduced in the PDCP duplication to efficiently use the radio resources. 
Proposal 3. Upon reception of the first UL grant from the target network, the PDCP entity indicates the discard indication for submitted PDCP PDUs to the RLC entity associated with the source network. 
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[bookmark: _Toc450908196][bookmark: _In-sequence_SDU_delivery]In this contribution, we show the PDCP aspects for supporting the RUID HO. Based on the above discussion, we propose followings.
Observation 1. If the security key is considered as the dynamic parameter, only one security function is enough.
Observation 2. Maintaining separate ROHC function requires huge additional UE memory.
Proposal 1. One security function and one ROHC function in the UE side are used for RUDI HO.
Proposal 2. Upon receiving the first UL grant from the target network, the PDCP entity performs the retransmission from the first PDCP SDU for which the successful delivery of the corresponding PDCP Data PDU has not been confirmed by lower layer. 
Proposal 3. Upon reception of the first UL grant from the target network, the PDCP entity indicates the discard indication for submitted PDCP PDUs to the RLC entity associated with the source network. 


