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Introduction
In RAN2#106 meeting, following framework was agreed on Ethernet header compression:
	Ethernet Header Compression (EHC) is configured per DRB, separately for UL and DL.
Use context ID concept such that compressor and decompressor associates a context ID with Ethernet header contents. 
Compression is done with following principle:
- For Ethernet flow resulting in creation of new context, compressor transmits at least one packet with full header and context id (to establish context in decompressor). 
	- After above, compressor starts transmits compressed packets. FFS if multiple transmissions and/or feedback is needed.  
EHC header format is designed to include following mandatory fields: Context ID, Indication of header format (i.e. full header and compressed header), FFS other field, e.g. profile ID



In this contribution, we discuss further details on Ethernet header compression.
Discussion
Type of Ethernet frames to be supported
Before discussing the detailed compression scheme, it is necessary to conclude on which Ethernet frames to support. The Length/Type field in Ethernet header has two different interpretations. 
· Length interpretation: if value of the field <= 1500, the field indicates the number of MAC Client Data octets. 
· Type interpretation: if value of the field >=1536, the field indicates the protocol type of Ethernet payload. These are Ethernet II frames, which are most popular Ethernet frames. IEEE 802.1Q tags rely on the type interpretation, therefore Ethernet frames carrying IEEE 802.1Q tags are Ethernet II frames.
Supporting more types of Ethernet frames potentially makes the Ethernet header compression (EHC) scheme more appealing, but this comes at the cost of lower compression efficiency and increased complexity. Supporting length interpretation means that an additional mechanism is needed to handle the dynamic Length/Type field. In TS 24.501 [4] clause 6.2.2, for Ethernet type PDU session, only “EtherType as defined in IEEE 802.3” is supported. IEEE 802.3 defines that “Ethertype: A 2 octet value that indicates the nature of the MAC client protocol”. Therefore, according to TS 24.501 [4], only Type interpretation is supported. Considering that the main use case for Ethernet header compression is industrial IoT, and there are other means to handle length interpretation frames (e.g. classifying length interpretation frames and Ethernet II frames into different QoS flows therefore different DRBs), it is proposed to only consider Ethernet II frames for header compression.
[bookmark: Proposal_Frame]Proposal 1: Only Ethernet II frame (i.e. type interpretation of Length/Type field) is considered in Ethernet header compression.
EHC header format
RAN2 has agreed that “EHC header format is designed to include following mandatory fields: Context ID, Indication of header format (i.e. full header and compressed header), FFS other field, e.g. profile ID”. “Type” field can be used to indicate full/compressed Ethernet header. An example PDCP PDU payload content (excluding PDCP header and MAC-I) for uncompressed header is shown in Figure 1 below. Ethernet header fields Destination/Source Address, Length/type, and 802.1Q tag are signaled as is, without any compression. Such uncompressed header is transmitted when the context is firstly used.



[bookmark: Fig_Header_uncompressed]Figure 1: Example PDCP PDU payload content (excluding PDCP header and MAC-I) for uncompressed header
An example of compressed header is shown in Figure 2 below. Only fields “Context ID” and “Type” are present inside PDCP PDU payload while Ethernet header fields (Destination/Source Address, Length/type, and 802.1Q tag) are represented by “Context ID” and therefore not present in the PDCP payload. 

 
[bookmark: Fig_Compress_Addr]Figure 2: Example PDCP PDU payload content (excluding PDCP header and MAC-I) for compressed header
One open issue is whether to also include a profile ID to support multiple header formats. The main motivations are: 1) There could be multiple Ethernet frame formats to be supported (e.g. [7]); 2) Future extensibility for multiple Ethernet frame formats (e.g. [8]). It should be noted that for Ethernet II frame, in the PDCP SDU, only the following Ethernet fields are present: destination address, source address, type/length, 802.1Q tags, Padding (while Preamble, SFD and FCS are not present in the PDCP SDU). Given that it was agreed in the SI phase that all the fields are considered for compression with the exception of Padding as FFS, another open question is whether to differentiate the presence of 802.1Q tags. 802.1Q tag is used in Ethernet networks for traffic separation and marking. Therefore, one approach is to use the context ID to represent a unique combination of Ethernet header fields: destination address, source address, type/length, and 802.1Q tags. When full header (uncompressed) is transmitted, the context ID just represents all the applicable fields present in the Ethernet header. For example, in Figure 3 below, when full header (including 802.1Q tag) is transmitted together with context ID 1 and the compressed packet is transmitted with context ID 1, the receiver reconstructs the Ethernet header fields including 802.1Q tag. On the other hand, when full header (without 802.1Q tag) is transmitted together with context ID 2 and the compressed packet is transmitted with context ID 2, the receiver reconstructs the Ethernet header fields without 802.1Q tag. With this approach, there is no need to use profile IDs to differentiate whether 802.1Q tag is present or not. Regarding future extensibility, it should be noted that the format of PDCP PDU can be extended in any (or combination) of the two ways: 1) Reserved bit (R) bit in PDCP header; 2) Based on RRC configuration, where new formats can be configured. Given that such extensibility is always available, there is no need to introduce a profile ID purely for future-extensibility.


[bookmark: Fig_ContextID]Figure 3: Example of using Context ID to represent all applicable Ethernet header fields
[bookmark: Proposal_NoProfile]Proposal 2: Ethernet Header Compression (EHC) header format does not contain profile ID field.
[bookmark: Proposal_Context]Proposal 3: Context ID represents a unique combination of Ethernet header fields: destination address, source address, type/length, and 802.1Q tag (if present).
The length of context ID field is a tradeoff between the overhead and the number of connections supported. Therefore, it can be either fixed in specification, or configured by the network. Context ID space in DL and UL can be independent, which means that the same context ID can refer to different unique combination of Ethernet header fields in DL and UL. 
[bookmark: Proposal_ROHC]There were some proposals to transmit CRC in the compressed header so that receiver may perform error detection. The motivation of transmitting CRC is to detect errors introduced by Ethernet header compression mechanism. As discussed below in the usage scenario for Ethernet header compression, the underlying radio channel is very reliable, and multiple transmissions of uncompressed Ethernet header ensure reliable transmission of Ethernet header. Therefore, there is no need to transmit CRC in the compressed header. 
[bookmark: Proposal_CRC]Proposal 4: Ethernet Header Compression (EHC) header format does not include the CRC field.
Feedback
One question is whether feedback from receiver is needed to inform the transmitter that uncompressed header has been received correctly, so that transmitter can use the compressed header format (e.g. as in Figure 2). Given that typically RLC UM is used and the reliability requirement for one transmission of a packet is 1-10-5 (TR 38.913 clause 7.9 for URLLC), a simple solution to guarantee reliability of Ethernet header compression is that network can configure the number of transmissions (e.g. 2) of the uncompressed header for one connection. UE can only transmit compressed header for the connection after the number of transmissions of the uncompressed header has been completed. Above discussion is for the uplink. For the downlink, the number of transmissions of the uncompressed header for one connection is up to network implementation. With above scheme, the loss of single packet containing uncompressed header does not affect subsequent transmissions. Note that consecutive loss of packets can affect the compression scheme, but such consecutive loss case should be generally avoided in industry IoT scenario due to the requirement on survival time (details in TS 22.104 [3]. In most scenarios, 2 consecutive packet loss is not acceptable). With above scheme, feedback for Ethernet header compression is not needed. It should be also noted that feedback causes additional overhead especially for unidirectional DRB, where an additional RLC UM entity only for feedback should be established (which turns the unidirectional DRB into bidirectional DRB).
[bookmark: Proposal_Feedback]Proposal 5: Feedback for Ethernet header compression is not required. Before starting to use compressed version of the Ethernet header, uncompressed Ethernet header is used for a number of transmissions to ensure reliable delivery. The number of transmissions with uncompressed Ethernet header is configured by the network.
Relationship with ROHC
IP traffic can be carried as Ethernet traffic payload. In TR 38.825 [1], following was agreed: “Given the complexities inherent in a joint compression scheme, and the benefits of a modular approach, the developed structure-aware Ethernet header compression scheme should not consider IP header compression within a joint solution”. So, similar to Proposal 7 of [5], independent compression of IP packet and Ethernet header can be easily performed since ROHC operates on the Ethernet payload (IP packet) while Ethernet header compression operates on Ethernet header only. The compression on Ethernet payload and Ethernet header can be performed independently.
[bookmark: Proposal_ROHCEHC]Proposal 6: Ethernet Header Compression and ROHC are independently configured for a DRB.
In [6], a new PDCP level indicator has been proposed on whether the PDCP SDU is compressed by ROHC or Ethernet header compression. The underlying assumption of the proposal is that Ethernet packets and IP packets can be transmitted in the same DRB. However, according to TS 24.501 [4] clause 6.2.2, there are 5 types of PDU sessions: IPv4, IPv6, IPv4v6, Ethernet and Unstructured. Ethernet packets and IP packets belong to different PDU sessions, therefore cannot be multiplexed in the same DRB. For a PDU session of Ethernet packet and a DRB, if the payload of Ethernet packet is IP packet, and ROHC is configured, then it is expected that all the packets will have similar protocol stacks (the same as the case that there is IP packet only).
[bookmark: Proposal_NoInd]Proposal 7: No need identified to have PDCP level indication on whether the PDCP SDU is compressed by ROHC or Ethernet header compression.
Ciphering and integrity protection of EHC header
According to TS 38.323, ciphering is applicable to “the MAC-I (see clause 6.3.4) and the data part of the PDCP Data PDU (see clause 6.3.3) except the SDAP header and the SDAP Control PDU if included in the PDCP SDU”. Integrity protection is applicable to “the PDU header and the data part of the PDU before ciphering.” Therefore, it is natural that both ciphering and integrity protection are applicable to EHC header. 
[bookmark: Proposal_Security]Proposal 8: Ciphering and integrity protection are both applicable to EHC header.
Placement of EHC header
There are two options to place EHC header, considering the location of SDAP header as shown in Figure 4. Option 1 is that EHC header is located before SDAP header while in Option 2, EHC header is located after SDAP header. Although both options can work, Option 2 is preferred due to following reasons:
· ROHC is performed in PDCP layer and ROHC header is placed after SDAP header. Given the functional similarity between ROHC and EHC, it is also natural that EHC header is placed after SDAP header. 
· Option 2 makes ciphering operation slightly easier since SDAP header is not ciphered but EHC header is ciphered (as discussed in previous section). This is shown in Figure 4 below.

[bookmark: Figure_EHC_Header_Placement]Figure 4: Placement of EHC header
Based on the above discussion, it is proposed to adopt Option 2, i.e. EHC header is located after SDAP header.
[bookmark: Proposal_Placement]Proposal 9: When SDAP header is configured, EHC header is placed after SDAP header.
Conclusion
In this contribution, we discuss how Ethernet header compression is performed, and propose the following:
Proposal 1: Only Ethernet II frame (i.e. type interpretation of Length/Type field) is considered in Ethernet header compression.
Proposal 2: Ethernet Header Compression (EHC) header format does not contain profile ID field.
Proposal 3: Context ID represents a unique combination of Ethernet header fields: destination address, source address, type/length, and 802.1Q tag (if present).
Proposal 4: Ethernet Header Compression (EHC) header format does not include the CRC field.
Proposal 5: Feedback for Ethernet header compression is not required. Before starting to use compressed version of the Ethernet header, uncompressed Ethernet header is used for a number of transmissions to ensure reliable delivery. The number of transmissions with uncompressed Ethernet header is configured by the network.
Proposal 6: Ethernet Header Compression and ROHC are independently configured for a DRB.
Proposal 7: No need identified to have PDCP level indication on whether the PDCP SDU is compressed by ROHC or Ethernet header compression.
Proposal 8: Ciphering and integrity protection are both applicable to EHC header.
Proposal 9: When SDAP header is configured, EHC header is placed after SDAP header.
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