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1 Introduction
At RAN#82, revision of the Rel-16 work items on additional enhancements for NB-IoT and MTC enhancements for LTE were agreed to include support of connection to 5GC [1], [2]. 
At RAN2#106, support of UAC was discussed and the following agreements were made:
For eMTC, re-use SIB25 and the procedure in subclause 5.3.16 of 36.331 as a baseline.
Ask SA1:
· whether UAC needs to be supported for NB-IoT.
· whether a new UAC access category corresponding to mo-ExceptionData can be defined as one of the reserved standardised access categories in the range 9-31. 
· Whether up to 64 access categories need to be defined for support of UAC, given the currently supported establishment causes and necessity for operator defined categories and potential future extension 
· Whether access classes 0-9 (mapped to access identity 0) are applicable or not
· Whether barring for access identities 1, 2, 11 to 15, is common for all access categories or independently controlled for different access categories.

A LS was sent to SA1 to ask for clarifications on the requirements [4]. SA1 replied to RAN2 questions in [5] as follows:
	After discussing the specific RAN2 queries, SA1 can provide the following answers and comments:
1) Whether UAC should be supported for NB-IoT connected to 5GC.
[bookmark: _Hlk16027119][Answer]: Yes; UAC is the only access control in 5GC.
2) RAN2 understands that there is no access category in the table in 22.261 which corresponds to the establishment cause “mo-ExceptionData” and would like to ask SA1 whether it is necessary to introduce a new access category for this purpose, in the range 9-31 (reserved standardized access categories). 
[Answer]:  SA1 would like to ask RAN2 to provide further clarification on the need to introduce a new access category for mo-ExceptionData, instead of using existing UAC categories (e.g. access category 7).
3) Whether up to 64 access categories need to be defined for support of UAC, given the currently supported establishment causes and necessity for operator defined categories and potential future extension.
[Answer]: Yes, current requirements should also apply to NB-IOT connected to 5GC.
4) Whether access class 0-9 is applicable for UAC and whether access class 0-9 access attempts are mapped to access identity 0.
[Answer]: Access classes 0-9 are not used by UAC. UAC has the concept of access identity where a UE that is not configured to be of any special type of access identity (e.g. 1, 2, 11-15) will be of access category 0. There is no direct mapping between Access Classes 0-9 and UAC access identity 0.
5) Whether barring bits for access identities 1, 2, 11 to 15 are common for all access categories or independently controlled for different access categories.
[Answer]: Current UAC requirements and signalling assume that both Access IDs and Access Categories are independent concepts.



In this document, we discuss how to introduce support of UAC for NB-IoT and eMTC connected to 5GC.
This document is a revision of R2-1906169 submitted at RAN2#106 with the following changes:
· Take into account SA1 answers in [5] in section 3.2.1 and 3.2.2
· Discuss simpfications for UAC signalling in NB-IoT in new section 3.2.3
· Discuss UAC for a NB-IoT UE in RRC_CONNECTED  mode in new section 3.2.6

2 Background 
In NR, the unified access control (UAC) feature was introduced, so that operator-defined access categories can be used to enable differentiated handling for different slices. NG-RAN may broadcast barring control information (i.e. a list of barring parameters associated with operator-defined access categories) to minimize the impact of congested slices. [3]
One unified access control framework as specified in TS 22.261 [10] applies to all UE states (RRC_IDLE, RRC_INACTIVE and RRC_CONNECTED) for NR. NG-RAN broadcasts barring control information associated with Access Categories and Access Identities (in case of network sharing, the barring control information can be set individually for each PLMN). The UE determines whether an access attempt is authorized based on the barring information broadcast for the selected PLMN, and the selected Access Category and Access Identity(ies) for the access attempt:
-	For NAS triggered requests, NAS determines the Access Category and Access Identity(ies);
-	For AS triggered requests, RRC determines the Access Category while NAS determines the Access Identity(ies).
The gNB handles access attempts with establishment causes "emergency", "mps-PriorityAccess" and "mcs-PriorityAccess" (i.e. Emergency calls, MPS, MCS subscribers) with high priority and responds with RRC Reject to these access attempts only in extreme network load conditions that may threaten the gNB stability. 
For NR the RRC procedure for unified access control is specified in subclause 5.3.14 of [9] and the parameters are provided in SIB1.
To support connection to 5G-CN, the same mechanism was introduced for R15 eLTE. The RRC procedure is specified in subclause 5.3.16 of [8] and optional SystemInformationBlockType25 provides the access control parameters.
3 Discussion

For eMTC it is already agreed to support the UAC mechanism and re-use SIB25 and the procedure in subclause 5.3.16 of 36.331 as a baseline. 



However, for NB-IoT the situation is different, as the barring mechanism was simplified compared to LTE to enable low complexity implementation and power saving in the UE. The barring mechanism for NB-IoT uses a simple barring bitmap without any barring factor or barring time. In addition, the mechanism for checking whether barring is enabled has been optimised compared to LTE such that the UE can determine whether barring is enabled or not based on MIB . With this in mind, it may make more sense to simplify the UAC mechanism used in LTE/NR to be more aligned with the existing NB-IoT barring, rather than the other way around.

3.2.1 Access Categories
TS 22.261 [10] provides the following access category table. 

	Access Category number
	Conditions related to UE
	Type of access attempt

	0
	All
	MO signalling resulting from paging

	1 (NOTE 1)
	UE is configured for delay tolerant service and subject to access control for Access Category 1, which is judged based on relation of UE’s HPLMN and the selected PLMN.
	All except for Emergency

	2
	All
	Emergency

	3
	All except for the conditions in Access Category 1.
	MO signalling on NAS level resulting from other than paging

	4
	All except for the conditions in Access Category 1.
	MMTEL voice (NOTE 3)

	5
	All except for the conditions in Access Category 1.
	MMTEL video

	6
	All except for the conditions in Access Category 1.
	SMS

	7
	All except for the conditions in Access Category 1.
	MO data that do not belong to any other Access Categories (NOTE 4)

	8
	All except for the conditions in Access Category 1
	MO signalling on RRC level resulting from other than paging

	9-31
	
	Reserved standardized Access Categories

	32-63 (NOTE 2)
	All
	Based on operator classification

	NOTE 1:	The barring parameter for Access Category 1 is accompanied with information that define whether Access Category applies to UEs within one of the following categories:
a) UEs that are configured for delay tolerant service;
b) UEs that are configured for delay tolerant service and are neither in their HPLMN nor in a PLMN that is equivalent to it;
c) UEs that are configured for delay tolerant service and are neither in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM, nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN.
When a UE is configured for EAB, the UE is also configured for delay tolerant service. In case a UE is configured both for EAB and for EAB override, when upper layer indicates to override Access Category 1, then Access Category 1 is not applicable.
NOTE 2:	When there are an Access Category based on operator classification and a standardized Access Category to both of which an access attempt can be categorized, and the standardized Access Category is neither 0 nor 2, the UE applies the Access Category based on operator classification. When there are an Access Category based on operator classification and a standardized Access Category to both of which an access attempt can be categorized, and the standardized Access Category is 0 or 2, the UE applies the standardized Access Category. 
NOTE 3:	Includes Real-Time Text (RTT).
NOTE 4:	Includes IMS Messaging.




For EPC,  NB-IoT uses the following establishment causes : 

mt-Access 
Also used for 5GC, and corresponds to access category 0 in UAC.

mo-Signalling
Also used for 5GC, and corresponds to access category 3 in UAC or access category 1 when delay tolerant access is configured for the UE. In addition UAC supports access category 8 which may correspond to RRC signalling intiated by the UE (e.g. RNAU). 

mo-Data
Also used for 5GC, and corresponds to access category 7 in UAC or access category 1 when delay tolerant access is configured for the UE

delayTolerantAccess
There is no establishment cause in 5GC for delay tolerant access. Rather, acccess category 1 is used in UAC along with one of the other establishment causes.

mo-ExceptionData
Should also be used for 5GC. There is currently no access category in UAC corresponding to mo-Exception data RAN2 has sent a LS to SA1 asking SA1 to assigns a new Access Category to mo-ExceptionData [6].
In their reply LS [5], SA1 has confirmed that the requirements related to up to 64 access categories for UAC should also apply to NB-IOT connected to 5GC. 

In their reply LS [5], SA1 has confirmed that the requirements related to up to 64 access categories for UAC should also apply to NB-IOT connected to 5GC. 
Proposal 1: For NB-IoT,  up to 64 access categories are defined for support of UAC, same as for eLTE.

3.2.2 Access Identities
TS 22.261 [10] provides the following access identity table. 

	Access Identity number
	UE configuration

	0
	UE is not configured with any parameters from this table

	1 (NOTE 1)
	UE is configured for Multimedia Priority Service (MPS).

	2 (NOTE 2)
	UE is configured for Mission Critical Service (MCS).

	3-10
	Reserved for future use

	11 (NOTE 3)
	Access Class 11 is configured in the UE.

	12 (NOTE 3)
	Access Class 12 is configured in the UE.

	13 (NOTE 3)
	Access Class 13 is configured in the UE.

	14 (NOTE 3)
	Access Class 14 is configured in the UE.

	15 (NOTE 3)
	Access Class 15 is configured in the UE.

	NOTE 1:	Access Identity 1 is used by UEs configured for MPS, in the PLMNs where the configuration is valid. The PLMNs where the configuration is valid are HPLMN, PLMNs equivalent to HPLMN, and visited PLMNs of the home country.
Access Identity 1 is also valid when the UE is explicitly authorized by the network based on specific configured PLMNs inside and outside the home country.
NOTE 2:	Access Identity 2 is used by UEs configured for MCS, in the PLMNs where the configuration is valid. The PLMNs where the configuration is valid are HPLMN or PLMNs equivalent to HPLMN and visited PLMNs of the home country. Access Identity 2 is also valid when the UE is explicitly authorized by the network based on specific configured PLMNs inside and outside the home country.
NOTE 3:	Access Identities 11 and 15 are valid in Home PLMN only if the EHPLMN list is not present or in any EHPLMN. Access Identities 12, 13 and 14 are valid in Home PLMN and visited PLMNs of home country only. For this purpose, the home country is defined as the country of the MCC part of the IMSI.



TS 24.501 [11] provides the following table for mapping access identities/access categories and RRC establishment cause when establishing N1 NAS signalling connection via E-UTRA connected to 5GCN : 

	Access identities
	Access categories
	RRC establishment cause is set to

	0
	0 (= MT_acc)
	mt-Access

	
	1 (= delay tolerant)
	Not applicable (NOTE 1)

	
	2 (= emergency)
	emergency

	
	3 (= MO_sig)
	mo-Signalling

	
	4 (= MO MMTel voice)
	mo-VoiceCall

	
	5 (= MO MMTel video)
	mo-VoiceCall

	
	6 (= MO SMS and SMSoIP)
	mo-Data

	
	7 (= MO_data)
	mo-Data

	1
	Any category
	highPriorityAccess

	2
	Any category
	highPriorityAccess

	11, 15
	Any category
	highPriorityAccess

	12,13,14,
	Any category
	highPriorityAccess

	NOTE 1:	A UE using access category 1 for the access barring check will determine a second access category in the range 3 to 7 that is to be used for determination of the RRC establishment cause. See subclause 4.5.2, table 4.5.2.2, NOTE 6.
NOTE 2:	See subclause 4.5.2, table 4.5.2.1 for use of the access identities of 0, 1, 2, and 11-15.


 


Comparison of the existing NB-IoT barring parameters, and the UAC parameters :

ab-BarringBitmap :
In LTE and NB-IoT connected to EPC the acces classes 0-9 are used for normal access. However, in 5GC access class 0-9 are not used for UAC and only access class 11-15 are applicable. In UAC only one access identity (access identity 0) exists for any UE which does not belong to access identity 1, 2, 11-15.

ab-BarringForSpecialAC
In UAC the access classes 11-15 directly correspond to access identities 11-15. 

ab-Category 
Corresponds directly to the barring parameters corresponding to access category 1 in UAC, and is therefore equivalent to the parameter uac-AC1-SelectAssistInfo in UAC. 

In RRC, the UAC mechanism provides a barring bitmap of 7 bits, with the bits corresponding to access identities 1, 2 (not supported for NB-IoT) and 11-15 (corresponding to ab-BarringForSpecialAC). If the access attempt belongs to access identity 0 (corresponding to access identity other than 1,2,11-15) then the UE shall apply access category (associated with that access attempt) based access barring mechanism by selecting a random number selection to determine the barring factor and barring time as specified in section 5.3.16.5 of LTE RRC specification [8]. 

In rel-13, long discussions took place on whether to reuse the barring factor and barring time in NB-IoT or define a simpler approach based on a barring bitmap. It was decided to use a barring bitmap to reduce the implementation and test complexity, as well as the signalling overhead. Also, it was agreed not to have ‘barring’ timers and let the upper layers decide when / if to retry. 

It would be preferable to keep things simple, and use a similar barring mechanism as the existing NB-IoT/EPC approach. For NB-IoT/5GC, access barring of each of the access categories can be performed by using a simple bitmap like in legacy NB-IoT/EPC (without introducing any barring factors and barring timers), including for access identity 0. 

Proposal 2: For NB-IoT, barring time and barring factor mechanism in UAC is not used for barring access category and barring bitmap is used for each access category.


In NB-IoT EPS, the barring bitmap is based on the UE access class 0..9. In the reply LS  [5], SA1 has indicated that Access classes 0-9 are not used by UAC and that there is no direct mapping between Access Classes 0-9 and UAC access identity 0. This is correct, all UEs, independently of their access identity, have an access AC  0..9, which is defined as the last digit of the UE Identity (IMSI). Thus, using a bitmap based on access class 0..9 is just a mechanism for randomly distributing the UEs into different groups, and thus does not affect the UAC concept. The difference compared to barring factor is that the randomisation is achieved using IMSI (so pseudo-random) rather than a random number selected by the UE, so is more easily tested. It is also simpler to re-use the current NB-IoT method.

Proposal 3: For NB-IoT UAC, adopt a 10 bit  bitmap corresponding to access classes 0-9 (i.e. IMSI mod 10) to allow granular barring within each access category.


For the special access classes (i.e. 11-15) we have a bitmap in NB-IoT and in UAC that allows to skip the AB check. For simplicity and alignment with eLTE, we can just re-use the same IE used in UAC, which includes classes 1, 2, and 11-15, even though access identities 1 and 2 are not applicable to NB-IoT.

Proposal 4: For NB-IoT, uac-BarringForAccessIdentity using a 7 bit map barring corresponding to access identities 1, 2, 11 to 15 is re-used. 


In UAC, the parameter uac-AC1-SelectAssistInfo is used to determine whether Access Category 1 applies to the UE within one of the following categories:
a) UEs that are configured for delay tolerant service;
b) UEs that are configured for delay tolerant service and are neither in their HPLMN nor in a PLMN that is equivalent to it;
c) UEs that are configured for delay tolerant service and are neither in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM, nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN.

When a UE is configured for EAB, the UE is also configured for delay tolerant service. In case a UE is configured both for EAB and for EAB override, when upper layer indicates to override Access Category 1, then Access Category 1 is not applicable.

This parameter corresponds to the existing parameter ab-Category in NB-IoT.

Proposal 5: For NB-IoT, the parameter uac-AC1-SelectAssistInfo is used to signal whether Access Category 1 applies to the UE.

3.2.3 Signalling simplification for NB-IoT
In UAC, a list of barring info sets can be signalled. 

UAC-BarringInfoSetList-r15 ::=		SEQUENCE (SIZE (1..maxBarringInfoSet-r15)) OF UAC-BarringInfoSet-r15

UAC-BarringInfoSet-r15 ::= SEQUENCE {
	uac-BarringFactor-r15				ENUMERATED {
											p00, p05, p10, p15, p20, p25, p30, p40,
											p50, p60, p70, p75, p80, p85, p90, p95},
	uac-BarringTime-r15					ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},
	uac-BarringForAccessIdentity-r15	BIT STRING (SIZE(7))
}

Each barring set is assigned an identity, then the identity is signalled per access category. 

UAC-BarringPerCatList-r15 ::= SEQUENCE (SIZE (1..maxAccessCat-1-r15)) OF UAC-BarringPerCat-r15

UAC-BarringPerCat-r15 ::= SEQUENCE {
	accessCategory-r15				INTEGER (1..maxAccessCat-1-r15),
	uac-barringInfoSetIndex-r15		UAC-BarringInfoSetIndex-r15
}

In case of up to 64 access categories then this provides an optimisation if the access barring info is similar for many of the access categories. However, since for NB-IoT it is likely that the number of access categories actually used is relatively small (e.g. 5 for the existing establishment causes), it would be better to simplify the signalling but just provide a uac-BarringForAccessIdentity per access category, as follows:
	
UAC-BarringPerCatList-NB-r16 ::= SEQUENCE (SIZE (1..maxAccessCat-1-r15)) OF UAC-BarringPerCat-NB-r16

UAC-BarringPerCat-NB-r16 ::= SEQUENCE {
	accessCategory-r16					INTEGER (1..maxAccessCat-1-r15),
	uac-BarringBitmap-r16			BIT STRING (SIZE(10)),
	uac-BarringForAccessIdentity-r16	BIT STRING (SIZE(7)),
	}
}

Proposal 6: For NB-IoT, do not use UAC-BarringInfoSetList, but instead signal uac-BarringBitmap and uac-BarringForAccessIdentity per access category. 


Similarly, the per-PLMN barring can be simplified just by using a list similar to that in the existing NB-IoT rather than the more complicated approach used in UAC. 

Proposal 7: For NB-IoT, per-PLMN barring is signalled using a simple list of barring parameters for each PLMN.

3.2.4 SIB update mechanism
If the signalling can be simplified as proposed above, then it should also be possible to re-use the existing SI update and barring enabled check mechanism defined for NB-IoT – that is to use a 1 bit indication in MIB to inform the UE whether barring is enabled or not, and the existing SIB14-NB. 
Proposal 8: For NB-IoT, UAC parameters are provided in SIB14-NB.

To avoid e.g. impacting the legacy UEs, when 5GC barring is configured, then it could be beneficial to have a separate bit in MIB, for the purpose of indicating that UAC is enabled.
Proposal 9: For NB-IoT, introduce a separate bit in MIB-NB, ab-Enabled-5GC, to indicate whether UAC is enabled in SIB14-NB.

In eLTE, UAC barring parameters are signalled in SIB25, which is a required SIB for UEs connected to 5GC and which follows the generic SIB update mechanism; thus there is no need for special notification. Note that this is different from SIB14 handling for EAB, which does not follow the generic SI update mechanism.
Proposal 10: For eMTC, SIB25 follows the generic system information update mechanism and there is no need for specific indication.

3.2.5 Access Barring per RSRP
In Rel-15, Access barring per RSRP was introduced for eMTC EAB UEs and for NB-IoT for the purpose of alleviating RACH resource congestion, particularly at extreme coverage levels. Since the same RAN resources would be used when connected to 5GC, we should further consider how to support per RSRP level access barring for UAC.

Proposal 11: Access barring per RSRP is supported for eMTC and NB-IoT.

For eMTC it would be beneficial to introduce the RSRP thresholds into SIB25, so that the UE does not need to acquire both SIB14 and SIB25 for UAC. 

Proposal 12: For eMTC, ab-PerNRSRP is introduced in SIB25.

For NB-IoT, since the proposal is to introduce UAC in SIB14-NB, the existing thresholds can be applied to UAC in the same way that the thresholds apply to the legacy AB mechanism – since the RAN resources are the same then we expect the same thresholds should be sufficient.

Proposal 13: For NB-IoT, the existing ab-PerNRSRP in SIB14-NB can apply to UAC.

3.2.6 Access Barring in RRC_CONNECTED mode and RRC_INACTIVE
According to TS 38.300 [7], UAC is applicable to all UE states (RRC_IDLE, RRC_INACTIVE and RRC_CONNECTED state). The UE NAS determines one access category and access identity(ies) for the given access attempt and provides them to RRC for access control check before intiating the access.
In RRC_CONNECTED, BL UEs or UEs in CE or NB-IoT UEs are not required to acquire system information except when T311 is running, thus it is proposed that the UE uses the version of SIB25 (eMTC) or SIB14-NB (NB-IoT), if any, that the UE has acquired prior to enter RRC_CONNECTED.  

Proposal 14: For NB-IoT and eMTC UEs  in RRC_CONNECTED, the UE perfoms access barring check based on the UAC parameters acquired prior to entering RRC_CONNECTED.

For eMTC UEs in RRC_INACTIVE, the system information acquisition procedure applies the same way as in RRC_IDLE, thus the UE has always a valid version of SIB25.
Proposal 15: For eMTC UEs in RRC_INACTIVE, the UE is required to use a valid version of SIB25 to perform access barring check.


4 Conclusion
In this paper we have analysed how to support UAC for eMTC and NB-IoT and make the following proposals : 

Proposal 1: For NB-IoT, up to 64 access categories are defined for support of UAC, same as for eLTE.
Proposal 2: For NB-IoT, barring time and barring factor mechanism in UAC is not used for barring access category and barring bitmap is used for each access category.
Proposal 3: For NB-IoT UAC, adopt a 10 bit bitmap bitmap corresponding to access classes 0-9 (i.e. IMSI mod 10) to allow granular barring within each access identity.
Proposal 4: For NB-IoT, uac-BarringForAccessIdentity using a 7 bit map barring corresponding to access identities 1, 2, 11 to 15 is re-used. 
Proposal 5: For NB-IoT, the parameter uac-AC1-SelectAssistInfo is used to signal whether Access Category 1 applies to the UE.
Proposal 6: For NB-IoT, do not use UAC-BarringInfoSetList, but instead signal uac-BarringBitmap and uac-BarringForAccessIdentity per access category. 
Proposal 7 : For NB-IoT, per-PLMN barring is signalled using a simple list of barring parameters for each PLMN.
Proposal 8: For NB-IoT, UAC parameters are provided in SIB14-NB.
Proposal 9: For NB-IoT, introduce a separate bit in MIB-NB, ab-Enabled-5GC, to indicate whether UAC is enabled in SIB14-NB.
Proposal 10: For eMTC, SIB25 follows the generic system information update mechanism and there is no need for specific indication.
Proposal 11: Access barring per RSRP is supported for eMTC and NB-IoT.
Proposal 12: For eMTC, ab-PerNRSRP is introduced in SIB25.
Proposal 13: For NB-IoT, the existing ab-PerNRSRP in SIB14-NB can apply to UAC.
Proposal 14: For NB-IoT and eMTC UEs  in RRC_CONNECTED, the UE perfoms access barring check based on the  UAC parameters acquired prior to entering RRC_CONNECTED.
Proposal 15: For eMTC UEs in RRC_INACTIVE, the UE is required to use a valid version of SIB25 to perform access barring check.
A text proposal is provided in section 6 for the signalling structurein NB-IoT according to the proposals above. 
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6 Text Proposal
	Next  change


[bookmark: _Toc12746125]–	MasterInformationBlock-NB
The MasterInformationBlock-NB includes the system information transmitted on BCH in FDD.
Signalling radio bearer: N/A
RLC-SAP: TM
Logical channel: BCCH
Direction: E‑UTRAN to UE
MasterInformationBlock-NB
-- ASN1START

MasterInformationBlock-NB ::=	SEQUENCE {
	systemFrameNumber-MSB-r13		BIT STRING (SIZE (4)),
	hyperSFN-LSB-r13				BIT STRING (SIZE (2)),
	schedulingInfoSIB1-r13			INTEGER (0..15),
	systemInfoValueTag-r13			INTEGER (0..31),
	ab-Enabled-r13					BOOLEAN,
	operationModeInfo-r13			CHOICE {
		inband-SamePCI-r13				Inband-SamePCI-NB-r13,
		inband-DifferentPCI-r13			Inband-DifferentPCI-NB-r13,
		guardband-r13					Guardband-NB-r13,
		standalone-r13					Standalone-NB-r13
	},
	additionalTransmissionSIB1-r15	BOOLEAN,
	ab-Enabled-5GC-r16				BOOLEAN,
	spare							BIT STRING (SIZE (910))
}

Guardband-NB-r13 ::=			SEQUENCE {
	rasterOffset-r13				ChannelRasterOffset-NB-r13,
	spare							BIT STRING (SIZE (3))
}

Inband-SamePCI-NB-r13 ::=		SEQUENCE {
	eutra-CRS-SequenceInfo-r13		INTEGER (0..31)
}

Inband-DifferentPCI-NB-r13 ::=	SEQUENCE {
	eutra-NumCRS-Ports-r13			ENUMERATED {same, four},
	rasterOffset-r13				ChannelRasterOffset-NB-r13,
	spare							BIT STRING (SIZE (2))
}

Standalone-NB-r13 ::=			SEQUENCE {
	spare							BIT STRING (SIZE (5))
}

-- ASN1STOP


	MasterInformationBlock-NB field descriptions

	ab-Enabled
Value TRUE indicates that access barring is enabled for UEs connected to EPC.

	ab-Enabled-5GC
Value TRUE indicates that access barring is enabled for UEs connected to 5GC.

	additionalTransmissionSIB1
Value TRUE indicates that additional SIB1-NB transmissions are present. See TS 36.211 [21] and TS 36.213 [23].
E-UTRAN only configures additionalTransmissionSIB1 to TRUE if schedulingInfoSIB1 indicates that the number of NPDSCH repetitions is 16, see TS 36.213 [23], Table 16.4.1.3-3. 

	eutra-CRS-SequenceInfo
Information of the carrier containing NPSS/NSSS/NPBCH.
Each value is associated with an E-UTRA PRB index as an offset from the middle of the LTE system sorted out by channel raster offset. See TS 36.211[21] and TS 36.213 [23].

	eutra-NumCRS-Ports
Number of E-UTRA CRS antenna ports, either the same number of ports as NRS or 4 antenna ports. See TS 36.211 [21], TS 36.212 [22], and TS 36.213 [23].

	hyperSFN-LSB
Indicates the 2 least significant bits of hyper SFN. The remaining bits are present in SystemInformationBlockType1-NB.

	operationModeInfo
Deployment scenario (in-band/guard-band/standalone) and related information. See TS 36.211 [21] and TS 36.213 [23].
Inband-SamePCI indicates an in-band deployment and that the NB-IoT and LTE cell share the same physical cell id and have the same number of NRS and CRS ports.
Inband-DifferentPCI indicates an in-band deployment and that the NB-IoT and LTE cell have different physical cell id.
guardband indicates a guard-band deployment.
standalone indicates a standalone deployment.

	schedulingInfoSIB1
This field contains an index to a table specified in TS 36.213 [23], Table 16.4.1.3-3, that defines SystemInformationBlockType1-NB scheduling information.

	systemFrameNumber-MSB
Defines the 4 most significant bits of the SFN. As indicated in TS 36.211 [21], the 6 least significant bits of the SFN are acquired implicitly by decoding the NPBCH.

	systemInfoValueTag
Common for all SIBs other than MIB-NB, SIB14-NB and SIB16-NB.



[bookmark: _Toc12746126]–	MasterInformationBlock-TDD-NB
The MasterInformationBlock-TDD-NB includes the system information transmitted on BCH in TDD.
Signalling radio bearer: N/A
RLC-SAP: TM
Logical channel: BCCH
Direction: E‑UTRAN to UE
MasterInformationBlock-TDD-NB
-- ASN1START

MasterInformationBlock-TDD-NB-r15 ::=	SEQUENCE {
	systemFrameNumber-MSB-r15				BIT STRING (SIZE (4)),
	hyperSFN-LSB-r15						BIT STRING (SIZE (2)),
	schedulingInfoSIB1-r15					INTEGER (0..15),
	systemInfoValueTag-r15					INTEGER (0..31),
	ab-Enabled-r15							BOOLEAN,
	operationModeInfo-r15				CHOICE {
		inband-SamePCI-r15					Inband-SamePCI-TDD-NB-r15,
		inband-DifferentPCI-r15				Inband-DifferentPCI-TDD-NB-r15,
		guardband-r15						GuardbandTDD-NB-r15,
		standalone-r15						StandaloneTDD-NB-r15
	},
	sib1-CarrierInfo-r15					ENUMERATED {anchor, non-anchor},
	ab-Enabled-5GC-r16						BOOLEAN,
	spare									BIT STRING (SIZE (89))
}

GuardbandTDD-NB-r15 ::=				SEQUENCE {
	rasterOffset-r15					ChannelRasterOffset-NB-r13,
	sib-GuardbandInfo-r15				CHOICE {
		sib-GuardbandAnchor-r15				SIB-GuardbandAnchorTDD-NB-r15,
		sib-GuardbandGuardband-r15			SIB-GuardbandGuardbandTDD-NB-r15,
		sib-GuardbandInbandSamePCI-r15		SIB-GuardbandInbandSamePCI-TDD-NB-r15,
		sib-GuardbandinbandDiffPCI-r15		SIB-GuardbandInbandDiffPCI-TDD-NB-r15
	},	
	eutra-Bandwitdh-r15					ENUMERATED {bw5or10, bw15or20}
}

Inband-SamePCI-TDD-NB-r15 ::=		SEQUENCE {
	eutra-CRS-SequenceInfo-r15			INTEGER (0..31),
	sib-InbandLocation-r15				ENUMERATED {lower, higher}
}

Inband-DifferentPCI-TDD-NB-r15 ::=		SEQUENCE {
	eutra-NumCRS-Ports-r15					ENUMERATED {same, four},
	rasterOffset-r15						ChannelRasterOffset-NB-r13,
	sib-InbandLocation-r15					ENUMERATED {lower, higher},
	spare									BIT STRING (SIZE (2))
}

StandaloneTDD-NB-r15 ::=				SEQUENCE {
	sib-StandaloneLocation-r15				ENUMERATED {lower, higher},
	spare									BIT STRING (SIZE (5))
}

SIB-GuardbandAnchorTDD-NB-r15 ::= 		SEQUENCE {
	spare									BIT STRING (SIZE (1))
}

SIB-GuardbandGuardbandTDD-NB-r15 ::= 	SEQUENCE {
	sib-GuardbandGuardbandLocation-r15		ENUMERATED {same, opposite}
}

SIB-GuardbandInbandSamePCI-TDD-NB-r15 ::= SEQUENCE {
	spare									BIT STRING (SIZE (1))
}

SIB-GuardbandInbandDiffPCI-TDD-NB-r15 ::= SEQUENCE {
	sib-EUTRA-NumCRS-Ports-r15				ENUMERATED {same, four}
}

-- ASN1STOP

	MasterInformationBlock-TDD-NB field descriptions

	ab-Enabled
Value TRUE indicates that access barring is enabled for UEs connected to EPC.

	ab-Enabled-5GC
Value TRUE indicates that access barring is enabled for UEs connected to 5GC.

	eutra-Bandwidth
EUTRA system bandwidth. Value bw5or10 corresponds to bandwidth 5 or 10 MHz, value bw15or20 corresponds to bandwidth 15 or 20 MHz.
If the value of eutra-Bandwidth is bw5or10 and rasterOffset is set to khz7dot5 or khz-7dot5, the E-UTRA system bandwidth is 5 MHz.
If the value of eutra-Bandwidth is bw5or10 and rasterOffset is set to khz2dot5 or khz-2dot5, the E-UTRA system bandwidth is 10 MHz.
If the value of eutra-Bandwidth is bw15or20 and rasterOffset is set to khz7dot5 or khz-7dot5, the E-UTRA system bandwidth is 15 MHz.
If the value of eutra-Bandwidth is bw15or20 and rasterOffset is set to khz2dot5 or khz-2dot5, the E-UTRA system bandwidth is 20 MHz.
When the E-UTRA system bandwidth is 5 MHz or 15 MHz, if the value of sib-GuardbandInfo is sib-GuardbandInbandSamePCI or sib-GuardbandinbandDiffPCI, the offset between the anchor carrier and the non-anchor carrier used for SIB1 and/or SI transmission is 45 kHz.

	eutra-CRS-SequenceInfo
Information of the carrier containing NPSS/NSSS/NPBCH.
Each value is associated with an E-UTRA PRB index as an offset from the middle of the LTE system sorted out by channel raster offset. See TS 36.211 [21] and TS 36.213 [23].

	eutra-NumCRS-Ports, sib-eutra-NumCRS-Ports
Number of E-UTRA CRS antenna ports, either the same number of ports as NRS or 4 antenna ports. See TS 36.211 [21], TS 36.212 [22], and TS 36.213 [23].

	hyperSFN-LSB
Indicates the 2 least significant bits of hyper SFN. The remaining bits are present in SystemInformationBlockType1-NB.

	operationModeInfo
Deployment scenario (in-band/guard-band/standalone) and related information. See TS 36.211 [21] and TS 36.213 [23].
Inband-SamePCI indicates an in-band deployment and that the NB-IoT and LTE cell share the same physical cell id and have the same number of NRS and CRS ports.
Inband-DifferentPCI indicates an in-band deployment and that the NB-IoT and LTE cell have different physical cell id.
guardband indicates a guard-band deployment.
standalone indicates a standalone deployment.
When operationmodeInfo is set to guardband, if rasterOffset is set to khz-7dot5 or khz-2dot5, the guardband anchor carrier is at the higher edge of the LTE carrier. If rasterOffset is set to khz7dot5 or khz2dot5, the guardband anchor carrier is at the lower edge of the LTE carrier

	schedulingInfoSIB1
This field contains an index to a table specified in TS 36.213 [23], Table 16.4.1.3-3 that defines SystemInformationBlockType1-NB scheduling information.
If sib1-CarrierInfo is set to non-anchor, E-UTRAN configures a value between 0 and 7. 

	sib-GuardbandGuardbandLocation
Location of the non-anchor carrier used for SIB1 and/or SI transmission when operationmodeInfo is set to guardband and the non-anchor carrier is in guardband. See TS 36.213 [23].
Value same corresponds to the carrier adjacent to the anchor carrier on the outer side of the guardband, value opposite corresponds to the carrier closest to the edge of the LTE carrier in the opposite guardband.

	sib-GuardbandInfo
Information of the carrier used for SIB1 and/or SI transmission when operationmodeInfo is set to guardband. See TS 36.213 [23].
sib-GuardbandAnchor indicates the anchor carrier.
sib-GuardbandGuardband indicates a non-anchor carrier in guardband mode.
sib-GuardbandInbandSamePCI or sib-GuardbandinbandDiffPCI indicates a non-anchor carrier in inband mode, and at the edge of the LTE carrier and on the same side as the anchor carrier.

	sib-InbandLocation
Location of the non-anchor carrier used for SIB1 and/or SI transmission when operationmodeInfo is set to inband-SamePCI or inband-DifferentPCI, and sib1-CarrierInfo value and/or tdd-SI-CarrierInfo in SIB1-NB is set to non-anchor. See TS 36.213 [23].
Value lower corresponds to the lower adjacent carrier relative to the anchor carrier and value higher corresponds to the higher adjacent carrier relative to the anchor carrier.
If both sib1-CarrierInfo value and tdd-SI-CarrierInfo value in SIB1-NB are set to anchor, the UE ignores sib-InbandLocation.

	sib-StandaloneLocation
Location of the non-anchor carrier used for SIB1 and/or SI transmission when operationmodeInfo is set to standalone, and sib1-CarrierInfo value and/or tdd-SI-CarrierInfo in SIB1-NB is set to non-anchor. See TS 36.213 [23].
Value lower corresponds to the lower adjacent carrier relative to the anchor carrier and value higher corresponds to the higher adjacent carrier relative to the anchor carrier.
If both sib1-CarrierInfo value and tdd-SI-CarrierInfo value in SIB1-NB are set to anchor, the UE ignores sib-StandaloneLocation.

	sib1-CarrierInfo
Carrier used for SIB1 transmission. See TS 36.213 [23], clause 16.4.1.3. Value anchor corresponds to anchor carrier, value non-anchor cooresponds to non-anchor carrier. 

	systemFrameNumber-MSB
Defines the 4 most significant bits of the SFN. As indicated in TS 36.211 [21], the 6 least significant bits of the SFN are acquired implicitly by decoding the NPBCH.

	systemInfoValueTag
Common for all SIBs other than MIB-NB, SIB14-NB and SIB16-NB.
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[bookmark: _Toc5272799]–	SystemInformationBlockType14-NB
The IE SystemInformationBlockType14-NB contains the AB parameters.
SystemInformationBlockType14-NB information element
-- ASN1START

SystemInformationBlockType14-NB-r13 ::=	SEQUENCE {
	ab-Param-r13					CHOICE {
		ab-Common-r13					AB-Config-NB-r13,
		ab-PerPLMN-List-r13				SEQUENCE (SIZE (1..maxPLMN-r11)) OF AB-ConfigPLMN-NB-r13
	}															OPTIONAL, -- Need OR
	lateNonCriticalExtension			OCTET STRING				OPTIONAL,
	...,
	[[	ab-PerNRSRP-r15				ENUMERATED {thresh1, thresh2}	OPTIONAL	--	Need OR
	]] ,
	[[	uac-Param-r16				UAC-Param-NB-r16	OPTIONAL	--	Need OR
	]]
}

AB-ConfigPLMN-NB-r13 ::=	SEQUENCE {
	ab-Config-r13					AB-Config-NB-r13			OPTIONAL -- Need OR
}

AB-Config-NB-r13 ::=		SEQUENCE {
	ab-Category-r13					ENUMERATED {a, b, c},
	ab-BarringBitmap-r13			BIT STRING (SIZE(10)),
	ab-BarringForExceptionData-r13	ENUMERATED {true}			OPTIONAL,	-- Need OP
	ab-BarringForSpecialAC-r13		BIT STRING (SIZE(5))
}

UAC-Param-NB-r16	::=		CHOICE {
	uac-BarringCommon-r16			UAC-Barring-NB-r16,
	uac-BarringPerPLMN-List-r16		SEQUENCE (SIZE (1..maxPLMN-r11)) OF UAC-Barring-NB-r16
}

UAC-Barring-NB-r16	::=		SEQUENCE {
	uac-BarringPerCatList-r16		UAC-BarringPerCatList-NB-r16,
	uac-AC1-SelectAssistInfo-r16	UAC-AC1-SelectAssistInfo-r15
}

UAC-BarringPerCatList-NB-r16 ::= SEQUENCE (SIZE (1..maxAccessCat-1-r15)) OF UAC-BarringPerCat-NB-r16

UAC-BarringPerCat-NB-r16 ::= SEQUENCE {
	uac-AccessCategory-r16				INTEGER (1..maxAccessCat-1-r15),
	uac-BarringBitmap-r16				BIT STRING (SIZE(10)),
	uac-BarringForAccessIdentity-r16	BIT STRING (SIZE(7))
} 
-- ASN1STOP

	SystemInformationBlockType14-NB field descriptions

	ab-BarringBitmap
Access class barring for AC 0-9. The first/ leftmost bit is for AC 0, the second bit is for AC 1, and so on.

	ab-BarringForExceptionData
Indicates whether ExceptionData is subject to access barring.

	ab-BarringForSpecialAC
Access class barring for AC 11-15. The first/ leftmost bit is for AC 11, the second bit is for AC 12, and so on.

	ab-Category
Indicates the category of UEs for which AB applies. Value a corresponds to all UEs, value b corresponds to the UEs that are neither in their HPLMN nor in a PLMN that is equivalent to it, and value c corresponds to the UEs that are neither in the PLMN listed as most preferred PLMN of the country where the UEs are roaming in the operator-defined PLMN selector list on the USIM, nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN, see TS 22.011 [10].

	ab-Common
The AB parameters applicable for all PLMN(s).

	ab-PerNRSRP
Access barring per NRSRP. Value thresh1 corresponds to the first entry configured in rsrp-ThresholdsPrachInfoList, value thresh2 corresponds to the second entry configured in rsrp-ThresholdsPrachInfoList.

	ab-PerPLMN-List
The AB parameters per PLMN, listed in the same order as the PLMN(s) occur in plmn-IdentityList in SystemInformationBlockType1-NB.

	uac-accessCategory
The Access Category according to TS 22.261 [96].

	uac-BarringForAccessIdentity
Indicates whether access attempt is allowed for each Access Identity. The leftmost bit, bit 0 in the bit string corresponds to Access Identity 1, bit 1 in the bit string corresponds to Access Identity 2, bit 3 in the bit string corresponds to Access Identity 11, bit 4 in the bit string corresponds to Access Identity 12, and so on. Value 0 means that access attempt is allowed for the corresponding access identity.

	uac-BarringBitmap
Access class barring for AC 0-9. The first/ leftmost bit is for AC 0, the second bit is for AC 1, and so on.

	uac-BarringCommon 
The UAC parameters applicable for all PLMN(s).

	uac-BarringPerPLMN-List 
The UAC parameters per PLMN, listed in the same order as the PLMN(s) occur in plmn-IdentityList in SystemInformationBlockType1-NB.

	uac-AC1-SelectAssistInfo 
Information used to determine whether Access Category 1 applies to the UE, as defined in TS 22.261 [96]. The field is forwarded to upper layers, if present.
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