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1 Introduction 

During email discussion of access control [1], RAN2 did not achieve a common view on several questions to SA1  (e.g. Q3,4,6). This contribution provides our views on these questions.
2 Discussions
Left issues related to Q3,Q4,Q6 from Email discussion #24
Question 3: RAN2 would like to ask SA1 and CT1 whether the mapping of access attempts to access categories will be specified by SA1 or CT1 and whether final access category will be provided by NAS or NAS will provide multiple categories to AS?

Question 4: whether different access control requirements are needed by a UE for access category 4 when MO signaling is triggered by only by AS (e.g. RNAU) vs triggered by NAS (e.g. for TAU); 

Question 6: What category should be used for on-demand SI request (for Idle and RRC_INACTIVE) using message 3?  Can access category 4 be used for this?

RAN2 does not achieve agreement on these questions. These questions are in general related to the following issues:

· Which layer should enforce NR category mapping.

         This topic relates to answering first part of Question 3.  

· Number of access categories provided by NAS to AS.

         This topic relates to answering second part of Question 3. 

· On selection of access category for RAN trigger access attempt.

         Answering Question 4&6 relates to how to select of access category.  

Which layer should enforce NR category mapping? 

One question is whether RNAU and On demand SI request should be subjected to access control. In addition, SA1 also reserved category 32-63 for operator classification access attempt. It is safe to assume that access attempt triggered by RRC layer is possible for NR. And it is not appropriate to assume that NAS layer maps access request from RRC layer (e.g RNAU, On-demand SI request) into NR category and sends back to RRC layer for ACB check. In order to isolate these access attempt from NAS layer, it is proposed in [2] to adopt access category mapping function in RRC layer. As shown in the figure 1, there are three part of mapping functions in different layers of UE.
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Figure 1: Mapping functions in different layers of UE

In NR, RRC layer takes the responsibility to map access attempts triggered by RRC layer. NAS layer takes the responsibility to map access attempts triggered by NAS or service layer. Application layer (e.g. IMS client ) maps some access request from application layer. 

Proposal 1: The mapping of access attempts to access categories should be specified by CT1 (for access attempts originating outside AS layer) and by RAN2 (for access attempts originating within AS layer) respectively.

Number of access categories provided by NAS to AS
For last part of question 3 in [1], whether NAS may provide multiple categories to AS has not been concluded in RAN2. Since category mapping also takes place in AS layer (for signaling messages originating in RRC), An answer to this question is needed for specification in AS regardless of the NAS layer considerations. Based on the description in the SA1’s CR[3], each access attempt is categorized into one of the access categories in unified access control. And this rule should apply to category mapping in AS layer, NAS layer and Application layer.

Proposal 2: One access attempt which triggered by RRC layer (e.g. RNAU, on-demand SI request ) only map to One access category by AS layer.
Proposal 2.1: Consult CT1 to confirm RAN’2 understanding of number of category mapping provided by NAS:

NAS layer provides one access category to AS layer for one access attempt from NAS or Application layer. 

On selection of access category for RAN triggered access attempt
Since the access attempt RAN triggered access is different from those in NAS layer (e.g. Event for MO signaling ) and since the RAN level access attempts (e.g. for RNAU/SI request etc) are transparent to the higher layers in the UE and to the core network, selection of access category for RAN triggered access attempts is within the scope of RAN2 and RAN2 does not need to consult CT1/SA1 for this purpose. The mapping rules for mapping the RAN triggered access attempts to access categories should hence be specified in RAN specs (e.g. the RRC spec). Based on the mapping rule, the AS layer in UE is able to map access attempt into category which is also share with NAS layer (e.g. Category 4) or different standard category (e.g. Category 10) or 1 Operator classified category (e.g. Category 33).

Proposal 3: Mapping rule of access attempt which triggered by RRC layer (e.g. RNAU, on-demand SI request ) to access category should be defined in RAN2 and captured RAN2’s specification (e.g. TS38.331). 
3 Conclusion 

Based on the analysis ,we propose:

Proposal 1: The mapping of access attempts to access categories should be specified by CT1 (for access attempts originating outside AS layer) and by RAN2 (for access attempts originating within AS layer) respectively.

Proposal 2: One access attempt which triggered by RRC layer (e.g. RNAU, on-demand SI request ) only map to One access category by AS layer.
Proposal 2.1: Consult CT1 to confirm RAN’2 understanding of number of category mapping provided by NAS:

NAS layer provides one access category to AS layer for one access attempt from NAS or Application layer. 
Proposal 3: Mapping rule of access attempt which triggered by RRC layer (e.g. RNAU, on-demand SI request ) to access category should be defined in RAN2 and captured RAN2’s specification (e.g. TS38.331). 
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