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1. Introduction

In RAN#82 meeting, a new work item for cross-link interference management and remote interference management (RIM) was approved [1]. According to the WID, the detailed objectives for remote interference management are as follows:
· Specify RIM RS resource and configurations, including [RAN1]

· A basic RIM-RS resource

· Configuration of RIM-RS and distinguishable RIM RS-1/2 resources, including sequence type, time and frequency transmission pattern

· Determine gNB set identification information through detection of RIM-RS(s) by implicit or explicit indication. Determine further information that can be carried by the RIM-RS, such as “Ducting phenomenon exists”, “Enough mitigation” & “Not enough mitigation”,   [RAN1, SA5]

· Specify the inter-set RIM backhaul signalling via the core network to convey the messages of “RIM-RS detected” and “RIM-RS disappeared [RAN3]

· Identify corresponding OAM functions to support RIM operation [RAN1, RAN3].

In this contribution, we discuss on remaining issues on RIM RS resource design and configuration.  
2. Remaining issues on RIM RS resource design 
2.1. On differentiate sequence 
Although fixed number of RS sequence (optimized for minimizing cross correlation among RS sequences) may provide best detection and false alarm probabilities, it is better that The information (i.e. Cinit) for RIM RS sequence generation can be configured by OAM for safety. If the fixed 8 sequences are utilized and , all gNB would be vulnerable to the malicious attacks for example some malicious node’s RIM RS transmission to muting the DL symbols.
Proposal 1: The information (i.e. Cinit) for RIM RS sequence generation can be configured by OAM and can be changed as time goes on.
2.2. On maximum number of RIM RS configuration 
To detect RIM RS from gNB where is located in very long distance, multiple RIM RS can be transmitted within a slot for solving Near/Far detection problem. For example, one RIM RS is located just before the 1st reference point for detecting near and medium gNBs (The distance between aggressor gNB and victim gNB can be from 64km to 250km) and another RIM RS can be located just after the last symbol of the previous slot for detecting far gNBs (The distance between aggressor gNB and victim gNB can be up to 300km). In this case, the Near/Far detection problem can be solve using only two non-consecutive RIM RSs within a slot.
Proposal 2: Maximum two RIM RS can be configured to solve Near/Far detection problems within a slot.
2.3. On frequency resources for RIM RS-1 and RIM RS-2 
In symmetric and asymmetric remote interference environment, some gNBs can be both victim and aggressor and those gNBs should transit RIM RS-1 and RIM-RS-2 in RIM Framework 1. In the study item phase [2], TDM, FDM, and CDM methods can be utilized to distinguish RIM RS resource. In general, the number of aggressor gNB may be larger than that of victim gNBs because victim gNB receive interference from a large number of aggressor gNBs in asymmetric remote interference environment. When periodicity of RIM RS-1 and RIM RS-2 can be different and the frequency resource for RIM RS-1 and RIM RS-2 are same, there would be conflict each other because a gNB should transmit RIM RS-1 and RIM-RS-2 simultaneously in some case. Therefore, for simplicity, difference frequency for RIM RS-1/RS-2 can be configured for different gNB.
Proposal 3: In RIM RS design, difference frequency for RIM RS-1/RS-2 can be configured for different gNB.
In the maximum bandwidth of RIM RS and maximum carrier bandwidth for RIM-RS detection, it is also related to the supportable number of set ID within given periodicity. In the study item phase, the detection and false alarm performance was simulated for 20MHz bandwidth sequence as a basic RIM RS. When the number of sequence is relative small (in Case 2-2), the performance is satisfied to the target detection and false alarm probabilities. So, it can be considered that RIM RS bandwidth is fixed in 20MHz for simplicity and supporting maximum number of set ID. In NR, the maximum carrier bandwidth can be 100MHz. In this consequence, the maximum number of frequency resource for RIM RS detection can be Y=5 to support maximum carrier bandwidth of NR. For example, one RS-1 resource and four RS-2 resources can be FDMed with each other to support large number of victim gNBs and aggressor gNBs when the bandwidth of basic RIM-RS is 20MHz. 
Proposal 4: RIM RS bandwidth is fixed in 20MHz for simplicity and supporting maximum number of set ID.
Proposal 5: the maximum number of frequency resource for RIM RS detection can be Y=5 to support maximum carrier bandwidth of NR.
3. Conclusions

In this contribution, it was discussed remaining issues on RIM RS resource design and configuration based on the above discussions, our proposals can be summarized as follows:
Proposal 1: The information (i.e. Cinit) for RIM RS sequence generation can be configured by OAM and can be changed as time goes on.
Proposal 2: Maximum two RIM RS can be configured to solve Near/Far detection problems within a slot.
Proposal 3: In RIM RS design, difference frequency for RIM RS-1/RS-2 can be configured for different gNB.
Proposal 4: RIM RS bandwidth is fixed in 20MHz for simplicity and supporting maximum number of set ID.
Proposal 5: the maximum number of frequency resource for RIM RS detection can be Y=5 to support maximum carrier bandwidth of NR.
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