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1	Introduction
A new SI for NR Rel-16 has been approved at RAN#80 regarding mechanisms for mitigating remote base station to base station interference in TDD systems. The SID [1] specifies the following objectives for the study:
Objectives for studying possible mechanisms for mitigating the impact of remote base station interference in unpaired spectrum focusing on synchronized macro cells with semi-static DL/UL configuration in co-channel include:
1. Study mechanisms for improving network robustness and addressing strong remote base station interference, including potential UE side’s enhancement [RAN1]
1. Study mechanisms for identifying which gNB(s)generate strong remote interference, including the following aspects:
0. Potential Reference signal design for gNB to identify that it creates strong inter-gNB interference to some victim gNB[RAN1]
0. Existing reference signals are starting points of discussion.
0. Mechanism for gNB to start and terminate the transmission/detection of the reference signal(s) [RAN1, RAN3]
1. Study the potential additional coordination among gNBs for mitigating remote interference [RAN3] 


The SI objective on improving network robustness includes enhancement with potential UE-impact. Based on our understanding, the main area which would require enhancements with UE impact relates to improving RACH procedures. This contribution analyses the remote interference impact on the Physical Random Access Channel (PRACH) and discusses mechanisms for improving PRACH robustness against remote interference, including potential UE side’s enhancement. To assure basic network connectivity, similar analysis should be done for PUSCH carrying msg3 as well.
[bookmark: _Ref178064866]2	Discussion
2.1	PRACH Configuration in NR Rel-15
The PRACH is used to transmit a random-access preamble by a UE as part of a random-access attempt and to assist the gNB to adjust the uplink timing of the UE, among other parameters. Since remote interference from an aggressor gNB can affect the detection of the UL signal from a UE at the victim gNB, and since the random-access preamble transmitted on the PRACH is the first UL signal that is transmitted during an initial access procedure for a UE to establish a connection to the network, it is very important that the PRACH is robust against remote interference.
[bookmark: _Toc525737538]It is important to guarantee PRACH performance when remote interference is presented in the network.
NR random-access preamble supports two different sequence lengths with different format configurations to handle the wide range of deployments for which NR is designed. The long preamble sequences are designed to be used for large cell deployment scenarios, while the short sequences are designed mainly for the small/normal cell and indoor deployment scenarios.
In NR, the time and frequency resource on which a random-access preamble is transmitted is defined as a PRACH occasion. The time resources and preamble format for PRACH transmission is configured by a higher-layer parameter prach-ConfigurationIndex, which indicates a row in a PRACH configuration table specified in TS 38.211 v15.2.0 Tables 6.3.3.2-2, 6.3.3.2-3, 6.3.3.2-4 for FR1 paired spectrum, FR1 unpaired spectrum and FR2 with unpaired spectrum, respectively.
In case of TDD, semi-statically configured DL parts and/or actually transmitted SSBs can override and invalidate some time-domain PRACH occasions defined in the PRACH configuration table.  As specified in TS 38.213 section 8.1: 
If a UE is provided higher layer parameter tdd-UL-DL-ConfigurationCommon, or is also provided higher layer parameter tdd-UL-DL-ConfigurationCommon2, a PRACH occasion in a PRACH slot is valid if 
-	it is within UL symbols, or 
-	it does not precede a SS/PBCH block in the PRACH slot and starts at least[image: ] symbols after a last downlink symbol and at least [image: ] symbols after a last SS/PBCH block transmission symbol, where [image: ] is provided in Table 8.2-2. 
[bookmark: _Toc525737539]For NR Rel-15, the time resources for PRACH transmission is configured by a higher-layer parameter prach-ConfigurationIndex in SIB1 according to a PRACH configuration table. 
[bookmark: _Toc525737540]The semi-statically configured DL parts and/or actually transmitted SSBs can override and invalidate some time resources defined in the PRACH configuration table.
In the frequency domain, NR supports multiple frequency-multiplexed PRACH occasions on the same time instance. The number of PRACH occasions FDM’d in a time instance, can be 1, 2, 4, or 8, and it is configured by the higher-layer parameters msg1-FrequencyStart and msg1-FDM.
2.2	The Remote Interference Impact on the PRACH
In this section, we investigate the remote interference impact on the PRACH. It is assumed that the carrier frequency lies within FR1, and the semi-static TDD configuration pattern for the network is DDDSUUDDD, where D denotes a DL slot, U denotes an uplink slot, and S denotes a special slot (a slot that contains a DL to UL switching). The special slot consists of 6 DL symbols, followed by 4 unknown symbols (GP), and then 4 UL symbols. It is assumed that each slot has a duration of 0.5 ms (30 kHz subcarrier spacing for PUSCH). This semi-static TDD configuration pattern is aligned with the LTE TDD UL/DL configuration 2. 
Further, it is assumed that preamble format B4 is selected for PRACH transmission, and the subcarrier spacing for PRACH transmission is configured to be 30 kHz as well (this corresponds to a preamble format B4 duration of 0.415 ms). The supported PRACH configuration for preamble format B4 is defined in TS 38.211 v15.2.0 Table 6.3.3.2-3, and the corresponding PRACH configuration indices are from 145 to 168. 
An example of a typical PRACH configuration, which strives for maximizing the initial access capacity, is shown in Figure 1. In this example, the network selects PRACH configuration index 167, where the valid PRACH occasions are both two uplink slots on subframes 2 and 7 in every 10 ms. The start symbol of the PRACH occasion is the 1st symbol of the PRACH slot (according to the PRACH configuration index). With this configuration, for PRACH transmissions in the first slot of subframe 2 and subframe 7, the guard period between the last DL symbol and the start symbol for PRACH transmission has an 8-symbol duration (4 unknown symbols + 4 uplink symbols in the special slot). This 8-symbol duration can tolerate interference with a distance range up to around 86 km on preamble transmissions, which is enough for normal operation. However, it may not be sufficient when remote interference is present. For instance, if remote interference distance range is around 150 km, then, half duration of the preamble transmission (0.21 ms) will be interfered by the remote interference.
[image: ]
[bookmark: _Ref525211207]Figure 1: Example of a PRACH configuration for normal operation 
(Preamble format B4, FR1 unpaired spectrum, PRACH configuration Index = 167)
[bookmark: _Toc347823812][bookmark: _Toc347823993][bookmark: _Toc347824244][bookmark: _Toc525737541]A PRACH configuration selected for normal network operation may not be robust enough when remote interference is present.
2.3	Mechanisms for Improving PRACH Robustness
There are several mechanisms that can be considered to improve PRACH robustness against remote interference. 
2.3.1	Static Mechanisms
The simplest approach is to let the network select an appropriate static PRACH configuration to always avoid the inter-BS interference on preamble transmissions both for normal operation as well as for the case when the remote interference is present. For instance, considering the same TDD configuration and the same preamble format assumed in the example in Section 2.2. As shown in Figure 2, the network can always select the PRACH configuration index 168, such that the valid PRACH occasions are in the last slot of subframe 2 and the last slot of subframe 7 every 10 ms. In addition, the start symbol of each valid PRACH occasion is delayed for two symbols, that is, the preamble transmission starts from the 3rd symbol of a PRACH slot.  With this configuration, the GP created for PRACH transmission is enlarged to a 24-symbol duration (4 unknown symbols + 4 uplink symbols in the special slot + 14 symbols in the first UL slot + 2 symbols in the second UL slot), which can mitigate remote interference with distance range up to around 257 km.
However, comparing to the PRACH configuration for normal operation (illustrated in Figure 1), the initial access capacity that can be supported by this robust PRACH configuration (shown in Figure 2) is reduced due to fewer valid PRACH occasions in the time domain. One way to compensate this initial access capacity loss is to configure more PRACH occasions multiplexed in the frequency domain.
[image: ]
[bookmark: _Ref525223436]Figure 2: Example of a PRACH configuration for mitigating remote interference 
(Preamble format B4, FR1 unpaired spectrum, PRACH configuration Index = 168)
[bookmark: _Toc525737542]Network can select an appropriate static PRACH configuration to always avoid the remote inter-BS interference on preamble transmissions both for normal operation as well as for the case when the remote interference is present, with a negative impact on the PRACH capacity
2.3.2	Dynamic Mechanisms
Dynamic mechanisms rely on adapting the PRACH configuration based on if RI is present or not. One dynamic mechanism for mitigating the remote interference impact on PRACH is to let the network reconfigure the PRACH configuration when detecting the presence of RI. That is, a gNB selects a PRACH configuration depends on which state it is in, “RI present” or “RI not present”. When the gNB transitions to the “RI present” state, it re-configures the PRACH configuration to one that is more robust towards remote interference (e.g., the configuration shown in Figure 2). When the gNB transitions to the “RI not present” state, it re-configures the PRACH configuration to one that works for normal operation (e.g., the configuration shown in  Figure 1). This reconfiguration can be performed by network in SIB1.
[bookmark: _Toc525732849][bookmark: _Toc525732876][bookmark: _Toc525732951][bookmark: _Toc525737543][bookmark: _Toc525737544]It is beneficial if the network could reconfigure the PRACH configuration to one that is more robust towards remote interference when detection the presence of RI. The PRACH reconfiguration is performed by network in SIB1. 
Another dynamic mechanism for mitigating the RI impact on PRACH is to let the network always configure a fallback PRACH configuration in addition to the PRACH configuration configured for normal operation. The fallback PRACH configuration has improved robustness against RI for PRACH transmission, and it could be used when the RI is presented in the network. In principle, the selection between the normal and fallback PRACH configurations could be done either at the network side or the UE side. If the selection is performed at the network, then, extra signalling is needed to indicate UEs the selected PRACH configuration. If the selection is performed at the UE, then, UE side enhancements are needed, and new UE behaviours need to be specified for deciding when a UE should switch to the fallback PRACH configuration. However, considering that the network is the node detecting the remote interference and that the most accurate info on RI is at the network side, the selection between the normal and fallback PRACH configuration should be performed by the network. In addition, comparing to the network implementation-based solution of reconfiguring PRACH configuration by network in SIB, there is no obvious benefits of using this fallback PRACH configuration-based approach. Therefore, we don’t foresee the need of UE side enhancement for improving PRACH robustness against RI.
[bookmark: _Toc525737546]UE side enhancements for PRACH are not needed 
Based on the above discussion, it is clear that there could be potential PRACH configuration enhancements, which could be beneficial to increase PRACH robustness in the presence of RI. We therefore propose to study this issue further. To assure basic network connectivity, similar study should be done for msg3 as well.
[bookmark: _Toc525737545][bookmark: _Toc347823621][bookmark: _Toc347824073][bookmark: _Toc347824246]To assure basic network connectivity, similar study should be done for msg3 as well.
[bookmark: _Toc525737547]Study RI impact on PRACH and msg3 and different mechanisms for improving PRACH and msg3 robustness against remote interference.
3	Conclusion
In the previous sections we made the following observations: 
Observation 1	It is important to guarantee PRACH performance when remote interference is presented in the network.
Observation 2	For NR Rel-15, the time resources for PRACH transmission is configured by a higher-layer parameter prach-ConfigurationIndex in SIB1 according to a PRACH configuration table.
Observation 3	The semi-statically configured DL parts and/or actually transmitted SSBs can override and invalidate some time resources defined in the PRACH configuration table.
Observation 4	A PRACH configuration selected for normal network operation may not be robust enough when remote interference is present.
Observation 5	Network can select an appropriate static PRACH configuration to always avoid the remote inter-BS interference on preamble transmissions both for normal operation as well as for the case when the remote interference is present, with a negative impact on the PRACH capacity
Observation 6	It is beneficial if  the network could reconfigure the PRACH configuration to one that is more robust towards remote interference when detection the presence of RI. The PRACH reconfiguration is performed by network in SIB1.
Observation 7	To assure basic network connectivity, similar study should be done for msg3 as well.

Based on the discussion in the previous sections we propose the following:
Proposal 1	UE side enhancements for PRACH are not needed
Proposal 2	Study RI impact on PRACH and msg3 and different mechanisms for improving PRACH and msg3 robustness against remote interference.
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