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Introduction
[bookmark: _Hlk510705081][bookmark: _GoBack]In RAN #80, new study on remote interference management had been agreed, and the agreed objectives of the SI are as follows [1].
4.1	Objective of SI or Core part WI or Testing part WI
Objectives for studying possible mechanisms for mitigating the impact of remote base station interference in unpaired spectrum focusing on synchronized macro cells with semi-static DL/UL configuration in co-channel include:
1. Study mechanisms for improving network robustness and addressing strong remote base station interference, including potential UE side’s enhancement [RAN1]
1. Study mechanisms for identifying which gNB(s)generate strong remote interference, including the following aspects:
0. Potential Reference signal design for gNB to identify that it creates strong inter-gNB interference to some victim gNB[RAN1]
0. Existing reference signals are starting points of discussion.
0. Mechanism for gNB to start and terminate the transmission/detection of the reference signal(s) [RAN1, RAN3]
1. Study the potential additional coordination among gNBs for mitigating remote interference[RAN3] 
There are two key objectives relevant to RAN WG1, which are mechanism for improving network robustness and mechanism for identifying strong gNB interferes. In this contribution, we are focusing on the second objective, and provide some observations and proposals on remote interference source identification.
Considerations on identifying gNB generating strong remote interference
Atmospheric duct interference is identified in TD-SCDMA and TD-LTE network, to facilitate the remote interference resource detection, gNB need to transmit the RMI specific RS autonomously, e.g., RS transmission timing for specific gNB is fixed. Comparing with LTE network, more NR gNBs are expected to be deployed to compensate the coverage loss, due to higher frequency band is allocated for NR. The gNB ID and NR Cell Identity are defined in [2], which is attached in Annex. The minimum bit number of gNB ID is 22 bits, and 36bit for NR cell ID. The number of gNB or cell in network would impact the RIM RS transmission periodicity, the periodicity is the time that all gNBs transmit RIM RS one time. If it is assumed there is only one gNB transmitting the RIM RS in every 10ms, gNB would wait for 699 minutes (=222*10ms) to transmit a RIM RS. If the RIM RS transmission is on cell level, more time is needed for one shot RIM RS transmission, as the length of NR Cell ID is 36bit.
Observation 1: It needs to be clarified if the RIM RS detection is on gNB level or Cell level.
As discussed above, if global gNB ID is reused directly to determine RIM RS transmission timing, the waiting time for RS transmission is not tolerable. Some multiplexing techniques are required to reduce the RIM RS transmission periodicity, such as 
· Frequency domain multiplexing
The NR supported system bandwidth is larger than LTE 20MHz bandwidth, so the NR system bandwidth can be divided into several sub-band, different gNBs can transmit the RIM RS in different sub-band to expand the RIM RS transmission capacity.
· Time domain multiplexing
NR UL-DL configuration can be configured with more flexibility, such as 2.5ms, 5ms periodicity, in this case, the waiting time for gNB transmitting RIM RS can be reduced to one forth or half. 
· Code domain multiplexing
In RIM RS design, some RS sequences will be selected with quasi-orthogonal and good correlation property, then several gNBs could transmit the RIM RS at the same time. In this way, RIM RS transmission periodicity is reduced. On the other hand, the gNB receiver complexity could increase in some extents with the additional introduced interference. The number of the RIM RS to be multiplexed in a certain time instance need to be evaluated and selected considering the RIM RS detection performance and gNB complexity. 
Proposal 1: Consider the RIM RS multiplexing in frequency domain, time domain, and code domain to reduce the RIM RS transmission periodicity.
The gNB ID is defined [2] to identify the base station globally, over four million of gNBs are supported with 22bit gNB ID. In the real NR network deployment, not all the network will support this larger number of gNBs. If the gNB is transmitting the RIM RS according to the gNB ID, which could cause the longer time, e.g., 699 minutes, for gNB transmit the RIM RS one time. As the gNB numbers in the network is operator specific, such it could be better to define a new RIM ID, which is one to one mapping with gNB ID, the number of bits of RIM ID is configurable by operator according to the network size. The RIM ID can include the information discussed above, such as frequency domain info, time domain info, code domain info and the RIM RS transmission timing. When the victim gNB detects the RIM RS at the specific timing, sub-band and RS sequence, then RIM ID can be re-constructed by victim gNB thus the remoter interference source is identified.
[bookmark: _Hlk521661694]Proposal 2: RIM ID is defined for gNB to indicate the RIM RS transmission timing and resources to be used. 
Based on LTE experience, the atmospheric duct interference has the reciprocity characteristic. If a gNB is victim node, at the same time it is the aggressor as well. In some network deployment scenarios, the aggressors and victims are not always equal from the perspective of gNB number. As the network topology showing in figure 1, the number of gNB in area 1 is smaller than area 2. In this case, the cell cluster can be formed in the small area, the cluster can be treated as one RIM RS transmission source, thus the RIM RS transmission periodicity could be reduced efficiently. 
            [image: ]
Figure 1: example of remote interference
Observation 2: Cell cluster can be considered to reduce the RIM RS transmission periodicity. 
RS for Remote Interference Detection
As indicated by SID [1], the existing RSs are the starting points of discussion for identifying remote interference. Since the RS is transmitting by gNB, PSS/SSS or CSI-RS are two natural options to be considered. 
PSS/SSS are designed for similar use case as identifying RI source or relative timing. However, because it is using narrow band and limited to the number of cells to be identified, there is limitations to be used for identifying large number of gNBs or cells. In addition, this additional transition of PSS/SSS is hard to be transparent to UEs, and may occur potential interference to UE’s initial synchronization. 
CSI-RS is a good candidate as a starting point because it can be configured without increasing inference to UEs or adjacent cells thanks to enough space in sequence domain to equip new functionalities.
In the current specification, CSI-RS have the following multiplexing option for resource setting.
· Sequence ID (10bits in release 15, and potential extension (more than 7 bits)
· Frequency Domain Allocation (RE offset in a PRB)
· Frame Number
· Different sub-band
The multiplexing options supported in CSI-RS fulfill the requirement for RIM RS as we discussed in Section 2. 
NR specifies several types of CSI-RS, which are CSI-RS for CSI-acquisition, CSI-RS for tracking, CSI-RS for L1-RSRP calculation and CSI-RS for mobility. Among these CSI-RS types, CSI-RS for mobility can be applicable because its configuration is appropriate for RIM RS. CSI-RS for mobility is configured with single port with density of one or three REs in a PRB. The frequency domain pattern is based on comb-type, and this result in repetition in time domain. Time domain repetition is good property for the RS providing good synchronization performance in the receiver. 
CSI-RS for mobility is usually configured with the same QCL parameters with common channel like SS/PBCH Block, and possible to be used for representing a gNB or a cell.
Observation 3: CSI-RS for mobility can be configured with high flexibility in time/frequency resources and sequence domain. 
Proposal 3: Cell identification based on CSI-RS for mobility is taken as baseline for performance evaluation for RIM. 
To avoid the ambiguity of RIM RS, e.g., CSI-RS, reception in receiver side, the location of RIM RS can be the last symbol before the DL to UL transition point as showing in Figure 2. The fixed RS position could be used for calculating the propagation delay between aggressive gNB and victim gNB as well.

    [image: ]
Figure 2: example of RIM RS position

Proposal 4: RIM RS position is fixed in the last symbol before the DL-UL transition point.
Conclusion
In this contribution, we analyze the aspects of identifying the strong gNB interferers and RIM RS, the following observations and proposals are made. 
Observation 1: It needs to be clarified if the RIM RS detection is on gNB level or Cell level.
Proposal 1: Consider the RIM RS multiplexing in frequency domain, time domain, and code domain to reduce the RIM RS transmission periodicity.
Proposal 2: RIM ID is defined for gNB to indicate the RIM RS transmission timing and resources to be used. 
Observation 2: Cell cluster can be considered to reduce the RIM RS transmission periodicity. 
Observation 3: CSI-RS for mobility can be configured with high flexibility in time/frequency resources and sequence domain. 
Proposal 3: Cell identification based on CSI-RS for mobility is taken as baseline for performance evaluation for RIM. 
Proposal 4: RIM RS position is fixed in the last symbol before the DL-UL transition point.
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Annex
Global gNB ID and NR CGI definition in TS38.423.
9.2.2.1 Global gNB ID
This IE is used to globally identify a gNB (see TS 38.300 [9]).
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	PLMN Identity
	M
	
	9.2.2.4
	

	CHOICE gNB ID
	M
	
	
	

	>gNB ID
	
	
	
	

	>>gNB ID
	M
	
	BIT STRING (SIZE(22..32))
	Equal to the leftmost bits of the NR Cell Identity IE contained in the NR CGI IE of each cell served by the gNB.



9.2.2.7 NR CGI
This IE is used to globally identify an NR cell (see TS 38.300 [9]).
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	PLMN Identity
	M
	
	9.2.2.4
	

	NR Cell Identity
	M
	
	BIT STRING (SIZE(36))
	The leftmost bits of the NR Cell Identity IE correspond to the gNB ID (defined in subclause 9.2.2.1).
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