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1 [bookmark: _Toc120549591]Introduction
At RAN#80 meeting, a new study item of Remote Interference Management for NR (NR-RIM) was agreed [1]. The objectives of the SI focus on studying possible mechanisms for mitigating the impact of remote base station interference in unpaired spectrum focusing on synchronized macro cells with semi-static DL/UL configuration in co-channel, including:
A. Study mechanisms for improving network robustness and addressing strong remote base station interference, including potential UE side’s enhancement [RAN1]
B. Study mechanisms for identifying which gNB(s) generate strong remote interference, including the following aspects:
i. Potential Reference signal design for gNB to identify that it creates strong inter-gNB interference to some victim gNB [RAN1]
1. Existing reference signals are starting points of discussion.
ii. Mechanism for gNB to start and terminate the transmission/detection of the reference signal(s) [RAN1, RAN3]
C. Study the potential additional coordination among gNBs for mitigating remote interference [RAN3].
In this contribution, we will discuss the frameworks for RIM. We first analyze the scenarios for RIM. Secondly, the framework for LTE-RIM is described. Finally, based on LTE-RIM, two frameworks for NR-RIM are proposed.
2 Discussion on Scenarios for NR-RIM
For the remote interference management, only co-channel interference between gNBs with semi-static TDD configuration is considered. It is assumed that within the whole network, the semi-configured DL and UL between gNBs does not conflict with each other. The cross-link interference caused by dynamic TDD is not within the scope of the SI.
Scenario #1: symmetric IoT increase between gNBs (clusters) causing remote interference to each other
Note that channel reciprocity always exists in systems with unpaired spectrum. Therefore, when atmospheric ducting phenomenon appears and two gNBs that cause remote interference to each other, under one of the typical scenarios (Scenario #1, as depicted in Fig. 2-1), the IoT increases at both parties are usually at comparable levels.
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Fig. 2-1. Scenario #1: gNBs which cause remote interference to each other have symmetric impact on each other in terms of the IoT increase (when same EPRE assumed).
Scenario #2: asymmetric IoT increase between gNBs (clusters) causing remote interference to each other
However, in the commercial network, asymmetric IoT increase can also be observed between gNBs that cause remote interference to each other. The cause of this phenomenon is that, some gNBs suffer from remote interference caused by more gNBs than the others (Scenario #2, as shown in Fig. 2-2), due to a specific network topology (Fig. 2-2 (a)) or different gNB densities in different regions (Fig. 2-2 (b)). For example, in Fig. 2-2 (a), gNBs in Cluster #1 suffer from remote interference from gNBs in Clusters #2-#5, and the accumulated interference cause significant IoT increase. On the other hand, gNBs in Clusters #2-#5 only suffer from remote interference from Cluster #1, the IoT increase might be tolerable or negligible (IoT might be below the threshold to trigger RIM). The situation in Fig.2-2 (b) is similar.
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	(a) due to certain network topology  
	(b)due to different gNB densities in different regions


Fig. 2-2. Scenario #2: gNBs which cause remote interference to each other have symmetric impact on each other in terms of the IoT increase.
Since scenarios #1 and #2 both exist in the commercial TD-LTE network, the design of RIM framework for NR should consider both scenarios.
3 TD-LTE RIM Framework
Remote interference was found in TD-LTE network, the uplink reception of eNB suffers from downlink transmission of eNBs hundreds of kilometres away. The current RIM framework in TD-LTE system is given by Fig. 3-1. The procedure of the framework is listed below.
· Step1: Victim triggers RS transmission to inform Aggressor while experiencing remote interference.
· Step2: As configured by OAM, Aggressor starts monitoring RS.
· Step3: Aggressor reports the detected RS to OAM.
· Step4: OAM sends remote interference mitigation solutions to Aggressor.
· Step5: Aggressor applies RIM solution.
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Fig. 3-1: Current RIM framework in TD-LTE systems
As shown in Fig. 3-1, current RIM framework is not self-adaptive. The stop of RS transmission, the triggering and stop of RS monitoring, the triggering and stop of applications of the remote interference mitigation solutions all rely on manual intervention through OAM. Under this framework, the start and stop of the RIM and corresponding remote interference mitigation schemes cannot happen in time, causing degradation of both network performance and efficiency.
4 Discussion on NR-RIM Framework
In order to minimize or eliminate manual intervention during the RIM process, and increase the effectiveness and efficiency of the RIM, as stated in the objective of the SI, mechanisms for gNB to start and terminate the transmission/detection of the reference signal(s) should be studied for NR-RIM framework. The functionalities and requirements of the corresponding reference signal should be clarified for the framework, so that the analysis and design of the reference signal can be carried out accordingly. Moreover, as mentioned in Section 2, the NR-RIM framework should be able to solve the remote interference issues for scenarios #1 and #2. 
In the section, we proposed two frameworks, where the main difference lies in whether backhaul signalling is required to terminate RS transmission. 
NR-RIM framework 1
The framework without backhaul assistance is depicted in Fig. 4-1, and the procedure of this framework is, 
Step1: Victim triggers RS transmission and monitoring while experiencing remote interference.
· This RS marked as RS-1 is used to assist aggressor(s) to recognize that they are causing remote interference to the victim and to detect/deduce how many UL resources of the victim are impacted by the aggressors.
Step2: Aggressor starts RS monitoring as configured by OAM or due to experiencing remote interference.
Step3: Aggressor starts remote interference mitigation solutions such as muting some DL transmission symbols and transmits RS to inform victim that the atmospheric ducting phenomenon still exist, while receiving RS-1.
· This RS marked as RS-2 is used to assist the victim to decide whether the atmospheric ducting phenomenon still exist.
Step4: Victim continue RS-1 transmission while receiving RS-2, and stop RS-1 transmission when “disappearance” of RS-2.
Step5: Aggressor continue remote interference mitigation while receiving RS-1, and restore original configuration when “disappearance” of RS-1.
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Fig. 4-1: RIM Framework-1
Since RS-1 and RS-2 have different functionalities, the RS design should be able to distinguish two types of RSs.
4.1.1 Event Triggering and Stop Conditions
For Framework-1, the proposed mechanisms for gNB to start and terminate the transmission/detection of the reference signal(s) and other necessary events are given as below (Objective B-ii in the SI).
1) Event: RS transmission
a) Triggering condition: 
i. IoT demonstrates remote-interference characteristics (victim triggers this RS; this RS is used to assist aggressor(s) to recognize that they are causing remote interference to the victim and to detect/deduce how many UL resources of the victim are impacted by the aggressors), or
ii. gNB detects RS (aggressor triggers this RS; this RS is used to assist the victim to decide whether the atmospheric ducting phenomenon still exist)
b) Stop condition: “Disappearance” of the RS (FFS: the exact rule)
2) Event: Monitoring of Event-triggered RS 
OAM based RS detection occasions and event-triggered RS detection occasions are supported simultaneously, where the triggering conditions and stop conditions for event triggered RS detection occasions are as follows, 
a) Triggering condition: IoT demonstrates remote-interference characteristics
b) Stop condition: “Disappearance” of the RS (FFS the exact rule)
3) Event: Remote interference mitigation schemes (e.g. DL part backoff)
a) Triggering condition: Detection of RS
b) Stop condition: “Disappearance” of the RS (FFS: the exact rule)
4.1.2 Functionalities and Design Requirements of Reference Signal
4.1.2.1 Design requirements of the reference signal
To guarantee the performance of Framework-1, following requirements should be met when designing the reference signal. For detailed description, please refer to company contribution [2].
1) Requirement 1: The gNB is not expected to receive RS before the maximum DL transmission boundary, and the gNB is not expected to transmit RS after the maximum UL transmission boundary.
2) Requirement 2: gNB should be able to automatically adjust the RS detection density (i.e., detection period) based on whether atmospheric ducting phenomenon exists. 
3) Requirement 3: The elapsed time between atmospheric ducting phenomenon starting and first N1-th (e.g., N1 = 1) RS being detected by aggressor gNB should not exceed a certain time T1.
4) Requirement 4: The detection performance of the RS (false alarm rate, detection probability, target identification, etc) should be guaranteed under certain channel conditions.
5) Requirement 5: The maximum received RS number in one detection window should be limited to avoid serious inter-RS interference.
6) Requirement 6: The maximum RS blind detection number in one detection window should be limited.
7) Requirement 7: The reference signal for RIM should not cause confusion or detection issues for existing reference signals used for other purposes.
8) Requirement 8: The overhead caused by reference signal transmission should be kept as low as possible.
4.1.2.2 Functionalities of the reference signal
For Framework-1, the reference signal should have following functionalities. For detailed description, please refer to company contribution [2].
1) Function-1: Being able to assist the aggressor to identify how far away from victims it impacted , so that the corresponding remote interference mitigation schemes can be taken;
a) e.g. if DL part backoff scheme is used to mitigate the remote interference, the aggressor should be able to know how many symbols should be “nulled” for DL transmission considering all the impacted victims.
2) Function-2: Being able to provide information whether the atmospheric ducting phenomenon exists, so that corresponding events (start/stop of RS transmission and monitoring, and the corresponding remote interference mitigation schemes) can be triggered.
NR-RIM Framework 2
The framework based on backhaul signalling is depicted in Fig. 4-2, and the procedure of this framework is, 
Step1: Victim triggers RS transmission and monitoring while experiencing remote interference.
Step2: Aggressor starts monitoring RS as configured by OAM or due to experiencing remote interference.
Step3: Aggressor starts remote interference mitigation solutions such as muting some DL transmission symbols and informs Victim the reception of RS through backhaul, while receiving RS for RIM.
Step4: Aggressor inform Victim the “disappearance” of RS through backhaul when “disappearance” of RS, and restore original configuration.
Step5: Victim stop RS transmission when receiving the RS “disappearance” message through backhaul.
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Fig. 4-2: RIM Framework-2
As depicted in Fig. 4-2, the main difference from Framework-1 is the approach the aggressor takes to inform the victim the status of atmospheric ducting phenomenon and assist the stop of RS transmission, where Framework-1 uses RS transmission and Framework-2 uses backhaul.
4.1.3 Event Triggering and Stop Conditions
1) Event: RS transmission
a) Triggering condition: 
i. IoT demonstrates remote-interference characteristics (victim triggers this RS Tx; this RS is used to assist aggressor(s) to recognize that they are causing remote interference to the victim and to detect/deduce how many UL resources of the victim are impacted by the aggressors),
b) Stop condition: Reception of the RS “disappearance” message from aggressor through backhaul (FFS the exact rule)
2) Event: Monitoring of Event-triggered RS 
[bookmark: _GoBack]OAM based RS detection occasions and event-triggered RS detection occasions are supported simultaneously, where the triggering conditions and stop conditions for event triggered RS detection occasions are as follows, 
a) Triggering condition: IoT demonstrates remote-interference characteristics
b) Stop condition: “Disappearance” of the RS (FFS the exact rule)
3) Event: inform victim the reception of the RS through backhaul
a) Triggering condition: the reception of the RS, and identifying/locating of victim gNBs
4) Event: inform the located victim the “disappearance” of RS through backhaul
a) Triggering condition: the “disappearance” of RS (after the detection of the RS)
5) Event: Remote interference mitigation schemes (e.g. DL part backoff)
a) Triggering condition: Detection of RS
b) Stop condition: “Disappearance” of the RS (FFS the exact rule)
4.1.4 Functionalities and Design Requirements of Reference Signal
4.1.4.1 Design requirements of the reference signal
Please refer to 4.1.2.1 for details.
4.1.4.2 Functionalities of the reference signal
For Framework-2, in addition to the Function-1 in 4.1.2.2, following function is needed,
1) Function-3: Being able to carry enough information to enable the information exchange through backhaul (e.g.: gNB ID)
Comparison of the proposed frameworks
Each of these two frameworks has some advantages over the other. Framework-1 might be simpler than Framework-2 since only air-interface based transmission is needed. However, more information can be exchanged more reliable using Framework-2, making it possible to take more sophisticated and precise remote interference mitigation schemes in the future. 
5 Conclusions
In this contribution, two frameworks for NR-RIM are discussed, and the following proposals are made. 
Proposal 1. For both Framework-1 (w/o backhaul assistance) and Framework-2 (w/ backhaul assistance), characteristics, functionalities and requirements of RS design should be carefully studied. 
Proposal 2. Select one of the frameworks for NR-RIM.
Proposal 3. Send LS to RAN3 to study potential additional coordination among gNBs for mitigating remote interference based on the proposed Framework-2.
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