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1. Introduction

In RAN#55 meeting, UL/DL band swapping was introduced as an in-band relaying method in FDD mode [1]. This contribution introduces UL subframe stealing, the TDD mode pair of UL/DL band swapping.
______________________________________________________________________
2. Operation of UL Subframe Stealing
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Figure 1. Illustration of UL subframe stealing.

The motivation of UL subframe stealing is consistent with that of UL/DL band swapping. The main focus is to support the relaying functionality without any change in DL transmissions both in the donor eNB and relay node (RN). In UL subframe stealing, the donor eNB and RN transmit their own DL signal in every subframe configured as DL subframe, while UL subframes may be used for the backhaul link, the link between the donor eNB and the RN. The donor eNB sends data (data that would be forwarded to relay UEs via DL subframe) to the RN in a UL subframe. Figure 1 illustrates the operation of UL subframe stealing.

Figure 2 depicts an example of UL subframe stealing for LTE TDD UL/DL subframe configuration 1 [2], and the eNB sends data to the RN in subframe 3 which is configured as a UL subframe. The eNB does not listen to the macro UEs’ transmission in this stolen subframe as it is involved in transmission. This can be implemented by issuing no UL grant for the stolen subframe. Note that the UEs connected to the RN may be allowed to transmit UL signal in the stolen subframe as long as their transmissions are orthogonal to the signal from the donor eNB.
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Figure 2. An example of UL subframe stealing for configuration 1.

Data from RN to eNB is also delivered via UL subframe. In the example in Figure 2, subframe 8 is used for the data delivery in this direction. The RN transmits UL signal to the eNB and it does not listen to the relay UEs’ UL transmission in this subframe. The eNB listens to the RN and some macro UEs can transmit UL signals by using resources orthogonal to the RN’s transmission. The RN issues no UL grant for the subframe where the RN transmits signal to the eNB.

Introducing UL subframe stealing does not require any additional cost in implementing eNBs because an eNB operating in TDD mode is able to transmit signal in a UL subframe by using the DL transmission capability. Inter-cell interference issue may be raised as an eNB is usually assumed to have more transmission power than UEs. So, it is necessary to control the transmission power of the eNB in the stolen subframe such that it becomes compatible with that of UEs located in neighboring cells. However, as an eNB is usually located in the center of the cell and the channel condition between the eNB and RN is usually assumed to be favorable, we believe that the inter-cell interference problem caused by introducing UL subframe stealing would not be a critical issue.
_____________________________________________________________________
3. Comparison with Fake MBSFN Subframe Method
An alternative in-band relaying method is to use a fake MBSFN subframe in the backhaul link [3, 4]. As illustrated in Figure 3, this method delivers data from eNB to RN via a DL subframe which is declared as an MBSFN subframe while it delivers data from RN to eNB via a UL subframe. We now briefly compare the two in-band relaying methods in TDD mode.
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Figure 3. Illustration of the fake MBSFN subframe method.

1. Resource utilization in the backhaul link
UL subframe stealing is more beneficial than fake MBSFN subframe method in utilizing resources allocated to the backhaul link. This is because it can deliver the backhaul data via the OFDM symbols that would be used for control signal transmission in the fake MBSFN subframe method similarly to the FDD case discussed in [5]. Figure 4 compares the backhaul link subframe structure of the two relaying methods. Guard period of one OFDM symbol time is assumed for each transmission-reception mode transition. In order to compensate this relative lower resource utilization of the fake MBSFN subframe method, we need to allocate more subframes to the backhaul link.
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Figure 4. Example of the backhaul link subframe structure of the two relaying methods.
2. Flexibility in resource allocation

UL subframe stealing is also beneficial in that it is more flexible in adjusting the amount of resources allocated to the backhaul link. This is because the UL band-only backhauling such as UL subframe stealing does not require any re-configuration of subframes in adjusting the backhaul link resource, as discussed in [5]. Moreover, there is a restriction on the subframe configuration in using the fake MBSFN subframe method. None of subframes #0, #1, #5, and #6 can be configured as an MBSFN subframe as they contain PBCH, PSS, and SSS. Thus, only a part of DL subframes can be used for the backhaul link in the fake MBSFN subframe method while any UL subframe can be allocated to the backhaul link in UL subframe stealing. We also note that no DL subframe can be configured as an MBSFN subframe in UL/DL configuration 0 as depicted in Figure 5.
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Figure 5. Configuration 0 in TDD mode.

3. Density of common reference signal
UL subframe stealing has no impact on CRS density while several CRS are lost in the fake MBSFN subframe method. An MBSFN subframe has only one CRS-containing OFDM symbol among four CRS-containing OFDM symbols (for antenna port 0 and 1) of a normal DL subframe. This CRS loss in the fake MBSFN subframe method has a negative effect on the measurement. On the other hand, UL subframe stealing is able to establish the backhaul link without degrading the density of CRS. So, it can be advantageous in performing measurement and channel estimation.
4. UL ACK/NACK collision
UL ACK/NACK collision refers to the phenomenon that an eNB or RN sends a codeword to a UE in a DL subframe but it cannot receive the corresponding ACK/NACK as it is transmitting some signal in the associated UL subframe.
 This UL ACK/NACK collision may cause inefficient operation such as unnecessary retransmission which happens when the corresponding DL codeword is decoded successfully at the UE but the eNB or RN regards the UL ACK/NACK collision as a NACK. Note that this UL ACK/NACK collision may happen both in UL subframe stealing and the fake MBSFN subframe method as long as a UL subframe is used for the RN’s transmission to the eNB.

In view of UL ACK/NACK collision, it is noteworthy that subframe 3 and 8 in configuration 0 are not associated with any DL subframe [6]. This means that none of these subframes deliver UL ACK sent by UEs and UL ACK/NACK collision can be completely avoided by using these subframes for the backhaul link. Noting that configuration 0 cannot be employed for the fake MBSFN subframe method, only UL subframe stealing can take advantage of assigning these subframes to the backhaul link. We also note that it is necessary to find out some other effective methods to avoid UL ACK/NACK collision in case of the fake MBSFN subframe method.
_____________________________________________________________________
4. Conclusion
This contribution introduces UL subframe stealing as a frame structure to support relaying function in LTE-A TDD mode.  We believe that UL subframe stealing is more beneficial than the fake MBSFN subframe method because
· 20% more resource can be utilized in the backhaul link.

· the number of subframes allocated to the backhaul link can be adjusted flexibly.

· the CRS density is maintained both in the eNB and RN.

· UL ACK/NACK collision can be easily avoided.
______________________________________________________________________
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� Here, the term “association” means the association in view of HARQ process. A codeword transmitted in a subframe is acknowledged in the associated subframe.
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