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1. Introduction

In recent RAN2 (#34) and RAN1 (#31) meetings, there has been some discussion on the likelihood of transmission errors on the HS-SCCH leading to an attempt by a UE to decode HS-DSCH transmissions that were not intended for it, and the further likelihood of these HS-DSCH transmissions being correctly decoded and erroneously passed to higher layers. The discussion focussed on the FDD mode. In this paper, an analysis of HS-SCCH performance in 1.28Mcps TDD mode is given following the same methodology as [1], and the conclusion is drawn that also in 1.28Mcps TDD mode the current HS-SCCH UE identification scheme is sufficient as long as the hamming distance between UE-Ids is at least 4.

2. HS-SCCH performance

Unlike FDD, in TDD decoding of an HS-SCCH intended for another UE may lead to two types of undesired consequence:

· The subsequent HS-DSCH transmission may be decoded and erroneously passed to higher layers

· A collision on the HS-SICH will result.

Figure 1 illustrates the HS-SCCH and HS-DSCH decoding tree for TDD. The same notation is employed here as by Ericcson in [1]; i.e.:

Ptx user   Transmission probability on HS-SCCH to the considered user;

Qtx user 
  Probability that the HS-SCCH message is intended for another user, or no message at all is sent;

Pi 
CRC imitation probability, i.e. probability of an undetected transmission error. The event of undetected transmission error happens when bit errors result in a code word which is also “allowed”, and therefore cannot be discovered by parity check.

Pi | user
CRC imitation probability conditioned that the correct UE-Id is employed in HS-SCCH decoding;

Pd
CRC detection probability, i.e. probability that an allowed code word is received.
Pd | user
CRC detection probability conditioned that the correct UE-Id is employed in HS-SCCH decoding;
Pd | not user
CRC detection probability conditioned that an incorrect UE-Id is employed in HS-SCCH decoding;
Pc 

CRC success probability, i.e. probability that the transmitted code word is decoded correctly;
Pc | user

CRC success probability conditioned that the correct UE-Id is employed in HS-SCCH decoding;

Pc | not user
Probability that bit inversions due to incorrect UE-Id employed in HS-SCCH decoding are reverted back due to transmission channel errors;

Pd, data | user
Detection probability of the CRC-24 parity check on HS-DSCH conditioned that the correct UE-Id is employed in HS-SCCH decoding and an imitation has occurred in the parity check on HS-SCCH;

Pd, data  |not  user
Detection probability of the CRC-24 parity check on HS-DSCH conditioned that the incorrect UE-Id is employed in HS-SCCH decoding and parity check on HS-SCCH is passed;

Perror|user  
Probability of  delivering incorrect  HS-DSCH data to higher layers, conditional upon the HS-SCCH transmission having been intended for the UE and bit errors leading to an imitation HS-SCCH that indicates a valid HS-DSCH allocation

Perror|not user, i  
Probability of  delivering incorrect  HS-DSCH data to higher layer,  conditional upon errors in a HS-SCCH not intended for the UE creating an imitation HS-SCCH that points to a valid HS-DSCH allocation

Perror|not user, c  
Probability of  delivering incorrect  HS-DSCH data to higher layers, conditional upon errors in a HS-SCCH not intended for the UE specifically inverting bits in the CRC field such that the wrong UE mask is converted into the mask for the correct UE.


[image: image1.wmf] 

Demodulation of 

 

HS

-

PDSCH and

 

parity check

 

 

Monitoring

 

HS

-

SCCH 

 

message for the 

considered user

 

P

tx user 

  

 

Q

tx user

 

Detection

 

HS

-

SCCH 

 

CRC not OK

 

CRC not OK

 

CRC OK

 

CRC OK

 

P

d 

|

 user

 

imitation

 

success

 

Pi

 

|

 not user 

 

P

c 

|

user 

/

P

d 

|

user

 

 

P

i 

|

user

 

/

P

d 

|

user

 

message 

not

 for 

considered user

 

Q

d 

|

 not user 

 

Q

d 

|

 user

 

CRC not OK

 

CRC OK

 

P

d, data 

|

 not user

 

C

RC 

 

not OK

 

CRC OK

 

CRC OK

 

Q

d, data 

|

 user

 

P

error

 | 

user

 

 

P

d, data 

|

 user

 

Q

d, data 

|

 not user

 

P

error

 | 

not

 

user, i

 

 

P

c 

|

 not user 

 

P

error

 

| 

not

 

user

 

 


Figure 1 Decision tree for decoding of HS-SCCH and HS-DSCH in TDD

The probabilities for the two undesirable consequences of the wrong UE decoding an HS-SCCH will be considered separately. In either case, the extremely conservative assumption shall be made that the HS-DSCH, even if it is intended for another user, is received error free.

2.1. HS-SICH collision

From Figure 1, it is apparent that the probability of this event is Pd | not user, which can be decomposed as:


Pd | not user = Pc | not user + Pi | not user
Pc | not user is the probability of decoding the CRC correctly given that the data part of the HS-SCCH has been received correctly, and relates specifically to the event that bit errors on the received HS-SCCH block occur at the same positions as bit inversions between the transmitted and receiver UE-Ids. Pc | not user  is given by

Pc | not user  = Pbk * (1-Pb)N-k,

Where N is the number of HS-SCCH bits, including CRC (46 bits for 1.28Mcps TDD) and k is the minimum hamming distance between UE Ids. If k is 4, then the maximum of Pc | not user  is about 1.2e-6, when Pb (the bit error rate) is around 0.1
In [1], it was shown that Pi | not user can be approximated as Pi | user and that in turn an upper bound over all channel conditions for Pi | user can be taken as Pi(BLER) = BLER*Pi(BLER==1). Given that Pi(BLER==1) is 1.5*10-5, the contribution of Pc | not user   to Pd | not user can be ignored. This implies at worst that the probability of an unintended UE decoding a HS-SCCH transmission and generating an HS-SICH collision is at worst in the order of NUE*10-5 (This assumes that all HS-SCCH transmissions are intended for other UEs and the the BLER on the HS-SCCHs is almost 100%). In most circumstances, a wrongly decoded HS-SCCH should lead to the HS-DSCH not being decoded correctly and a NACK being transmitted. Thus most HS-SICH collisions should result in a NACK and the expected collision rate should not significantly affect the error rate in the HS-SICH.

2.2. HS-DSCH intended for another UE correctly decoded

Figure 1 implies that there are 3 routes by which a HS-DSCH transmission may be decoded by an unintended UE and passed to higher layers:

(i) The HS-SCCH transmission is intended for another UE, and bit errors mean that the information part of the HS-SCCH points to another, but valid HS-DSCH transmission, whilst the CRC checks out: Perror|not user,i
(ii) The HS-SCCH transmission is intended for another UE, and bit errors specifically affect the CRC field in such a manner as to transform the UE mask of the incorrect UE to the correct UE mask: Perror|not user,,c
(iii) The HS-SCCH transmission is intended for the UE, but contains errors such that it points to an incorrect, but valid HS-DSCH allocation: Perror|user
Calculation of Perror|not user,i
For case (i), Pd | not user; the probability of the HS-SCCH CRC checking out is equivalent to Pi | not user. In the worst case, Pi | not user can be taken to be in the order of around 10-5, as was shown in the previous section. 

The HS-SCCH comprises 3 other principle information fields:

· Resource allocation (Timeslot, Channelisation code, Modulation Format): 14 bits

· Transport block size: 6 bits

· HARQ information: 7 bits

Following the same argumentation as in [1], we shall assume that errors in the HARQ information do not necessarily lead to HS-DSCH decoding failure. For the resource allocation, assuming that m=4 users are served simultaneously, the probability of choosing a valid HS-DSCH configuration is m*2-14. Given that a valid resource allocation is chosen, the probability of choosing the correct transport block size is 2-6. It shall be assumed that in order to get a valid HS-DSCH decoding, the exact transport block size corresponding to the HS-DSCH allocation must be chosen. Thus the total probability of being able to decode the HS-DSCH is:

Pd, data  |not  user = (m=4)*2-14*2-6 = 2-16 = 1.5e-5.

This gives, for mechanism (i) in the worst case that all HS-SCCH transmissions are intended for another UE a worst case probability of erroneously decoding an unintended HS-DSCH transmission as:

Perror|not user = 1.5e-5*1.5e-5 = 2.25e-10.

Assuming that there are 2000 HS-SCCH transmissions per second (i.e. 10 HS-SCCH per 5msec TTI), the expected worst case duration between such events is around 600 hours (assuming error free HS-DSCH reception).

Calculation of Perror|not user,c
For case (ii), the probability of the HS-SCCH CRC correctly checking out is given by 

Pc | not user. If bit errors are assumed to be random and uncorrelated, then

Pc | not user  = Pbk * (1-Pb)N-k ,

Where N is the number of HS-SCCH bits, including CRC (46 bits for 1.28Mcps TDD) and k is the minimum hamming distance between UE Ids. If k is 4, then the maximum of Pc | not user  is about 1.2e-6, when Pb is around 0.1. 

	HS-SCCH BER
	Pc | not user  

	0.001
	9.6e-13

	0.01
	6.5e-9

	0.05
	7.2e-7

	0.1
	1.2e-6

	0.2
	1.4e-7


Since none of the information bits in the HS-SCCH have been affected in this case, with certainty an attempt will be made to decode the HS-DSCH. When the HS-SCCH BER at the receiving UE is high, it is reasonable to assume that the HS-DSCH BER would also be high, and hence although the risk of bit inversions in the HS-SCCH is uncomfortably high at high BERs, the risk of successfully decoding the HS-DSCH remains low. When the HS-SCCH BER is low, the risk of bit inversions leading to an attempt to decode the HS-DSCH will also be insignificant.

Note, however that the above calculations assume uncorrelated, random bit errors. In reality, Pc | not user  would depend upon the bit error patterns present at the output of the decoder. To estimate Pc | not user  under these conditions would require more complex calculations; however it seems reasonable to assume that also under these conditions if the BER on the HS-SCCH is high enough to enable a decoding then the HS-DSCH will not easily be decoded.

Calculation of Perror|user
A final mechanism by which an incorrect HS-DSCH transmission may be encoded arises as a result of errors on an HS-SCCH intended for the UE leading to a valid, but incorrect HS-DSCH allocation being decoded. In this case, the probability of the imitation CRC checking out is Pi | user, which will be assumed to be of the same order as Pi | not user i.e., 10-5. The probability of decoding the data on the HS-DSCH, Pd, data | user, is assumed to be the same as Pd, data | not user; again this is assuming no errors on the HS-DSCH. This leads, in the same manner as for Perror|not user,i to Perror|user around 2.25e-10.

3. Conclusion

These worst case estimations, which assume that the HS-DSCH can always be decoded correctly indicate that also in 1.28Mcps TDD there is no need for additional separation of HS-SCCH transmissions intended for different UEs. 

Of course, the assumption that the HS-DSCH error rate is zero is extremely over cautious, since a HS-DSCH intended for another UE will be transmitted with suboptimal parameters with respect to the unintended UE.
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