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Introduction
[bookmark: _Ref494215420]In RAN#103, a revised SID for Ambient IoT (Internet of Things) was approved with the following objectives [1].
	· RAN1-led:
For the Ambient IoT DL and UL:
· Frame structure, synchronization and timing, random access
· Numerologies, bandwidths, and multiple access
· Waveforms and modulations
· Channel coding
· Downlink channel/signal aspects
· Uplink channel/signal aspects
· Scheduling and timing relationships
· Study necessary characteristics of carrier-wave waveform for a carrier wave provided externally to the Ambient IoT device, including for interference handling at Ambient IoT UL receiver, and at NR basestation. 
       For Topology 2, no difference in physical layer design from Topology 1.



In this contribution, we present our opinions on general aspects of physical layer design, including numerologies, bandwidths, multiple access, waveform, modulation, and coding [2].
Discussion
High-level design principle
As the overall objective shall be to study a harmonized air interface design with minimized differences (where necessary) for Ambient IoT devices (Device 1: ~ 1μW; Device 2a: few hundred μW with backscatter; Device 2b: few hundred μW with signal generated internally), the following high-level principles are proposed to strive for the common physical layer design on R19 A-IoT:
· Taking physical layer design for Device 1 as high priority, also as the baseline for Device 2a/b.
· The D2R waveform design should be simultaneously considered backscatter and the complexity of signal generated internally.
· Physical layer design is only based on Topology 1 as no difference for Topology 2.
· Physical layer design can be firstly based on the in-band scenario, which is easily extended to guard-band and standalone band(s) scenarios.
R2D
Waveform and Modulation
In the RAN1#116 meeting, an agreement related to the waveform was achieved as following [3]:
	Agreement
A-IoT DL study includes an OFDM-based waveform from A-IoT R2D (reader-to-device) perspective. 
· Depending on what modulation(s) are decided to be studied:
· Study whether/how to handle CP at transmitter/device/design 
· Study other characteristics of the OFDM waveform, e.g.:
· CP-OFDM
· DFT-s-OFDM
· Etc.
· The type of OFDM waveform is transparent to A-IoT device.
Other waveforms from DL transmitter’s perspective can be proposed, and further discussion will consider whether or not they are included in the study.


In the above agreement, the OFDM-based waveform is assumed for A-IoT R2D perspective, in order to use existing OFDM-based hardware and achieve orthogonality between NR DL and A-IoT DL. For OOK-1, an OFDM symbol carries a single OOK chip with CP-OFDM processing for the waveform generation. For OOK-4, an OFDM symbol carries M OOK chips by DFT-s-OFDM processing for higher efficiency.
However, another issue will arise, i.e., whether/how to handle CP at transmitter/device/design. In fact, whether to handle CP is based on whether the CP will seriously affect the reception of the device. If the device can detect the signal perfectly accompanied by CP, the issue does not need to be handled. Actually, the impacts of CP depends on which modulation method is used. If OOK-1 is adopted with 15kHz SCS, one OOK chip is about 66.67us and the CP is about 4.69 us. Obviously, the impact of CP is small and CP does not need to be handled when OOK-1 is used. In contrast, if OOK-4 is used, especially with a large M value, the length of CP can not be ignored and CP will seriously affect the reception of the device. Therefore, if a large M value is used, it is better to handle the CP.
Proposal 1: For OOK-4, if M is larger, the issue of CP should be handled.
In our opinion, it is impractical to handle CP at the device side, due to the low capability and ultra-low power consumption. Hence, if CP should be handled, it has to be performed on the reader side.
Proposal 2: If CP should be handled, it must be performed at reader side.
Regarding R2D modulation, we have the following agreement in RAN1#116 [3].
	[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Agreement
A-IoT DL study includes OOK from DL transmitter’s perspective.
· For an OFDM waveform, assume OOK-1 for single-chip per OFDM symbol transmission, and OOK-4 for M-chip per OFDM symbol transmission, starting from definitions in TR 38.869.
· FFS value(s) of M.
· FFS: Any changes needed from the definitions in TR 38.869.
· FFS: Exact definition of chip
· If other DL waveforms are included, further elaboration of the transmitter’s OOK generation would be needed.


[bookmark: OLE_LINK3]There are two OFDM-based OOK modulations will be studied, i.e., OOK-1 and OOK-4, as shown in Figure 1 and Figure 2.
[image: ]
Figure 1: OOK-1
[image: ]
Figure 2: OOK-4
Regarding OOK-1, single-bit is transmitted in 1 OFDM symbol, where OOK=1 means all SCs are modulated, and OOK=0 means all SCs are zero power. The DFT-s-OFDM is used in OOK-4, where multiple-bit OOK is transmitted in 1 OFDM symbol. Clearly, OOK-4 can achieve a higher bit rate than OOK-1, but the higher the transmission rate, i.e., larger M, the more the impact of CP on device reception. From our point of view, both OOK-1 and OOK-4 could be studied in R2D transmission.
Proposal 3: OFDM-based OOK-1 and OOK-4 waveform could be used in R2D transmission.
Line coding
Regarding R2D line coding, the following agreement has been achieved in RAN1#116 [3].
	Agreement
For R2D, line codes studied are: Manchester encoding and pulse-interval encoding (PIE).
· FFS: Mapping(s) from bit(s) to line-code codewords
· FFS: Time domain definition of e.g., chips and relation to OFDM symbols, resource allocation unit, etc.



[bookmark: OLE_LINK19]Manchester and PIE are the candidate coding schemes for R2D transmission. Both of the two coding schemes have a simple encoding and decoding procedure. 
Manchester code is a bipolar code, where each bit is composed of two codewords corresponding to two voltage levels. There is always a transition in the middle position of each bit, either from high voltage to low voltage or vice versa. Bit “0” is encoded as “01 or 10”, as shown in Figure 3. In addition, Manchester coding eliminated DC components to reduce the errors caused by external interference. However, compared to the original signal in NRZ, each bit is encoded to two codewords and the bit rate is only half of the chip rate. 
[image: ]
Figure 3: Manchester coding
Pulse Interval Encoding (PIE) is a common coding scheme in RFID, used by the reader to transmit data to the tag. PIE coding is based on a continuous pulse with a fixed width. “Tari” is defined as the basic time unit in RFID spec, it is also the time interval for a data “0”, where ranging from 6.25 μs to 25 μs. A combination of a high voltage level and a low voltage level represents “0” with a duration of 1 Tari, while the combination of a longer high voltage level and a shorter low voltage level represents “1” with a duration of 1.5 Tari ~ 2 Tari, as shown in Figure 4.  PIE coding have a longer high voltage level duration when bit “1” is transmitted. Reader can provide power to tag for a long time during data transmission, solving the charging issue for RFID tags. However, the total transmission length is variable for a given payload size.
[image: ]
Figure 4. PIE coding
As the OFDM-based waveform is used in R2D transmission, therefore the basic time domain definition of resource allocation unit in R2D transmission can be an OOK chip. The chip length is related to OFDM symbol length, data rate and coding schemes. 
As discussed in 2.2.1, if OOK-1 is adopted with 15kHz SCS, one OOK chip length is about 66.67us, and the chip rate is 14kcps (chips per second). For OOK-4, there can be M (M ≥ 1) chips per OFDM symbol, and the chip rate is 14×M kcps. If Manchester coding is used, the bit rate is 7kbps for OOK-1, and the bit rate is 7×M kbps for OOK-4. Take M=4 as an example, the chip rate is 56kcps, and bit rate is 28kbps for Manchester coding.
Proposal 4: The basic time domain unit for resource allocation is an OOK chip length.
CRC
Regarding R2D CRC, the following agreement has been achieved in RAN1#116 [3].
	Agreement
R2D study assumes use of CRC. FFS which CRC generator polynomial(s) are assumed, and if any cases are included with no CRC.
· FFS: Association, if any, between down-selected CRC(s) and message size, considering at least false-alarm rate target



Cyclic Redundancy Code (CRC) is crucial for the reliability of wireless transmission, which can be used to detect whether the TB is correct received, ensuring data integrity during transmission. The following CRC generator polynomial(s) is excerpt from TS 38.212 [4] and RFID specification [5]. In NR 38.212, L=6, L=11, L=16, and L=24 (with 3 different generator polynomials) are supported. In RFID spec., L=5 and L=16 are supported. The generator polynomial for L=16 is the same for both cases. Therefore, the length of CRC needs further study, which depends on message size, target false alarm rate and complexity. More details, a longer CRC has better error detection performance, but it greatly affects transmission efficiency. Therefore, the length of CRC should be delayed until the message size is determined. One possible CRC design can be CRC-5/6 for low message size, CRC-16 for high message size.
	CRCs generator polynomial(s) in TS 38.212
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	CRCs generator polynomial(s) in ISO 18000-6C (EPC C1G2) UHF RFID
-	gCRC16(D) = [D16 + D12 + D5 + 1] for a CRC length of L = 16.
-	gCRC5(D) = [D5 + D3 + 1] for a CRC length of L = 5.



Proposal 5: The R2D CRC generator polynomial(s) should base on the size of R2D message, e.g., CRC-5/6 for small message size, CRC-16 for large message size, and study cases with no CRC for fixed very small R2D message.
Multiple access
As the communication distance further expands, the number of A-IoT devices being activated within the coverage of the communication area increases. Therefore, an efficient multiple access mechanism is crucial for A-IoT, a multiple access mechanism with lower resource utilization will severely limit network capacity and increase resource collision as the number of devices increases. Common multiple access methods include TDMA and FDMA. It needs to further discuss whether it is feasible for A-IoT.
Firstly, referring to RFID, TDMA is a simple and feasible multiple access method for A-IoT. Specifically, by dividing multiple time resource units in the time domain, different devices can transmit at different time resource duration, as shown in Figure 5. Backscatter signals from different devices are isolated by the time resource duration. 
[image: ]
Figure 5. Illustration of different devices transmit at different time resource units
Proposal 6: TDMA should be adopted as a basic multiple access method for R2D transmission. 
To improve A-IoT system capacity and spectrum efficiency, FDMA should be studied for R2D transmission, especially for multiple A-IoT operators coexistence scenario. FDMA divides different frequency resource units in the frequency domain which are used for data transmission by different devices. Ideally, the frequency resource units should not overlap with each other, and a guard band may be needed between adjacent frequency resource units.
However, due to relatively large RF filter (Matching Network) bandwidth in front of RF envelop detection, e.g., 10MHz, reader may have to reserve at least 10MHz system bandwidth for A-IoT R2D transmission to avoid any interference falling into the RF envelop detector, i.e., Bsys,R2D = 10MHz. Specifically, within the wide system bandwidth, only one R2D signal can be transmitted at one instance; otherwise, if multiple R2D signals are simultaneously transmitted by FDMA within the wide system bandwidth, all others R2D signals will be absorbed by the RF envelop detector, which will greatly affect the performance. Considering that the spectrum allocated for A-IoT systems may be limited, if the total spectrum is less than twice of system bandwidth Bsys,R2D, FDMA may not be feasible without any improvements. 
To increase system deployment flexibility and save the spectrum allocated for A-IoT system, FDMA divides different frequency resource units for different operators in the frequency domain which are used for different devices deployed in different operators. That is to say, the frequency resource can divide into two R2D signal channel, as shown in Figure 6. Two R2D signal channels are allocated at the edge of the A-IoT system bandwidth and for different operators, at the same time defining the system bandwidth Gap in the overlapped frequency resource, guaranteeing that there is no signals transmitted in the system bandwidth Gap, FDMA can still be achieved without introducing any interference between these two R2D channels. 
Comparing with only one R2D signal channel within one system bandwidth, the total bandwidth to achieve FDMA is (2×Bsys,R2DGap), which obviously saves the spectrum resources and improve spectrum efficiency. Therefore, FDMA should be studied for R2D transmission.
[image: ]
Figure 6: one possible FDM candidate for A-DL 
Proposal 7: For multiple A-IoT operators coexistence scenario, FDMA with partial overlapped system bandwidth should be studied as one candidate access method for R2D transmission, e.g.  two R2D signal channels are allocated at the edge of two different system bandwidth.
Numerology
5G NR can be deployed in a large frequency range, i.e., from sub-1GHz to 100 GHz. Since different frequency ranges have different channel characteristics and have different sensitivities to phase noise, the higher subcarrier spacings (SCSs) were introduced to the NR system for using in the high frequency range. From the perspective of use cases, NR supports multiple use cases including eMBB, massive MTC, and URLLC in the same carrier frequency. Different use cases would need different subcarrier spacing and larger subcarrier spacing is needed to meet the air-latency requirements. In addition, coexistence with LTE systems is an important factor for determining of the exact value of SCS(s) used in NR. In order to minimize the interference between different RATs, SCSs used in NR are orthogonal to the SCS used in LTE, e.g., 15kHz, 30kHz, 60kHz, etc. The above aspects can also be taken into account for determining the numerologies of the A-IoT system.
Taking NB-IoT as a reference, as a low-power communication technique that 3GPP has studied, the downlink transmission of NB-IoT supports 15 kHz SCS for all deployment modes, i.e., standalone band, guardband, and in-band. The coexistence between LTE and NB-IoT in in-band deployment mode considers the same principle of SCS determination in NR to keep orthogonality, SCS with 15kHz is used in NB-IoT. 
As for the A-IoT system, the same principle can be considered. Specifically, to avoid/minimize the ISI(inter-subcarrier interference) and ICI (inter-carrier interference), the numerology used by R2D transmission should be orthogonal to the NR OFDM signals, e.g., 15 kHz is used for the FDD band in FR1 as an starting point for R2D transmission. Other SCS can be further studied together considering the R2D data rate requirement and chip duration.
Proposal 8: A-IoT R2D transmission study includes a subcarrier spacing of 15 kHz. 
Bandwidth
Regarding R2D bandwidth, the following agreement has been achieved in RAN1#116 [3].
	Agreement
At least the following bandwidths for R2D are defined for the purpose of the study:
· Transmission bandwidth, Btx,R2D from a Reader perspective: The frequency resources used for transmitting R2D
· Occupied bandwidth, Bocc,R2D from a Reader perspective: The frequency resources used for transmitting R2D, and potential guard band
· Bocc,R2D ≥ Btx,R2D
· FFS: Further constraint(s) e.g. Bocc,R2D = Btx,R2D.
· Possible values of each bandwidth are FFS



In addition to the transmission bandwidth Btx,R2D and occupied bandwidth Bocc,R2D mentioned in the above agreement, system bandwidth Bsys,R2D should also be considered.
In the RFID communication or Low-power communication system, an envelope detector will be used to detect the received signal limited to its low power consumption and complexity. To support the detection of the signal in the specific frequency range only, an RF filter (achieved by matching network or other implementation) will be designed in front of the envelope detector. In general, the bandwidth of the RF filter is impacted by the operating carrier frequency and its Q value. To be specific, the bandwidth of the RF filter (achieved by matching network) can be calculated as follows : 
Bandwidth of RF filter  = center of operating carrier frequency/Q                                 (1)
It can be found that, the larger the Q-value, the smaller the matching bandwidth. At the microwave frequencies, the normal Q-value range is usually between 10 and 50. The specific Q-value depends on the design requirements, operating frequency, antenna structure, and implementation of the matching network. 
Clearly, considering the power consumption and complexity of A-IoT devices, the bandwidth of reception is relatively large. Hence, only one signal can be transmitted in this relatively BW. Differently, the bandwidth of the transmitted signal is not limited. 
Based on the above analysis, a system bandwidth should also be introduced in A-IoT system, as shown in Figure 7 [3]. Specifically, system bandwidth, Bsys,R2D from both Reader and device perspective, which includes the frequency resources that are confined within the receiver RF filter.
[image: ]
Figure 7. possible bandwidth in R2D [3]
In addition, based on the analysis in 2.2.4, to achieve FDMA without introducing any interference between these two R2D channels, the system bandwidth Gap needs to be defined in the overlapped frequency resource, guaranteeing that there is no signals transmitted in the system bandwidth Gap. 
Proposal 9: At least the system bandwidth, Bsys,R2D  and system bandwidth Gap for R2D are defined for the purpose of the study:
· system bandwidth, Bsys,R2D from both Reader and device perspective, which includes the frequency resources that are confined within the receiver RF filter.
· FFS: system bandwidth Gap, from a Reader perspective: The frequency resources in the overlapped frequency resource between inter-operators if multiple A-IoT operators coexistence scenario is supported in Rel-19.
As for the values of each bandwidth, a narrow signal band can be considered for transmission bandwidth Btx,R2D and occupied bandwidth Bocc,R2D. If a narrow band is adopted, other frequencies except the signal band within the system bandwidth can be regarded as gaps to avoid interference. Based on this benefit, the R2D signal could be a narrow band signal. For example, considering 180 kHz or integer multiple(s) of 180 kHz. In addition, the system bandwidth Bsys,R2D is a wide band, e.g., considering at least 10MHz.
Proposal 10: Considering the following values for the bandwidth:
· For transmission bandwidth Btx,R2D, at least narrowband, e.g., 180kHz or integer multiple(s) of 180 kHz.
· For occupied bandwidth Bocc,R2D, at least narrowband, e.g., 180kHz or integer multiple(s) of 180 kHz.
· For system bandwidth Bsys,R2D, at least wideband, e.g., 10MHz.
· FFS: system bandwidth Gap if multiple A-IoT operators coexistence scenario is supported in Rel-19.
D2R
Waveform and modulation
In the last meeting, the following proposal given by FL was discussed [3]:
	Proposal 3.1a(II): A-IoT UL study will down-select UL baseband waveform from:
· Alt 1: Not OFDM-based
· Alt 1-1: Single carrier waveform
·  Example: Baseband signal is modulated onto a single carrier.
· Alt 2: OFDM-based
FFS how the UL waveform is produced given a carrier-wave waveform


[bookmark: OLE_LINK4]
In our opinion, OFDM waveform is infeasible for the implementation of Ambient IoT devices. On the one hand, the power consumption of the multiplier can not be afforded by Device 1. On the other hand, OFDM needs strict phase accuracy and orthogonality, which is hard for ambient IoT to achieve and requests additional power consumption. Hence, we prefer the non-OFDM-based waveform for D2R transmission.
Regarding not OFDM-based waveform, single-tone, and multi-tone (or named multiple single-tone) are the candidate. Considering CW is better to use a single-tone waveform for handling the interference, it is logical that the ambient IoT device 1/2a modulates the single-tone CW and transmits a single-tone D2R waveform.
Proposal 11: For D2R transmission, the single-tone non-OFDM waveform should be supported.
Regarding the modulation, ASK/OOK and BPSK are backed by a number of companies. OOK is the simplest amplitude modulation, which can be achieved by simple impedance switching and is suitable for any kind of ambient IoT device. Hence, the A-IoT D2R study should assume all A-IoT devices support at least OOK. BPSK is another modulation type supported by RFID systems in addition to OOK. It can be the candidate waveform for ambient IoT for further study.
Proposal 12: OOK modulation should be adopted in D2R transmission.
Line coding
Regarding D2R line coding, the following proposal has been discussed in RAN1#116 [3].
	Proposal 3.3(II): For A-IoT UL, line codes study covers: Manchester encoding, FM0 encoding, Miller encoding, no line coding.
· FFS: Mapping(s) from bit(s) to line-code codewords
FFS: If/how to enabled frequency shift and FDM(A) among devices



The mapping rule from bit(s) to line-code codewords for Manchester encoding has been discussed in R2D line coding. There is no difference between D2R and R2D transmission.
The encoding rule of FM0 coding is that if the voltage level transmits from the beginning of a bit window, it represents "1", while the voltage level transmits not only at the beginning of the bit window, but also in the middle of the bit window, it represents "0", as shown in Figure 8.
[image: ]             [image: ]
(a)                                                                                     (b)
Figure 8. (a) FM0 coding with 1 bit; (b) FM0 coding with 2 bit
The encoding rule of Miller coding is that"1" is encoded by "10" or "01", which means there is always a transition in the middle position of each bit, either from high voltage to low voltage or vice versa. When continuous "1" appears, the subsequent "1" should be interleaved encoding.  "0" is encoded using a bipolar non-return-to-zero code "00" or "11", which means there is no transition in the middle of the bit window. When a single "0" appears, the voltage level remains unchanged. When continuous "0" appears, the l voltage levels transmits at the beginning of the bit window, as shown in Figure 9.
[image: ]
Figure 9. Miller coding 
FM0 and Miller coding schemes are suitable for D2R transmission as the backscattered signal experiences path loss in both R2D and D2R directions, resulting in relatively weak signal strength. Although the complexity of the two coding schemes is slightly higher, they have stronger coding performance. Compared with FM0, Miller coding has stronger anti-interference ability: for the same data sequence, Miller modulation subcarriers have 2, 4, or 8 subcarriers per bit, which can improve the sensitivity of the reader and enhance anti-interference ability. Miller coding can be divided into Miller 2, Miller 4, Miller 8, and so on, which refer to 1-bit data containing 2, 4, and 8 subcarriers, respectively, as shown in Figure 10. Compared with Miller coding, FM0 has simpler coding rules and faster speed. In practical situations, if the communication environment has strong interference, the device can use Miller coding; If a fast data rate is required, FM0 coding is more preferred.
[image: ]
Figure 10. Miller modulation subcarrier sequence with Miller 2, Miller 4, Miller 8
Proposal 13: For A-IoT D2R, line codes study covers: Manchester encoding, FM0 encoding, Miller encoding.
FEC
For the D2R transmission, FEC coding can be a candidate coding scheme to improve the D2R transmission reliability if the PD2RCH is the bottleneck for AIoT coverage.
The selection of FEC coding should consider both of the complexity of the encoding and power consumption especially for device 1 with ~1 µW peak power consumption. Among the existing FEC codes in 3GPP technologies, the convolutional code can meet the requirement as its encoder can be implemented by shifter registers and XOR calculations. Others FEC coding like turbo code, polar code and LDPC code may require inter-leaver, recursive encoding or large memory in encoder, which may not be supported by the A-IoT device. In addition, the tail-biting convolutional code (TBCC) is widely used in LTE, with higher efficiency than convolutional code, but increase the decoding delay and complexity at reader side.
Proposal 14: A-IoT D2R study of FEC prioritizes convolutional codes and TBCC.
CRC
Regarding D2R CRC, the following agreement has been achieved in RAN1#116 [3].
	Agreement
D2R study assumes use of CRC. FFS which CRC generator polynomial(s) are assumed, and if any cases are included with no CRC.
· FFS: Association, if any, between down-selected CRC(s) and message size, considering at least false-alarm rate target



From our point of view, there is no need to study different CRC generator polynomial(s) between D2R and R2D transmission. So the proposal keep same with R2D CRC.
Proposal 15: The D2R CRC generator polynomial(s) should be based on the size of D2R message, e.g., CRC-5/6 for low message size, CRC-16 for high message size, and study cases with no CRC for fixed very small R2D message.
Multiple access
Similar as R2D, TDMA should be adopted as a basic multiple access method for D2R transmission. 
In addition, to improve A-IoT system capacity and spectrum efficiency, FDMA should also be studied for D2R transmission. 
· For Device 1 and Device 2a with small frequency shift capability  
Device with frequency shift capability is beneficial for interference handling at A-IoT D2R receiver and at the NR base station. According to the analysis of our companion contribution [6], both Device 1 and Device 2a can support small frequency shift. For A-IoT Device with small frequency shift capability, if simultaneous FDM backscattering from different A-IoT devices needs to be supported, the reflected signals from different A-IoT devices should be outside the RF filter of A-IoT devices, and these reflected signals should not be overlapped. Otherwise, the signal backscattered by one A-IoT will be absorbed and reflected back by other A-IoT, resulting in interference. The candidate FDM design depends on the exact frequency shift capability of the A-IoT device, which is illustrated in the following Figure 11.
[image: ]
Figure 11: A-UL FDM for backscatter A-IoT device with frequency shift
· For Device 2a and Device 2b with large frequency shift capability
For Device 2a and Device 2b with large frequency shift capability, it is quite natural and simple to apply FDM in D2R transmission as illustrated in the following Figure 12.
[image: ]
Figure 12: A-UL FDM for A-IoT device with signal generated internally
Proposal 16: TDMA and FDMA should be studied as candidate access methods for D2R transmission.
Numerology
According to the SID, the device’s D2R transmission may be generated internally by the device, or be backscattered on a carrier wave (CW) provided externally. Considering the harmonized design, SCS should be the same for all device types. For the case of external CW, it is necessary to decide the CW waveforms before discussing the subcarrier spacing in D2R. 
Based on the analysis in our contribution of 9.4.2.4 [7], there are two candidate types of CW waveforms: a) single tone, and b) multiple tone. For single tone, one possible option is that a CW is externally generated at a certain frequency point based on a Cosine/Sine wave and sends it to the A-IoT device, and then the A-IoT device transmits D2R data on a single carrier by backscattering. Therefore, there is no need to discuss subcarrier spacing. For multiple tone CW, i.e., OFDM based CW, considering the harmonized design, all the D2R signals should be the OFDM based signal. However, it would be hard to generate an OFDM signal internally by the device with a few hundreds µW peak power consumption. Therefore, multiple tone waveform is not preferred.
Proposal 17: For D2R transmission, no need to discuss SCS based on the single tone CW waveform.
Bandwidth
Regarding D2R bandwidth, the following proposal has been discussed in RAN1#116 [3].
	Proposal 3.8a(II): A-IoT UL study defines the following bandwidths:
· Transmission bandwidth, Btx,UL from one device perspective: The frequency resources used for transmitting A-IoT uplink
· Channel bandwidth, Bchan,UL from one device perspective: The frequency resources used for transmitting A-IoT uplink, and guard subcarriers.
· System bandwidth, Bsys,UL. The frequency resources that can be scheduled by the Reader for A-IoT uplink from any number of devices (this does not assume any particular number of devices is supported). 
· Bsys,UL ≥ Bchan,UL > Btx,UL
· Possible values of each bandwidth are FFS



Similar as R2D, both of the transmission bandwidth Btx,D2R, channel bandwidth Bchan,D2R and system bandwidth Bsys,D2R should be considered.
[image: ]
Figure 13. possible bandwidth in D2R [3]
Proposal 18: A-IoT D2R study defines the following bandwidths:
· Transmission bandwidth, Btx,D2R from one device perspective: The frequency resources used for transmitting D2R
· Channel bandwidth, Bchan,D2R from one device perspective: The frequency resources used for transmitting D2R, and guard subcarriers.
· System bandwidth, Bsys,D2R from both Reader and device perspective: The frequency resources that can be scheduled by the Reader for A-IoT D2R from any number of devices (this does not assume any particular number of devices is supported). 
· Bsys,UL ≥ Bchan,UL > Btx,UL

Conclusion
In this contribution, we discuss on enabling transmission/reception in gaps/restrictions for XR during RRM measurements. The following proposals are achieved:
Proposal 1: For OOK-4, if M is larger, the issue of CP should be handled.
Proposal 2: If CP should be handled, it must be performed at reader side.
Proposal 3: OFDM-based OOK-1 and OOK-4 waveform could be used in R2D transmission.
Proposal 4: The basic time domain unit for resource allocation is an OOK chip length.
Proposal 5: The R2D CRC generator polynomial(s) should base on the size of R2D message, e.g., CRC-5/6 for small message size, CRC-16 for large message size, and study cases with no CRC for fixed very small R2D message.
Proposal 6: TDMA should be adopted as a basic multiple access method for R2D transmission. 
Proposal 7: For multiple A-IoT operators coexistence scenario, FDMA with partial overlapped system bandwidth should be studied as one candidate access method for R2D transmission, e.g.  two R2D signal channels are allocated at the edge of two different system bandwidth.
Proposal 8: A-IoT R2D transmission study includes a subcarrier spacing of 15 kHz. 
Proposal 9: At least the system bandwidth, Bsys,R2D  and system bandwidth Gap for R2D are defined for the purpose of the study:
· system bandwidth, Bsys,R2D from both Reader and device perspective, which includes the frequency resources that are confined within the receiver RF filter.
· FFS: system bandwidth Gap, from a Reader perspective: The frequency resources in the overlapped frequency resource between inter-operators if multiple A-IoT operators coexistence scenario is supported in Rel-19.
Proposal 10: Considering the following values for the bandwidth:
· For transmission bandwidth Btx,R2D, at least narrowband, e.g., 180kHz or integer multiple(s) of 180 kHz.
· For occupied bandwidth Bocc,R2D, at least narrowband, e.g., 180kHz or integer multiple(s) of 180 kHz.
· For system bandwidth Bsys,R2D, at least wideband, e.g., 10MHz.
· FFS: system bandwidth Gap if multiple A-IoT operators coexistence scenario is supported in Rel-19.
Proposal 11: For D2R transmission, the single-tone non-OFDM waveform should be supported.
Proposal 12: OOK modulation should be adopted in D2R transmission.
Proposal 13: For A-IoT D2R, line codes study covers: Manchester encoding, FM0 encoding, Miller encoding.
Proposal 14: A-IoT D2R study of FEC prioritizes convolutional codes and TBCC.
Proposal 15: The D2R CRC generator polynomial(s) should be based on the size of D2R message, e.g., CRC-5/6 for low message size, CRC-16 for high message size, and study cases with no CRC for fixed very small R2D message.
Proposal 16: TDMA and FDMA should be studied as candidate access methods for D2R transmission.
Proposal 17: For D2R transmission, no need to discuss SCS based on the single tone CW waveform.
Proposal 18: A-IoT D2R study defines the following bandwidths:
· Transmission bandwidth, Btx,D2R from one device perspective: The frequency resources used for transmitting D2R
· Channel bandwidth, Bchan,D2R from one device perspective: The frequency resources used for transmitting D2R, and guard subcarriers.
· System bandwidth, Bsys,D2R from both Reader and device perspective: The frequency resources that can be scheduled by the Reader for A-IoT D2R from any number of devices (this does not assume any particular number of devices is supported). 
· Bsys,UL ≥ Bchan,UL > Btx,UL
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