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Introduction
Non-terrestrial networks are characterized by large moving cells and reduced effectiveness of measurement-based procedures due to reduced signal-strength variation between cell center and cell edge. Rel-17 has partly addressed these issues by incorporating UE location into various procedures such as time pre-compensation, CHO, and measurement reporting. Since other RAT-dependent positioning methods are not currently supported, maintaining updated and accurate GNSS information is essential in NTN. It is assumed that all Rel-17/18 NTN capable devices are GNSS capable.
An objective for Rel-18 IoT NTN is to continue performance enhancements to address remaining issues from Rel-17. One of these remaining issues is improved GNSS operation [1]:
	4.1.1	IoT-NTN Performance Enhancements in Rel-18 to address remaining issues from Rel-17
This work considers Rel-17 IoT-NTN as baseline as well as Rel-17 NR-NTN outcome and the further IoT-NTN performance enhancements objectives are listed below:
· Disabling of HARQ feedback to mitigate impact of HARQ stalling on UE data rates [RAN1,RAN2]
· Study and specify, if needed, improved GNSS operations for a new position fix for UE pre-compensation during long connection times and for reduced power consumption. Simultaneous GNSS and NTN NB-IoT/eMTC operation is not assumed. [RAN1]



RAN1 has made the following relevant agreements in RAN1#110 regarding enhanced GNSS operation for IoT NTN devices [2]:
	Agreement
GNSS assistance information that UE reports to eNB at least consists of:
· GNSS position fix time duration for measurement 
· GNSS validity duration 
Agreement
When eNB triggers UE to make GNSS measurements, UE re-acquires GNSS position fix
· FFS details of signalling
· FFS how UE reports GNSS assistance information after eNB trigger and the detailed content
· Note: further discuss whether a UE is expected to handle all eNB triggers



This document continues the discussion on improved GNSS operations. Specifically, signaling details for GNSS assistance information to support measurement gap configuration for GNSS acquisition, as well as a method to prohibit excessive GNSS acquisition and reporting.
GNSS acquisition and reporting in IoT NTN
Acquisition of GNSS is a time and power intensive process, which is particularly an issue for devices where low power consumption is a key concern. Furthermore, a subset of these devices (e.g. NB-IoT) may not capable of simultaneously supporting GNSS acquisition and data transmission/reception, so additional consideration must be given to trade off throughput vs. updated GNSS information.
In Release 17 it was assumed that NTN IoT operation would be limited to short and sporadic traffic. Few enhancements were therefore needed/adopted to reduce GNSS acquisition time since it was unlikely that a scheduled transmission/reception would overlap with GNSS acquisition. Release 18 IoT NTN removes the assumption of short-sporadic traffic, and although throughput is increased, so is the probability of collision between the GNSS acquisition window and UL transmission/DL receptions as shown below:
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Figure 1: Rel-18 IoT NTN devices supporting longer & more frequent traffic can impact GNSS acquisition.
GNSS assistance information
To support higher traffic environments, RAN1 has agreed to introduce assistance information to facilitate measurement gap configuration for GNSS acquisition. Signalling details, how information is reported, and the detailed content of the report are currently listed as for further study, however GNSS assistance information includes at least the following:
1. GNSS position fix time duration for measurement 
2. GNSS validity duration 
Signalling GNSS assistance information could be either via RRC signalling (e.g., via the UE information request/response procedure) or via a new MAC CE. Since AS security is required to avoid compromising UE position, IoT currently reports GNSS location information via RRC signaling. However, the contents of GNSS assistance information (i.e., position fix time duration and validity duration) do not provide any indication of the UE’s actual position, so do not require the same level of protection.
Observation 1:	Unlike GNSS location information, GNSS assistance information (i.e., position fix time duration and validity duration) does not require AS security since it provides no indication of the UE’s actual position.
GNSS assistance information may also change dynamically based on UE characteristics. For example, the GNSS position fix time may vary depending on UE surroundings (e.g., an indoor UE or a UE surrounded by tall trees/buildings may take longer to acquire GNSS than a UE in open space). Similarly, the GNSS validity duration may also vary dynamically, for example, depending on UE speed (e.g., a low mobility or stationary UE may have a longer validity duration than a highly mobile UE).
Observation 2:	Semi-static signaling (e.g. RRC) may not be suitable to report GNSS assistance information since position fix time duration and validity duration can vary dynamically based on UE characteristics (e.g. surroundings, UE speed). 
Considering the dynamic nature of GNSS assistance information, introducing a new MAC CE seems a more suitable choice than RRC signaling due to the faster nature of MAC signaling.
Proposal 1:	Introduce a new GNSS assistance information MAC CE, which contains at least GNSS position fix time and validity duration.
Referring to RAN1 agreements, the following is captured regarding GNSS assistance information reporting:
· FFS how UE reports GNSS assistance information after eNB trigger and the detailed content
Based on the underlined portion of the agreement, it seems that GNSS assistance information is at least reported based on network trigger (e.g., upon reception of NW request). Although, as previously described, the GNSS assistance information may vary dynamically based on the UE circumstances, and the network may not be aware of when the UE circumstances changes. It may therefore be necessary to support additional triggering conditions for GNSS assistance information reporting which are evaluated by the UE. For example, the UE may trigger GNSS assistance information if the UE detects that the GNSS validity duration changes by a configured threshold (e.g., due to a change in UE speed).
Proposal 2:	GNSS assistance information is at least reported upon NW request. FFS other reporting trigger conditions.
Reduction of excessive GNSS acquisition and reporting
Acquisition of GNSS may take considerable time and UE power consumption depending on aspects like UE capability and required accuracy. This may be especially important in IoT NTN scenarios, where devices may need to suspend transmission/reception to acquire GNSS (resulting in lower throughput), and where reduction of UE power consumption is an important consideration. 
Observation 3:	Excessive acquisition and reporting of GNSS information can lead to unnecessary power consumption and lower throughput. 
RAN1 has previously noted that it is still for further study whether a UE is expected to handle all eNB triggers for GNSS acquisition and reporting. One straightforward way to avoid excessive reporting would be a network configured prohibit timer, which could be (re)started upon acquisition of GNSS or transmission of GNSS report. The duration of the prohibit timer could be related to the GNSS validity duration, and while running the UE may not acquire or report GNSS information.
Proposal 3:	Introduce a new prohibit timer to prevent excessive acquisition and reporting of GNSS information.
Conclusion
In this contribution the following observations and proposals were made concerning enhanced GNSS operation for IoT NTN devices:
Observation 1:	Unlike GNSS location information, GNSS assistance information (i.e., position fix time duration and validity duration) does not require AS security since it provides no indication of the UE’s actual position.
Observation 2:	Semi-static signaling (e.g. RRC) may not be suitable to report GNSS assistance information since position fix time duration and validity duration can vary dynamically based on UE characteristics (e.g. surroundings, UE speed). 
Observation 3:	Excessive acquisition and reporting of GNSS information can lead to unnecessary power consumption and lower throughput. 
Proposal 1:	Introduce a new GNSS assistance information MAC CE, which contains at least GNSS position fix time and validity duration.
Proposal 2:	GNSS assistance information is at least reported upon NW request. FFS other reporting trigger conditions.
Proposal 3:	Introduce a new prohibit timer to prevent excessive acquisition and reporting of GNSS information.
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