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On the protection of RLC/MAC control messages in RL-EGPRS
1 Introduction

In EGPRS, CS-1 coding is used when sending messages on the PACCH. This coding scheme, when used for sending control messages, has the following characteristics:
· header size: 8 bits (1 octet MAC header)

· payload size: 176 bits (22 octets)

· header and payload are encoded together

· 40-bit Fire code for error detection and correction

· rate ½ convolutional coder

However, CS-1 cannot be used for control messages in the case of RTTI configurations. In this case it has been proposed to use MCS-1 to send control messages on the PACCH [1]. Its characteristics are the following:

· header size: 31 bits (RLC/MAC header)

· payload size: 176 bits (22 octets) + 2 bits (E bit, FBI/TI bit)

· header and payload are encoded separately

· 12-bit CRC code for error detection of the payload

· rate 1/3 convolutional coder, with puncturing (216 punctured bits for the payload, code rate 
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Due to the short CRC, the error detection capabilities of MCS-1 are not as strong as CS-1, and may not be strong enough for the transmission of control blocks. For example, when the SACCH/TP channel has been introduced in the specifications (so that the EPCCH channel can be sent in parallel to the SACCH/TP), an 18-bit CRC has been chosen for error detection, in place of the 40-bit Fire code. It is estimated that both codes have similar error detection capabilities, although the CRC code has no error correction capabilities.

In this contribution, some proposals to increase the robustness of RLC/MAC control messages are made. The proposals should be discussed in GERAN2 because, although the selection of the details of the coding scheme for control messages affects mainly the physical layer, there are implications also on the higher layers.
2 Proposals
2.1 Option 1
One possibility to resolve the issues highlighted in the previous section would be to define a new coding scheme for control blocks (this could be called, for example, “MCS-0”). The details of the coding scheme can be summarised as follows:
· header size: 31 bits (RLC/MAC header)

· payload size: 176 bits (22 octets)

· header and payload are encoded separately; for the header, same coding as for MCS-1
· 18-bit CRC code for error detection of the payload (same as for SACCH/TP)
· rate 1/3 convolutional coder, with puncturing (228 punctured bits for the payload, code rate 
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This is shown in Figure 1. Given that the E and FBI bits are not applicable for control messages, they are not included as part of the payload.
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Figure 1
The fact that the radio block contains a control block rather than a data block could be signalled to the receiver in two possible ways, both of which have already been proposed in GERAN: either by means of the four extra stealing flags (see subclause 5.1.5.1.5 of TS 45.003) or by means of a new codepoint in the CPS field of the RLC/MAC header (see subclause 10.4.8a.3 of TS 44.060) [2]. In this case, given that a new coding scheme has been defined, it may be best to signal by means of a new codepoint in the CPS field. The receiver would decode the header as for MCS-1 to MCS-4 (the header format is signalled by the stealing flags); it would then read the CPS field and, upon detecting that the block contains a control message, would decode it accordingly.

Given that the difference in coding rate between the proposed coding scheme and MCS-1 is very small, their performance should be very close to MCS-1. It is estimated that this would have sufficient robustness to transmit the control messages which are traditionally transmitted using CS-1
.
2.2 Option 2

A slightly different method relies on the observation that, for control messages sent with CS-1, 1, 2 or 3 out of the 22 octets of the payload might have to be used as an optional RLC header (see subclause 10.3.1 of TS 44.060). When this happens, less than 22 octets can be included as part of the payload of a CS-1 coded control message. 
We could define a fixed size of 20 octets for the control messages for RTTI without introducing any significant degradation with respect to the current situation. The resulting coding scheme could be summarised as follows:

· header size: 31 bits (RLC/MAC header)

· payload size: 160 bits (20 octets)

· header and payload are encoded separately; for the header, same coding as in MCS-1

· 18-bit CRC code for error detection of the payload (same as for SACCH/TP)

· rate 1/3 convolutional coder, with puncturing (180 punctured bits for the payload, code rate 
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This is summarised in Figure 2.
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Figure 2
The performance of the proposed coding scheme has been simulated and the results are shown in Figure 3. It can be seen that – as expected – the new coding scheme slightly outperforms CS-1
. Hence, this would have sufficient robustness to transmit the control messages which are traditionally transmitted using CS-1.
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Figure 3: Link level performance of the proposed coding scheme - TU3 idFH

2.3 Further considerations

As already shown in [1], for control messages some fields contained in the MCS-1 RLC/MAC header are not used. Therefore, for both options, some of the bits occupied by those fields can be redefined to carry the bits of the control block RLC header. This could be an optional enhancement in the case of Option 1, but would be necessary in the case of the scheme described in section 2.2.
The proposals require the introduction of a new coding scheme. In general, the introduction of new coding schemes is often seen as not desirable. However, in the case of RL-EGPRS, new coding schemes need to be introduced anyway (new variants of the existing coding schemes need to be defined for the cases where the PAN is included in a block); for this reason, introducing an additional one should not be a problem.

3 Conclusions

In this contribution, some proposals for the transmission of RLC/MAC control messages in RL-EGPRS have been made. It is requested that these proposals are discussed and possibly chosen as a way forward. If any of these proposals is accepted, change requests to the relevant GERAN specifications will be presented at GERAN#35.
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� It can correct an erroneous block if there is only one bit error.


� Although the coding rate for CS-1 is 0.5 which is lower than both MCS-1 and the proposed coding scheme, the constraint length for the code used for CS-1 is K=5 rather than K=7; therefore the performance of all the coding schemes should be close. This will be verified through simulation. Note that a lower coding rate means a higher protection.


� The results in � REF _Ref168892062 \h ��Figure 3� have been derived including also the E and FBI bits in the simulated coding scheme.
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