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Introduction

The current version of 24.234, clause 6.1.1.2.1, mentions that If the WLAN UE receives a new identification request (EAP-Request/AKA-Identity message or EAP-Request/SIM/Start message) after sending an identity response including the pseudonym, the WLAN UE shall respond to this new identification request by including a NAI which username is derived from IMSI. 

It was agreed in CN1 to use this mechanism introduced to EAP/AKA/SIM in order to re-request the identity of the peer. Please, see clauses 4.2.2.4 and 4.2.2.5 in EAP/SIM or clauses 4.1.2.4 and 4.1.2.5 in EAP/AKA. 
Proposal

This proposal aims at adding a clarification on the usage of this mechanism and also modifies the references section to update the draft-haverinen-pppext-eap-sim and draft-arkko-pppext-eap-aka to the new draft versions being referred in the modifications proposed. Additionally, the reference to draft-adrangi-eap-network-discovery-and-selection is also updated.

Changes

**Modified Section 1**

6.1.1.2.1 
Identity management
In both EAP AKA and EAP SIM based authentications, the WLAN UE shall proceed as follows.

The WLAN UE shall always use the leading digits notation when building the username part of NAI from IMSI, as specified in TS 23.003 [1A]. draft-arkko-pppext-eap-aka [9] and draft-haverinen-pppext-eap-sim [10] each define the leading digits to identify their particular authentication mechanism.

In the first EAP-Response/Identity message the WLAN UE shall include a NAI which username is derived from IMSI. The format of such username is defined in TS 23.003 [1A].

The WLAN UE shall support the mechanism for communicating its identity to the server using EAP/AKA and EAP/SIM messages as specified in EAP AKA and EAP SIM respectively.

If the WLAN UE receives an EAP-Request/AKA-Identity message or EAP-Request/SIM/Start message including an AT_PERMANENT_ID_REQ after sending an identity response including the pseudonym, the WLAN UE shall respond to this new identification request by including a NAI in which username is derived from IMSI. This WLAN UE behaviour is defined in draft-haverinen-pppext-eap-sim [10] and in draft-arkko-pppext-eap-aka [9].
**Modified Section 2**
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