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Introduction
This contribution adds a subsection for blocking a user from joining the conference by means of CPCP to the conferencing TS. Additionally, this contribution corrects some minor errors.
Proposal
----- FIRST CHANGE: Introduction of new CPCP subsection -----
7.3.2.4
Allowing a user to join the conference 

Upon receipt of a HTTP PUT request including a CPCP XCAP document for adding a new element to the ACL of an existing conference and the Access-Type sub-element is set to the value "Allowed", the CPS shall 

-
authenticate the requestor and check whether the request was issued by a privileged user;

Editor's Note: CPCP users and requests shall be authenticated and authorized by generic Ut interface procedures. This subclause must reference the related specification. Currently this functionality is defined for data manipulation related to the IMS presence service.

- 
modify the ACL of the indicated conference in accordance with draft-koskelainen-xcon-xcap-cpcp-usage [23]; and

-
generate a response in accordance with RFC 2616 [21] and draft-ietf-simple-xcap [22].

7.3.2.5

Adding a user to the conference

Upon receipt of a HTTP PUT request including a CPCP XCAP document for modification of the DL of an existing conference, the CPS shall 

-
authenticate the requestor and check whether the request was issued by a privileged user;

Editor's Note: CPCP users and requests shall be authenticated and authorized by generic Ut interface procedures. This subclause must reference the related specification. Currently this functionality is defined for data manipulation related to the IMS presence service.

- 
modify the DL of the indicated conference in accordance with draft-koskelainen-xcon-xcap-cpcp-usage [23]; 

-
inform the focus of the change; and

-
generate a response in accordance with RFC 2616 [21] and draft-ietf-simple-xcap [22].

7.3.2.6
Inviting a user to the conference

Upon receipt of a HTTP PUT request including a CPCP XCAP document for adding a new element to the ACL of an existing conference and

-
the Access-Type sub-element is set to the value "Allowed"; and, 

-
the Refer sub-element is set to the value "true"; 

the CPS shall:

-
authenticate the requestor and check whether the request was issued by a privileged user;

Editor's Note: CPCP users and requests shall be authenticated and authorized by generic Ut interface procedures. This subclause must reference the related specification. Currently this functionality is defined for data manipulation related to the IMS presence service.

-
modify the ACL of the indicated conference in accordance with draft-koskelainen-xcon-xcap-cpcp-usage [23]; 

-
inform the focus of the ACL change; and

-
generate a response in accordance with RFC 2616 [21] and draft-ietf-simple-xcap [22].

7.3.2.7
Expelling conference participant from the conference

Upon receipt of a HTTP PUT request including a CPCP XCAP document for adding a new element to the ACL of an existing conference and the Access-Type sub-element is set to the value "Expelled", the CPS shall 

-
authenticate the requestor and check whether the request was issued by a privileged user;

Editor's Note: CPCP users and requests shall be authenticated and authorized by generic Ut interface procedures. This subclause must reference the related specification. Currently this functionality is defined for data manipulation related to the IMS presence service.

-
inform the focus of the change;
- 
modify the ACL of the indicated conference in accordance with draft-koskelainen-xcon-xcap-cpcp-usage [23]; and
-
generate a response in accordance with RFC 2616 [21] and draft-ietf-simple-xcap [22].

7.3.2.8
Blocking a user from joining the conference

Upon receipt of a HTTP PUT request including a CPCP XCAP document for adding a new element to the ACL of an existing conference and the Access-Type sub-element is set to the value "Blocked", the CPS shall 
-
authenticate the requestor and check whether the request was issued by a privileged user;

Editor's Note: CPCP users and requests shall be authenticated and authorized by generic Ut interface procedures. This subclause must reference the related specification. Currently this functionality is defined for data manipulation related to the IMS presence service.

-
modify the ACL of the indicated conference in accordance with draft-ietf-xcon-cpcp-xcap [23]; and

-
generate a response in accordance with RFC 2616 [21] and draft-ietf-simple-xcap [22].
