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Authentication of CPCP procedures shall be based on GAA/GBA as described in 24.109

Editor’s note whether Ut interface is intra or inter domain is deleted. This is clearly an architectural decission which needs to be documented in 23.002 or 23.228. Furthermore, this decission has no impact on the requirements for CPCP.
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Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the following terms and definitions apply.

For the purposes of the present document, the terms and definitions defined in 3GPP TS 21.905 [1] and 3GPP TS 22.141 [2] apply:

Conferencing AS: 
an Application Server that supports functionality specific to a SIP conference focus.

The following terms and definitions given in 3GPP TS 23.228 [2] apply (unless otherwise specified):

Public Service Identity

Three-way session

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.228 [7] subclause 4.3.3.1 and subclause 4.6 apply:

IP-Connectivity Access Network (IP-CAN)

The following terms and definitions given in draft-ietf-sipping-conferencing-framework [8] apply (unless otherwise specified):

Conference

Conference-Aware Participant

Conference notification service

Conference Policy

Conference Policy Control Protocol

Conference Policy Server (CPS)

Conference-Unaware Participant

Conference URI

Focus

Media Policy

Media policy server

Membership Policy

Mixer

Participant

Tightly Coupled Conference

The following terms and definitions given in draft-ietf-sipping-cc-conferencing-01 [9] apply (unless otherwise specified):

Conference Factory URI

For the purposes of the present document, the following terms and definitions given in draft-ietf-sip-callee-caps [19] 7 apply:

Feature parameter

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.002 [2] subclause 4.1.1.1 and subclause 4a.7 apply:

Call Session Control Function (CSCF)

Home Subscriber Server (HSS)

Media Gateway Control Function (MGCF)

Multimedia Resource Function Controller (MRFC)

Multimedia Resource Function Processor (MRFP)

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.218 [5] subclause 3.1 apply:

Filter criteria

Initial filter criteria

Initial request

Subsequent request

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.228 [7] subclause 4.3.3.1 and subclause 4.6 apply:

Interrogating-CSCF (I-CSCF)

Policy Decision Function (PDF)

Proxy-CSCF (P-CSCF)

Public user identity

Serving-CSCF (S-CSCF)

For the purposes of the present document, the following terms and definitions given in 3GPP TR 21.905 [1] apply:

User Equipment (UE)

For the purposes of the present document, the following terms and definitions given in draft-koskelainen-xcon-xcap-cpcp-usage [23] apply:
Access Control List (ACL)

Dial-Out List (DL)

Privileged User

For the purposes of the present document, the following terms and definitions given in 3GPP TS 33.141 [24] subclause 3.1 apply:

Authentication Proxy
**** next change ****

7
Protocol for conference policy control at the Ut reference point

7.1
Introduction

void

7.2
Functional entities

7.2.1
User Equipment (UE)

For the purpose of SIP based conferences, the UE may implement the role of a privileged user as described in subclause 7.3.1. 
The UE shall implement HTTP digest AKA (see RFC 3310 [27]) and it shall initiate a bootstrapping procedure with the bootstrapping server function located in the home network, as described in 3GPP TS 24.109 [25]. 
The UE shall acquire the subscriber's certificate from PKI portal by using a bootstrapping procedure, as described in 3GPP TS 24.109 [25].

The UE shall implement TLS (see RFC 2246 [26]). The UE shall be able to authenticate the authentication proxy based on the received certificate during TLS handshaking phase.

7.2.2
Media Resource Function Controller (MRFC)

As the function split between the MRFC and the conferencing AS is out of scope of this document, the procedures for the MRFC are described together with those for the conferencing AS in subclause 7.2.3.

7.2.3
Conferencing Application Server (Conferencing AS)

As the function split between the conferencing AS and the MRFC is out of scope of this specification, only the procedures are described for a combined conferencing AS and MRFC. The AS and MRFC may either be collocated, or interoperate using a proprietary protocol and a proprietary functional split.

For the purpose of SIP-based conferences, the conferencing AS/MRFC shall act as a conference policy server, as described in subclause 7.3.2. 

The conferencing AS/MRFC may implement the role of a privileged user as described in subclause 7.3.1.
If there is no authentication proxy in the network, then the conferencing AS/MRFC shall 
-
implement the role of a network application function, as described in 3GPP TS 24.109 [25];

-
support HTTP digest authentication and certificate authentication; and
-
implement TLS (see RFC 2246 [26]).
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