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3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions defined in 3GPP TS 21.905 [1] and the following apply:

Subscription authorisation policy: a policy that determines which watchers are allowed to subscribe to a presentity's presence information. The subscription authorisation policy also determines to which presence tuples of the presentity's presence information the watcher has access.

For the purposes of the present document, the following terms and definitions given in 3GPP TR 23.141 [3] apply:

Presence list server

Presence Network Agent (PNA)

Presence Server (PS)

Presence User Agent (PUA)

For the purposes of the present document, the following terms and definitions from RFC 2778 [11] apply:

Presence tuple

Presentity
For the purposes of the present document, the following terms and definitions from draft-ietf-sip-publish-02 [16] apply:

Event Publication Agent (EPA)

Event State Compositor (ESC)

For the purposes of the present document, the following terms and definitions from draft-ietf-simple-event-list-04 [15] apply:
Resource List Server (RLS)

For the purposes of the present document, the following terms and definitions given in RFC 1594 

Fully-Qualified Domain Name (FQDN)

For the purposes of the present document, the following terms and definitions given in RFC 3261 [12] apply (unless otherwise specified see clause 6).

Final response

Header

Header field

Method

Request

Response

(SIP) transaction

Status-code (see RFC 3261 [12] subclause 7.2)

Tag (see RFC 3261 [12] subclause 19.3)

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.002 [2] subclause 4.1.1.1 and subclause 4a.7 apply:

Call Session Control Function (CSCF)

Home Subscriber Server (HSS)

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.218 [5] subclause 3.1 apply:

Filter criteria

Initial filter criteria

Subsequent request

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.228 [7] subclause 4.3.3.1 and subclause 4.6 apply:

Interrogating-CSCF (I-CSCF)

Proxy-CSCF (P-CSCF)

Serving-CSCF (S-CSCF)

For the purposes of the present document, the following terms and definitions given in 3GPP TR 21.905 [1] apply:

User Equipment (UE)
For the purposes of the present document, the following terms and definitions from 3GPP TS 33.141 [7] apply:

Authentication Proxy

3.2
Abbreviations

For the purposes of the present document, the abbreviations in 3GPP TS 21.905 [1] and 3GPP TS 22.141 [2] and the following apply:

CN
Core Network

CSCF
Call Session Control Function

CPIM
Common Profile for Instant Messaging
DM
Data Manipulator

DMS
Data Manipulation Server
EPA
Event Publication Agent

ESC
Event State Compositor

HSS
Home Subscriber Server

I-CSCF
Interrogating CSCF

IM
IP Multimedia

IP
Internet Protocol

P-CSCF
Proxy CSCF

PIDF
Presence Information Data Format

PNA
Presence Network Agent

PS
Presence Server

PSI
Public Service Identity

PUA
Presence User Agent

RLMI
Resource List Meta-Information

RLS
Resource List Server

RPID
Rich Presence Information Data
S-CSCF
Serving CSCF

SIP
Session Initiation Protocol

UE
User Equipment

XML
eXtensible Markup Language

4
Presence service overview

The presence service provides the ability for the home network to manage presence information of a user's device, service or service media even whilst roaming. A user's presence information may be obtained through input from the user, information supplied by network entities or information supplied by elements external to the home network. Consumers of presence information, watchers, may be internal or external to the home network. The architecture for the 3GPP presence service is specified in 3GPP TS 23.141 [3].

5
SIP related procedures

5.1
Introduction

5.2
Functional entities

5.2.1
User Equipment (UE)

The UE implements the PUA role as described in subclause 5.3.1 and the watcher role as described in subclause 5.3.2.

5.2.2
Application Server (AS)

An application server may implement either of the roles of a PUA (see subclause 5.3.1), Watcher (see subclause 5.3.2), PS (see subclause 5.3.3) or RLS (see subclause 5.3.4).

5.3
Roles

5.3.1
Presence User Agent (PUA)

5.3.1.1
General

A PUA is an entity that provides presence information to a PS.

In addition to the procedures specified in subclause 5.3.1, the PUA shall support the procedures specified in 3GPP TS 24.229 [5] appropriate to the functional entity in which the PUA is implemented.

5.3.1.2
Publication of presence information

When the PUA intends to publish its own view of the presentity’s presence information it shall generate a PUBLISH request by acting as an Event Publication Agent (EPA) in accordance with draft-ietf-sip-publish-02 [16].

The PUA shall implement the "application/pidf+xml" content type as described in draft-ietf-impp-cpim-pidf-08 [14] together with the PIDF extensions defined in draft-ietf-simple-rpid-00 [19] and draft-ietf-simple-cipid-00 [25].

The categorisation of presence attributes to generic information attributes and communication address specific attributes shall be done using the <contacttype> element defined in draft-ietf-simple-rpid-00 [19]. The value of the <contacttype> element categorises the content of the tuple in such a way that the value "presentity" denotes general information about the presentity and the value "service" denotes the communication mean specific information. The presence document may consist of one tuple describing the presentity related information and one or more tuples describing information about different communication means.

NOTE:
draft-ietf-simple-rpid-00 [19] defines also other values of the <contacttype> element. Those values may be used to create additional categories.

Entities implementing the 3GPP presence service shall support the CPIM Presence Information Data Format (PIDF) defined in draft-ietf-impp-cpim-pidf-08 [14]. The XML Schema Definition of the "application/pidf+xml" format defined in draft-ietf-impp-cpim-pidf-08 [14] and its extensions draft-ietf-simple-rpid-00 [19] and draft-ietf-geopriv-pidf-lo-01 [30] cover the definition of the 3GPP subscriber's presence attributes, if the following mapping is performed:

-
the communication address (containing communication means, status and contact address) attribute and the priority attribute are represented by a <tuple> element including one or more <contact> elements containing a priority attribute defined in draft-ietf-impp-cpim-pidf-08 [14]; 

-
the text attribute is represented by the <note> element as defined in draft-ietf-impp-cpim-pidf-08 [11]; 

-
the location attribute is represented by the elements defined in draft-ietf-geopriv-pidf-lo-01 [30] and the <placetype> element defined in draft-ietf-simple-rpid-00 [19]; and

subscriber’s status attribute is represented by a <tuple> element describing the presentity related information, i.e., a <status> element including at least a <basic> element, (both defined in draft-ietf-impp-cpim-pidf-08 [14]) and a <contacttype> element defined in draft-ietf-simple-rpid-00 [19] with the value "presentity". In order to express more granularity in values, <activity> and <privacy> elements both defined in draft-ietf-simple-rpid-00 [19][19] may appear inside the <status> elements.

The PUA shall implement draft-ietf-simple-prescaps-ext-00 [18] in order to be able to include SIP Caller preferences and Callee capabilities extensions in the presence document.

The PUA shall implement the "multipart/related" content type as described in RFC 2387 [9] in order to be able to aggregate other MIME objects with the "application/pidf+xml" content type. 
When a presence attribute has a value of a MIME object, the PUA shall: 
-
either publish the presence document utilising the "multipart/related" content-type in the PUBLISH request,
Editor’s Note: the content type for partial publishing (if differs from the content types mentioned above) will be defined later.
-
or store the MIME object behind an HTTP URI on the PS and include the HTTP URI as a value of the corresponding XML element in the published "application/pidf+xml" presence document referencing the stored object. When storing a MIME object on the PS, the PUA shall:

- 
construct as many HTTP URIs as many objects to be stored; and

-
formulate every HTTP URI according to a predefined directory structure; and

Editor’s Note: The data manipulation server shall provision a predefined directory structure to the data manipulator.

-
store the objects on the PS behind the HTTP URI(s) created in the previous step using standard HTTP procedures as defined in RFC 2616 [10].
The PUA shall update the presence information, either 600 seconds before the publication expiration time if the publication period indicated from the PS in the response to the PUBLISH request was for greater than 1200 seconds, or when half of the time has expired if the publication period was for 1200 seconds or less, unless the UE has determined that an update to the presence information is not required.

When the PUA intends to show different value of the same presence attribute to different watchers, the PUA shall publish a tuple for every value it intends to show, all including a different value of the same presence attribute. The PUA shall label different information with different value of the <class> element in every published tuple as defined in draft-ietf-simple-rpid-00 [19]. The PUA shall also authorize different tuples to different watchers or watcher groups by manipulating the subscription authorisation policy as defined in subclause 6.3.1.2. 

5.3.2
Watcher

5.3.2.1
General

A watcher is an entity that is subscribed or requests presence information about a presentity, or watcher information about a watcher, from the PS.

In addition to the procedures specified in subclause 5.3.2, the watcher shall support the procedures specified in 3GPP TS 24.229 [5] appropriate to the functional entity in which the watcher is implemented.

5.3.2.2
Subscription for presence information state changes and notification acceptance
When the watcher application intends to subscribe for presence information state changes of a presentity, it shall generate a SUBSCRIBE request in accordance with RFC 3265 [13] and draft-ietf-simple-presence-10 [20].
The watcher application shall implement the "application/pidf+xml" content type as described in draft-ietf-impp-cpim-pidf-08 [14] together with the PIDF extensions defined in draft-ietf-simpl-rpid-00 [19] and draft-ietf-simple-cipid-00 [25].
The watcher application shall implement draft-ietf-simple-prescaps-ext-00 [18] in order to be able to understand SIP Caller preferences and Callee capabilities extensions included in the presence document.


The watcher application may include filters in the body of the SUBSCRIBE request in accordance with draft-ietf-simple-filter-format-00 [23] and draft-ietf-simple-filter-funct-00 [24].

The watcher application may indicate its support for partial notification using the Accept header field in accordance with draft-ietf-simple-partial-notify-01 [17] and draft-ietf-simple-partial-pidf-format-00 [31].
The watcher application shall interpret the received presence information according to the following:
· A tuple including a <contacttype> element as defined in draft-ietf-simple-rpid-00 [19] with the value "presentity" means general information about the presentity;
· A tuple including a <contacttype> element as defined in draft-ietf-simple-rpid-00 [19] with the value "service" means communication mean specific information. The communication mean described by the tuple is deduced from the URI scheme of the contact address information present in the <contact> element as defined in draft-ietf-impp-cpim-pidf-08 [14]. If the URI scheme of the contact address information does not provide unambiguous information about the communication mean, the watcher application shall further examine other elements of the tuple to decide the communication mean, e.g., the <type> element as defined in draft-ietf-simple-prescaps-ext-00 [18], the <relationship> element as defined in draft-ietf-simple-rpid-00 [19] or other possible application specific extensions.
5.3.2.3
Subscription for presence information state changes of presentity collections

When the watcher application intends to subscribe for presence information state changes of a presentity collection, it shall generate a SUBSCRIBE request in accordance with draft-ietf-simple-event-list-04 [15], additionally to the procedures described in subclause 5.3.2.2.

5.3.2.4
Subscription for the watcher information event template package

Upon activation of the presence service, the PUA application shall subscribe for the watcher information state changes in accordance with draft-ietf-simple-winfo-package-05 [21] and draft-ietf-simple-winfo-format-04 [22].
The PUA application may include filters in the body of the SUBSCRIBE request in accordance with draft-ietf-simple-filter-format-00 [23] and draft-ietf-simple-filter-funct-00 [24].


5.3.3
Presence Server (PS)

5.3.3.1
General

A PS is an entity that accepts, stores, and distributes presence information.

In addition to the procedures specified in subclause 5.3.3, the PS shall support the procedures specified in 3GPP TS 24.229 [5] appropriate to the functional entity in which the PS is implemented.

5.3.3.2
Subscription acceptance to presence information and notification of state changes

When the PS receives a SUBSCRIBE request for the presence information event package, the PS shall first attempt to verify the identity of the source of the SUBSCRIBE request as described in subclause 8.1, then perform authorization according to subclause 8.2. In case of successful subscription, the PS shall generate a response to the SUBSCRIBE request and notifications in accordance with RFC 3265 [13] and draft-ietf-simple-presence-10 [20].

If the watcher application has indicated the need for partial notification using the Accept header field, then the PS shall generate partial notifications in accordance with draft-ietf-simple-partial-notify-01 [17] and draft-ietf-simple-partial-pidf-format-00 [31].
If the body of the SUBSCRIBE request from the watcher contains filters, the AS shall apply the requested filtering function on notifications in accordance with draft-ietf-simple-filter-format-00 [23] and draft-ietf-simple-filter-funct-00 [24].


If the watcher application has indicated support for the "multipart/related" content type using the Accept header field, then the PS may generate notifications including "application/pidf+xml" content type aggregated with other objects in accordance with RFC 2387 [9]. In this case, the PS shall modify the value of the presence attribute in the PIDF document to refer to the object included in the multipart.
5.3.3.3
Publication acceptance of presence information

When the PS receives a PUBLISH request, the PS shall first verify the identity of the source of the PUBLISH request as described in subclause 8.1, then perform authorization according to subclause 8.2. In case of successful publishing, the PS shall act as an Event State Compositor (ESC) and generate a response in accordance with draft-ietf-sip-publish-00 [16].

5.3.3.4
Subscription acceptance to watcher information and notification of state changes

When the PS receives a SUBCRIBE request for the watcher information event template package, the PS shall first verify the identity of the source of the SUBSCRIBE request as described in subclause 8.1, then perform authorization according to subclause 5.3.4.2. In case of successful subscription, the PS shall generate a response to the SUBSCRIBE request and notifications in accordance with RFC 3265 [13], draft-ietf-simple-winfo-package-05 [21] and draft-ietf-simple-winfo-format-04 [22].

If the body of the SUBSCRIBE request from the PUA contains filters, the PS shall apply the requested filtering function on notifications in accordance with draft-ietf-simple-filter-format-00 [23] and draft-ietf-simple-filter-funct-00 [24].


5.3.4
Resource List Server (RLS)

5.3.4.1
General

The Resource List Server (RLS) is an implementation of the presence list server. TheRLS is an entity that accepts subscriptions to resource lists and sends notifications to update subscribers of the state of the resources in a resource list.

In addition to the procedures specified in subclause 5.3.4, the RLS shall support the procedures specified in 3GPP TS 24.229 [5] appropriate for an AS in which the RLS is implemented.

5.3.4.2
Subscription acceptance to resource lists and notification of state changes

When the RLS receives a SUBSCRIBE request for the presence information event package of a presentity collection, the RLS shall first verify the identity of the source of the SUBSCRIBE request as described in subclause 8.1, then perform authorization according to subclause 8.2. In case of successful subscription, the AS shall generate a response to the SUBSCRIBE request and notifications in accordance with draft-ietf-simple-event-list-04 [15] by adding a Require header field with value 'eventlist' to the request.
If the body of the SUBSCRIBE request from the watcher contains filters, the RLS shall apply the requested filtering function on notifications in accordance with draft-ietf-simple-filter-format-00 [23] and draft-ietf-simple-filter-funct-00 [24].


5.3.4.3
Subscription to presence information 

When the RLS installs a SUBSCRIBE request for the presence information event package of a presentity collection, it shall resolve the list URI to individual URIs and generate subscriptions for each of the individual URIs as per the procedures in RFC 3265 [13], draft-ietf-simple-presence-10 [20] and draft-ietf-simple-event-list-03 [15] if the state information for the resource represented by the individual URI is otherwise not available.

6
Protocol for data manipulation at the Ut reference point

6.1
Introduction

Editor's note: No material currently in 24.841 for this clause

6.2
Functional entities

6.2.1
User Equipment (UE)

The UE implements the data manipulator role as described in subclause 6.3.1.

6.2.2
Application Server (AS)

If an AS implements the role of a PS (see subclause  5.3.3), then the AS shall also implement the role of a data manipulation server (see subclause 6.3.2).

6.2.3
Authentication proxy

Editor's note: No material currently in 24.841 for this clause.

6.3
Roles

6.3.1
Data manipulator

6.3.1.1
Introduction

The data manipulator (DM) is a logical function that provides the means to manipulate the general data such us user groups, subscription authorization policy, resource lists, hard state presence publication, MIME objects referenced from the hard state presence information, etc.

6.3.1.2
Manipulating a presencelist

When the data manipulator intends to manipulate a presencelist, it shall generate an HTTP PUT, GET or DELETE request in accordance with RFC 2616 [10], draft-ietf-simple-xcap-01 [26] and draft-ietf-simple-xcap-list-usage-01 [29].

6.3.1.3
Manipulating the subscription authorisation policy

When the data manipulator intends to manipulate the subscription authorization policy, it shall generate an HTTP PUT, GET or DELETE request in accordance with RFC 2616 [10], draft-ietf-simple-xcap-01 [26] and draft-ietf-simple-xcap-auth-usage-01 [28].

When the data manipulator intends to authorize a different value of the same presence attribute to different watchers or watcher groups, the data manipulator shall authorize a single tuple including one of the different values of the same presence attribute to every watcher or watcher groups by using the show-tuple content permission as specified in draft-ietf-simple-xcap-auth-usage-01 [28].

6.3.1.4
Publishing hard state presence information

The data manipulator shall implement draft-ietf-simple-xcap-pidf-manipulation-usage-00 [27] in order to be able to manipulate hard state presence information. Hard state presence information uses the same format as soft state information, namely "application/pidf+xml" content type as described in draft-ietf-impp-cpim-pidf-08 [14] together with any of its extensions.


When the hard state presence information contains one ore more MIME objects to be aggregated with the "application/pidf+xml" content type and any of its extensions, the data manipulator shall:

a)
construct as many HTTP URIs as many objects to be stored; and

-
formulate every HTTP URI according to a  predefined directorystructure

; and
Editor’s Note: The data manipulation server shall provision a predefined directory structure to the data manipulator.
b)
store the objects on the data manipulation server behind the HTTP URI(s) created in the previous step using standard HTTP procedures as defined in RFC 2616 [10]; and 

c)
include every HTTP URI as a value of the corresponding XML element in the published "application/pidf+xml" presence document referencing the stored object(s) in the previous step; and

d)
publish the hard state presence information according to draft-ietf-simple-xcap-pidf-manipulation-usage-00 [27].

6.3.2
Data manipulation server

6.3.2.1
Introduction

The data manipulation server (DMS)  is a logical function which can store data such us user groups, subscription authorization policy, resource lists, hard state presence information, MIME objects referenced from the hard state presence information, etc.

6.3.2.2
Presencelist manipulation acceptance

When the data manipulation server receives an HTTP PUT, GET or DELETE request for manipulating a presencelist resource, the data manipulation server shall first authenticate the request and then perform authorization. In case of successful manipulation attempt, the data manipulation server shall generate a response in accordance with RFC 2616 [10], draft-ietf-simple-xcap-01 [26] and draft-ietf-simple-xcap-list-usage-01 [29].

6.3.2.3
Subscription authorization policy manipulation acceptance

When the data manipulation server receives an HTTP PUT, GET or DELETE request for manipulating the subscription authorization policy, the data manipulation server shall first authenticate the request and then perform authorization. In case of successful manipulation attempt, the data manipulation server shall generate a response in accordance with RFC 2616 [10], draft-ietf-simple-xcap-01 [26] and draft-ietf-simple-xcap-auth-usage-01 [28].

6.3.2.4
Publication acceptance of hard state presence information
When the data manipulator initiates an HTTP request for publishing, fetching or deleting an object, or an HTTP request for publishing hard state presence information, the data manipulation server shall: 

-
first authenticate the request and then perform authorization; and

Editor’s Note: Authentication and authorization shall be common with other data manipulation features.

-
if the HTTP URI points to a predefined directory reserved for storing MIME objects and the request is an HTTP PUT request, replace any existing content referenced by the Request-URI with the content of the request. If the Request-URI points to an uncreated directory, create the directory, store the content there and associate the content with the Request-URI. For all requests, i.e HTTP PUT, GET and DELETE requests, generate an appropriate response in accordance with RFC 2616 [10]; and

-
if the HTTP URI points to an XCAP directory and the AUID part of the HTTP URI is set to 'presence-publish', process the request and generate an appropriate response in accordance with draft-ietf-simple-xcap-pidf-manipulation-usage-00 [27] and RFC 2616 [10].
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