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1
Introduction

This contribution analyses the requirements of the Request-Disposition header with a view to completing the Annex A tables within 3GPP TS 24.229. 

The conclusions of this contribution are implemented in an associated CR.

2
Requirements from IETF specifications

There is only one SIP specification that identifies the Request-Disposition header. No working group internet drafts add further specification to the Request-Disposition header.

2.1
Caller Preferences for the Session Initiation Protocol (SIP) (draft-ietf-sip-callerprefs-10)

Abstract specifies:

This document describes a set of extensions to the Session Initiation Protocol (SIP) which allow a caller to express preferences about request handling in servers. These preferences include the ability to select which Uniform Resource Identifiers (URI) a request gets routed to, and to specify certain request handling directives in proxies and redirect servers. It does so by defining three new request header fields, Accept-Contact, Reject-Contact, and Request-Disposition, which specify the caller's preferences.

Clause 1 (Introduction), 4th paragraph specifies:

This extension allows the caller to have these preferences met. It does so by specifying mechanisms by which a caller can provide preferences on processing of a request. There are two types of preferences. One of them, called request handling preferences, are encapsulated in the Request-Disposition header field. They provide specific request handling directives for a server. The other, called feature preferences, are present in the Accept-Contact and Reject-Contact header fields. They allow the caller to provide a feature set [2] that expresses its preferences on the characteristics of the UA that is to be reached. These are matched with a feature sets provided by a UA to its registrar [3].  The extension is very general purpose, and not tied to a particular service. Rather, it is a tool that can be used in the development of many services.

Clause 3 (Definitions) specifies:

Request Handling Preferences: Caller preferences that describe desired request treatment at a server. These preferences are carried in the Request-Disposition header field.

Clause 4 (Overview of Operation), 1st paragraph specifies:

When a caller sends a request, it can optionally include new header fields which request certain handling at a server. These preferences fall into two categories. The first category, called request handling preferences, are carried in the Request-Disposition header field. They describe specific behavior that is desired at a server. Request handling preferences include whether the caller wishes the server to proxy or redirect, and whether sequential or parallel search is desired. These preferences can be applied at every proxy or redirect server on the call signaling path.

Clause 5 (UAC behaviour), 1st and 2nd paragraphs specify:

A caller wishing to express preferences for a request includes Accept-Contact, Reject-Contact or Request-Disposition header fields in the request, depending on their particular preferences. No additional behavior is required after the request is sent.

The Accept-Contact, Reject-Contact and Request-Disposition header fields in an ACK for a non-2xx final response, or in a CANCEL request, MUST be equal to the values in the original request being acknowledged or cancelled. This is to ensure proper operation through stateless proxies.

Subclause 5.1 specifies:

5.1 Request Handling Preferences

The Request-Disposition header field specifies caller preferences for how a server should process a request. Its value is a list of tokens, each of which specifies a particular processing directive.

The syntax of the header field can be found in Section 10, and the semantics of the directives are described in Section 9.1.

Clause 7 specifies:

7. Proxy Behavior

Proxy behavior consists of two orthogonal sets of rules - one for processing the Request-Disposition header field, and one for processing the URI and feature set preferences in the Accept-Contact and Reject-Contact header fields.

In addition to processing these headers, a proxy MAY add one if not present, or add a value to an existing header field, as if it were a UAC. This is useful for a proxy to request processing in downstream proxies in the implementation of a feature. However a proxy MUST NOT modify or remove an existing header field value. This is particularly important when S/MIME is used. The message signature could include the caller preferences header fields, allowing the UAS to verify that, even though proxies may have added header fields, the original caller preferences were still present.

7.1 Request-Disposition Processing

If the request contains a Request-Disposition header field, the server SHOULD execute the directives as described in Section 9.1, unless it has local policy configured to direct it otherwise.

Clause 9 specifies:

9. Header Field Definitions

This specification defines three new header fields - Accept-Contact, Reject-Contact, and Request-Disposition.

Figure 17 and Figure 18 are an extension of  Tables 2 and 3 in RFC 3261 [1] for the Accept-Contact, Reject-Contact and Request-Disposition header fields. The column "INF" is for the INFO method [6], "PRA" is for the PRACK method [7], "UPD" is for the UPDATE method [8], "SUB" is for the SUBSCRIBE method [5], "NOT" is for the NOTIFY method [5], "MSG" is for the MESSAGE method [9], and "REF" is for the REFER method [10].

   Header field          where  proxy  ACK BYE CAN INV OPT REG

   Accept-Contact          R      ar    o   o   o   o   o   -

   Reject-Contact          R      ar    o   o   o   o   o   -

   Request-Disposition     R      ar    o   o   o   o   o   o

Figure 17: Accept-Contact, Reject-Contact and Request-Disposition header fields

   Header field          where  proxy  PRA UPD SUB NOT INF MSG REF

   Accept-Contact          R      ar    o   o   o   o   o   o   o

   Reject-Contact          R      ar    o   o   o   o   o   o   o

   Request-Disposition     R      ar    o   o   o   o   o   o   o

Figure 18: Accept-Contact, Reject-Contact and Request-Disposition header fields

9.1 Request Disposition

The Request-Disposition header field specifies caller preferences for how a server should process a request. Its value is a list of tokens, each of which specifies a particular directive. Its syntax is specified in Section 10. Note that a compact form, using the letter d, has been defined. The directives are grouped into types. There can only be one directive of each type per request (i.e., you can't have both "proxy" and "redirect" in the same Request-Disposition header field).

When the caller specifies a directive, the server SHOULD honor that directive.

The following types of directives are defined:

proxy-directive: This type of directive indicates whether the caller would like each server to proxy ("proxy") or redirect ("redirect").

cancel-directive: This type of directive indicates whether the caller would like each proxy server to send a CANCEL request downstream ("cancel") in response to a 200 OK from the downstream server (which is the normal mode of operation, making it somewhat redundant), or whether this function should be left to the caller ("no-cancel"). If a proxy receives a request with this parameter set to "no-cancel", it SHOULD NOT CANCEL any outstanding branches on receipt of a 2xx. However, it would still send CANCEL on any outstanding branches on receipt of a 6xx.

fork-directive: This type of directive indicates whether a proxy should fork a request ("fork"), or proxy to only a single address ("no-fork"). If the server is requested not to fork, the server SHOULD proxy the request to the "best" address (generally the one with the highest q-value). The directive is ignored if "redirect" has been requested.

recurse-directive: This type of directive indicates whether a proxy server receiving a 3xx response should send requests to the addresses listed in the response ("recurse"), or forward the list of addresses upstream towards the caller ("no-recurse").  The directive is ignored if "redirect" has been requested.

parallel-directive: For a forking proxy server, this type of directive indicates whether the caller would like the proxy server to proxy the request to all known addresses at once ("parallel"), or go through them sequentially, contacting the next address only after it has received a non-2xx or non-6xx final response for the previous one ("sequential"). The directive is ignored if "redirect" has been requested.

queue-directive: If the called party is temporarily unreachable, e.g., because it is in another call, the caller can indicate that it wants to have its call queued ("queue") or rejected immediately ("no-queue").  If the call is queued, the server returns "182 Queued".  A queued call can be terminated as described in [1].

Example:

Request-Disposition: proxy, recurse, parallel

The set of request disposition directives is purposefully not extensible. This is to avoid a proliferation of new extensions to SIP that are "tunneled" through this header field.

Clause 10 (Augmented BNF specifies):

The BNF for the Request-Disposition header field is:

Request-Disposition
=   ( "Request-Disposition" / "d" ) HCOLON directive *(COMMA directive)

directive


=   proxy-directive / cancel-directive / fork-directive / recurse-directive / 

parallel-directive / queue-directive)

proxy-directive

=  "proxy" / "redirect"

cancel-directive

=  "cancel" / "no-cancel"

fork-directive

=  "fork" / "no-fork"

recurse-directive

=  "recurse" / "no-recurse"

parallel-directive

=  "parallel" / "sequential"

queue-directive

=  "queue" / "no-queue"

Clause 12 (IANA considerations) specifies:

The following is the registration for the Request-Disposition header field:

RFC Number: RFC XXXX [Note to IANA: Fill in with the RFC number of this specification.]

Header Field Name: Request-Disposition

Compact Form: d

3
Requirements summary

3.1
IETF requirements

Where the "Caller Preferences for the Session Initiation Protocol (SIP)" extension is supported, the Request-Disposition header is allowed in all requests. It is optional for clients to include the header in requests, and mandatory for a supporting proxy to understand such received headers in requests. There are no requirements for support in UAS.

Due to the following text in callerprefs

Both request handling and feature preferences can appear in any request, not just INVITE. However, they are only useful in requests where proxies need to determine a request target. If the domain in the request URI is not owned by any proxies along the request path, those proxies will never access a location service, and therefore, never have the opportunity to apply the caller preferences. This makes sense; typically, the request URI will identify a UAS for mid-dialog requests. In those cases, the routing decisions were already made on the initial request, and it makes no sense to redo them for subsequent requests in the dialog.

It is apparent that receiving proxies will only do sensible things with a request if it is routeing that request, thus any method that only applies to subsequent requests in a dialog becomes irrelevant.

Implementations may support each directive independently. Therefore support of the extension is dependent on support of at least one of the directives.

Each directive would need to be specified as separate major capabilities.

3.2
3GPP requirements

3GPP TS 23.228, subclause 4.2.7 contains the following text in respect of forking:

"The UE shall be able to include preferences, in INVITE's, indicating that proxies should not fork the INVITE request."

This would appear to indicate that proxies that support forking (currently optional in 24.229 at S-CSCF and AS) must support caller preferences - at least in respect of the request disposition header with a value "no-fork" (and presumably "fork" as well) as specified for the forking-directive.

If either the AS as a proxy or the S-CSCF support forking, they should also support the parallel-directive.

Additional it is mandatory that the UE supports both these directives. Support of all other directives in the UE would be optional.

Support of the directives at other entities is optional, as there are really no clear requirements that preclude those capabilities at other entities.

Note that the above 23.228 reference is both a release 5 and a release 6 requirement, so it also raised the question of which version of 24.229 we should include it in. It is believed that the this would be an enhancement to release 5, and therefore it should not be included in release 5.

4
Conclusion

This document is submitted to 3GPP WG CN1 for information in support of the associated CR contained in N1-040284.

