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Introduction

At CN1#32bis two contributions were agreed aligning the PIDF flows with IETF internet-drafts. In other CRs to the meeting, these revisions need also to be performed, and this contribution does that alignment.

The justification for these changes are identical to those identified in N1-040046 and N1-040047.

Proposal

Proposed change
6.3.1.4
Publishing hard state presence information

The data manipulator shall implement draft-isomaki-simple-xcap-publish-usage-00 [27] in order to be able to manipulate hard state presence information. Hard state presence information uses the same format as soft state information, namely "application/pidf+xml" content type as described in draft-ietf-impp-cpim-pidf-08 [14] together with any of its extensions.

Editor’s Note: The reference above is one solution to the requirements that are expressed in draft-kiss-simple-presence-wireless-reqs-03. When the SIMPLE WG agrees the way forward the above reference will require amendment to reflect the agreed solution document.
When the hard state presence information contains one ore more MIME objects to be aggregated with the "application/pidf+xml" content type and any of its extensions, the data manipulator shall:

a)
construct as many HTTP URIs as many objects to be stored; and

-
formulate every HTTP URI according to the XCAP services root URI tree structure as described in draft-ietf-simple-xcap-01 [26] with the exception of not including a node selector; and

NOTE:
There is no need for this HTTP URI to contain a query.

-
set the AUID part of the HTTP URI to ‘org.3gpp.presence.filestorage’; and

b)
store the objects on the data manipulation server behind the HTTP URI(s) created in the previous step using standard HTTP procedures as defined in RFC 2616 [10] and draft-ietf-simple-xcap-01 [26]; and 

c)
include every HTTP URI as a value of the corresponding XML element in the published "application/pidf+xml" presence document referencing the stored object(s) in the previous step; and

d)
publish the hard state presence information according to draft-isomaki-simple-xcap-publish-usage-00 [27].

Next proposed change
A.3.5
Network based watcher subscribing on behalf of IMS watcher to IMS presentities


[image: image1.wmf]S-CSCF#1

S-CSCF#2

12. 200 (OK)

I-CSCF

HSS

10. 200 (OK)

Home Network#2

15. NOTIFY

13. 200 (OK)

11. 200 (OK)

16.  200 (OK)

Home Network#1

5. Cx: User location

query

Network

watcher

AS(PS)

2. SUBSCRIBE

4. SUBSCRIBE

6. SUBSCRIBE

8. SUBSCRIBE

17.  200 (OK)

14. NOTIFY

1. Sh: User location

query

HSS

3. Evaluation of

initial filte criteria

9. Watcher

authorisation

7. Evaluation of

initial filter criteria


Figure A.3.5-1: Network based watcher subscribing on behalf of IMS watcher for presence information of IMS presentities

Figure A.3.5-1 shows a network based watcher subscribing on behalf of an IMS watcher to presence event notification about an IMS based presentity. The presentity is in a different IM CN subsystem than the network based watcher and the flow assumes that the IMS watcher on whose behalf the network based watcher subscribes is registered to the IMS network. The details of the flows are as follows:

Material not shown

2.
SUBSCRIBE request (Network based watcher to S-CSCF) – see example in table A.3.5-2

The SUBSCRIBE request is constructed and forwarded to S-CSCF. The S-CSCF is inserted into the Route header of the SUBSCRIBE request.. 

Table A.3.5-2: SUBSCRIBE request (network watcher to S-CSCF)

SUBSCRIBE sip:user2_public1@home2.net SIP/2.0 

Via: SIP/2.0/UDP watcher.home1.net;branch=z9hG4bK240f34.1

P-Access-Network-Info: 

Max-Forwards: 69

P-Asserted-Identity: <sip:user1_public1@home1.net>

Privacy: none

Route: <sip:scscf1.home1.net;lr>

From: <sip:user1_public1@home1.net>;tag=31415

To: <sip:user2_public1@home2.net>

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 61 SUBSCRIBE

Event:PRESENCE

Expires: 7200

Accept: application/pidf+xml;q=0.3, application/pidf-partial+xml;q=1

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>

Content-Length: 0

Request-URI:
Public user identity of the user to whose events the subscriber subscribes to.
P-Asserted-Identity:
The network based watcher inserts the public user identity of the watcher on whose behalf the subscription is made into the P-Asserted-Identity header field..

Route:
The Route header is populated with the address of the S-CSCf obtained from the response to the user location query performed by the network based watcher on the Sh interface.

Event:
This field is populated with the value 'presence' to specify the use of the presence package.

Contact:
The contact information of the network based watcher.

Material not shown

14.
NOTIFY request (PS to S-CSCF) - see example in table A.3.5-14

As soon as the PS sends a 200 (OK) response to accept the subscription, it sends a NOTIFY request with the current state of the presentity's tuples that the watcher has subscribed and been authorised to. The NOTIFY request is sent to S-CSCF#1. Based on the Accept header field of the SUBSCRIBE request, the PS decides to use the 'application/pidf-partial+xml' content type in the NOTIFY request.
Table A.3.5-14: NOTIFY request (PS to S-CSCF)

NOTIFY sip: network.home1.net;branch=z9hG4bK240f34.1 SIP/2.0

Via: SIP/2.0/UDP ps.home2.net;branch=z9hG4bK348923.1

Max-Forwards: 70

Route: <sip:scscf1.home1.net;lr>

From: <sip:user2_public1@home2.net>;tag=151170 

To: <sip:user1_public1@home1.net>;tag=31415

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 42 NOTIFY

Subscription-State: active; expires=7200

Event: presence

Contact: <sip:ps.home2.net>

Content-Type: application/pidf-partial+xml

Content-Length: (...)

   <?xml version="1.0" encoding="UTF-8"?>

   <presence xmlns="urn:ietf:params:xml:ns: pidf-partial"

             xmlns:es="urn:ietf:params:xml:ns:pidf:rpid-status"

             xmlns:et="urn:ietf:params:xml:ns:pidf:rpid-tuple"

             xmlns:pcp="urn:ietf:params:xml:ns:simple-prescaps-ext"
        entity="pres:user2_public1@home2.net" version="1" state="full">


     <tuple id="a8098a.672364762364">

       <et:class>sip</et:class>

       <et:type>service</et:type>

       <status>

         <basic>open</basic>

         <es:activity>meeting</es:meeting>

         <es:placetype until="2003-08-27T17:30:00Z">office</es:placetype>

         <es:privacy>quiet</es:privacy>

         <es:idle>2003-08-27T10:43:00Z</es:idle>

       </status>

       <contact priority="0.8">sip:user2_public1@home2.net</contact>

       <pcp:prescaps>

         <pcp:feature name="Media">

            <pcp:value>voice</pcp:value>

         </pcp:feature>

         <pcp:feature name="Mobility">

            <pcp:value>mobile</pcp:value>

         </pcp:feature>

       </pcp:prescaps>

       <note xml:lang="en">Don't Disturb Please!</note>

       <note xml:lang="fr">Ne derangez pas, s'il vous plait</note>

       <timestamp>2003-08-27T11:49:29Z</timestamp>

     </tuple>

     <tuple id="jklhgf9788934774.78">

       <et:class>assistant</et:class>

       <et:type>presentity</et:type>

       <status>

         <basic>open</basic>

         <es:relationship>assistant</es:relationship>

       </status>

       <contact priority="1.0">tel:+1-212-555-2222</contact>

       <note xml:lang="en">She's my secretary</note>

       <timestamp>2003-08-27T11:49:29Z</timestamp>

     </tuple>

     <note xml:lang="en">I'm in a boring meeting</note>

     <note xml:lang="en">I'll be in Tokyo next week</note>

   </presence>

From:
The tag of this field matches that of the To field in the received 200 (OK) response for the SUBSCRIBE request.

Content-Type:
Set to the preferred value of the Accept header received in the SUBSCRIBE request.


The message body in the NOTIFY request that carries the presence information of the presentity is formed as indicated in draft-ietf-impp-cpim-pidf-08 [14], draft-ietf-simple-rpid-00 [19], draft-lonnfors-simple-prescaps-ext-01 [18] and draft-lonnfors-simple-partial-notify-02 [17].

Remainder of subclause not shown

Next proposed change
A.7.2
Storing external content (successful operation)

Editor’s Note: The elements shown in the flow shall be aligned with the XCAP specific flows when they are available. The possible proxies (e.g., handling authentication matters) between the data manipulator client and HTTP server are bypassed. Also the authentication related headers are missing.
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Editor's note: Figure needs converting to Visio.

Figure A.7.2-1: Data manipulator storing external content to HTTP (XCAP) server

Figure A.7.2-1 shows a data manipulator storing external content to HTTP (XCAP) server. The details of the flows are as follows:

Material not shown

3.
(XCAP) PUT request (data manipulator (client) to XCAP server) – see example in table A.7.2-3

The data manipulator generates a HTTP PUT request in order to store XML encoded presence document which among other information includes a URI reference to the external content stored in the server. The AUID part of the request URI is 'presence-publish' as defined in draft-isomaki-simple-xcap-publish-usage-00 [27].

Table A.7.2-3: (XCAP) PUT request (data manipulator to XCAP server)

PUT http://xcap.example.com/services/presence-publish/users/bill/pidf HTTP/1.1

User-Agent: IMS subscriber

Referer: http://xcap.home1.net:1234/service

Date: Thu, 08 Jan 2004 10:13:17 GMT

Contect-Type: application/pidf+xml

Contect-Length: xxx

   <?xml version="1.0" encoding="UTF-8"?>

   <presence xmlns="urn:ietf:params:xml:ns:cpim-pidf"

          xmlns:et="urn:ietf:params:xml:ns:pidf:rpid-tuple"

          xmlns:ext=”urn:ietf:params:xml:ns:ext-cont”

          entity="sip:bill@example.com">

     <tuple id="123sd">

       <status>

         <basic>open</basic>

       </status>

       <et:type>service</et:type>

         <contact>sip:bill@example.com</contact>

     </tuple>

     <tuple id="432sd">

       <status>

         <basic>open</basic>

       </status>

       <et:type>presentity</et:type>

       <ext:photo>

         http://xcap.example.com/services/org.3gpp.presence.filestorage/users/bill/pictureX.jpg 

       </ext:photo>

       <note xml:lang="en">At home</note>

     </tuple>

   </presence>

Material not shown

9
(XCAP) PUT request (data manipulator (client) to XCAP server) – see example in table A.7.2-9

The data manipulator wishes to remove the external content from his presence information. The client generates a HTTP PUT request to modify the XML encoded presence document to remove the reference to the external content from the presence document. The request URI contains the reference to the replaced tuple according to draft-ietf-simple-xcap-01 [26]. Note that because the message flow does not contain the (XCAP) GET request the use of If-Match header is omitted in this example.

Table A.7.2-9: (XCAP) PUT request (data manipulator to XCAP server)

PUT http://xcap.example.com/services/presence-publish/users/bill/pidf?presence/tuple[@id=”423sd”] HTTP/1.1

Date: Thu, 08 Jan 2004 10:13:17 GMT

Contect-Type: text/plain

Contect-Length: xxx

   <tuple id="432sd">

     <status>

       <basic>open</basic>

     </status>

     <et:type>presentity</et:type>

     <note xml:lang="en">At home</note>

   </tuple>

Remainder of subclause not shown
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