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Introduction

This contribution resolves a number of minor issues with clause 7.

Clause 2 contains a number of references that are already in TS 24.229, identified by the number 7 in front of the true reference number, and currently identifying reference numbers up to and including [49]. Those references that are proposed as new references to TS 24.229 currently commence at [7.50].

The number of references in TS 24.229 has expanded since this was agreed upon, and now exceeds that figure of 50. It is therefore proposed that all new references proposed by this document start at [7.70]. and therefore the references are revised accordingly.

Additionally, in the profile tables, one row relating to the Class header has been duplicated, and therefore this duplication should be removed. The Class header may now well be obsolete but its complete removal is left to another contribution.

The word header is missing after one instance of P-Asserted-Identity.

Proposal

2
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7
Presence service protocol details

Editor's Note: It is intended that the material from this clause will be moved into TS 24.229

7.1
Introduction and general principles

Editor's note: Material in this subclause will not be included in any of the 3GPP CN1 technical specifications. It describes a summary of the additions to the protocol, any necessary philosophy behind the division of the material in the following clauses, and will therefore provide material for the cover sheet of the CRs when they are generated to TS 24.229.

7.2
Application usage of SIP

Editor's note: It is intended that material from this clause will be added to clause 5 of TS 24.229. It will describe extensions to the SIP protocol itself (which are expected to be IETF based).

7.2.1
Procedures at the UE

Editor’s Note: this clause describes: the usage of PUBLISH request in IMS; when a PUA publishes

Editor’s note: the clause describes: the behaviour for fetching presence information; the behaviour for subscribing for presence information; providing full state or partial state notifications.

Editor’s Note: this clause describes how the watchers subscribe and get notified of the presencelist event package and how the PLS collects the information.

Editor’s Note: this clause describes how the watcher information is collected by the Presence Server and provided to the presentity

Editor’s Note: this clause describes how the watchers can set filters in SUBSCRIBE requests.
Editor’s Note: this clause describes: the details (syntax/semantics) of the authorisation policy definitions; the usage of watcherinfo template package in IMS; the details how the authorisation policy is uploaded to Presence Server; the details how groups can be referenced; multiple value concept.

A PUA in a UE can publish or update its presence information using a PUBLISH request. The UE shall populate the header fields of the PUBLISH request in accordance with draft-olson-simple-publish-01 [7.70]. The Class header shall be set to a value "mobile".

The UE shall update the presence information 600 seconds before the publication expiration time, unless the UE has determined that an update to the presence information is not required. If the publication period indicated from the Presence Server in the response of PUBLISH request is less than 600 seconds, the UE shall update the presence information when half of the publication period has expired.

7.2.2
Procedures at the application server

Editor's Note: this clause describes how the watchers applies filters in NOTIFY requests.
Editor's Note: this clause describes: the usage of PUBLISH request in IMS; when a PUA publishes; when a PNA publishes (how and what is transformed via ISC and Sh); the details of the Presence Server’s composition policy (the latter may be a 23.218 issue)

Editor's note: the clause describes: the behaviour for fetching presence information; the behaviour for subscribing for presence information; providing full state or partial state notifications.

Editor's Note: this clause describes: the details (syntax/semantics) of the authorisation policy definitions; the usage of watcherinfo template package in IMS; the details how the authorisation policy is uploaded to Presence Server; the details how groups can be referenced; multiple value concept.

Editor's Note: this clause describes how the watchers subscribe and get notified of the presencelist event package and how the PLS collects the information

Editor's Note: this clause describes how the watcher information is collected by the Presence Server and provided to the presentity

7.2.2.1
Application Server (AS) acting as terminating UA, or redirect server

7.2.2.1.1
Watcher identify verification at the PS

The procedures at the PS to accomplish watcher identity verification are described with the help of figure 7.2.2.1.1-1.

When the PS receives a SUBSCRIBE request from a watcher who is subscribing to the presence information for a determined presentity, the PS shall attempt to verify the identity of the watcher prior to authorise the subscription according to the procedures described in subclause 7.2.2.1.2.

When the PS receives a SUBSCRIBE request that does not contain credentials, the PS shall:

Editor's Note: it is not clear what are the mechanisms available to transport the credentials. These mechanisms can include, among others, P-Asserted-Identity, Authorization header, digital signatures, S/MIME body, etc.

a) 
if a Privacy header is present in the SUBSCRIBE request and the Privacy header value is set to "id" or "user", then the watcher and the subscription are considered as anonymous, and no further actions are required. The PS shall continue with the subscription authorization procedures described in subclause 7.2.2.1.2.;

b)
if there is no Privacy header present in the SUBSCRIBE request, or if the Privacy header contains a value other than "id" or "user", then the PS shall check for the presence of a P-Asserted-Identity header in the SUBSCRIBE request. Two cases exists:

i)
the SUBSCRIBE request contains a P-Asserted-Identity header. This is typically the case when the watcher is located inside a trusted domain as defined by 3GPP TS 24.229 [5] subclause 4.4. In this case, the PS is aware of the identity of the watcher and no extra actions are needed. The PS shall continue with the subscription authorization procedures described in subclause 7.2.2.1.2.

ii)
the SUBSCRIBE request does not contain a P-Asserted-Identity header. This is typically the case when the watcher is located outside a trusted domain as defined by 3GPP TS 24.229 [5] subclause 4.4. In this case, the PS does not have a verified identity of the watcher. The PS shall check the From header of the SUBSCRIBE request. If the From header value in the SUBSCRIBE request is set to "Anonymous", then the watcher and the subscription are considered as anonymous and no further actions are required. If the From header value does not indicate anonymity, then the PS shall challenge the watcher by issuing a 401 (Unauthorized) response including a challenge as per procedures described in RFC 3261 [7.26].

When the PS receives a SUBSCRIBE request that contains credentials but it does not contain a P-Asserted-Identity header the PS shall check the correctness of the credentials. If the credentials are correct, then the PS shall consider the identity of the watcher verified, and the PS shall continue with the subscription authorization procedures described in subclause 7.2.2.1.2. If the credentials are not correct, the PS may either rechallenge the watcher (up to a predetermined maximum number of times predefined in the PS configuration data), or consider the watcher as anonymous. If the watcher is considered anonymous, the PS shall continue with the subscription authorization procedures described in subclause 7.2.2.1.2.

Editor's Note: It needs to be investigated whether the maximum number of times predefined in the PS configuration data creates a potential denial of service attack, as it requires the PS to keep states between different different authentications trials.
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Figure 7.2.2.1.1-1: Watcher identity verification flow at the PS

7.2.2.1.2
Subscription authorization

Once the PS have tried to verify the identity of the watcher, the PS either has a verified identity of the watcher or it considers the watcher as anonymous.

If the watcher is considered anonymous, the PS shall check if the subscription authorization policy of the presentity allows anonymous subscriptions. If anonymous subscriptions are allowed, then the PS shall install the subscription, otherwise, the PS shall not install the subscription.

If the watcher is identified by an identity, the PS shall apply the subscription authorization policy of the presentity to detect whether the particular watcher is allowed to subscribe to the presentity's presence information. The subscription authorization policy can include the verified identity as a possible watcher. In this case the PS shall install the subscription.

If according to the subscription authorization policy the watcher is not in the list of authorized wathcers, the PS shall inform the presentity about the watcher subscription attempt.

Editor's Note: For instance, if the presentity is online and subscribe to its own watcher info, the PS needs to inform the presentity using the watcherinfo template package to query the presentity on the authorization decision. 

If the subscription is installed, the the PS shall return a 200 (OK) final response as per procedures described in RFC 3265 [7.29]. 

If the subscription is not installed, the PS shall either:

-
reject the subscription according to the procedures of RFC 3261 [7.26] and RFC 3265 [7.28] e.g., by issuing a 403 (Forbidden) response.

-
if the subscription authorization policy dictates it, do a polite blocking (as defined in 3GPP TS 22.141 [7.73]) by sending a 200 (OK) response.

7.2.2.2
Application Server (AS) acting as originating UA

7.3
Extensions within the present document

Editor's note: It is intended that material from this clause will be added to clause 7 of TS 24.229. It will describe coding extensions, if any. Note that any message body extensions should also be defined in this clause.

7.3.1 
Presence information model of the 3GPP subscriber
Editor's Note: this clause describes 3GPP extensions to CPIM-PIDF defining the 3GPP subscriber presence attributes. It might also define a new document type needed for partial notification.

7.3.1.1
General

The presence information model of the 3GPP subscriber follows the model defined in RFC 2778 [7.71]. According to this, the presence information contains arbitrary number of elements, called presence tuples.

Entities implementing the 3GPP presence service shall describe a 3GPP subscriber by the following attributes: subscriber's status, communication means status, one or more communication address(es) (containing communication means and contact address), location, priority, text. As a further categorisation, subscriber's status, and text may appear as generic information attributes; communication means status, communication means, contact address, priority and text may appear as communication address specific attributes.

Entities implementing the 3GPP presence service shall support the CPIM Presence Information Data Format (PIDF) defined in draft-ietf-impp-cpim-pidf-05 [7.72]. The XML Schema Definition of the "application/cpim-pidf+xml" format defined in draft-ietf-impp-cpim-pidf-05 [7.72] partly covers the definition of the 3GPP subscriber's presence attributes, if the following mapping is performed:

-
the communication address (containing communication means and contact address) attribute and the priority attribute are represented by a <tuple> element including one or more <contact> elements containing a priority attribute; and

-
the text attribute are represented by the <note> element.

NOTE:
As per draft-ietf-impp-cpim-pidf-05 [7.72], the <status> element contains one optional <basic> element, which contains one of the following strings: "open" or "closed". No 3GPP specific mapping is required for the <basic> element.

The following 3GPP subscriber presence information attributes require extension for CPIM PIDF:

-
subscriber's status within the <status> element with values: willing, willing with limitations, not willing, not disclosed, NULL;

-
communication means status with values: online, offline, NULL; and
-
location with value: string.

7.3.1.2


XML Schema Definitions

The XML schema definitions for the 'subscriber's status' attribute within the <status> element and 'communication means status' and 'location' attributes within <3gppAttributes> element located within the <tuple> element are shown in table 7.x.

Table 7.x: XML schema definition for CPIM PIDF extension

<?xml version="1.0" encoding="UTF-8"?>

   <xs:schema targetNamespace="urn:ietf:params:xml:ns:3gppPresence"

        xmlns:tns="urn:ietf:params:xml:ns:cpim-pidf"

        xmlns:3gpp=" urn:ietf:params:xml:ns:3gppPresence "

        xmlns:xs="http://www.w3.org/2001/XMLSchema"

        elementFormDefault="qualified"

        attributeFormDefault="unqualified">

     <xs:complexType name="tuple">

       <xs:sequence>

        <xs:element name="status" type="tns:status"/>

        <xs:element name="3gppAttributes"  type="3gpp:3gppAttributes"/>

        <xs:element name="contact" type="tns:contact" minOccurs="0"/>

        <xs:element name="note" type="tns:note" minOccurs="0"

            maxOccurs="unbounded"/>

         <xs:element name="timestamp" type="xs:dateTime" minOccurs="0"/>

       </xs:sequence>

       <xs:attribute name="id" type="xs:ID" use="required"/>

     </xs:complexType>

     <xs:complexType name="status">

       <xs:sequence>

         <xs:element name="basic" type="tns:basic" minOccurs="0"/>

         <xs:element name="SubsStatus" minOccurs="0"  maxOccurs="1" >

          <xs:simpleType>


            <xs:restriction base="xs:string">

              <xs:enumeration value="Willing"/>

              <xs:enumeration value="WillingWithLimitations"/>

              <xs:enumeration value="NotWilling"/>

              <xs:enumeration value="NotDisclosed"/>

              <xs:enumeration value="NULL"/>

            </xs:restriction>

          </xs:simpleType>

         </xs:element>

       </xs:sequence>

     </xs:complexType>

    <xs:complexType name="3gppAttributes">

       <xs:sequence>

          <xs:element name="CommunicationMeansStatus"  minOccurs="0"/>

             <xs:simpleType>

                <xs:restriction base="xs:string">

                  <xs:enumeration value="online"/>

                  <xs:enumeration value="offline"/>

                  <xs:enumeration value="NULL"/>

                </xs:restriction>

             </xs:simpleType>

           <xs:element>

           <xs:element name="Location" type=”xs:string” minOccurs="0"/>

        </xs:sequence>

     </xs:complexType>

   </xs:schema>

Editor’s Note: Since the IETF XML schema is extensible there may not be any standardization needed in IETF.

7.3.1.3
XML schema description

This subclause describes the elements of the 3GPP CPIM PIDF extension as defined in table 7.x:

<SubsStatus>:
this element if present, appears as a child element of the <status> element. It contains one of the following strings: 'Willing', 'WillingWithLimitations', 'NotWilling', 'NotDisclosed', or 'NULL';

<3gppAttributes>: 
this element, if present, appears as a child element of the <tuple> element and include:

<CommunicationMeansStatus>:
this element, if present, includes the 'communication means status' attribute. The element contains one of the following strings: 'online', 'offline' or 'NULL';

<Location>:
this element, if present, includes the 'location' attribute;.

7.4
GPRS aspects when connected to the IM CN subsystem
Editor's note: It is intended that material from this clause will be added to clause 9 of TS 24.229. Note that discussions on access independence of 24.229 may impact the future destination of this subclause.

7.5
Profiles of IETF RFCs for 3GPP usage

Editor's note: It is intended that material from this clause will be added to Annex A of TS 24.229. 

Editor's Note: this clause describes the PUBLISH method. 

Table A.4 of 3GPP TS 24.229 is modified with the following additional row:

	
	Extensions
	
	
	

	
	
	
	
	

	xx
	SIMPLE Presence Publication Mechanism?
	[7.70]
	o
	c20

	
	
	
	
	

	c20:
IF (<AS> AND <presence server>) OR (<user equipment> AND <presence user agent>) THEN m ELSE IF <user equipment> AND NOT <presence user agent> THEN o ELSE n/a


Editor's note: The above items in <> require completion when the appropriate extensions are added to the roles table to support presence.

Table A.5 of 3GPP TS 24.229 is modified with the following additional rows:

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	15A
	PUBLISH request
	[7.70] 3
	c20
	c20
	[7.50] 3
	c20
	c20

	15B
	PUBLISH response
	[7.50] 3
	c20
	c20
	[7.50] 3
	c20
	c20

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	c20:
IF A.4/xx THEN m ELSE n/a


A new subclause A.2.1.4.10A is added.

A.2.1.4.10A
PUBLISH method

Editor's note: The base draft does not yet contain an analysis of header usage within this method, and therefore this clause will have to be reviewed and completed when such an analysis is available.

Prerequisite A.5/15A – PUBLISH request

Table A.104A: Supported headers within the PUBLISH request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[7.26] 20.5
	o
	o
	[7.26] 20.5
	m
	m

	2
	Allow-Events
	[7.28] 8.2.2
	c1
	c1
	[7.28] 8.2.2
	c2
	c2

	3
	Authorization
	[7.26] 20.7
	c3
	c3
	[7.26] 20.7
	c3
	c3

	4
	Call-ID
	[7.26] 20.8
	m
	m
	[7.26] 20.8
	m
	m

	4A
	Call-Info
	[7.26] 24.9
	o
	o
	[26] 24.9
	o
	o

	4B
	Class
	[7.70] 3.2
	o
	o
	[7.70] 3.2
	m
	m

	4C
	Content-Disposition
	[7.26] 20.11
	o
	o
	[7.26] 20.11
	m
	m

	4D
	Content-Encoding
	[7.26] 20.12
	o
	o
	[7.26] 20.12
	m
	m

	4E
	Content-Language
	[7.26] 20.13
	o
	o
	[7.26] 20.13
	m
	m

	6
	Content-Length
	[7.26] 20.14
	m
	m
	[7.26] 20.14
	m
	m

	7
	Content-Type
	[7.26] 20.15
	m
	m
	[7.26] 20.15
	m
	m

	8
	Cseq
	[7.26] 20.16
	m
	m
	[7.26] 20.16
	m
	m

	9
	Date
	[7.26] 20.17
	c4
	c4
	[7.26] 20.17
	m
	m

	10
	Event
	[7.28] 8.2.1
	m
	m
	[7.28] 8.2.1
	m
	m

	11
	Expires
	[7.70] 3.6
	o (note)
	o (note)
	[7.70] 3.6
	m
	m

	11A
	Facet
	[7.70] 3.4
	o
	o
	[7.70] 3.4
	m
	m

	12
	From
	[7.26] 20.20
	m
	m
	[7.26] 20.20
	m
	m

	12A
	In-Reply-To
	[7.26] 20.21
	o
	o
	[7.26] 20.21
	o
	o

	13
	Max-Forwards
	[7.26] 20.22
	o
	o
	[7.26] 20.22
	n/a
	n/a

	14
	MIME-Version
	[7.26] 20.24
	o
	o
	[7.26] 20.24
	m
	m

	15
	Organization
	[7.26] 20.25
	o
	o
	[7.26] 20.25
	o
	o

	15A
	Priority
	[7.26] 20.26
	o
	o
	[7.26] 20.26
	o
	o

	16
	Proxy-Authorization
	[7.26] 20.28
	c5
	c5
	[7.26] 20.28
	n/a
	n/a

	17
	Proxy-Require
	[7.26] 20.29
	o
	n/a
	[7.26] 20.29
	n/a
	n/a

	
	
	
	
	
	
	
	

	19A
	Reply-To
	[7.26] 20.31
	o
	o
	[7.26] 20.31
	o
	o

	20
	Require
	[7.26] 20.32
	o
	o
	[7.26] 20.32
	m
	m

	21
	Route
	[7.26] 20.34
	m
	m
	[7.26] 20.34
	n/a
	n/a

	21A
	Stream
	[7.70] 3.3
	m
	m
	[7.70] 3.3
	m
	m

	21B
	Subject
	[7.26] 20.36
	o
	o
	[7.26] 20.36
	o
	o

	22
	Supported
	[7.26] 20.37, [7.26] 7.1
	o
	o
	[7.26] 20.37, [7.26] 7.1
	m
	m

	23
	Timestamp
	[7.26] 20.38
	c6
	c6
	[7.26] 20.38
	m
	m

	24
	To
	[7.26] 20.39
	m
	m
	[7.26] 20.39
	m
	m

	25
	User-Agent
	[7.26] 20.41
	o
	o
	[7.26] 20.41
	o
	o

	26
	Via
	[7.26] 20.42
	m
	m
	[7.26] 20.42
	m
	m

	c1:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification extension.

c2:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c3:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c4:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c5:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c6:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

	NOTE:
The strength of this requirement is RECOMMENDED rather than OPTIONAL.


Prerequisite A.5/15A - - PUBLISH request

Table A.104B: Supported message bodies within the PUBLISH request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


Prerequisite A.5/15B - - PUBLISH response

Table A.104C: Supported headers within the PUBLISH response - all remaining status-codes

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[7.26] 20.8
	m
	m
	[7.26] 20.8
	m
	m

	1A
	Call-Info
	[7.26] 24.9
	o
	o
	[7.26] 24.9
	m
	m

	1B
	Content-Disposition
	[7.26] 20.11
	o
	o
	[7.26] 20.11
	m
	m

	2
	Content-Encoding
	[7.26] 20.12
	o
	o
	[7.26] 20.12
	m
	m

	3
	Content-Language
	[7.26] 20.13
	o
	o
	[7.26] 20.13
	m
	m

	4
	Content-Length
	[7.26] 20.14
	m
	m
	[7.26] 20.14
	m
	m

	5
	Content-Type
	[7.26] 20.15
	m
	m
	[7.26] 20.15
	m
	m

	6
	Cseq
	[7.26] 20.16
	m
	m
	[7.26] 20.16
	m
	m

	7
	Date
	[7.26] 20.17
	c1
	c1
	[7.26] 20.17
	m
	m

	8
	From
	[7.26] 20.20
	m
	m
	[7.26] 20.20
	m
	m

	9
	MIME-Version
	[7.26] 20.24
	o
	o
	[7.26] 20.24
	m
	m

	10
	Organization
	[7.26] 20.25
	o
	o
	[7.26] 20.25
	o
	o

	10A
	Server
	[7.26] 20.35
	o
	o
	[7.26] 20.35
	o
	o

	11
	Timestamp
	[7.26] 20.38
	m
	m
	[7.26] 20.38
	c2
	c2

	12
	To
	[7.26] 20.39
	m
	m
	[7.26] 20.39
	m
	m

	12A
	User-Agent
	[7.26] 20.41
	m
	m
	[7.26] 20.41
	i
	i

	13
	Via
	[7.26] 20.42
	m
	m
	[7.26] 20.42
	m
	m

	14
	Warning
	[7.26] 20.43
	o
	o
	[7.26] 20.43
	o
	o

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c2:
IF A.4/6 THEN m ELSE n/a - - timestamping of requests.

	NOTE:
For a 606 (Not Acceptable Here) response, this status is RECOMMENDED rather than OPTIONAL.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/7 - - 200 (OK)

Table A.104D: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[7.26] 20.5
	o
	o
	[7.26] 20.5
	m
	m

	2
	Authentication-Info
	[7.26] 20.6
	c1
	c1
	[7.26] 20.6
	c2
	c2

	4
	Expires
	[7.70] 3.5
	m
	m
	[7.70] 3.5
	m
	m

	6
	Require
	[7.26] 20.32
	m
	m
	[7.26] 20.32
	m
	m

	8
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	m
	m

	c1:
IF A.4/7 THEN o ELSE n/a - - authentication between UA and UA.

c2:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/8 OR A.6/9 OR A.6/10 OR A.6/11 OR A.6/12 OR A.6/35 - - 3xx or 485 (Ambiguous)

Table A.104E: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[7.26] 20.5
	o
	o
	[7.26] 20.5
	m
	m

	2
	Contact
	[7.26] 20.10
	o (note)
	o
	[7.26] 20.10
	m
	m

	3
	Error-Info
	[7.26] 20.18
	o
	o
	[7.26] 20.18
	o
	o

	5
	Require
	[7.26] 20.32
	m
	m
	[7.26] 20.32
	m
	m

	7
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	m
	m

	NOTE:
The strength of this requirement is RECOMMENDED rather than OPTIONAL.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/8 OR A.6/9 OR A.6/10 OR A.6/11OR A.6/12 – 401 (Unauthorized)

Table A.104F: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[7.26] 20.5
	o
	o
	[7.26] 20.5
	m
	m

	2
	Error-Info
	[7.26] 20.18
	o
	o
	[7.26] 20.18
	o
	o

	4
	Proxy-Authenticate
	[7.26] 20.27
	c1
	c1
	[7.26] 20.27
	c1
	c1

	5
	Require
	[7.26] 20.32
	m
	m
	[7.26] 20.32
	m
	m

	7
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	m
	m

	10
	WWW-Authenticate
	[7.26] 20.44
	m
	m
	[7.26] 20.44
	m
	m

	c1:
IF A.5/7 THEN m ELSE n/a - - support of authentication between UA and UA.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/17 OR A.6/23 OR A.6/30 OR A.6/36 OR A.6/42 OR A.6/45 OR A.6/50 OR A.6/51 - - 404, 413, 480, 486, 500, 503, 600, 603

Table A.104G: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[7.26] 20.5
	o
	o
	[7.26] 20.5
	m
	m

	3
	Error-Info
	[7.26] 20.18
	o
	o
	[7.26] 20.18
	o
	o

	5
	Require
	[7.26] 20.32
	m
	m
	[7.26] 20.32
	m
	m

	6
	Retry-After
	[7.26] 20.33
	o
	o
	[7.26] 20.33
	o
	o

	8
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	m
	m


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/18 - - 405 (Method Not Allowed)

Table A.104H: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	2
	Allow
	[7.26] 20.5
	m
	m
	[7.26] 20.5
	m
	m

	4
	Require
	[7.26] 20.32
	m
	m
	[7.26] 20.32
	m
	m

	6
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	m
	m


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/20 - - 407 (Proxy Authentication Required)

Table A.104I: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[7.26] 20.5
	o
	o
	[7.26] 20.5
	m
	m

	2
	Error-Info
	[7.26] 20.18
	o
	o
	[7.26] 20.18
	o
	o

	4
	Proxy-Authenticate
	[7.26] 20.27
	c1
	c1
	[7.26] 20.27
	c1
	c1

	5
	Require
	[7.26] 20.32
	m
	m
	[7.26] 20.32
	m
	m

	7
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	m
	m

	8
	WWW-Authenticate
	[7.26] 20.44
	o
	o
	[7.26] 20.44
	o
	o

	c1:
IF A.5/7 THEN m ELSE n/a - - support of authentication between UA and UA.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/25 - - 415 (Unsupported Media Type)

Table A.104J: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[7.26] 20.1
	o.1
	o.1
	[7.26] 20.1
	m
	m

	2
	Accept-Encoding
	[7.26] 20.2
	o.1
	o.1
	[7.26] 20.2
	m
	m

	3
	Accept-Language
	[7.26] 20.3
	o.1
	o.1
	[7.26] 20.3
	m
	m

	3A
	Allow
	[7.26] 20.5
	o
	o
	[7.26] 20.5
	m
	m

	4
	Error-Info
	[7.26] 20.18
	o
	o
	[7.26] 20.18
	o
	o

	6
	Require
	[7.26] 20.32
	m
	m
	[7.26] 20.32
	m
	m

	8
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	m
	m

	o.1
At least one of these capabilities is supported.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/27 - - 420 (Bad Extension)

Table A.104K: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[7.26] 20.5
	o
	o
	[7.26] 20.5
	m
	m

	3
	Error-Info
	[7.26] 20.18
	o
	o
	[7.26] 20.18
	o
	o

	5
	Require
	[7.26] 20.32
	m
	m
	[7.26] 20.32
	m
	m

	7
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	m
	m

	8
	Unsupported
	[7.26] 20.40
	m
	m
	[7.26] 20.40
	m
	m


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/34 - - 484 (Address Incomplete)

Table A.104L: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[7.26] 20.5
	o
	o
	[7.26] 20.5
	m
	m

	3
	Error-Info
	[7.26] 20.18
	o
	o
	[7.26] 20.18
	o
	o

	5
	Require
	[7.26] 20.32
	m
	m
	[7.26] 20.32
	m
	m

	7
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	m
	m


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/39 - - 489 (Bad Event)

Table A.104M: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Allow
	[7.26] 20.5
	o
	o
	[7.26] 20.5
	m
	m

	1
	Allow-Events
	[7.28] 8.2.2
	m
	m
	[7.28] 8.2.2
	m
	m

	3
	Error-Info
	[7.26] 20.18
	o
	o
	[7.26] 20.18
	o
	o

	4
	Require
	[7.26] 20.32
	m
	m
	[7.26] 20.32
	m
	m


Prerequisite A.5/15B - - PUBLISH response

Table A.104N: Supported message bodies within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


Table A.162 of 3GPP TS 24.229 is modified with the following additional row:

	
	Extensions
	
	
	

	
	
	
	
	

	xx
	SIMPLE Presence Publication Mechanism?
	[7.70]
	o
	m

	
	
	
	
	

	


Table A.163 of 3GPP TS 24.229 is modified with the following additional rows:

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	15A
	PUBLISH request
	[7.70] 3
	c20
	c20
	[7.70] 3
	c20
	c20

	15B
	PUBLISH response
	[7.70] 3
	c20
	c20
	[7.70] 3
	c20
	c20

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	c20:
IF A.4/xx THEN m ELSE n/a


A new subclause A.2.2.4.10A is added.

A.2.2.4.10A
PUBLISH method

Editor's note: The base draft does not yet contain an analysis of header usage within this method, and therefore this clause will have to be reviewed and completed when such an analysis is available.

Prerequisite A.163/15A - - PUBLISH request

Table A.260A: Supported headers within the PUBLISH request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[7.26] 20.5
	m
	m
	[7.26] 20.5
	i
	i

	4
	Call-ID
	[7.26] 20.8
	m
	m
	[7.26] 20.8
	m
	m

	4A
	Call-Info
	[7.26] 24.9
	m
	m
	[7.26] 24.9
	c4
	c4

	4B
	Class
	[7.70] 3.2
	m
	m
	[7.70] 3.2
	i
	i

	5
	Content-Disposition
	[7.26] 20.11
	m
	m
	[7.26] 20.11
	i
	i

	5A
	Content-Encoding
	[7.26] 20.12
	m
	m
	[7.26] 20.12
	i
	i

	5B
	Content-Language
	[7.26] 20.13
	m
	m
	[7.26] 20.13
	i
	i

	6
	Content-Length
	[7.26] 20.14
	m
	m
	[7.26] 20.14
	m
	m

	7
	Content-Type
	[7.26] 20.15
	m
	m
	[7.26] 20.15
	i
	i

	8
	Cseq
	[7.26] 20.16
	m
	m
	[7.26] 20.16
	m
	m

	9
	Date
	[7.26] 20.17
	m
	m
	[7.26] 20.17
	c2
	c2

	10
	Event
	[7.70] 3.6
	m
	m
	[7.70] 3.6
	m
	m

	11
	Expires
	[7.26] 20.19
	m
	m
	[7.26] 20.19
	i
	i

	11A
	Facet
	[7.70] 3.4
	m
	m
	[7.70] 3.4
	i
	i

	12
	From
	[7.26] 20.20
	m
	m
	[7.26] 20.20
	m
	m

	12A
	In-Reply-To
	[7.26] 20.21
	m
	m
	[7.26] 20.21
	i
	i

	13
	Max-Forwards
	[7.26] 20.22
	m
	m
	[7.26] 20.22
	m
	m

	14
	MIME-Version
	[7.26] 20.24
	m
	m
	[7.26] 20.24
	i
	i

	15
	Organization
	[7.26] 20.25
	m
	m
	[7.26] 20.25
	c3
	c3

	15A
	Priority
	[7.26] 20.26
	m
	m
	[7.26] 20.26
	i
	i

	16
	Proxy-Authorization
	[7.26] 20.28
	m
	m
	[7.26] 20.28
	c7
	c7

	17
	Proxy-Require
	[7.26] 20.29
	m
	m
	[7.26] 20.29
	m
	m

	19A
	Reply-To
	[7.26] 20.31
	m
	m
	[7.26] 20.31
	i
	i

	20
	Require
	[7.26] 20.32
	m
	m
	[7.26] 20.32
	c5
	c5

	21
	Route
	[7.26] 20.34
	m
	m
	[7.26] 20.34
	m
	m

	21A
	Stream
	[7.70] 3.3
	m
	m
	[7.70] 3.3
	i
	i

	21B
	Subject
	[7.26] 20.36
	m
	m
	[7.26] 20.36
	i
	i

	22
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	c6
	c6

	23
	Timestamp
	[7.26] 20.38
	m
	m
	[7.26] 20.38
	i
	i

	24
	To
	[7.26] 20.39
	m
	m
	[7.26] 20.39
	m
	m

	25
	User-Agent
	[7.26] 20.41
	m
	m
	[7.26] 20.41
	i
	i

	26
	Via
	[7.26] 20.42
	m
	m
	[7.26] 20.42
	m
	m

	c2:
IF A.162/9 THEN m ELSE i - - insertion of date in requests and responses.

c3:
IF A.162/19A OR A.162/19B THEN m ELSE i - - reading, adding or concatenating the Organization header.

c4:
IF A.162/19C OR A.162/19D THEN m ELSE i - - reading, adding or concatenating the Call-Info header.

c5:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.

c6:
IF A.162/16 THEN m ELSE i - - reading the contents of the Supported header before proxying the response.

c7:
IF A.162/8A THEN m ELSE i - - authentication between UA and proxy.


Prerequisite A.163/15A - - PUBLISH request

Table A.260B: Supported message bodies within the PUBLISH request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


Prerequisite A.163/15B - - PUBLISH response

Table A.260C: Supported headers within the PUBLISH response - all remaining status-codes

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[7.26] 20.8
	m
	m
	[7.26] 20.8
	m
	m

	1A
	Call-Info
	[7.26] 24.9
	m
	m
	[7.26] 24.9
	c3
	c3

	1B
	Content-Disposition
	[7.26] 20.11
	m
	m
	[7.26] 20.11
	i
	i

	2
	Content-Encoding
	[7.26] 20.12
	m
	m
	[7.26] 20.12
	i
	i

	3
	Content-Language
	[7.26] 20.13
	m
	m
	[7.26] 20.13
	i
	i

	4
	Content-Length
	[7.26] 20.14
	m
	m
	[7.26] 20.14
	m
	m

	5
	Content-Type
	[7.26] 20.15
	m
	m
	[7.26] 20.15
	i
	i

	6
	Cseq
	[7.26] 20.16
	m
	m
	[7.26] 20.16
	m
	m

	7
	Date
	[7.26] 20.17
	m
	m
	[7.26] 20.17
	c1
	c1

	8
	From
	[7.26] 20.20
	m
	m
	[7.26] 20.20
	m
	m

	9
	MIME-Version
	[7.26] 20.24
	m
	m
	[7.26] 20.24
	i
	i

	10
	Organization
	[7.26] 20.25
	m
	m
	[7.26] 20.25
	c2
	c2

	10A
	Server
	[7.26] 20.35
	m
	m
	[7.26] 20.35
	i
	i

	11
	Timestamp
	[7.26] 20.38
	m
	m
	[7.26] 20.38
	i
	i

	12
	To
	[7.26] 20.39
	m
	m
	[7.26] 20.39
	m
	m

	12A
	User-Agent
	[7.26] 20.41
	m
	m
	[7.26] 20.41
	i
	i

	13
	Via
	[7.26] 20.42
	m
	m
	[7.26] 20.42
	m
	m

	14
	Warning
	[7.26] 20.43
	m
	m
	[7.26] 20.43
	i
	i

	c1:
IF A.162/9 THEN m ELSE i - - insertion of date in requests and responses.

c2:
IF A.162/19A OR A.162/19B THEN m ELSE i - - reading, adding or concatenating the Organization header.

c3:
IF A.162/19C OR A.162/19D THEN m ELSE i - - reading, adding or concatenating the Call-Info header.


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/7 - - 200 (OK)

Table A.260D: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[7.26] 20.5
	m
	m
	[7.26] 20.5
	i
	i

	2
	Authentication-Info
	[7.26] 20.6
	m
	m
	[7.26] 20.6
	i
	i

	4
	Expires
	[7.70] 3.5
	m
	m
	[7.70] 3.5
	i
	i

	6
	Require
	[7.26] 20.32
	m
	m
	[7.26] 20.32
	c2
	c2

	8
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	i
	i

	c2:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.

c3:
IF A.162/15 THEN m ELSE i - - the requirement to be able to use separate URIs in the upstream direction and downstream direction when record routeing.


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/8 OR A.164/9 OR A.164/10 OR A.164/11 OR A.164/12 OR A.164/35 - - 3xx or 485 (Ambiguous)

Table A.260E: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[7.26] 20.5
	m
	m
	[7.26] 20.5
	i
	i

	2
	Contact
	[7.26] 20.10
	m
	m
	[7.26] 20.10
	c1
	c1

	3
	Error-Info
	[7.26] 20.18
	m
	m
	[7.26] 20.18
	i
	i

	5
	Require
	[7.26] 20.32
	m
	m
	[7.26] 20.32
	c2
	c2

	7
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	i
	i

	c1:
IF A.162/19E THEN m ELSE i - - deleting Contact headers.

c2:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/8 OR A.164/9 OR A.164/10 OR A.164/11 OR A.164/12 - - 401 (Unauthorized)

Table A.260F: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[7.26] 20.5
	m
	m
	[7.26] 20.5
	i
	i

	2
	Error-Info
	[7.26] 20.18
	m
	m
	[7.26] 20.18
	i
	i

	4
	Proxy-Authenticate
	[7.26] 20.27
	m
	m
	[7.26] 20.27
	m
	m

	5
	Require
	[7.26] 20.32
	m
	m
	[7.26] 20.32
	c2
	c2

	7
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	i
	i

	10
	WWW-Authenticate
	[7.26] 20.44
	m
	m
	[7.26] 20.44
	i
	i

	c2:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/17 OR A.164/23 OR A.164/30 OR A.164/36 OR A.164/42 OR A.164/45 OR A.164/50 OR A.164/51 - - 404, 413, 480, 486, 500, 503, 600, 603

Table A.260G: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[7.26] 20.5
	m
	m
	[7.26] 20.5
	i
	i

	3
	Error-Info
	[7.26] 20.18
	m
	m
	[7.26] 20.18
	i
	i

	5
	Require
	[7.26] 20.32
	m
	m
	[7.26] 20.32
	c2
	c2

	6
	Retry-After
	[7.26] 20.33
	m
	m
	[7.26] 20.33
	i
	i

	8
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	i
	i

	c2:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/18 -- 405 (Method Not Allowed)

Table A.260H: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	2
	Allow
	[7.26] 20.5
	m
	m
	[7.26] 20.5
	i
	i

	3
	Error-Info
	[7.26] 20.18
	m
	m
	[7.26] 20.18
	i
	i

	5
	Require
	[7.26] 20.32
	m
	m
	[7.26] 20.32
	c2
	c2

	7
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	i
	i

	c2:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/20 - - 407 (Proxy Authentication Required)

Table A.260I: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[7.26] 20.5
	m
	m
	[7.26] 20.5
	i
	i

	2
	Error-Info
	[7.26] 20.18
	m
	m
	[7.26] 20.18
	i
	i

	4
	Proxy-Authenticate
	[7.26] 20.27
	m
	m
	[7.26] 20.27
	m
	m

	5
	Require
	[7.26] 20.32
	m
	m
	[7.26] 20.32
	c2
	c2

	7
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	i
	i

	10
	WWW-Authenticate
	[7.26] 20.44
	m
	m
	[7.26] 20.44
	i
	i

	c2:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/25 -- 415 (Unsupported Media Type)

Table A.260J: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[7.26] 20.1
	m
	m
	[7.26] 20.1
	i
	i

	2
	Accept-Encoding
	[7.26] 20.2
	m
	m
	[7.26] 20.2
	i
	i

	3
	Accept-Language
	[7.26] 20.3
	m
	m
	[7.26] 20.3
	i
	i

	3A
	Allow
	[7.26] 20.5
	m
	m
	[7.26] 20.5
	i
	i

	4
	Error-Info
	[7.26] 20.18
	m
	m
	[7.26] 20.18
	i
	i

	6
	Require
	[7.26] 20.32
	m
	m
	[7.26] 20.32
	c2
	c2

	8
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	i
	i

	c2:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/27 - - 420 (Bad Extension)

Table A.260K: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[7.26] 20.5
	m
	m
	[7.26] 20.5
	i
	i

	3
	Error-Info
	[7.26] 20.18
	m
	m
	[7.26] 20.18
	i
	i

	5
	Require
	[7.26] 20.32
	m
	m
	[7.26] 20.32
	c2
	c2

	7
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	i
	i

	8
	Unsupported
	[7.26] 20.40
	m
	m
	[7.26] 20.40
	c3
	c3

	c2:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.

c3:
IF A.162/18 THEN m ELSE i - - reading the contents of the Unsupported header before proxying the 420 response to a method other than REGISTER.


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/34 - - 484 (Address Incomplete)

Table A.260L: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[7.26] 20.5
	m
	m
	[7.26] 20.5
	i
	i

	3
	Error-Info
	[7.26] 20.18
	m
	m
	[7.26] 20.18
	i
	i

	5
	Require
	[7.26] 20.32
	m
	m
	[7.26] 20.32
	c2
	c2

	7
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	i
	i

	c2:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/39 - - 489

Table A.260M: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Allow
	[7.26] 20.5
	m
	m
	[7.26] 20.5
	i
	i

	1
	Allow-Events
	[7.28] 8.2.2
	m
	m
	[7.28] 8.2.2
	i
	i

	3
	Error-Info
	[7.26] 20.18
	m
	m
	[7.26] 20.18
	i
	i

	4
	Require
	[7.26] 20.32
	m
	m
	[7.26] 20.32
	c3
	c3

	c3:
IF A.162/11 OR A.162/13 THEN m ELSE i.


Prerequisite A.163/17 - - PUBLISH response

Table A.260N: Supported message bodies within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
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