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10
Procedures to enable enhanced multimedia services (non hiding)

10.1
Session hold and resume procedures

10.1.1
Introduction

This subclause gives signalling flows for the procedures for placing sessions on hold that were previously established by the mechanisms of clause 8, and resuming the session afterwards. Two cases are presented: mobile-to-mobile (UE-UE), and a UE-initiated hold of a UE-PSTN session.

For a multimedia session, it is possible to place a subset of the media streams on hold while maintaining the others.

10.1.2
Mobile-to-mobile session hold and resume procedures

An IM session was previously established between an initiating UE and a terminating UE. Each of these UEs has an associated P-CSCF in the same network where they are currently located (either home or roaming), and a S-CSCF assigned in their home network . These functional elements co-operate to clear the session, and the procedures are independent of whether they are located in the home or visited networks.

The hold and resume procedures are identical whether the UE that initiated the session also initiates the session-hold, or whether the UE that terminated the session initiates the session-hold.

When a media stream has been placed on hold, it should not be resumed by any endpoint other than the one that placed it on hold.

These procedures show only one combination of Mobile-Originated, Serving-to-Serving, and Mobile-Terminated procedures, MO#2, S-S#2, and MT#2. These procedures do not show the use of optional I-CSCFs. If an I-CSCF was included in the signalling path during the session establishment procedure, it would continue to be used in any subsequent signalling flows such as the ones described in this clause. Procedures at the I-CSCFs are identical to those described for the BYE, PRACK, and UPDATE requests and responses described in other clauses.
As this flow does not require a user interaction at the remote end, it is realized with an UPDATE request.
The procedures for placing a media stream on hold, and later resuming the media stream, are as shown in figure 10.1.2-1:.
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Figure 10.1.2-1: Mobile to mobile session hold and resume

Signalling flow procedures are as follows:

1.
Stop Media Flow


UE#1 detects a request from the subscriber to place a media stream on hold. UE#1 stops sending the media stream to the remote endpoint, but keeps the resources for the session reserved.

2.
UPDATE(Hold) (UE to P-CSCF) – see example in table 10.1.2-2

UE#1 sends a Hold request to its proxy, P-CSCF#1.

Table 10.1.2-2: UPDATE(Hold) (UE to P-CSCF)

UPDATE sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 70


From: "Alien Blaster" <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>;tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 130 UPDATE 


Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933616 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd
t=907165275 0

m=audio 3456 RTP/AVP 97

b=AS:25.4

a=inactive
a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

Request-URI:
Contains the value of the Contact header from the 200 (OK) response to the initial INVITE.

Via:
Contains the IP address or FQDN of the originating UE.

From:/To:/Call-ID:
Contain the values previously used to establish the session, including the tag value from the response.

Cseq:
Next higher sequential value.

Contact:
Is the SIP URL that contains the IP address or FQDN of the originating UE.

SDP
The sendrecv media stream is placed on hold by changing it to inactive media stream, and no media is sent to the far end.
3.
UPDATE (Hold) (P-CSCF to S-CSCF) – see example in table 10.1.2-3

P-CSCF adds a Route header, with the saved value from the previous 200 (OK) response. 

P-CSCF#1 forwards the Hold request to S-CSCF#1.

Table 10.1.2-3: UPDATE(Hold) (P-CSCF to S-CSCF)

UPDATE sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-forwards: 69

Route: sip:scscf1.home1.net;lr, sip:scscf2.home2.net;lr, sip:pcscf2.home2.net;lr
From: 

To: 

Call-ID: 

Cseq: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=

a=


Route:
Saved from the 200 (OK) response to the initial INVITE 
4.
UPDATE(Hold) (S-CSCF to S-CSCF) – see example in table 10.1.2-4

S-CSCF#1 forwards the Hold request to S-CSCF#2.

Table 10.1.2-4: UPDATE(Hold) (S-CSCF to S-CSCF)

UPDATE sip:[5555::eee:fff:aaa:bbb]  SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-forwards: 68

Route: sip:scscf2.home2.net;lr, sip:pcscf2.home2.net;lr 

From: 

To: 

Call-ID: 

Cseq: 


Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=

a=

5.
UPDATE(Hold) (S-CSCF to P-CSCF) – see example in table 10.1.2-5

S-CSCF#2 forwards the Hold request to P-CSCF#2.

Table 10.1.2-5: UPDATE(Hold) (S-CSCF to P-CSCF)

UPDATE sip:[5555::eee:fff:aaa:bbb] 
Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-forwards: 67
Route: sip:pcscf2.home2.net;lr

From: 

To: 

Call-ID: 

Cseq: 


Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=

a=

6.
UPDATE(Hold) (P-CSCF to UE) – see example in table 10.1.2-6

P-CSCF#2 forwards the Hold request to UE#2.

Table 10.1.2-6: UPDATE(Hold) (P-CSCF to UE)

UPDATE sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP pcscf2.home2.net;branch=token3
Max-forwards: 66
From: 

To: 

Call-ID: 

Cseq: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=

a=




Via:
P-CSCF removes the Via headers. It inserts this as a branch value on its Via header.

7.
Stop Media flow


UE#2 stops sending the media stream to the remote endpoint, but keeps the resources for the session reserved.

8.
200-OK (UE to P-CSCF) – see example in table 10.1.2-8

UE#2 acknowledges receipt of the Hold request (6) with a 200 (OK) final response, sent to P-CSCF#2.

Table 10.1.2-8: 200 OK (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.home2.net;branch=token3
From: 

To: 

Call-ID: 

CSeq: 


Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933616 IN IP6 5555::eee:fff:aaa:bbb

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd
t=907165275 0

m=audio 6402 RTP/AVP 97

b=AS:25.4

a=inactive
a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

SDP:
Since the media stream was offered as inactive, it is marked as inactive in the response.

9.
200-OK (P-CSCF to S-CSCF) – see example in table 10.1.2-9

P-CSCF#2 forwards the 200 OK final response to S-CSCF#2.

Table 10.1.2-9: 200 OK (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]


From: 

To: 

Call-ID: 

CSeq: 


Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=

a=


P-CSCF restores the Via headers and Record-Route headers from the branch value in its Via.


10.
200-OK (S-CSCF to S-CSCF) – see example in table 10.1.2-10

S-CSCF#2 forwards the 200 OK final response to S-CSCF#1.

Table 10.1.2-10: 200 OK (S-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]


From: 

To: 

Call-ID: 

CSeq: 


Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=

a=

11.
200-OK (S-CSCF to P-CSCF) – see example in table 10.1.2-11

S-CSCF#1 forwards the 200 OK final response to P-CSCF#1.

Table 10.1.2-11: 200 OK (S-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]


From: 

To: 

Call-ID: 

CSeq: 


Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=

a=

12.
200-OK (P-CSCF to UE) – see example in table 10.1.2-12

P-CSCF#1 forwards the 200 OK final response to UE#1.

Table 10.1.2-12: 200 OK (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
From: 

To: 

Call-ID: 

CSeq: 


Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=

a=


P-CSCF removes the Record-Route headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE. 
























































13.
UPDATE(Resume) (Ue to P-CSCF) – see example in table 10.1.2-13

UE#1 detects a request from the subscriber to resume the media stream previously placed on hold. UE#1 sends a Resume request to its proxy, P-CSCF#1.

Table 10.1.2-13: UPDATE(Resume) (UE to P-CSCF)

UPDATE sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 70
From: "Alien Blaster" <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>;tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 131 UPDATE 


Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933617  IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd
t=907165275 0

m=audio 3456 RTP/AVP 97

b=AS:25.4

a=sendrecv 

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

Request-URI:
Contains the value of the Contact header from the 200 (OK) response to the initial INVITE.

Via:
Contains the IP address or FQDN of the originating UE.

From:/To:/Call-ID:
Contain the values previously used to establish the session, including the tag value from the response.

Cseq:
Next higher sequential value.

Contact:
The IP address or FQDN of the originating UE.

SDP:
Same SDP as negotiated during the session setup, restores the sendrecv media stream.

14.
UPDATE(Resume) (P-CSCF to S-CSCF) – see example in table 10.1.2-14

P-CSCF adds a Route header, with the saved value from the previous 200 (OK) response.

P-CSCF#1 forwards the Resume request to S-CSCF#1.

Table 10.1.2-14: UPDATE(Resume) (P-CSCF to S-CSCF)

UPDATE sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Max-forwards: 69


Route: sip:scscf1.home1.net;lr, sip:scscf2.home2.net;lr, sip:pcscf2.home2.net;lr
From: 

To: 

Call-ID: 

Cseq: 


Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=

a=


Route:
Saved from the 200 (OK) response to the initial INVITE 

15.
UPDATE(Resume) (S-CSCF to S-CSCF) – see example in table 10.1.2-15

S-CSCF#1 forwards the Resume request to S-CSCF#2.

Table 10.1.2-15: UPDATE(Resume) (S-CSCF to S-CSCF)

UPDATE sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-forwards: 68

Route: sip:scscf2.home2.net;lr, sip:pcscf2.home2.net;lr

From: 

To: 

Call-ID: 

Cseq: 


Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=

a=

16.
UPDATE(Resume) (S-CSCF to P-CSCF) – see example in table 10.1.2-16

S-CSCF#2 forwards the Resume request to P-CSCF#2.

Table 10.1.2-16: UPDATE(Resume) (S-CSCF to P-CSCF)

UPDATE sip:[5555::eee:fff:aaa:bbb]
Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-forwards: 67

Route: sip:pcscf2.home2.net;lr, 

From: 

To: 

Call-ID: 

Cseq: 


Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=

a=

17.
UPDATE(Resume) (P-CSCF to UE) – see example in table 10.1.2-17

P-CSCF#2 forwards the Resume request to UE#2.

Table 10.1.2-17: UPDATE(Resume) (P-CSCF to UE)

UPDATE sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP pcscf2.home2.net;branch=token3
Max-forwards: 66
From: 

To: 

Call-ID: 

Cseq: 


Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=

a=



Via:
P-CSCF removes the Via headers. It inserts this as a branch value on its Via header.

18.
Resume media flow


UE#2 resumes sending the media stream to the remote endpoint.

19.
200-OK (UE to P-CSCF) – see example in table 10.1.2-19

UE#2 acknowledges receipt of the Resume request (17) with a 200 (OK) final response, sent to P-CSCF#2.

Table 10.1.2-19: 200 OK (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.home2.net;branch=token3

From: 

To: 

Call-ID: 

CSeq: 


Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615  2987933617 IN IP6 5555::eee:fff:aaa:bbb

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd
t=907165275 0

m=audio 6402 RTP/AVP 97

b=AS:25.4

a=sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

20.
200-OK (P-CSCF to S-CSCF) – see example in table 10.1.2-20

P-CSCF#2 forwards the 200 OK final response to S-CSCF#2.

Table 10.1.2-20: 200 OK (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]


From: 

To: 

Call-ID: 

CSeq: 


Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=

a=



P-CSCF restores the Via headers from the branch value in its Via.

21.
200-OK (S-CSCF to S-CSCF) – see example in table 10.1.2-21

S-CSCF#2 forwards the 200 OK final response to S-CSCF#1.

Table 10.1.2-21: 200 OK (S-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]


From: 

To: 

Call-ID: 

CSeq: 


Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=

a=

22.
200-OK (S-CSCF to P-CSCF) – see example in table 10.1.2-22

S-CSCF#1 forwards the 200 OK final response to P-CSCF#1.

Table 10.1.2-22: 200 OK (S-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]


From: 

To: 

Call-ID: 

CSeq: 


Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=

a=

23.
200-OK (P-CSCF to UE) – see example in table 10.1.2-23

P-CSCF#1 forwards the 200 OK final response to UE#1.

Table 10.1.2-23: 200 OK (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 


Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=

a=



24.
UE Resume Media Flow





















































10.1.3
Mobile-initiated hold and resume of a mobile-PSTN session

An IM session was previously established between an initiating UE and a MGCF acting as a gateway for a session terminating on the PSTN, or between an initiating MGCF acting as a gateway for a session originating on the PSTN to a terminating UE. The UE has an associated P-CSCF in the same network where it is currently located (either home or roaming), an S-CSCF assigned in its home network, and a BGCF that chooses the MGCF. These functional elements co-operate to clear the session, and the procedures are independent of whether they are located in the subscriber's home or visited networks. Therefore there is no distinction in this clause of home network vs. visited network.

The session hold and resume procedure is similar whether the UE initiated the session to the PSTN, or if the PSTN initiated the session to the UE. The only difference is the optional presence of the BGCF in the case of a session initiated by the UE. The BGCF might or might not be present in the signalling path after the first INVITE is routed.

These procedures show only one combination of Mobile-Originated, Serving-to-Serving, and Mobile-Terminated procedures, MO#2, S-S#3, and CS-T. These procedures do not show the use of optional I-CSCFs, or the use of the BGCF in achieving network configuration independence. If an I-CSCF/BGCF was included in the signalling path during the session establishment procedure, it would continue to be used in any subsequent signalling flows such as the ones described in this clause. Procedures at the I-CSCFs are identical to those described for the BYE, PRACK, and UPDATE requests and responses described in other clauses.
As this flow does not require a user interaction at the remote end, it is realized with an UPDATE request.
The procedures for placing a media stream on hold, and later resuming the media stream, are as shown in figure 10.1.3-1:
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Figure 10.1.3-1: Mobile to PSTN session hold and resume

Signalling flow procedures are as follows:

1.
Stop Media Flow


UE#1 detects a request from the subscriber to place a media stream on hold. UE#1 stops sending the media stream to the remote endpoint, but keeps the resources for the session reserved.

2.
UPDATE (Hold) (UE to P-CSCF) – see example in 10.1.3-2


UE sends a Hold request to its proxy, P-CSCF.

Table 10.1.3-2: UPDATE (Hold) (UE to P-CSCF)

UPDATE sip:mgcf1.home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Max-Forwards: 70



From: "Alien Blaster" <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>;tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 130 UPDATE

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615  2987933616 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd
t=907165275 0

m=audio 3456 RTP/AVP 97

b=AS:25.4

a=inactive
a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

Request-URI:
Contains the value of the Contact header from the 200 (OK) response to the initial INVITE.

Via:
Contains the IP address or FQDN of the originating UE.

From:/To:/Call-ID:
Contain the values previously used to establish the session, including the tag value from the response.

Cseq:
Next higher sequential value.

Contact:
The IP address or FQDN of the originating UE.

SDP
The sendrecv media stream is placed on hold by changing it to inactive media stream, and no media is sent to the far end.
3.
UPDATE (Hold) (P-CSCF to S-CSCF) – see example in table 10.1.3-3

P-CSCF adds a Route header, with the saved value from the previous 200 (OK) response. 

P-CSCF forwards the Hold request to S-CSCF.

Table 10.1.3-3: UPDATE (Hold) (P-CSCF to S-CSCF)

UPDATE sip:mgcf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Max-Forwards: 69




Route: sip:scscf1.home1.net;lr
From: 

To: 

Call-ID: 

Cseq: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=

a=


Route:
Saved from the 200 (OK) response to the initial INVITE.


4.
UPDATE (Hold) (S-CSCF to MGCF) – see example in table 10.1.3-4

S-CSCF forwards the Hold request to MGCF.

Table 10.1.3-4: UPDATE (Hold) (S-CSCF to MGCF)

UPDATE sip:mgcf1.home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 68




From: 

To: 

Call-ID: 

Cseq: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=

a=

5.
H.248 Interaction to Stop Media flow


MGCF initiates a H.248 interaction with MGW instructing it to stop sending the media stream, but to keep the resources for the session reserved.

6.
200-OK (MGCF to S-CSCF) – see example in table 10.1.3-6

MGCF acknowledges receipt of the Hold request (4) with a 200 (OK) final response, sent to S-CSCF.

Table 10.1.3-6: 200 OK (MGCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]


From: 

To: 

Call-ID: 

CSeq: 

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615  2987933616 IN IP6 5555::eee:fff:aaa:bbb

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd
t=907165275 0

m=audio 3456 RTP/AVP 97

b=AS:25.4

a=inactive
a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

SDP:
Since the media stream was offered as inactive, it is marked as inactive in the response.

7.
200-OK (S-CSCF to P-CSCF) – see example in table 10.1.3-7

S-CSCF forwards the 200 OK final response to P-CSCF.

Table 10.1.3-7: 200 OK (S-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]


From: 

To: 

Call-ID: 

CSeq: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=

a=

8.
200-OK (P-CSCF to UE) – see example in table 10.1.3-8

P-CSCF forwards the 200 OK final response to UE.

Table 10.1.3-8: 200 OK (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Contact:

Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=

a=



































9.
UPDATE (Resume) (UE to P-CSCF) – see example in table 10.1.3-9

UE detects a request from the subscriber to resume the media stream previously placed on hold. UE sends a Resume request to its proxy, P-CSCF.

Table 10.1.3-9: UPDATE (Resume) (UE to P-CSCF)

UPDATE sip:mgcf1.home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 70



From: "Alien Blaster" <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>;tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 131 UPDATE 


Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615  2987933617 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd
t=907165275 0

m=audio 3456 RTP/AVP 97

b=AS:25.4

a=sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

Request-URI:
Contains the value of the Contact header from the 200 (OK) response to the initial INVITE.

Via:
Contains the IP address or FQDN of the originating UE.

From:/To:/Call-ID:
Contain the values previously used to establish the session, including the tag value from the response.

Cseq:
Next higher sequential value.


SDP

Same SDP as negotiated during the session setup, restores the sendrecv media stream.

10.
UPDATE (Resume) (P-CSCF to S-CSCF) – see example in table 10.1.3-10

P-CSCF adds a Route header, with the saved value from the previous 200 (OK) response.


P-CSCF forwards the Resume request to S-CSCF.

Table 10.1.3-10: UPDATE(Resume) (P-CSCF to S-CSCF)

UPDATE sip:mgcf1.home1.net  SIP/2.0

Via: SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 69




Route: sip:scscf1.home1.net;lr
From: 

To: 

Call-ID: 

Cseq: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=

a=


Route:
Saved from the 200 (OK) response to the initial INVITE

11.
UPDATE(Resume) (S-CSCF to MGCF) – see example in table 10.1.3-11

S-CSCF forwards the Resume request to MGCF.

Table 10.1.3-11: UPDATE(Resume) (S-CSCF to MGCF)

UPDATE sip:mgcf1.home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 68




From: 

To: 

Call-ID: 

Cseq: 


Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=

a=

12.
 H.248 Interaction to Resume media flow


MGCF initiates a H.248 interaction with MGW instructing it to resume sending the media stream.

13.
 200  OK (MGCF to S-CSCF) – see example in table 10.1.3-13

MGCF acknowledges receipt of the Resume request (11) with a 200 (OK) final response, sent to S-CSCF.

Table 10.1.3-13: 200 OK (MGCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]


From: 

To: 

Call-ID: 

CSeq: 


Content-Type: 

Content-Length: 

v=0

o=- 2987933615  2987933617 IN IP6 5555::eee:fff:aaa:bbb

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd
t=907165275 0

m=audio 6402 RTP/AVP 97

b=AS:25.4

a=sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

14.
200-OK (S-CSCF to P-CSCF) – see example in table 10.1.3-14
Table 10.1.3-14: 200 OK (S-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]


From: 

To: 

Call-ID: 

CSeq: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=

a=

15.
200 OK (P-CSCF to UE) – see example in table 10.1.3-15

P-CSCF forwards the 200 OK final response to UE.

Table 10.1.3-15: 200 OK (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=

a=



16.
Resume Media Flow


UE resumes sending the media stream to the remote endpoint.

































10.2
Initiating and destination party identification

10.2.1
Introduction

When the UE (or MGCF) initiates a session in the IM CN subsystem, it determines, based on preferences of the initiating user, whether its identity is to be made available to the destination, or to remain anonymous. Three cases are distinguished:

1.
The initiating user desires his/her identity to be anonymous.

2.
The initiating user desires to be identified as the initiator of the session.

3.
The initiating user did not state a preference for this session.

The values of the headers "From", "To", "Call-ID", "Remote-Party-ID" and "RPID-Privacy" are based on the decision above.

When the UE (or MGCF) receives an incoming session request in the IM CN subsystem, it determines, based on preferences of the destination user, whether its identity is to be made available to the initiator or to remain anonymous. Three cases are distinguished:

1.
The destination user desires his/her identity to be anonymous.

2.
The destination user desires to be identified as the destination of the session.

3.
The destination user did not state a preference for this session.

The values of the headers "Remote-Party-ID" and "RPID-Privacy" are based on the decision above.

The rules for processing the header values at a proxy are given in draft-ietf-sip-privacy-04.
10.2.2
IM sessions with session initiator desiring anonymity

If the initiating user desires the session to be anonymous, the following rules are followed in generating header values:

	From:
	UE provides an anonymous username .

	To:
	If a telephone number is used in the addr-spec, the UE provides a tel URL containing a full E.164 number including the country code. 

	Contact:
	The userinfo is either empty, or set to anonymous. The hostname is an IP address rather than an FQDN.

	Remote-Party-ID:
	UE includes the subscriber identity and URL in the Remote-Party-ID header value

	RPID-Privacy:
	UE includes the tag "privacy=full" in the RPID-Privacy header value


An example of an initial INVITE request following the rules for an anonymous session is given in table 10.2.2-1. This revised information would appear as step #1 of MO#1a (subclause 7.2.2), MO#1b (subclause 17.2.2), MO#2 (subclause 7.2.3), and step #4 of CS-O (subclause 7.2.4).

Table 10.2.2-1: INVITE (Anonymous session)

INVITE tel:+1-212-555-2222 SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]


Max-Forwards: 70
Remote-Party-ID: "John Doe" <tel:+1-212-555-1111>
RPID-Privacy: privacy=full;party=calling 
From: sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost; tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE 
Require: precondition

Supported: 100rel
Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=907165275 0

m=audio 3456 RTP/AVP 97 3 96

b=AS:25.4
a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv
a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv
From:
Contains a cryptographically random identifier for the userinfo, and a non-identifying hostname ("localhost") for the hostname. Username is empty.

To:
Contains a cryptographically random identifier for the userinfo, distinct from the value of the From header, and a non-identifying hostname ("localhost") for the hostname. Username is empty.


The values of From, To, Call-ID, and Remote-Party-ID, as given above, are carried through the INVITE sequence, through the S-CSCF serving the destination subscriber. When S-CSCF#2 forwards the INVITE request to the termination procedure (step #11 of S-S#1a, step #13 of S-S#1b, step#11 of S-S#2, step#4 of MT#1a, step#4 of MT#1b, step#4 of MT#2), the Remote-Party-ID header is updated with a private URL. An example of this INVITE request is given in table 10.2.2-2.

Table 10.2.2-2: INVITE (S-S to MT)

INVITE tel:+1-212-555-22222  SIP/2.0

Max-Forwards: 69

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP icscf2_s.home2.net, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Route: sip:pcscf2.home2.net;lr
Record-Route: sip:scscf2.home2.net;lr, sip:scscf1.home1.net;lr

Remote-Party-ID: 
 
RPID-Privacy: 

From: 

To: 

Call-ID: 

Cseq: 
Supported: 

Require:
Contact: 

Content-Type: 

Content-Length:

v=

o=

s=

c=

t=

m=

b=

a=

a=

a=

a=
a=

a=

a=
Remote-Party-ID:
Contains a cryptographically random identifier for the userinfo, generated from the originating subscriber information, and the hostname identifying the S-CSCF that generated the userinfo string. Username is empty.

When an I-CSCF is used to maintain configuration independence, it may (based on operator preferences) update the Remote-Party-ID header in order to hide the S-CSCF address. This occurs in MT#1b step #5. If so, it generates a new private URL with its own hostname. An example of this INVITE request is given in table 10.2.2-3.

Table 10.2.2-3: INVITE (I-CSCF to P-CSCF)

INVITE sip:[5555::eee:fff:aaa:bbb] SIP/2.0
Max-Forwards: 68
Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP icscf2_s.home2.net, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Route: sip:pcscf2.home2.net;lr
Record-Route: sip:scscf2.home2.net;lr, sip:scscf1.home1.net;lr, sip:pcscf1.home1.net;lr
Supported: 
Require:
Remote-Party-ID: <sip:Token(token(tel:+1-212-555-1111)@scscf2.home2.net; user=private)@icscf.home2.net;tokenized-by=home2.net>

RPID-Privacy: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-Length:

v=

o=

s=

c=

t=

m=

b=

a=

a=

a=

a=
a=

a=

a=
Remote-Party-ID:
Contains a cryptographically random identifier for the userinfo, generated from the originating subscriber information, and the hostname identifying the I-CSCF that generated the userinfo string. Username is empty.

10.2.3
IM sessions with session initiator being identified

If the initiating user desires to be identified as the session originator, the following rules are followed in generating header values:

	From:
	UE may provide any of the registered public user identities allocated to the user.

	To:
	If a telephone number is used in the addr-spec, the UE may provide a tel URL containing an E.164 number. Otherwise, the UE may provide the URI of the destination user.

	Remote-Party-ID:
	UE includes the subscriber identity and URL in the Remote-Party-ID header value.

	RPID-Privacy:
	UE includes the tag "privacy=off" in the RPID-Privacy header value


An example of an initial INVITE request following the rules for an identified session is given in table 10.2.3-1.

Table 10.2.3-1: INVITE (Identified session)

INVITE tel:+1-212-555-2222 SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]


Remote-Party-ID: "John Doe" <tel:+1-212-555-1111>;

RPID-Privacy: privacy=off;party=calling 

From: "Alien Blaster" <sip:user1_public1@home1.net>;tag=171828

To: tel:+1-212-555-2222 

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE 

Require: precondition

Supported: 100rel 

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=907165275 0

m=audio 3456 RTP/AVP 97 3 96

b=AS:25.4

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv
An additional example of signalling flows for this situation, are those contained in clause 8.

10.2.4
IM sessions without initiator preference for anonymity

If the initiating user did not state a preference for whether the session be anonymous, local policies and regulations may force the network operator to make it anonymous. Therefore, the following rules are followed in generating header values:

	From:
	UE provides any of the registered public user identities allocated to the user.

	To:
	If a telephone number is used in the addr-spec, the UE provides a tel URL containing anE.164 number. Otherwise, the UE provides the URI of the destination user.

	Remote-Party-ID:
	UE includes the subscriber identity and URL in the Remote-Party-ID header value. 

	RPID-Privacy:
	The UE may specify the tag "privacy=off" in the RPID-Privacy header value


An example of an initial INVITE request following the rules for an unspecified session is given in table 10.2.4-1.

Table 10.2.4-1: INVITE (Unspecified session)

INVITE tel:+1-212-555-2222 SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]


Remote-Party-ID: "John Doe" <tel:+1-212-555-1111>

RPID-Privacy: privacy=off;party=calling 

From: "Alien Blaster" <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>; tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: cb03a0s09a2sdfglkj490333  

Cseq: 127 INVITE 
Require: precondition

Supported: 100rel
Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=907165275 0

m=audio 3456 RTP/AVP 97 3 96

b=AS:25.4
a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv
a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv
From:
Contains a cryptographically random identifier for the userinfo, and a non-identifying hostname ("localhost") for the hostname. Username contains a string that does not identify the subscriber.

To:
Contains a cryptographically random identifier for the userinfo, distinct from the value of the From header, and a non-identifying hostname ("localhost") for the hostname. Username is empty.


The values of From, To, Remote-Party-ID and RPID-Privacy, as given above, are carried through the INVITE sequence, through the S-CSCF serving the destination subscriber.

Based on local policy or regulatory requirements, the S-CSCF serving the destination subscriber may either allow the identification information to be given to the destination (by following the example in subclause 10.2.2), or may restrict it (by following the example in subclause 10.2.1).

10.2.5
IM sessions with destination requesting privacy
If the destination user desires the session to be private, the UE indicates this in the value of the RPID-Privacy header in the first non-100 response to the initial INVITE. An example of this response from UE to P-CSCF (step#8 of MT#1a, step#10 of MT#1b, step#8 of MT#2), is given in table 10.2.5-1.

Table 10.2.5-1: 183 Session Progress (UE to P-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP pcscf1.home1.net;branch=token1
Record-Route:
Remote-Party-ID: "John Smith" <tel:+1-212-555-2222>
RPID-Privacy: privacy=full;party=called

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=314159

Call-ID: 

CSeq: 
Require: 100rel
Contact: sip:[5555::eee:fff:aaa:bbb]

RSeq: 9021

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd
s=-

c=IN IP6 5555::eee:fff:aaa:bbb

t=907165275 0

m=audio 6544 RTP/AVP 97

b=AS:25.4
a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=conf:qos remote sendrecv
a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2


Remote-Party-ID:
Identifies the answering subscriber. It contains the public user identity, and the name of the answering party. 
RPID-Privacy:
The tag "privacy=full" is appended to indicate full privacy is requested.

The value of the Remote-Party-ID and RPID-Privacy header is carried through the 183-Session-Progress sequence, to the S-CSCF serving the initiating subscriber. When S-CSCF#1 forwards the 183-Session-Progress response to the originating procedure (step#16 of S-S#1a, step#19 of S-S#1b, step#16 of S-S#2, also step#9 of MO#1a, step#11 of MO#1b, step#9 of MO#2), the Remote-Party-ID header is updated with a private URL. An example of this 183-Session-Progress response is given in table 10.2.5-2.

Table 10.2.5-2: 183 Session Progress (S-SCSF to P-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP pcscf1.home1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: 

Remote-Party-ID: <sip:token(tel:+1-212-555-2222)@scscf1.home1.net;user=private>

RPID-Privacy: 

Require:

From: 

To: 

Call-ID: 

CSeq: 
Require: 100rel
Contact: 

RSeq: 


Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=

a=
a=

a=

a=

a=
Remote-Party-ID:
Contains a cryptographically random identifier for the userinfo, generated from the originating subscriber information, and the hostname identifying the S-CSCF that generated the userinfo string. Username is empty.

When an I-CSCF is used to maintain configuration independence, it may (based on operator preferences) update the Remote-Party-ID header in order to hide the S-CSCF address. This occurs in MO#1b step #12. If so, it generates a new private URL with its own hostname. An example of this INVITE request is given in table 10.2.5-3.

Table 10.2.5-3: 183 Session Progress (S-SCSF to P-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP pcscf1.home1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: 

Remote-Party-ID: <sip:Token(token(tel:+1-212-555-2222)@scscf1.home1.net; user=private)@icscf.home1.net;tokenized-by=home1.net>

RPID-Privacy::

Require: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 


Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=

a=
a=

a=

a=

a=
Remote-Party-ID:
Contains a cryptographically random identifier for the userinfo, generated from the originating subscriber information, and the hostname identifying the I-CSCF that generated the userinfo string. Username is empty.

10.2.6
IM sessions with destination party being identified

If the destination user desires to be identified, the privacy tag of the Remote-Party-ID header indicate "privacy=off". An example of this response from UE to P-CSCF (step#8 of MT#1a, step#10 of MT#1b, step#8 of MT#2), is given in table 10.2.6-1.

Table 10.2.6-1: 183 Session Progress (UE to P-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=token1

Remote-Party-ID: "John Smith" <tel:+1-212-555-2222>
RPID-Privacy: privacy=off;party=called


From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=314159

Call-ID: 

CSeq: 
Require: 100rel
Contact: sip:[5555::eee:fff:aaa:bbb]

RSeq: 9021


Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd
s=-

c=IN IP6 5555::eee:fff:aaa:bbb

t=907165275 0

m=audio 6544 RTP/AVP 97

b=AS:25.4
a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=conf:qos remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2


Remote-Party-ID:
Identifies the answering subscriber. It contains the public user identity, and the name of the answering party. 
RPID-Privacy:
The tag "privacy=off" is appended to indicate privacy is not requested.

An additional example of signalling flows for this situation, are those contained in clause 8.

10.2.7
IM sessions without destination preference for anonymity

If the destination user did not state a preference for whether the session be anonymous, local policies and regulations may force the network operator to make it anonymous. The destination UE indicates its lack of preference by not providing a "privacy" tag on the Remote-Party-ID header. An example of this response from UE to P-CSCF (step#8 of MT#1a, step#10 of MT#1b, step#8 of MT#2), is given in table 10.2.7-1.

Table 10.2.7-1: 183 Session Progress (UE to P-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=token1

Remote-Party-ID: "John Smith" <tel:+1-212-555-2222>
RPID-Privacy: privacy=off;party=called


From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=314159

Call-ID: 

CSeq: 
Require: 100rel
Contact: sip:[5555::eee:fff:aaa:bbb]

RSeq: 9021


Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd
s=-

c=IN IP6 5555::eee:fff:aaa:bbb

t=907165275 0

m=audio 6544 RTP/AVP 97

b=AS:25.4
a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=conf:qos remote sendrecv'

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2


Remote-Party-ID:
Identifies the answering subscriber. It contains the public user identity, and the name of the answering party. The lack of a tag "privacy=" indicates lack of a preference for an anonymous or identified session.

Based on local policy or regulatory requirements, the S-CSCF serving the originating subscriber may either allow the identification information to be given to the initiator (by following the example in subclause 10.2.6), or may restrict it (by following the example in subclause 10.2.5).

10.3
Procedures for codec and media flow negotiations

10.3.1
Introduction

This subclause gives signalling flows for the procedures for determining the set of mutually-supported codecs between the endpoints of a multimedia session, determining the initial codecs to be used for the multimedia session, and the procedures for changing between codecs when multiple ones are supported.

Editor's note: If transcoding is to be supported, these procedures need to be adjusted.

10.3.2
Codec or media flow change within the existing reservation

After the multimedia session is established, it is possible for either endpoint to change the set of media flows or codec for a media flow. If the change is within the resources already reserved, then it is only necessary to synchronise the change with the other endpoint. An admission control decision will not fail if the new resource request is within the existing reservation.
As this flow may require user interaction at the remote end to accept the proposed changes, it is realized with a re-INVITE request.
The signalling flow for changing a codec within an existing reservation is given in figure 10.3.2-1.


[image: image5.wmf]2. INVITE

3. INVITE

UE#1

P-CSCF#1

1. stop sending media

with old codec

5. INVITE

S-CSCF#2

P-CSCF#2

UE#2

6. INVITE

4. INVITE

S-CSCF#1

8. 200 OK

9. 200 OK

10. 200 OK

11. 200 OK

12. 200 OK

14. ACK

15. ACK

16. ACK

17. ACK

18. ACK

7. Stop sending with old

codec, setup receiver for

new codec

13. Start sending with

new codec, setup

receiver for new codec

19. Start sending with

new codec


Figure 10.3.2-1: Codec or media flow change - same reservation

For this example, we assume the session was established with authorization for two codecs, AMR and G726-32, but that AMR was initially chosen for the media. UE#1 now desires to change the media to use G726-32.

The detailed procedure is as follows:

1.
UE#1 stops sending media with old codec.


UE#1 determines that a new media stream is desired, or that a change is needed in the codec in use for an existing media stream. UE#1 evaluates the impact of this change, and determines the existing resources reserved for the session are adequate. UE#1 builds a revised SDP that includes all the common media flows determined by the initial negotiation, but assigns a codec and port number only to those to be used onward. UE#1 stops transmitting media streams on those to be dropped from the session.

2.
INVITE (UE to P-CSCF) – see example in table 10.3.2-2

UE#1 sends the INVITE request to P-CSCF#1 containing this SDP.

Table 10.3.2-2: INVITE (UE to P-CSCF)

INVITE sip:[5555::eee:fff:aaa:bbb] SIP/2.0
Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards : 70

Remote-Party-ID: "John Doe" <tel:+1-212-555-1111>
RPID-Privacy: privacy=off;party=calling

From: "Alien Blaster" <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>;tag=171828

To: sip:B36(SHA-1(user2_public1@home2.net; time=36123E5B; seq=73))@localhost;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 131 INVITE 

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd

t=907165275 0

m=video 0 RTP/AVP

m=video 0 RTP/AVP

m=audio 3456 RTP/AVP 96

b=AS:25.4

a=rtpmap:96 G726-32/8000

m=audio 0 RTP/AVP 

Request-URI:
Contains the value of the Contact header from the 200 (OK) response to the initial INVITE.

Via:
Contains the IP address or FQDN of the originating UE.

.

From:/To:/Call-ID:
Contain the values previously used to establish the session, including the tag value from the response.

Cseq:
Next higher sequential value.

Contact:
The SIP URI that conatins the IP address or FQDN of the originating UE.

SDP
The SDP contains the revised set of codecs desired by UE#1.

3.
INVITE (P-CSCF to S-CSCF) – see example in table 10.3.2-3

P-CSCF#1 forwards the INVITE request to S-CSCF#1.

Table 10.3.2-3: INVITE (P-CSCF to S-CSCF)

INVITE sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 69

Remote-Party-ID:

RPID-Privacy:

Route: sip:scscf1.home1.net;lr, sip:scscf2.home2.net;lr, sip:pcscf2.home2.net;lr
Record-Route: sip:pcscf1.home1.net;lr
From: 

To: 

Call-ID: 

Cseq: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

m=

m=

b=

a=

m=


Route:
Saved from the 200 (OK) response to the initial INVITE 
4.
INVITE (S-CSCF to S-CSCF) – see example in table 10.3.2-4

S-CSCF#1 forwards the INVITE request, through the S-CSCF to S-CSCF signalling flow procedures, to S-CSCF#2.

Table 10.3.2-4: INVITE (S-CSCF to S-CSCF)

INVITE sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 68

Remote-Party-ID:

RPID-Privacy:
Route: sip:scscf2.home2.net ;lr, sip:cscf2.home2.net;lr
Record-Route: sip:scscf1.home1.net;lr, sip:pcscf1.home1.net;lr 
From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

m=

m=

b=

a=

m=

5.
INVITE (S-CSCF to P-CSCF) – see example in table 10.3.2-5

S-CSCF#3 forwards the INVITE request to P-CSCF#2.

Table 10.3.2-5: INVITE (S-CSCF to P-CSCF)

INVITE sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 67

Remote-Party-ID:

RPID-Privacy:

Route: sip:pcscf2.home2.net;lr  
Record-Route: sip:scscf2.home2.net;lr, sip:scscf1.home1.net;lr, sip:pcscf1.home1.net;lr 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

m=

m=

b=

a=

m=

6.
INVITE (P-CSCF to UE) – see example in table 10.3.2-6

P-CSCF#2 forwards the INVITE request to UE#2.

Table 10.3.2-6: INVITE (P-CSCF to UE)

INVITE sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP pcscf2.home2.net;branch=token3

Max-Forwards: 66

Remote-Party-ID:

RPID-Privacy:

P-Media-Authorization: 0020000100100101706366322e78797a2e6e6574000c020133315331343363231
From: 

To: 

Call-ID: 

Cseq: 

Contact: 
Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

m=

m=

b=

a=

m=




Via:
P-CSCF removes the Via headers. It inserts this as a branch value on its Via header.

P-Media-Authorization:
A P-CSCF generated authorization token. This particular example shows a Policy-Element generated by "pcf2.xyz.net" with credentials "31S14621".

7.
UE#2 stops sending with old codec, and initializes receiver for new codec


UE#2 receives the INVITE request, and agrees that it is a change within the previous resource reservation. UE#2 stops sending the media streams to be deleted, and initialises its media receivers for the new codec.


UE#2 may optionally perform an alerting function at this point, and respond to UE#1 with a 180 Ringing provisional response (not shown in figure). When it is ready for the new media stream, UE#2 responds with a 200 OK.

8.
200 OK (UE to P-CSCF) – see example in table 10.3.2-8

UE#2 responds to the INVITE request (6) with a 200 OK response, sent to P-CSCF#2.

Table 10.3.2-8: 200 OK (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.home2.net;branch=token3
Remote-Party-ID: "John Smith" <tel:+1-212-555-2222>
RPID-Privacy: privacy=off;party=called
From: 

To: 

Call-ID: 

CSeq: 131 INVITE

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::eee:fff:aaa:bbb

s=-

c=IN IP6 5555::eee:fff:aaa:bbb

t=907165275 0

m=video 0 RTP/AVP

m=video 0 RTP/AVP

m=audio 6544 RTP/AVP 96

b=AS:25.4

a=rtpmap:96 G726-32/8000

m=audio 0 RTP/AVP 

9.
200 OK (P-CSCF to S-CSCF) – see example in table 10.3.2-9

P-CSCF#2 sends the 200 OK response to S-CSCF#2.

Table 10.3.2-9: 200 OK (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Remote-Party-ID:

RPID-Privacy:

Record-Route: sip:scscf2.home2.net;lr, sip:scscf1.home1.net;lr, sip:pcscf1.home1.net;lr 

From: 

To: 

Call-ID: 

CSeq: 

Content-Type: 

Content-Length:

v=

o=

s=

c=

t=

m=

m=

m=

b=

a=

m=

10.
200 OK (S-CSCF to S-CSCF) – see example in table 10.3.2-10

S-CSCF#2 sends the 200 OK response to S-CSCF#1.

Table 10.3.2-10: 200 OK (S-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Remote-Party-ID: "John Smith" <tel:+1-212-555-2222>
RPID-Privacy:

Record-Route:  

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-Type: 

Content-Length:

v=

o=

s=

c=

t=

m=

m=

m=

b=

a=

m=

11.
200 OK (S-CSCF to P-CSCF) – see example in table 10.3.2-11

S-CSCF#1 sends the 200 OK response to P-CSCF#1.

Table 10.3.2-11: 200 OK (S-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Remote-Party-ID:

RPID-Privacy:
Record-Route: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-Type: 

Content-Length:

v=

o=

s=

c=

t=

m=

m=

m=

b=

a=

m=

12.
200 OK (P-CSCF to UE) – see example in table 10.3.2-12

P-CSCF#1 sends the 200 OK response to UE#1.

Table 10.3.2-12: 200 OK (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Remote-Party-ID:

RPID-Privacy:

From: 

To: 

Call-ID: 

CSeq: 

Contact:

Content-Type: 

Content-Length:

v=

o=

s=

c=

t=

m=

m=

m=

b=

a=

m=


P-CSCF removes the Record-Route headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE. 


13.
UE#1 starts sending with new codec, and initializes receiver for new codec


UE#1 starts sending media using the new codecs. UE#1 also releases any excess resources no longer needed.

14.
ACK (UE to P-CSCF) – see example in table 10.3.2-14

UE#1 sends the ACK request to UE#2, along the signalling path established by the INVITE request.

Table 10.3.2-14: ACK (UE to P-CSCF)

ACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 70

From: "Alien Blaster" <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>;tag=171828

To: <sip:B36(SHA-1(user2_public1@home2.net; time=36123E5B; seq=73))@localhost>;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 131 ACK

Contact: sip:[5555::aaa:bbb:ccc:ddd]
Content-Length: 0

15.
ACK (P-CSCF to S-CSCF) – see example in table 10.3.2-15

P-CSCF#1 sends the ACK request to S-CSCF#1, along the signalling path established by the INVITE request.

Table 10.3.2-15: ACK (P-CSCF to S-CSCF)

ACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 69

Route: sip:scscf1.home1.net;lr, sip:scscf2.home2.net;lr,sip:pcscf2.visited2.net;lr
From: 

To: 

Call-ID: 

Cseq: 

Content-Length: 


Route:
Saved from the 200 OK response (with first element moved to Request-URI).

16.
ACK (S-CSCF to S-CSCF) – see example in table 10.3.2-16

S-CSCF#1 sends the ACK request to S-CSCF#2, along the signalling path established by the INVITE request.

Table 10.3.2-16: ACK (S-CSCF to S-CSCF)

ACK sip:[5555::eee:fff:aaa:bbb]SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 68

Route: sip:scscf2.home2.net;lr,sip:pcscf2.visited2.net;lr
From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Length: 

17.
ACK (S-CSCF to P-CSCF) – see example in table 10.3.2-17

S-CSCF#2 sends the ACK request to P-CSCf#2, along the signalling path established by the INVITE request.

Table 10.3.2-17: ACK (S-CSCF to P-CSCF)

ACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 67
Route: sip:@pcscf2..net;lr
From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Length: 

18.
ACK (P-CSCF to UE) – see example in table 10.3.2-18

P-CSCF#2 sends the ACK request to UE#2, along the signalling path established by the INVITE request.

Table 10.3.2-18: ACK (P-CSCF to UE)

ACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP pcscf2.home2.net;branch=876t12.1
Max-Forwards: 66
From: 

To: 

Call-ID: 

Cseq: 

Content-Length: 


Via:
P-CSCF removes the Via headers. It inserts this as a branch value on its Via header.

19.
UE#2 starts sending with new codec


UE#2 starts sending media using the new codecs. UE#2 also releases any excess resources no longer needed.

10.3.3
Codec or media flow change requiring new resources and/or authorisation

After the multimedia session is established, it is possible for either endpoint to change the set of media flows or codec for a media flow. If the change requires additional resources beyond those previously reserved, then it is necessary to perform the resource reservation and bearer establishment procedures. If the reservation request fails for whatever reason, the original multimedia session remains in progress.

An example signalling flow for a codec or media flow change requiring new resources and/or authorization is given in figure 10.3.3-1. This example shows mobile originated while in home network, establishing a session with another mobile served by the same network operator, also in its home network (MO#2, S-S#2, MT#2). Other configurations may include I-CSCFs in the signalling path; procedures at the I-CSCFs are identical to those described for the BYE, PRACK, and UPDATE requests and responses described in other clauses.
As this flow may require user interaction at the remote end to accept the proposed changes, it is realized with a re-INVITE request.
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Figure 10.3.3-1: Codec or media flow change - new reservation

The detailed procedure is as follows:

1.
Determine new set of codecs for this session


UE#1 determines the revised set of codecs or media streams that it is wishes to support for this session. It builds a SDP containing bandwidth requirements and characteristics of each, and assigns local port numbers for each possible media flow. Multiple media flows may be offered, and for each media flow (m= line in SDP), there may be multiple codec choices offered.


For this example, assume UE#1 originally established the session using audio (AMR) only, and now wishes to change to stereo (using the L16 2-channel codec, RTP/AVP code 10) and add an additional video media stream (MPV).

2.
INVITE (UE to P-CSCF) – see example in table 10.3.3-2

UE#1 sends the INVITE request to P-CSCF#1 containing this SDP.

Table 10.3.3-2: INVITE (UE to P-CSCF)

INVITE sip:[5555::eee:fff:aaa:bbb] SIP/2.0
Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Max-Forwards: 70

Remote-Party-ID: "John Doe" <tel:+1-212-555-1111>
RPID-Privacy: privacy=off;party=calling
From: "Alien Blaster" <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>;tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 131 INVITE 
Require: precondition

Supported: 100rel
Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=907165275 0

m=video 3400 RTP/AVP 99

b=AS:54.6

a=curr:qos local none

a=curr:qos remote none
a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv
a=rtpmap:99:MPV

m=audio 3456 RTP/AVP 10

b=AS:25.4

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv
Request-URI:
Contains the value of the Contact header from the 200 (OK) response to the initial INVITE.

Via:
Contains the IP address or FQDN of the originating UE.

From:/To:/Call-ID:
Contain the values previously used to establish the session, including the tag value from the response.

Cseq:
Next higher sequential value.

Contact:
The SIP URL that contains the IP address or FQDN of the originating UE.

SDP
The SDP contains the revised set of codecs desired by UE#1.

3.
P-CSCF reduces set of supported codecs based on operator policy


P-CSCF#1 examines the media parameters, and removes any choices that the network operator decides based on local policy, not to allow on the network.

4.
INVITE (P-CSCF to S-CSCF) – see example in table 10.3.3-4

P-CSCF#1 forwards the INVITE request to S-CSCF#1.

Table 10.3.3-4: INVITE (P-CSCF to S-CSCF)

INVITE sip:[5555::eee:fff:aaa:bbb]SIP/2.0

Via: SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 69

Remote-Party-ID:

RPID-Privacy:
Route: sip:scscf1.home1.net ;lr, sip:scscf2.home2.net;lr, sip:pcscf2.home2.net;lr
Record-Route: sip:pcscf1.home1.net;lr
From: 

To: 

Call-ID: 

Cseq: 
Require:

Supported: 
Contact: 
Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=
a=

a=

a=
a=

a=

m=

b=

a=
a=

a=

a=

Route:
Saved from the 200 (OK) response to the initial INVITE 

5.
S-CSCF reduces set of supported codecs based on operator policy


S-CSCF#1 examines the media parameters, and removes any choices that the subscriber does not have authority to request.

6.
INVITE (S-CSCF to S-CSCF) – see example in table 10.3.3-6

S-CSCF#1 forwards the INVITE request, through the S-CSCF to S-CSCF signalling flow procedures, to S-CSCF#2.

Table 10.3.3-6: INVITE (S-CSCF to S-CSCF)

INVITE sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 68

Remote-Party-ID:

RPID-Privacy:

Route: sip:scscf2.home2.net;lr, sip:pcscf2.home2.net;lr
Record-Route: sip:scscf1.home1.net;lr, sip:pcscf1.home1.net;lr
From: 

To: 

Call-ID: 

Cseq: 
Require:

Supported:
Contact: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=
a=

a=

a=
m=

b=

a=
a=

a=

a=
7.
S-CSCF reduces set of supported codecs based on operator policy


S-CSCF#2 examines the media parameters, and removes any choices that the destination subscriber does not have authority to request.

8.
INVITE (S-CSCF to P-CSCF) – see example in table 10.3.3-8

S-CSCF#3 forwards the INVITE request to P-CSCF#2.

Table 10.3.3-8: INVITE (S-CSCF to P-CSCF)

INVITE sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 67

Remote-Party-ID:

RPID-Privacy:

Record-Route: sip:scscf2.home2.net;lr, sip:scscf1.home1.net;lr, sip:pcscf1.home1.net;lr
Route: sip:pcscf2.home2.net;lr
From: 

To: 

Call-ID: 

Cseq: 
Require:

Supported:
Contact: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=
a=

a=

a=
m=

b=

a=
a=

a=

a=
9.
P-CSCF reduces set of supported codecs based on operator policy


P-CSCF#2 examines the media parameters, and removes any that the network operator decides, based on local policy, not to allow on the network.

10.
INVITE (P-CSCF to UE) – see example in table 10.3.3-10

P-CSCF#2 forwards the INVITE request to UE#2.

Table 10.3.3-10: INVITE (P-CSCF to UE)

INVITE sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP pcscf2.home2.net;branch=token3

Max-Forwards: 66
Remote-Party-ID:

RPID-Privacy:
P-Media-Authorization: 0020000100100101706366322e78797a2e6e6574000c020133315331343363231
From: 

To: 

Call-ID: 

Cseq: 
Require: 

Supported: 

Contact: 
Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=
a=

a=

a=
m=

b=

a=
a=

a=

a=

P-CSCF removes the Record-Route headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE.


Via:
P-CSCF removes the Via headers. It inserts this as a branch value on its Via header.

P-Media-Authorization:
A P-CSCF generated authorization token. This particular example shows a Policy-Element generated by "pcf2.xyz.net" with credentials "31S14621".

11.
Determine set of codecs supported by UE#2


UE#2 determines the set of codecs that it is capable of supporting for this session.

For this example, assume UE#2 supports all those requested by UE#1.

12.
183 Session Progress (UE to P-CSCF) – see example in table 10.3.3-12

UE#2 returns a 183 Session Progress response, containing the SDP answer, to P-CSCF#2.

Table 10.3.3-12: 183 Session Progress (UE to P-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP pcscf2.home2.net;branch=token3

Require: 100rel

Remote-Party-ID: "John Smith" <tel:+1-212-555-2222>
RPID-Privacy: privacy=off;party=called

From: 

To: 

Call-ID: 

CSeq: 

Contact: sip:[5555::eee:fff:aaa:bbb]

RSeq: 18


Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::eee:fff:aaa:bbb

s=-

c=IN IP6 5555::eee:fff:aaa:bbb

t=907165275 0

m=video 6540 RTP/AVP 99

b=AS:54.6


a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=conf:qos remote sendrecv

a=rtpmap:99:MPV

m=audio 6544 RTP/AVP 10

b=AS:25.4

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=conf:qos remote sendrecv
SDP
The SDP contains an answer to the received offer.

13.
Authorize resources for common codecs for this session


P-CSCF#2 authorises the QoS resources for the common media flows and codec choices.

14.
183 Session Progress (P-CSCF to S-CSCF)  - see example in table 10.3.3-14

P-CSCF#2 forwards the 183 Session Progress response to S-CSCF#2.

Table 10.3.3-14: 183 Session Progress (P-CSCF to S-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Record-Route: sip:pcscf2.visited2.net;lr, sip:scscf2.home2.net;lr, sip:scscf1.home1.net;lr, sip:pcscf1.visited1.net;lr
Require: 
Remote-Party-ID:

RPID-Privacy: 
From: 

To: 

Call-ID: 

CSeq: 

Contact: 
RSeq: 


Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=
a=

a=

a=

a=
m=

b=

a=
a=

a=

a=

a=
15.
183 Session Progress (S-CSCF to S-CSCF) – see example in table 10.3.3-15

S-CSCF#2 forwards the 183 Session Progress response to S-CSCF#1.

Table 10.3.3-15: 183 Session Progress (S-CSCF to S-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: 

Require:

From: 

To: 

Call-ID: 

CSeq: 

Contact: 
RSeq: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=
a=

a=

a=

a=
m=

b=

a=
a=

a=

a=

a=
16.
183 Session Progress (S-CSCF to P-CSCF) – see example in table 10.3.3-16

S-CSCF#1 forwards the 183 Session Progress response to P-CSCF#1.

Table 10.3.3-16: 183 Session Progress (S-CSCF to P-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: 

Require:

From: 

To: 

Call-ID: 

CSeq: 

Contact: 
RSeq: 


Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=
a=

a=

a=

a=
m=

b=

a=
a=

a=

a=

a=
17.
Authorize resources for common codecs for this session


P-CSCF#1 authorises the QoS resources for the remaining media flows and codec choices.

18.
183 Session Progress (P-CSCF to UE) – see example in table 10.3.3-18

P-CSCF#1 forwards the 183 Session Progress response to UE#1.

Table 10.3.3-18: 183 Session Progress (P-CSCF to UE)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

P-Media-Authorization: 0020000100100101706366312e78797a2e6e6574000c02013942563330373200

Require:

From: 

To: 

Call-ID: 

CSeq: 

Contact: 
RSeq: 


Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=
a=

a=

a=

a=
m=

b=

a=
a=

a=

a=

a=

P-CSCF removes the Record-Route headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE



P-Media-Authorization:
A P-CSCF generated authorization token. This particular example shows a Policy-Element generated by "pcf1.xyz.net" with credentials "9BV3072".

19.
Determine revised codec(s) for this session


UE#1 determines which media flows should be used for this session, and which codecs should be used for each of those media flows. If there was any change in media flows, or if there was more than one choice of codec for a media flow, then UE#1 must include an SDP in the PRACK request sent to UE#2.


For this example, assume UE#1 chooses L10 for stereo audio and MPV for video, so no changes are made to the SDP.

20.
PRACK (UE to P-CSCF) – see example in table 10.3.3-20

UE#1 sends the PRACK request to UE#2, along the signalling path established by the INVITE request.

Table 10.3.3-20: PRACK (UE to P-CSCF)

PRACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0
Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 70
From: "Alien Blaster" <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>;tag=171828

To: <sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost>;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 132 PRACK


Rack: 18 131 INVITE

Content-Length: 0

Request-URI:
Takes the value of the Contact header of the received 183 Session Progress response.


From:/To:/Call-ID:
Copied from the 183 Session Progress response so that they include any tag parameter.

Cseq:
Takes a higher value than that in the previous request.

21.
PRACK (P-CSCF to S-CSCF) – see example in table 10.3.3-21

P-CSCF#1 sends the PRACK request to S-CSCF#1, along the signalling path established by the INVITE request.

Table 10.3.3-21: PRACK (P-CSCF to S-CSCF)

PRACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 69
Route: sip:scscf1.home1.net;lr, sip:scscf2.home2.net;lr, sip:pcscf2.home2.net;lr  

From: 

To: 

Call-ID: 

Cseq: 


Rack: 

Content-Length: 


Route:
Saved from the previous response.


22.
PRACK (S-CSCF to S-CSCF) – see example in table 10.3.3-22

S-CSCF#1 sends the PRACK request to S-CSCF#2, along the signalling path established by the INVITE request.

Table 10.3.3-22: PRACK (S-CSCF to S-CSCF)

PRACK sip:[5555::eee:fff:aaa:bbb]SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 68
Route: sip:scscf2.home2.net;lr,sip:pcscf2.home2.net;lr
From: 

To: 

Call-ID: 

Cseq: 


Rack: 

Content-Length: 


23.
PRACK (S-CSCF to P-CSCF) – see example in table 10.3.3-23

S-CSCF#2 sends the PRACK request to P-CSCf#2, along the signalling path established by the INVITE request.

Table 10.3.3-23: PRACK (S-CSCF to P-CSCF)

PRACK sip:[5555::eee:fff:aaa:bbb]SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDPpcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 67

From: 

To: 

Call-ID: 

Cseq: 


Rack: 

Content-Length: 

24.
PRACK (P-CSCF to UE) – see example in table 10.3.3-24

P-CSCF#2 sends the PRACK request to UE#2, along the signalling path established by the INVITE request.

Table 10.3.3-24: PRACK (P-CSCF to UE)

PRACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP pcscf2.home2.net;branch=876t12.1
Max-Forwards: 66

From: 

To: 

Call-ID: 

Cseq: 


Rack: 

Content-Length: 


P-CSCF removes the Record-Route headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE.


Via:
P-CSCF removes the Via headers. It inserts this as a branch value on its Via header.
25.
200 OK (UE to P-CSCF) – see example in table 10.3.3-25

UE#2 responds to the PRACK request (24) with a 200 OK response to P-CSCF#2.

Table 10.3.3-25: 200 OK (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.home2.net;branch=876t12.1
From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

26.
200 OK (P-CSCF to S-CSCF) – see example in table 10.3.3-26

P-CSCF#2 sends the 200 OK response to S-CSCF#2.

Table 10.3.3-26: 200 OK (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]


From: 

To: 

Call-ID: 

CSeq: 

Content-Length:

27.
200 OK (S-CSCF to S-CSCF) – see example in table 10.3.3-27

S-CSCF#2 sends the 200 OK response to S-CSCF#1.

Table 10.3.3-27: 200 OK (S-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]




From: 

To: 

Call-ID: 

CSeq: 


Content-Length: 

28.
200 OK (S-CSCF to P-CSCF) – see example in table 10.3.3-28

S-CSCF#1 sends the 200 OK response to P-CSCF#1.

Table 10.3.3-28: 200 OK (S-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]


From: 

To: 

Call-ID: 

CSeq: 


Content-Length: 

29.
200 OK (P-CSCF to UE) – see example in table 10.3.3-29

P-CSCF#1 sends the 200 OK response to UE#1.

Table 10.3.3-29: 200 OK (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 


Content-Length: 



30.
Reserve resources for new media streams


UE#1 and UE#2 reserve the resources needed for the added or changed media flows. If the reservation is successfully completed by UE#1, it stops transmitting any deleted media streams.

31.UPDATE (UE to P-CSCF) – see example in table 10.3.3-31

UE#1 sends the UPDATE request to P-CSCF#1.

Table 10.3.3-31: UPDATE (UE to P-CSCF)

UPDATE sip:[5555:eee:aaa:bbb]p SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 70
From: "Alien Blaster" <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>;tag=171828

To: <sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost>;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 133 UPDATE

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=907165275 0

m=video 3400 RTP/AVP 99

b=AS:54.6

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv
a=rtpmap:99:MPV

m=audio 3456 RTP/AVP 10

b=AS:25.4

a=curr:qos local senedrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv



CSeq:
Takes a higher value than that in the previous request.


The SDP indicates that the resource reservation was successful in the local segment.

32.
UPDATE (P-CSCF to S-CSCF) – see example in table 10.3.3-32

P-CSCF#1 sends the UPDATE request to S-CSCF#1.

Table 10.3.3-32: UPDATE (P-CSCF to S-CSCF)

UPDATE sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 69

Route: sip:scscf1.home1.net;lr, 
sip:scscf2.home2.net;lr, sip:pcscf2.home2.net;lr
From: 

To: 

Call-ID: 

Cseq: 


Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=
a=

a=

a=
m=

b=

a=
a=

a=

a=

Route:
Saved from the 183 Session Progress response .


33.
UPDATE (S-CSCF to S-CSCF) – see example in table 10.3.3-33

S-CSCF#1 sends the UPDATE request to S-CSCF#2.

Table 30.3.3-33: UPDATE (MO#2 to S-S)

UPDATE sip:[5555::eee:fff:aaa:bbb]  SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 68

Route: sip:scscf2.home2.net;lr, sip:pcscf2.home2.net;lr
From: 

To: 

Call-ID: 

Cseq: 


Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=
a=

a=

a=
m=

b=

a=
a=

a=

a=

34.
UPDATE (S-CSCF to P-CSCF) – see example in table 10.3.3-34

S-CSCF#2 sends the UPDATE request to P-CSCF#2.

Table 10.3.3-34: UPDATE (S-CSCF to P-CSCF)

UPDATE sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 67

Route: sip:pcscf2.home2.net;lr

From: 

To: 

Call-ID: 

Cseq: 


Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=
a=

a=

a=
m=

b=

a=
a=

a=

a=
35.
UPDATE (P-CSCF to UE) – see example in table 10.3.3-35

P-CSCF#2 sends the UPDATE request to UE#2.

Table 10.3.3-35: UPDATE (P-CSCF to UE)

UPDATE sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP pcscf2.home2.net;branch=876t12.1
Max-Forwards: 66
From: 

To: 

Call-ID: 

Cseq: 


Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=
a=

a=
m=

b=

a=
a=

a=

a=


Via:
P-CSCF removes the Via headers. It inserts this as a branch value on its Via header.
36.
200 OK (UE to P-CSCF) – see example in table 10.3.3-36

UE#2 responds to the UPDATE request (35) with a 200 OK response, sent to P-CSCF#2.

Table 10.3.3-36: 200 OK (UE to P-CSCF)

SIP/2.0 200 OK
Via: SIP/2.0/UDP pcscf2.home2.net;branch=876t12.1
From: 

To: 

Call-ID: 

CSeq: 
Conten-Type: application/sdp
Content-Length: (…)
v=0

o=- 2987933615 2987933615 IN IP6 5555::eee:fff:aaa:bbb

s=-

c=IN IP6 5555::eee:fff:aaa:bbb

t=907165275 0

m=video 6540 RTP/AVP 99

b=AS:54.6

a=curr:qos local sendrecv

a=curr:qos remote sendrecv

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=rtpmap:99:MPV

m=audio 6544 RTP/AVP 10

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote sendrecv

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv
37.
200 OK (P-CSCF to S-CSCF) – see example in table 10.3.3-37

P-CSCF#2 sends the 200 OK response to S-CSCF#2.

Table 10.3.3-37: 200 OK (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]


From: 

To: 

Call-ID: 

CSeq: 
Content-Type:
Content-Length: (…)
v=

o=

s=

c=

t=

m=

b=

a=

a=

a=

a=

a=

m=

b=

a=

a=

a=

a=
38.
200 OK (S-CSCF to S-CSCF) – see example in table 10.3.3-38

S-CSCF#2 sends the 200 OK response to S-CSCF#1.

Table 10.3.3-38: 200 OK (S-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]


From: 

To: 

Call-ID: 

CSeq: 


Content-Type:
Content-Length: 
v=

o=

s=

c=

t=

m=

b=

a=

a=

a=

a=

a=

m=

b=

a=

a=

a=

a=
39.
200 OK (S-CSCF to P-CSCF) – see example in table 10.3.3-39

S-CSCF#1 sends the 200 OK response to P-CSCF#1.

Table 10.3.3-39: 200 OK (S-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 


Content-Type:
Content-Length: 
v=

o=

s=

c=

t=

m=

b=

a=

a=

a=

a=

a=

m=

b=

a=

a=

a=

a=
40.
200 OK (P-CSCF to UE) – see example in table 10.3.3-40

P-CSCF#1 sends the 200 OK response to UE#1.

Table 10.3.3-40: 200 OK (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
From: 

To: 

Call-ID: 

CSeq: 


Content-Type:
Content-Length: 
v=

o=

s=

c=

t=

m=

b=

a=

a=

a=

a=

a=

m=

b=

a=

a=

a=

a=


41.
180 Ringing (UE to P-CSCF) – see example in table 10.3.3-41

Depending on the type of codec change being performed, alerting may be required at the destination UE. If so, UE#2 sends a 180 Ringing provisional response to the originator, through P-CSCF#2.

Table 10.3.3-41: 180 Ringing (UE to P-CSCF)

SIP/2.0 180 Ringing

Via: SIP/2.0/UDP pcscf2.home2.net;branch=token3


From: 

To: 

Call-ID: 

CSeq: 

Require: 100rel

Contact: sip:[5555::eee:fff:aaa:bbb]

RSeq: 19

Content-Length: 0

42.
180 Ringing (P-CSCF to S-CSCF) – see example in table 10.3.3-42

P-CSCF#2 sends the 180 Ringing response to S-CSCF#2.

Table 10.3.3-42: 180 Ringing (P-CSCF to S-CSCF)

SIP/2.0 180 Ringing

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:pcscf2,home2.net;lr,sip:scscf2.home2.net;lr, sip:scscf1.home1.net;lr, sip:pcscf1.home1.net;lr

From: 

To: 

Call-ID: 

CSeq: 

Require:

Contact: 

RSeq: 

Content-Length: 

43.
180 Ringing (S-CSCF to S-CSCF) – see example in table 10.3.3-43

S-CSCF#2 sends the 180 Ringing response to S-CSCF#1.

Table 10.3.3-43: 180 Ringing (S-CSCF to S-CSCF)

SIP/2.0 180 Ringing

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: 

From: 

To: 

Call-ID: 

CSeq: 

Require:

Contact: 

RSeq: 

Content-Length: 

44.
180 Ringing (S-CSCF to P-CSCF) – see example in table 10.3.3-44

S-CSCF#1 sends the 180 Ringing response to P-CSCF#1.

Table 10.3.3-44: 180 Ringing (S-CSCF to P-CSCF)

SIP/2.0 180 Ringing

Via: SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: 


From: 

To: 

Call-ID: 

CSeq: 

Require:

Contact: 

RSeq: 

Content-Length: 

45.
180 Ringing (P-CSCF to UE) – see example in table 10.3.3-45

P-CSCF#1 sends the 180 Ringing response to UE#1.

Table 10.3.3-45: 180 Ringing (P-CSCF to UE)

SIP/2.0 180 Ringing

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Require:

From: 

To: 

Call-ID: 

CSeq: 

Contact: 
RSeq: 

Content-Length: 

Editor's Note: Additional QoS interactions to handle one-way media at this point (e.g. for PSTN ringback and announcements) is for further study.

46.
PRACK (UE to P-CSCF) – see example in table 10.3.3-46

UE#1 sends the PRACK request to UE#2, along the signalling path established by the INVITE request.

Table 10.3.3-46: PRACK (UE to P-CSCF)

PRACK sip:[5555::eee:fff:aaa:bbb]SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 70

From: "Alien Blaster" <sip:B36(SHA-1(555-1111; time=36123E5B; seq=72))@localhost>;tag=171828

To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 130 PRACK


Rack: 19 131 INVITE

Content-Length: 0





47.
PRACK (P-CSCF to S-CSCF) – see example in table 10.3.3-47

P-CSCF#1 sends the PRACK request to S-CSCF#1, along the signalling path established by the INVITE request.

Table 10.3.3-47: PRACK (P-CSCF to S-CSCF)

PRACK sip:[5555::eee:fff:aaa:bbb]SIP/2.0

Via: SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 69

Route: sip:scsf1.home1.net;lr, sip:scscf2.home2.net;lr, sip:pcscf2.home2.net;lr
From: 

To: 

Call-ID: 

Cseq: 


Rack: 

Content-Length: 

Route:
P-CSCF adds a Route header, with the saved value from the previous response. 
48.
PRACK (S-CSCF to S-CSCF) – see example in table 10.3.3-48

S-CSCF#1 sends the PRACK request to S-CSCF#2, along the signalling path established by the INVITE request.

Table 10.3.3-48: PRACK (S-CSCF to S-CSCF)

PRACK sip:[5555::eee:fff:aaa:bbb]SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 68

Route: sip:scscf2.home2.net;lr,  sip:pcscf2.home2.net;lr

From: 

To: 

Call-ID: 

Cseq: 


Rack: 

Content-Length: 

49.
PRACK (S-CSCF to P-CSCF) – see example in table 10.3.3-49

S-CSCF#2 sends the PRACK request to P-CSCf#2, along the signalling path established by the INVITE request.

Table 10.3.3-49: PRACK (S-CSCF to P-CSCF)

PRACK sip:[5555::eee:fff:aaa:bbb]SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Max-Forwards: 67

Route: sip:pcscf2.home2.net;lr

From: 

To: 

Call-ID: 

Cseq: 


Rack: 

Content-Length: 

50.
PRACK (P-CSCF to UE) – see example in table 10.3.3-50

P-CSCF#2 sends the PRACK request to UE#2, along the signalling path established by the INVITE request.

Table 10.3.3-50: PRACK (P-CSCF to UE)

PRACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Max-Forwards: 66

Via: SIP/2.0/UDP pcscf2.home2.net;branch=876t12.1
From: 

To: 

Call-ID: 

Cseq: 


Rack: 

Content-Length: 



Via:
P-CSCF removes the Via headers. It inserts this as a branch value on its Via header.

51.
200 OK (UE to P-CSCF) – see example in table 10.3.3-51

UE#2 responds to the PRACK request (50) with a 200 OK response to P-CSCF#2.

Table 10.3.3-51: 200 OK (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.home2.net;branch=876t12.1
From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

52.
200 OK (P-CSCF to S-CSCF) – see example in table 10.3.3-52

P-CSCF#2 sends the 200 OK response to S-CSCF#2.

Table 10.3.3-52: 200 OK (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]


From: 

To: 

Call-ID: 

CSeq: 

Content-Length:

53.
200 OK (S-CSCF to S-CSCF) – see example in table 10.3.3-53

S-CSCF#2 sends the 200 OK response to S-CSCF#1.

Table 10.3.3-53: 200 OK (S-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]


From: 

To: 

Call-ID: 

CSeq: 


Content-Length: 

54.
200 OK (S-CSCF to P-CSCF) – see example in table 10.3.3-54

S-CSCF#1 sends the 200 OK response to P-CSCF#1.

Table 10.3.3-54: 200 OK (S-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]


From: 

To: 

Call-ID: 

CSeq: 


Content-Length: 

55.
200 OK (P-CSCF to UE) – see example in table 10.3.3-55

P-CSCF#1 sends the 200 OK response to UE#1.

Table 10.3.3-55: 200 OK (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 


Content-Length: 



56.
Perform Codec change


UE#2 stops sending the media streams to be deleted, and initialises its media receivers for the new codec.

57.
200 OK (UE to P-CSCF) – see example in table 10.3.3-57

UE#2 responds to the INVITE request (10) with a 200 OK response, sent to P-CSCF#2.

Table 10.3.3-57: 200 OK (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.home2.net;branch=876t12.1
From: 

To: 

Call-ID: 

CSeq: 131 INVITE

Content-Length: 0

58.
200 OK (P-CSCF to S-CSCF) – see example in table 10.3.3-58

P-CSCF#2 sends the 200 OK response to S-CSCF#2.

Table 10.3.3-58: 200 OK (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:pcscf2.home2.net;lr, sip:scscf2.home2.net;lr, sip:scscf1.home1.net;lr, sip:pcscf1.home1.net;lr
From: 

To: 

Call-ID: 

CSeq: 

Content-Length:

59.
200 OK (S-CSCF to S-CSCF) – see example in table 10.3.3-59

S-CSCF#2 sends the 200 OK response to S-CSCF#1.

Table 10.3.3-59: 200 OK (S-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: 
From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-Length: 

60.
200 OK (S-CSCF to P-CSCF) – see example in table 10.3.3-60

S-CSCF#1 sends the 200 OK response to P-CSCF#1.

Table 10.3.3-60: 200 OK (S-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-Length: 

61.
200 OK (P-CSCF to UE) – see example in table 10.3.3-61

P-CSCF#1 sends the 200 OK response to UE#1.

Table 10.3.3-61: 200 OK (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Contact: 
Content-Length: 


P-CSCF removes the Record-Route headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE. 


62.
Start using new codec


UE#1 starts sending media using the new codecs. UE#1 also releases any excess resources no longer needed.

63.
ACK (UE to P-CSCF) – see example in table 10.3.3-63

UE#1 sends the ACK request to UE#2, along the signalling path established by the INVITE request.

Table 10.3.3-63: ACK (UE to P-CSCF)

ACK sip:[5555::eee:fff:aaa:bbb]SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 70

From: "Alien Blaster" <sip:B36(SHA-1(555-1111; time=36123E5B; seq=72))@localhost>;tag=171828

To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 131 ACK


Content-Length: 0

64.
ACK (P-CSCF to S-CSCF) – see example in table 10.3.3-64

P-CSCF#1 sends the ACK request to S-CSCF#1, along the signalling path established by the INVITE request.

Table 10.3.3-64: ACK (P-CSCF to S-CSCF)

ACK sip:[5555::eee:fff:aaa:bbb]SIP/2.0

Via: SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 69

Route: sip:scscf1.home1.net;lr,sip:scscf2.home2.net;lr, sip:pcscf2.home2.net;lr
From: 

To: 

Call-ID: 

Cseq: 


Content-Length: 




65.
ACK (S-CSCF to S-CSCF) – see example in table 10.3.3-65

S-CSCF#1 sends the ACK request to S-CSCF#2, along the signalling path established by the INVITE request.

Table 10.3.3-65: ACK (S-CSCF to S-CSCF)

ACK sip:[5555::eee:fff:aaa:bbb]sip:SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 68

Route: sip:scscf2home2.net;lr, sip:pcscf2.home2.net

Record-Route: sip:scscf1.home1.net
From: 

To: 

Call-ID: 

Cseq: 


Content-Length: 

66.
ACK (S-CSCF to P-CSCF) – see example in table 10.3.3-66

S-CSCF#2 sends the ACK request to P-CSCf#2, along the signalling path established by the INVITE request.

Table 10.3.3-66: ACK (S-CSCF to P-CSCF)

ACK sip:[5555::eee:fff:aaa:bbb]SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 67

Route: sip:pcscf2.home2.net;lr

From: 

To: 

Call-ID: 

Cseq: 


Content-Length: 

67.
ACK (P-CSCF to UE) – see example in table 10.3.3-67

P-CSCF#2 sends the ACK request to UE#2, along the signalling path established by the INVITE request.

Table 10.3.3-67: ACK (P-CSCF to UE)

ACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP pcscf2.home2.net;branch=876t12.1
Max-Forwards: 66

From: 

To: 

Call-ID: 

Cseq: 


Content-Length: 



Via:
P-CSCF removes the Via headers. It inserts this as a branch value on its Via header.

68.
Start using new codec


UE#2 starts sending media using the new codecs. UE#2 also releases any excess resources no longer needed.

10.3.4
Error in changing codec or media flow within an existing reservation

After the multimedia session is established, it is possible for either endpoint to change the set of media flows or codec for a media flow. If the change is within the resources already reserved, then it is only necessary to synchronise the change with the other endpoint. An admission control decision will not fail if the new resource request is within the existing reservation.

However, it is possible the destination UE can no longer support the requested codec, due to, for example, other simultaneous sessions involving the destination UE. The destination UE therefore has the ability to refuse the codec change.

The signalling flow for refusing a codec change within an existing reservation is given in figure 10.3.4-1.
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Figure 10.3.4-1: Error changing codec or media flow – within previous reservation

For this example, we assume the session was established with authorization for two codecs, AMR and G726-32, but that AMR was initially chosen for the media. UE#1 now desires to change the media to use G726-32.

The detailed procedure is as follows:

1.
UE#1 stops sending media with old codec.


UE#1 determines that a new media stream is desired, or that a change is needed in the codec in use for an existing media stream. UE#1 evaluates the impact of this change, and determines the existing resources reserved for the session are adequate. UE#1 builds a revised SDP that includes all the common media flows determined by the initial negotiation, but assigns a codec and port number only to those to be used onward. UE#1 stops transmitting media streams on those to be dropped from the session.

2.
INVITE (UE to P-CSCF) – see example in table 10.3.4-2

UE#1 sends the INVITE request to P-CSCF#1 containing this SDP.

Table 10.3.4-2: INVITE (UE to P-CSCF)

INVITE sip:[5555::eee:fff:aaa:bbb] SIP/2.0
Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Max-Forwards: 70

Remote-Party-ID: "John Doe" <tel:+1-212-555-1111>
RPID-Privacy: privacy=off;party=calling
From: "Alien Blaster" <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>;tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 131 INVITE 
Supported: 100rel
Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd

t=907165275 0

m=video 0 RTP/AVP

m=video 0 RTP/AVP

m=audio 3456 RTP/AVP 96

b=AS:25.4

a=rtpmap:96 G726-32/8000

m=audio 0 RTP/AVP 

Request-URI:
Contains the value of the Contact header from the 200 (OK) response to the initial INVITE.

Via:
Contains the IP address or FQDN of the originating UE.

From:/To:/Call-ID:
Contain the values previously used to establish the session, including the tag value from the response.

Cseq:
Next higher sequential value.

Contact:
It contains a SIP URL with the IP address or FQDN of the originating UE.

SDP
The SDP contains the revised set of codecs desired by UE#1.

3.
INVITE (P-CSCF to S-CSCF) – see example in table 10.3.4-3

P-CSCF#1 forwards the INVITE request to S-CSCF#1.

Table 10.3.4-3: INVITE (P-CSCF to S-CSCF)

INVITE sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 69

Remote-Party-ID:

RPID-Privacy:
Route: sip:pcscf1.home1.net;lr, sip:scscf2.home2.net;lr, sip:pcscf2.home2.net;lr
Record-Route: sip:pcscf1.home1.net;lr

From: 

To: 

Call-ID: 

Cseq: 
Supported:
Contact: 
Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

m=

m=

b=

a=

m=


Route:
Saved from the 200 (OK) response to the initial INVITE 

4.
INVITE (S-CSCF to S-CSCF) – see example in table 10.3.4-4

S-CSCF#1 forwards the INVITE request, through the S-CSCF to S-CSCF signalling flow procedures, to S-CSCF#2.

Table 10.3.4-4: INVITE (S-CSCF to S-CSCF)

INVITE sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 68

Remote-Party-ID:

RPID-Privacy:
Route: sip:scscf2.home2.net;lr, sip:pcscf2.home2.net;lr
Record-Route: sip:scscf1.home1.net;lr, sip:pcscf1.home1.net;lr
From: 

To: 

Call-ID: 

Cseq: 
Supported: 
Contact: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

m=

m=

b=

a=

m=

5.
INVITE (S-CSCF to P-CSCF) – see example in table 10.3.4-5

S-CSCF#3 forwards the INVITE request to P-CSCF#2.

Table 10.3.4-5: INVITE (S-CSCF to P-CSCF)

INVITE sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 67

Remote-Party-ID:

RPID-Privacy:
Record-Route: sip:scscf2.home2.net;lr, sip:scscf1.home1.net;lr, sip:pcscf1.home1.net;lr

Route: sip:pcscf2.home2.net;lr
From: 

To: 

Call-ID: 

Cseq: 
Supported: 
Contact: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

m=

m=

b=

a=

m=

6.
INVITE (P-CSCF to UE) – see example in table 10.3.4-6

P-CSCF#2 forwards the INVITE request to UE#2.

Table 10.3.4-6: INVITE (P-CSCF to UE)

INVITE sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP pcscf2.home2.net;branch=token3

Max-Forwards: 66

Remote-Party-ID:

RPID-Privacy:
P-Media-Authorization: 0020000100100101706366322e78797a2e6e6574000c020133315331343363231
From: 

To: 

Call-ID: 

Cseq: 
Supported: 
Contact: 
Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

m=

m=

b=

a=

m=


P-CSCF removes the Record-Route headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE.


Via:
P-CSCF removes the Via headers. It inserts this as a branch value on its Via header.

P-Media-Authorization:
A P-CSCF generated authorization token. This particular example shows a Policy-Element generated by "pcf2.xyz.net" with credentials "31S14621".

7.
UE#2 attempts to change to new codec


UE#2 receives the INVITE request, and agrees that it is a change within the previous resource reservation. UE#2 encounters a failure attempting to change to the new codec, due to, e.g., internal resources that were available when the session was initiated but which are no longer available.

8.
415 Unsupported Media Type (UE to P-CSCF) – see example in table 10.3.4-8

UE#2 responds to the INVITE request (6) with a 415 Unsupported Media Type response, sent to P-CSCF#2.

Table 10.3.4-8: 415 Unsupported Media Type (UE to P-CSCF)

SIP/2.0 415 Unsupported Media Type

Via: SIP/2.0/UDP pcscf2.home2.net;branch=token3

From: 

To: 

Call-ID: 

CSeq: 131 INVITE

Content-Length: 0

9.
ACK (P-CSCF to UE) – see example in table 10.3.4-9

P-CSCF#2 acknowledges the error response by sending an ACK request to UE#2.

Table 10.3.4-9: ACK (P-CSCF to UE)

ACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP pcscf2.home2.net;branch=876t12.1

Max-Forwards: 70 

From: 

To: 

Call-ID: 

Cseq: 

Content-Length: 

10.
415 Unsupported Media Type (P-CSCF to S-CSCF) – see example in table 10.3.4-10

P-CSCF#2 sends the 415 Unsupported Media Type response to S-CSCF#2.

Table 10.3.4-10: 415 Unsupported Media Type (P-CSCF to S-CSCF)

SIP/2.0 415 Unsupported Media Type

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length:

11.
ACK (S-CSCF to P-CSCF) – see example in table 10.3.4-11

S-CSCF#2 acknowledges the error response by sending an ACK request to P-CSCf#2, along the signalling path established by the INVITE request.

Table 10.3.4-11: ACK (S-CSCF to P-CSCF)

ACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1
Max-Forwards: 70
From: 

To: 

Call-ID: 

Cseq: 

Content-Length: 

12.
415 Unsupported Media Type (S-CSCF to S-CSCF) – see example in table 10.3.4-10

S-CSCF#2 sends the 415 Unsupported Media Type response to S-CSCF#1.

Table 10.3.4-10: 415 Unsupported Media Type (S-CSCF to S-CSCF)

SIP/2.0 415 Unsupported Media Type

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 

13.
ACK (S-CSCF to S-CSCF) – see example in table 10.3.4-13

S-CSCF#1 acknowledges the error response by sending an ACK request to S-CSCF#2.

Table 10.3.4-13: ACK (S-CSCF to S-CSCF)

ACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1

Max-Forwards: 70
From: 

To: 

Call-ID: 

Cseq: 

Content-Length: 

14.
415 Unsupported Media Type (S-CSCF to P-CSCF) – see example in table 10.3.4-11

S-CSCF#1 sends the 415 Unsupported Media Type response to P-CSCF#1.

Table 10.3.4-11: 415 Unsupported Media Type (S-CSCF to P-CSCF)

SIP/2.0 415 Unsupported Media Type

Via: SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 

15.
ACK (P-CSCF to S-CSCF) – see example in table 10.3.4-15

P-CSCF#1 acknowledges the error response by sending an ACK request to S-CSCF#1.

Table 10.3.4-15: ACK (P-CSCF to S-CSCF)

ACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1

Max-Forwards: 70
From: 

To: 

Call-ID: 

Cseq: 

Content-Length: 

16.
415 Unsupported Media Type (P-CSCF to UE) – see example in table 10.3.4-16

P-CSCF#1 sends the 415 Unsupported Media Type response to UE#1.

Table 10.3.4-16: 415 Unsupported Media Type (P-CSCF to UE)

SIP/2.0 415 Unsupported Media Type

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 

17.
ACK (UE to P-CSCF) – see example in table 10.3.4-17

UE#1 acknowledges the error response by sending an ACK request to P-CSCF#1.

Table 10.3.4-17: ACK (UE to P-CSCF)

ACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 70
From: 
To: 

Call-ID: 

Cseq: 

Content-Length: 

18.
UE#1 resumes sending with previous codec


UE#1 resumes sending media using the previous codecs.

10.3.5
Error changing codec or media flows requiring new resources and/or authorisation

After the multimedia session is established, it is possible for either endpoint to change the set of media flows or codec for a media flow. If the change requires additional resources beyond those previously reserved, then it is necessary to perform the resource reservation and bearer establishment procedures. If the reservation request fails for whatever reason, the original multimedia session remains in progress.

If the destination UE is unable, or unwilling, to change to the new set of codecs, it may return a 415 Unsupported Media Type error response.

If the P-CSCF and/or S-CSCF disallow a particular media flow or codec appearing in the SDP from the initiating UE, and it is the last codec in the last media flow, the CSCF  returns a 415 Unsupported Media Type error response.

An example signalling flow for an error changing codec or media flow requiring new resources and/or authorization is given in figure 10.3.5-1. This is the case where the UE rejects the codec change; rejection by a CSCF is a subset of this signalling flow.

This example shows mobile originated while in home network, establishing a session with another mobile served by the same network operator, also in its home network (MO#2, S-S#2, MT#2). Other configurations may include I-CSCFs in the signalling path; procedures at the I-CSCFs are identical to those described for the BYE, PRACK, and UPDATE requests and responses described in other clauses.
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Figure 10.3.5-1: Error changing Codec or media flows needing a new reservation

The detailed procedure is as follows:

1.
Determine new set of codecs for this session


UE#1 determines the revised set of codecs that it is wishes to support for this session. It builds a SDP containing bandwidth requirements and characteristics of each, and assigns local port numbers for each possible media flow. Multiple media flows may be offered, and for each media flow (m= line in SDP), there may be multiple codec choices offered.


For this example, assume UE#1 originally established the session using audio (AMR) only, and now wishes to change to stereo (using the L16 2-channel codec, RTP/AVP code 10) and add an additional video media stream (MPV).

2.
INVITE (UE to P-CSCF) – see example in table 10.3.5-2

UE#1 sends the INVITE request to P-CSCF#1 containing this SDP.

Table 10.3.5-2: INVITE (UE to P-CSCF)

INVITE sip:[5555:eee:fff:aaa:bbb] SIP/2.0
Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 70

Remote-Party-ID: "John Doe" <tel:+1-212-555-1111>
RPID-Privacy: privacy=off;party=calling
From: "Alien Blaster" <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>;tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 131 INVITE 
Require: precondition

Supported:_100rel
Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=907165275 0

m=video 3400 RTP/AVP 99

b=AS:54.6


a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:99:MPV

m=audio 3456 RTP/AVP 10

b=AS:25.4

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv
Request-URI:
Contains the value of the Contact header from the 200 (OK) response to the initial INVITE.

Via:
Contains the IP address or FQDN of the originating UE.

From:/To:/Call-ID:
Contain the values previously used to establish the session, including the tag value from the response.

Cseq:
Next higher sequential value.

Contact:
A SIP URI that contains the IP address or FQDN of the originating UE.

SDP
The SDP contains the revised set of codecs desired by UE#1.

3.
P-CSCF reduces set of supported codecs based on operator policy


P-CSCF#1 examines the media parameters, and removes any choices that the network operator decides based on local policy, not to allow on the network.

4.
INVITE (P-CSCF to S-CSCF) – see example in table 10.3.5-4

P-CSCF#1 forwards the INVITE request to S-CSCF#1.

Table 10.3.5-4: INVITE (P-CSCF to S-CSCF)

INVITE sip:[5555:eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 69

Remote-Party-ID:

RPID-Privacy:

Route: sip:scscf1.home1.net;lr, sip:scscf2.home2.net;lr, sip:pcscf2.home2.net;lr
Record-Route: sip:pcscf1.home1.net;lr
From: 

To: 

Call-ID: 

Cseq: 
Require:

Supported: 
Contact:  

Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=
a=

a=

a=
a=

a=

m=

b=

a=
a=

a=

a=

Route:
Saved from the 200 (OK) response to the initial INVITE

5.
S-CSCF reduces set of supported codecs based on operator policy


S-CSCF#1 examines the media parameters, and removes any choices that the subscriber does not have authority to request.

6.
INVITE (S-CSCF to S-CSCF) – see example in table 10.3.5-6

S-CSCF#1 forwards the INVITE request, through the S-CSCF to S-CSCF signalling flow procedures, to S-CSCF#2.

Table 10.3.5-6: INVITE (S-CSCF to S-CSCF)

INVITE sip:[5555:eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 68

Remote-Party-ID:

RPID-Privacy:

Route: sip:scscf2.home2.net;lr, sip:pcscf2.home2.net;lr
Record-Route: sip:scscf1.home1.net;lr, sip:pcscf1home1.net;lr
From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=
a=

a=

a=
m=

b=

a=
a=

a=

a=
7.
S-CSCF reduces set of supported codecs based on operator policy


S-CSCF#2 examines the media parameters, and removes any choices that the destination subscriber does not have authority to request.

8.
INVITE (S-CSCF to P-CSCF) – see example in table 10.3.5-8

S-CSCF#3 forwards the INVITE request to P-CSCF#2.

Table 10.3.5-8: INVITE (S-CSCF to P-CSCF)

INVITE sip:[5555:eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 67

Remote-Party-ID:

RPID-Privacy:
Route: sip:pcscf2.home2.net;lr
Record-Route: sip:scscf2.home2.net;lr, sip:scscf1.home1.net;lr, sip:pcscf1.home1.net;lr
From: 

To: 

Call-ID: 

Cseq: 
Require:

Supported:
Contact: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=
a=

a=

a=
m=

b=

a=
a=

a=

a=
9.
P-CSCF reduces set of supported codecs based on operator policy


P-CSCF#2 examines the media parameters, and removes any that the network operator decides, based on local policy, not to allow on the network.

10.
INVITE (P-CSCF to UE) – see example in table 10.3.5-10

P-CSCF#2 forwards the INVITE request to UE#2.

Table 10.3.5-10: INVITE (P-CSCF to UE)

INVITE sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP pcscf2.home2.net;branch=token3

Max-Forwards: 66

Remote-Party-ID:

RPID-Privacy:

P-Media-Authorization: 0020000100100101706366322e78797a2e6e6574000c020133315331343363231
From: 

To: 

Call-ID: 

Cseq: 
Require:

Supported:
Contact: 
Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=
a=

a=

a=
m=

b=

a=
a=

a=

a=

P-CSCF removes the Record-Route headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE.

.

Via:
P-CSCF removes the Via headers. It inserts this as a branch value on its Via header.

P-Media-Authorization:
A P-CSCF generated authorization token. This particular example shows a Policy-Element generated by "pcf2.xyz.net" with credentials "31S14621".

11.
Determine subset of codecs supported by UE#2


UE#2 determines the subset of codecs that it is capable of supporting for this session. It determines the intersection of those it supports with those appearing in the SDP in the INVITE request. For each media flow that is not supported, UE#2 inserts a SDP entry for media (m= line) with port=0. For each media flow that is supported, UE#2 inserts a SDP entry with an assigned port and with the codecs in common with those in the SDP from UE#1.


For this example, assume UE#2 does not supports any of those requested by UE#1.

12.
415 Unsupported Media Type (UE to P-CSCF) – see example in table 10.3.5-12

UE#2 responds to the INVITE request (10) with a 415 Unsupported Media Type response, sent to P-CSCF#2.

Table 10.3.5-12: 415 Unsupported Media Type (UE to P-CSCF)

SIP/2.0 415 Unsupported Media Type

Via: SIP/2.0/UDP pcscf2.home2.net;branch=token3

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

13.
ACK (P-CSCF to UE) – see example in table 10.3.5-13

P-CSCF#2 responds to the 415 Unsupported Media Type error (12) by sending  an ACK request to UE#2.

Table 10.3.5-13: ACK (P-CSCF to UE)

ACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP pcscf2.home2.net;branch=876t12.1

Max-Forwards: 70

From: 

To: 

Call-ID: 

Cseq: 

Content-Length: 

14.
415 Unsupported Media Type (P-CSCF to S-CSCF) – see example in table 10.3.5-14

P-CSCF#2 sends the 415 Unsupported Media Type response to S-CSCF#2.

Table 10.3.5-14: 415 Unsupported Media Type (P-CSCF to S-CSCF)

SIP/2.0 415 Unsupported Media Type

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length:

15.
ACK (S-CSCF to P-CSCF) – see example in table 10.3.5-15

S-CSCF#2 responds to the 415 Unsupported Media Type error by sending an ACK request to P-CSCf#2, along the signalling path established by the INVITE request.

Table 10.3.5-15: ACK (S-CSCF to P-CSCF)

ACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1
Max-Forwards: 70
From: 

To: 

Call-ID: 

Cseq: 

Content-Length: 

16.
415 Unsupported Media Type (S-CSCF to S-CSCF) – see example in table 10.3.5-16

S-CSCF#2 sends the 415 Unsupported Media Type response to S-CSCF#1.

Table 10.3.5-16: 415 Unsupported Media Type (S-CSCF to S-CSCF)

SIP/2.0 415 Unsupported Media Type

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length:

17.
ACK (S-CSCF to S-CSCF) – see example in table 10.3.5-17

S-CSCF#1 acknowledges the error indication (16) by sending an ACK request to S-CSCF#2, along the signalling path established by the INVITE request.

Table 10.3.5-17: ACK (S-CSCF to S-CSCF)

ACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1

Max-Forwards: 70
From: 

To: 

Call-ID: 

Cseq: 

Content-Length: 

18.
415 Unsupported Media Type (S-CSCF to P-CSCF) – see example in table 10.3.5-18

S-CSCF#1 sends the 415 Unsupported Media Type response to P-CSCF#1.

Table 10.3.5-18: 415 Unsupported Media Type (S-CSCF to P-CSCF)

SIP/2.0 415 Unsupported Media Type

Via: SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length:

19.
ACK (P-CSCF to S-CSCF) – see example in table 10.3.5-19

P-CSCF#1 acknowledges the error response (18) by sending an ACK request to S-CSCF#1.

Table 10.3.5-19: ACK (P-CSCF to S-CSCF)

ACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1

Max-Forwards: 70
From: 

To: 

Call-ID: 

Cseq: 

Content-Length: 

20.
415 Unsupported Media Type (P-CSCF to UE) – see example in table 10.3.5-16

P-CSCF#1 sends the 415 Unsupported Media Type response to UE#1.

Table 10.3.5-16: 415 Unsupported Media Type (P-CSCF to UE)

SIP/2.0 415 Unsupported Media Type

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length:

21.
ACK (UE to P-CSCF) – see example in table 10.3.5-21

UE#1 acknowledges the error response by sending an ACK request to P-CSCF#1.

Table 10.3.5-21: ACK (UE to P-CSCF)

ACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Max-Forwards: 70
From: 
To: 

Call-ID: 

Cseq: 

Content-Length:
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