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5.1.1.2
Initial registration

The UE can register a public user identity at any time that a valid PDP context exists.[CR005R2] However, the UE shall only initiate a new registration procedure when it has received a final response from the registrar for the ongoing registration, or the previous REGISTER request has timed out.
A REGISTER request may be integrity protected using IK, see 3GPP TS 33.203 [14], received in an earlier registration. 

The public user identity to be registered can be extracted either from the USIM or may be input from the end user. On sending a REGISTER request, the UE shall populate the header fields as follows:

a)
the user ID field of the authentication protocol, carried in the Authorization header, shall contain the private user identity. This shall be extracted from the USIM;

b)
the From header shall contain the public user identity to be registered;

c)
the To header shall contain the public user identity to be registered;

d)
the Expires header, or the expires parameter within the Contact header, shall contain 600 000 seconds as the value desired for the duration of the registration.

NOTE:
The registrar (S-CSCF) might decrease the duration of the registration in accordance with network policy. Registration attempts with a registration period of less than a predefined minimum value defined in the registrar will be rejected with a 423 [CR045R0](Interval Too Brief) response.

The use of the Path header shall not be supported by the UE.
The UE shall also include the P-Access-Network-Info header in the REGISTER request.  This header shall contain information concerning the access network technology and, if applicable, the cell ID (see clause x).
On receiving the 200 [CR045R0](OK) response to the REGISTER request, the UE shall store the expiration time of the registration.

When a 401 [CR045R0](Unauthorized) response to a REGISTER is received the UE shall behave as described in subclause 5.1.1.5.1.

On receiving a 423 [CR045R0](Interval Too Brief) too brief response to the REGISTER request, the UE shall:

-
send another REGISTER request populating the Expires header or the expires parameter with an expiration timer of at least the value received in the Min-Expires header of the 423 [CR045R0](Interval Too Brief) response.

5.1.1.3
Initial subscription to the registration-state event package

Upon receipt of a 2xx response to the initial registration, the UE shall subscribe to the users registration-state event package for the public user identity registered as described in subclause 5.1.1.2 at the users registrar (S-CSCF). Therefore the UE shall generate a SUBSCRIBE request with the following elements:

-
a Request URI set to the resource to which the UE wants to be subscribed to, i.e. to a SIP URL that contains the public user identity that was previously registered;

-
a From header set to a SIP URL that contains the public user identity that was previously registered;

-
a To header, set to a SIP URL that contains the public user identity that was previously registered;

-
an Event header set to the "registration-state" event package;

-
an Expires header set to a value higher than the Expires header of the before sent REGISTER request.

The UE shall also include the P-Access-Network-Info header in the SUBSCRIBE request.  This header shall contain information concerning the access network technology and, if applicable, the cell ID (see clause x).
Afterwards it shall send out the so generated SUBSCRIBE request.

Upon receipt of a 2xx response to the SUBSCRIBE [CR045R0]request, the UE shall store the information for the established dialog and the expiration time as indicated in the Expires header of the received response.

The UE shall automatically resubscribe to the registration-state event package for a previously registered public user identity if the expiration time, as indicated in the Expires header of the 2xx response to the SUBSCRIBE [CR045R0]request, has run out and the public user identity is still registered.

5.1.1.4
User-initiated re-registration

The UE can reregister a previously registered public user identity at any time.

The UE shall reregister the public user identity 600 seconds before the expiration time of a previous registration, unless either the user or the application within the UE has determined that a continued registration is not required. If the registration period indicated from the S-CSCF is less than 600 seconds, the UE shall reregister when half of the registration period has expired.

The REGISTER request may be integrity protected using IK, see 3GPP TS 33.203 [14], received in an earlier registration.

On sending a REGISTER request, the UE shall populate the header fields as follows:

a)
the user ID field of the authentication protocol, carried in the Authorization header, shall contain the private user identity. This shall be extracted from the USIM;

b)
the From header shall contain the public user identity to be registered;

c)
the To header shall contain the public user identity to be registered;

d)
the Expires header, or the expires parameter within the Contact header, should contain the same expiration timer as the expiration timer returned in the 200 [CR045R0](OK) response to the initial [CR045R0]REGISTER request.

NOTE:
The registrar (S-CSCF) might decrease the duration of the registration in accordance with network policy. Registration attempts with a registration period of less than a predefined minimum value defined in the registrar will be rejected with a 423 [CR045R0](Interval Too Brief) response.

The UE shall also include the P-Access-Network-Info header in the REGISTER request.  This header shall contain information concerning the access network technology and, if applicable, the cell ID (see clause x).
On receiving the 200 [CR045R0](OK) response to the REGISTER request, the UE shall store the new expiration time of the registration for this public user identity.

The use of the Path header shall not be supported by the UE.

When a 401 [CR045R0](Unauthorized) response to a REGISTER is received the UE shall behave as described in subclause 5.1.1.5.1.

On receiving a 423 [CR045R0](Interval Too Brief) response to the REGISTER request, the UE shall:

-
send another REGISTER request populating the Expires header or the expires parameter with an expiration timer of at least the value received in the Min-Expires header of the 423 [CR045R0](Interval Too Brief) response.

5.1.3
Call initiation - mobile originating case

Editor's Note: A more detailed description of the INVITE responses (183, 180, 200...) might be needed here.
Editor’s Note: INVITE responses initiated at the UE need to contain the P-Access-Network-Info header.
5.1.3.1
Initial INVITE

3GPP terminals shall indicate the support for reliable provisional responses and specify it using the Supported header mechanism.
The UE shall include the P-Access-Network-Info header in the INVITE request.  This header shall contain information concerning the access network technology and, if applicable, the cell ID (see clause x).
5.1.4
Call initiation - mobile terminating case

Editor's Note: A more detailed description of the INVITE responses (183, 180, 200...) might be needed here.
Editor’s Note: INVITE responses initiated at the UE need to contain the P-Access-Network-Info header.
5.1.5.1
MO call release

 Editor’s Note: BYE requests initiated at the UE need to contain the P-Access-Network-Info header.
5.4
Procedures at the S-CSCF

[CR037R1]
5.4.1.2.1
[CR060R2]Initial registration
Upon receipt of a REGISTER request for a user that is not registered and for which also no authentication is currently ongoing (i.e. timer reg-await-auth is not running), the S-CSCF shall: 

Editor’s Note: Whether a REGISTER request is initial for an private user identity or an public user identity needs further discussion.

1) 
identify the user by the public user identity as received in the To header and the private user identity as received in the username field in the Authorization header of the REGISTER request;

2) 
check if the P-Visisted-Network header is included in the REGISTER request, and if it is included identify the visited network by the value of this header;

Editor’s Note: The name of and details for the P-Visited-Network header needs further clarification.

3) check the value of the Expires header. The S-CSCF shall only proceed with the following procedures if the Expires header is set to a value greater than zero; 
x)
remove the P-Access-Network-Info header and store its contents
4) 
select an authentication vector for the user. If no authentication vector for this user is available, after the S-CSCF has performed the Cx Authentication procedure with the HSS, as described in 3GPP TS 29.229 [12A], the S-CSCF shall select an authentication vector as described in 3GPP TS 33.203 [14];5)
store the <icid> XML element from the message body (see subclause 7.6);6) 
challenge the user by generating a 401 (Unauthorized) response for the received REGISTER request, including a WWW-Authenticate header which transports: 

- 
the home network identification in the realm field;

- 
the RAND and AUTN parameters and optional server specific data for the UE in the nonce field;

- 
the security mechanism, which is AKAv1-MD5, in the algorithm field;

- 
the IK (Integrity Key) parameter for the P-CSCF in the ik field (see subclause 7.2.3);

- 
optionally the CK (Cipher Key) parameter for the P-CSCF in the ck field (see subclause 7.2.3);

7)
[CR060R3]informs the HSS that it has been assigned to serve this user by passing its SIP URL to the HSS. This URL shall indicate that the S-CSCF is a loose router, and it may specify the transport protocol and a dedicated port.

8) 
send the so generated 401 (Unauthorized) response towards the UE; and,

9) 
start timer reg-await-auth which guards the receipt of the next REGISTER request.

While timer reg-await-auth is running, Upon receipt of a REGISTER request, the S-CSCF shall:

1) 
identify the user by the public user identity as received in the To header and the private user identity as received in the username field in the Authorization header of the REGISTER request;

2)
stop timer reg-await-auth;

3) 
check whether the P-CSCF included the Integrity-protection field of the Authorization header set to yes, indicating that the REGISTER request was received integrity protected. The S-CSCF shall only proceed with the following steps it the integrity check parameter is included;

4) 
check whether an Authorization header is included, containing: 

-
the private user identity of the user in the username field; 

-
the algorithm which is AKAv1-MD5 in the algorithm field;

-
the RES parameter needed for the authentication procedure in the response field. 

The S-CSCF shall only proceed with the following steps in this paragraph if the RES parameter was included;

5) 
check whether the received RES parameter and the XRES parameter match. The XRES parameter was received from the HSS as part of the Authentication Vector. The S-CSCF shall only proceed with the following steps if RES and XRES are matching;
x)
remove the P-Access-Network-Info header and store its contents 
6)
after performing the Cx registration notification procedure with the HSS, store the following information: 

-
the list of public user identities which are implicitly registered due to the received REGISTER request; and,

-
the user profile of the user;

7)
bind to each registered public user identity all registered contact information;

NOTE 1:
There might be more then one contact information available for one public user identity.

8) 
check whether a Path header was included in the REGISTER request and construct a list of preloaded Route headers from the list of entries in the Path header. The S-CSCF shall preserve the order of the preloaded Route headers and bind them to the contact information that was received in the REGISTER message;

NOTE 2:
If this registration is a reregistration, then a list of pre-loaded Route headers will already exist. The new list replaces the old list.

9) 
determine the duration of the registration by checking the value of the Expires header in the received REGISTER request. The S-CSCF may adjust the duration of the registration due to local policy;

10)
store the <icid> XML element from the message body (see subclause 7.6);

11)
 create a 200 (OK) response for the REGISER request, including:

-
an expiration time in the Expires header, using one value provided within the S-CSCF, according to the local policy of the network, if this expiration time is shorter than the requested expiry time received from the UE; and, 

-
the list of received Path headers, with an additional entry at the top of that list which indicates:

-
the SIP URL identifying the S-CSCF; and,

-
an indication that requests routed in this direction of the path (i.e. from the P-CSCF to the S-CSCF) shall be treated as for the mobile originating case. This indication may e.g. be in a Path header parameter, a character string in the user part or be a port number;

Editor’s Note: The above statement shall be aligned to the outcome of the IETF Service-Route discussion / draft.

12) send the so created 200 (OK) response to the UE;

13)
 send a third-party REGISTER request, as described in subclause 5.4.1.7, to each Application Server that matches the Filter Criteria from the HSS for the REGISTER event; and,

14) handle the user as registered for the duration indicated in the Expires header.

5.4.1.2.2
[CR060R3]User-initiated reregistration

Upon receipt of a REGISTER request for an already registered user, the S-CSCF shall:

1) 
identify the user by the public user identity as received in the To header and the private user identity as received in the from header of the REGISTER request;

2) 
check whether the P-CSCF included the Integrity-protection field of the Authorization header set to yes, indicating that the REGISTER request was received integrity protected. The S-CSCF shall only proceed with the following steps if the field is set to yes;

3)
check if the user needs to be reauthenticated.  

The S-CSCF may require authentication of the user for any REGISTER request, and shall always require authentication for registration requests received without integrity protection by the P-CSCF. The information that a REGISTER request was received integrity protected at the P-CSCF may be used as part of the decision to challenge the user. 

If the user needs to be reauthenticated, the S-CSCF shall proceed with the procedures as described for the initial REGISTER in subclause 5.4.1.2.1, beginning with step 4). If the user does not need to be reauthenticated, the S-CSCF shall proceed with the following steps in this paragraph; and, 

4) check whether an Expires timer is included in the REGISTER request and its value. If the Expires header indicates a zero value, the S-CSCF shall perform the deregistration procedures as described in section 5.4.1.4. If the Expires header does not indicate zero, the S-CSCF shall proceed with the procedures as described for the second REGISTER in subclause 5.4.1.2, beginning with step 7).
5) Remove the P-Access-Network-Info header and store its contents





















5.4.2
Subscription and notification

Editors Note: This should be handled in a generic way
When an incoming SUBSCRIBE request contains a P-Access-Network-Info header, the S-CSCF shall remove it and store the contents.
5.4.3
General treatment for all dialogs and standalone transactions excluding requests terminated by the S-CSCF

5.4.3.2
[CR061R2]Requests initiated by the served user

When the S-CSCF receives from the served user an initial request for a dialog or a request for a standalone transaction, prior to forwarding the request, the S-CSCF shall:

-
remove its own SIP URL from the topmost Route header;

-
if the outgoing Request-URI is a TEL URL, the S-CSCF shall translate the E.164 address (see RFC 2806 [16]) to a globally routable SIP URL using an ENUM/DNS translation mechanism with the format specified in RFC 2916 [18]. Databases aspects of ENUM are outside the scope of the present document. If this translation fails, the request may be forwarded to a BGCF or any other appropriate entity (e.g a MRFC to play an announcement) in the originator's home network or an appropriate SIP response shall be sent to the originator;

-
check if <original-dialog-id> XML element is present in the payload of the incoming request. If present, it indicates an association with an existing dialog, the request has been sent from an Application Server in response to a previously sent request. The <[CR018R0]od-to-tag>, <[CR018R0]od-from-tag> and <od-call-id> XML element values from the <original-dialog-id> XML element may be used as additional parameters when searching for existing dialogs. Local data shall be updated to indicate that this Application Server has been contacted for the initial request. The S-CSCF shall determine the next hop using initial filter criteria and local data on status of which Application Servers have been contacted. If the next hop is another Application Server, the S-CSCF shall retain the <original-dialog-id> XML element in the message body of the request. If the next hop is not an Application Server, the S-CSCF shall leave out the <original-dialog-id> XML element from the payload of the request;

-
check whether the initial request matches the initial filter criteria[CR073R0], the S-CSCF shall forward this request to that application server, then check for matching of the next following filter criteria of lower priority, and apply the filter criteria on the SIP method received from the previously contacted application server as described in 3GPP TS 23.218 [5] subclause 6.4. Depending on the result of the previous process, the S-CSCF may contact one or more application server(s) before processing the outgoing Request-URI. In case of contacting one or more application server(s) the S-CSCF shall:

-
insert the AS URL to be contacted into the Route header as the topmost entry followed by its own URL; and

-
[CR073R0]Additionally S-CSCF shall also populate the <original-dialog-id> XML element in the message body with the original To [CR018R0]tag, From [CR018R0]tag and Call-ID headers received in the request. See subclause [CR061R2]5.4.3.4 for further information on the original dialog identifier.

-
store the value of the <icid> XML element received in the message body (see subclause 7.6) and retain the <icid> XML element in the message body;

-
[CR012R1]insert an <ioi> XML element into the message body (see subclause 7.6) if the next hop is an AS, I-CSCF or outside of the current network. The <ioi-originating> child element is set to a value that identifies the sending network and the <ioi-terminating> child element is set to an empty value;

-
[CR013R1]insert a <charging-function-addresses> XML element in the message body (see subclause 5.4.3.4) populated with values received from the HSS if the message is forwarded within the S-CSCF home network, including towards AS;

-
determine the destination address (e.g. DNS access) using the URL placed in the topmost Route header if present, otherwise based on the Request-URI;[CR067R2]
-
[CR067R2]if network hiding is needed due to local policy, put the address of the I-CSCF(THIG) to the topmost route header;

-
in case of an initial request for a dialog the S-CSCF shall create a Record-Route header containing its own SIP URL and save the necessary [CR031R1]Record-Route header fields [CR031R1]and the Contact header from the request [CR031R1]in order to release the dialog when needed[CR067R2]; and,
· [CR067R2]route the request based on SIP routeing procedures.
· Remove, if present, the P-Access-Network-Info header and store its contentsrere
[CR031R1]When the S-CSCF receives a response to the initial request for a dialog, it shall save the necessary Record-Route header fields and the Contact header from the response in order to release the dialog if needed.

When the S-CSCF receives from the served user[CR051R1] a refresh request for a dialog, prior to forwarding the request the S-CSCF shall:

-
remove its own URL from the topmost Route header;

· create a Record-Route header containing its own SIP URL and save the [CR031R1]Contact header [CR031R1]from the request [CR031R1] in order to release the dialog when needed
· remove, if present, the P-Access-Network-Info header and store its contents; and
-
route the request based on the topmost Route header.

[CR031R1]When the S-CSCF receives a response to the refresh request for a dialog, it shall save the necessary Record-Route header fields and the Contact header from the response in order to release the dialog if needed.

When the S-CSCF receives from the served user a subsequent request other than refresh request for a dialog, prior to forwarding the request the S-CSCF shall:

· remove its own URL from the topmost Route header
· remove, if present the P-Access-Network-Info header and store its contents; and
-
route the request based on the topmost Route header.

5.4.4
Call initiation

5.4.4.1
Initial INVITE

Void.

5.4.4.1.1
Determination of served user

Void.

5.4.4.1.2
Mobile-originating case

Void.

5.4.4.1.3
[CR051R1]Mobile-terminating case

Void.

5.4.4.2
Subsequent requests

Editor's Note: PRACK and COMET can be handled in a generic way.

5.4.4.2.1
Mobile-originating case

[CR012R2]When the S-CSCF receives the 183 response, the S-CSCF shall check if the <ioi> XML element is present in the payload of the incoming response. If present, the <ioi-terminating> child element identifies the sending network of the response message. The S-CSCF shall store the <ioi-terminating> child element from the message body (see subclause 7.6). The <ioi> XML element is only included in the message body when the next hop in forwarding the 183 response is an AS.

[CR013R1]When the S-CSCF receives the 183 response, the S-CSCF shall insert a <charging-function-addresses> XML element into the message body (see subclause 5.4.3.4) populated with values received from the HSS if the message is forwarded within the S-CSCF home network, including towards AS.

When the S-CSCF receives the [CR009R1][CR010R1]UPDATE request, the S-CSCF shall [CR010R1]store the <[CR009R1]gprs-charging-info> XML element from the message body (see subclause 7.6). The <[CR009R1]gprs-charging-info> XML element is [CR010R1]retained in the message body when the UPDATE request is forwarded to an AS. However, it is not included in the message body when the [CR009R1][CR010R1]UPDATE request is forwarded [CR010R1]outside the home network of the S-CSCF.

[CR013R1]When the S-CSCF receives any request or response related to a mobile-originated dialog or standalone transaction, the S-CSCF may insert previously saved values into <charging-vector> and <charging-function-addresses> XML elements (see subclause 7.6) into the message body before forwarding the message within the S-CSCF home network, including towards AS.
When the S-CSCF receives any request or response related to a mobile-originated dialog or standalone transaction, the S-CSCF shall remove, if present, the P-Access-Network-Info header and store its contents.
5.4.6.1.2
Mobile-originating case

For a reINVITE request from the UE, when the S-CSCF receives the [CR010R1]UPDATE request, the S-CSCF shall [CR010R1]store the updated <[CR009R1]gprs-charging-info> XML element from the message body (see subclause 7.6). The <[CR009R1]gprs-charging-info> XML element is [CR010R1]retained in the message body when the UPDATE request is forwarded to an AS.  However, it is not included in the message body when the [CR010R1]UPDATE request is forwarded[CR010R1] outside the home network of the S-CSCF.
The S-CSCF shall remove, if present, the P-Access-Network-Info header and store its contents.
5.7
Procedures at the Application Server (AS)

NOTE:
This subclause defines only the requirements on the application server that relate to SIP. Other requirements are defined in 3GPP TS 23.218 [5].

5.7.1
Common Application Server (AS) Procedures

5.7.1.1
Notification about registration status

The AS may support the REGISTER method in order to discover the registration status of the user. If a REGISTER request arrives containing information about the user's registration status and the AS supports the REGISTER method, the AS shall store the Expires parameter from the request and generate a 200 [CR045R0](OK) response or an appropriate failure response. For the success case, the 200 [CR045R0](OK) response shall contain Expires value equal to the value received in the REGISTER request. [CR011R1][CR013R1]Also, the AS shall store the values of the <icid> and <charging-function-addresses> XML elements received in the message body of the REGISTER request (see subclause 7.6).
5.7.1.2
Extracting charging correlation information

When an AS receives an initial request for a dialog or a request for a standalone transaction, the AS shall store the [CR010R1]values from the <charging-vector> [CR013R1]and <charging-function-addresses> XML element received in the message body (see subclause 7.6) and retain the <[CR010R1]charging-vector> [CR013R1]and <charging-function-addresses> XML elements in the message body.

[CR013R1]When an AS sends any request or response related to a dialog or standalone transaction, the AS may insert previously saved values into <charging-vector> and <charging-function-addresses> XML elements (see subclause 7.6) into the message body before sending the message.

5.7.2
Application Server (AS) acting as terminating UA, or redirect server

Editors Note: When acting as a terminating UA the AS shall behave as defined for a UE in 5.1.4. 

The S-CSCF may forward received initial requests to the application server based on initial filter criteria being met. If the S-CSCF includes an <original-dialog-id> XML element in these requests, the AS shall include this <original-dialog-id> XML element in any responses and/or subsequent requests sent on this dialog.

An Application Server acting as redirect server shall propagate any received 3GPP message body in the redirected message.

5.7.3
Application Server (AS) acting as originating UA

Editors Note: When acting as an originating UA the AS shall behave as defined for a UE in 5.1.3. 

When an AS acting as originating UA generates an initial request for a dialog or a request for a standalone transaction, the AS shall create a new, globally unique value for the <icid> XML element and insert it into the message body (see subclause 7.6).

[CR035R1]Furthermore the AS shall insert a Route header pointing to the S-CSCF.

5.7.4
Application Server (AS) acting as a SIP proxy

The S-CSCF may forward received initial requests to the application server based on initial filter criteria being met. If the S-CSCF includes an <original-dialog-id> XML element in these requests, the AS shall include this <original-dialog-id> XML element in any responses and/or subsequent requests sent on this dialog.

When the AS acting as a SIP proxy receives a request from the S-CSCF, prior to forwarding the request it shall:

-
remove its own URL from the topmost Route header; and

-
after executing the required services, route the request based on the topmost Route header.

The AS may modify the SIP requests based on service logic, prior to forwarding the request back to the S-CSCF.

An Application Server acting as a SIP proxy shall propagate any received 3GPP message body in the forwarded message.

5.7.5
Application Server (AS) performing 3rd party call control

5.7.5.1
General

The AS performing 3rd party call control acts as a B2BUA. [CR035R1]There are two kinds of 3rd party call control:

-
Routeing B2BUA: an AS receives a request from S-CSCF, terminates it and generates a new request, which is based on the received request.
-
Initiating B2BUA: an AS initiates two requests, which are logically connected together at the AS.
The B2BUA AS will internally map the message headers between the two dialogs that it manages. It is responsible for correlating the dialog identifiers and will decide when to simply translate a message from one dialog to the other, or when to perform other functions. These decisions are specific to each AS and are outside the scope of the present document.

The AS, although acting as a UA, does not initiate any registration of its associated addresses. These are assumed to be known by peer-to-peer arrangements within the IM CN subsystem.

5.7.5.2
Call initiation 

5.7.5.2.1
Initial INVITE

[CR035R1]When the AS acting as a Routeing B2BUA receives an initial INVITE request from the S-CSCF, the AS shall:

-
remove its own SIP URL from the topmost Route header of the received INVITE request;


-
perform the Application Server specific functions. See 3GPP TS 23.218 [5]; 
-
if successful, generate and send a new INVITE request to the S-CSCF to establish a new dialog. The AS shall look for the presence of the <original-dialog-id> XML element in the message body of the initial INVITE request and populate the same <original-dialog-id> XML element in the message body of the new INVITE request.

[CR035R1]-
copy the remaining Route header(s) unchanged from the received INVITE request to the new INVITE request;

-
route the new INVITE request based on the topmost Route header.

NOTE:
The topmost Route header of the received INVITE request will contain the AS’s SIP URI. The following Route header will contain the SIP URI of the S-CSCF.

When the AS acting as an Initiating B2BUA the AS shall apply the procedures described in section 5.7.3 for both requests. The AS shall either set the <icid> XML element to be the same as received or different.

5.7.5.2.2
Subsequent requests

Editor's Note: subsequent requests can be handled in a generic way. Is there anything needed here?

5.7.5.3
Call release

5.7.5.4
Call-related requests

Editor's Note: call-related requests can be handled in a generic way. Is there anything needed here?

An Application Server may initiate a call release. See 3GPP TS 23.218 [5] for possible reasons. The BYE request shall be sent simultaneously for both dialogs managed by the B2BUA.

5.7.5.5
Further initial requests

Editor's Note: call-related requests can be handled in a generic way. Is there anything needed here?

7
Extensions within the present document

7.1
SIP methods defined within the present document

There are no SIP methods defined within the present document over and above those defined in the referenced IETF specifications.

7.2
SIP headers defined within the present document

7.2.1
Path header

7.2.1.1
Introduction

Path header is a mechanism whereby a P-CSCF, I-CSCFs, and S-CSCF can request to be on a signalling path for the initial INVITE exchanged between the UE and the S-CSCF. The path-establishment procedure is originated by the P-CSCF during the registration process. The procedure is performed during the initial registration of each public user identity and all subsequent reregistrations. The list of Path headers obtained by a reregistration overwrites the existing list of Path headers at the S-CSCF. Each reregistration of the same public user identity may result in new list of Path headers. The P-CSCF uses the list of Path headers to construct a list of Route headers. When initiating a call pertaining to a given public user identity, the list of Route headers will be pre-loaded into the initial INVITE request.. If a CSCF wants to receive subsequent requests, it will insert its own name to the Record Route header of the initial INVITE request. Once on the route, a CSCF remains on the route for the duration of the call. The path learned while reregistering during an active call does not affect the existing call, since the routeing path for the respective call has already been established. The list of Path headers is not forwarded to the UE.

7.2.1.2
Syntax

The Path header field has the syntax described in table 7.1.

Table 7.1: Syntax of path header

Path = "Path"":"1#(name-addr *(";"rr-param))

rr-param = generic-param

7.2.1.3
Operation

The operation of this header is described in clause 5.

7.2.2
P-Called-Party-ID header

7.2.2.1
Introduction

The P-Called-Party-ID header is the mechanism whereby the terminating UE learns the dialled public user identity that triggered the current session initiation.

The S-CSCF inserts the header in all terminating INVITE and reINVITE requests. The header is not used in any other request or response.

7.2.2.2
Syntax

The P-Called-Party-ID header field has the syntax described in table 7.2.

Table 7.2: Syntax of P-Called-Party-ID header

P-Called-Party-ID = "P-Called-Party-ID" HCOLON 1#






(name-addr *( SEMI p-cdpid-param))

p-cdpid-param = generic-param

Table 7.3 is an extension of tables 2 and 3 in [CR025R3]RFC 3261 [20] and table in subclause 7.5 in [CR025R3]RFC 3265 [23].

Table 7.3: P-Called-Party-ID header

Header field              where       proxy ACK BYE CAN INV OPT REG PRA SUB NOT
_______________________________________________________________________________
P-Called-Party-ID           R           am   -   -   -   o   -   -   -   -   -
7.2.2.3
Operation

The operation of this header is described in subclause [CR061R2]5.4.3.3.
7.2.3
P-Access-Network-Info header

7.2.3.1
Introduction

The P-Access-Network-Info header is the mechanism whereby the UE provides the S-CSCF with information relating to the access network it is using.  This may include the cell ID.
The UE inserts the header in all requests or responses it originates.

The S-CSCF stores the information received in the P-Access-Network-Info header and removes the header before forwarding any message any further.
7.2.3.2
Syntax

The P-Access-Network-Info header field has the syntax described in table 7.x.

Table 7.x: Syntax of P-Access-Network-Info header

P-Access-Network-Info                = "Access-Network-Info" HCOLON 

                                     access-network-information

access-network-information           = access-type [SEMI access-info]

access-type                          ="IEEE-802.11a" |

                                     "IEEE-802.11b" |

                                     "3GPP-GERAN' |

                                     "3GPP-UTRAN-FDD" |

                                     "3GPP-UTRAN-TDD" |

                                     "3GPP-CDMA2000" |

                                     token

access-info                          = "3GPP-CGI" |

                                     "3GPP-UTRAN-Cell-ID" |

                                     extension

3gpp-cgi


     = "3GPP-CGI" EQUAL quoted-string

3gpp-utran-cell-id

     = "3GPP-UTRAN-CELL-ID" EQUAL





     quoted string

extension                            = token [EQUAL quoted-string]
Table 7.x is an extension of tables 2 and 3 in [CR025R3]RFC 3261 [20] and table in subclause 7.5 in [CR025R3]RFC 3265 [23].
Table 7.x: P-Access-Network-Info header

Header field              where       proxy ACK BYE CAN INV OPT REG PRA SUB NOT
_______________________________________________________________________________
P-Access-Network-Info          


dr   o   o       o   o   o
 o
 o
7.2.3.3 Additional Coding Rules for P-Access-Network-Info header

In 3GPP systems, there are additional coding rules for the P-Access-Network-Info header:

If the Access Type field is equal to “3GPP-GERAN” the Access Info field shall contain a value for “3GPP-CGI.”  This value shall be the Cell Global Identity (as described in 3GPP TS 23.003) obtained from lower layers of the UE.

If the Access Type field is equal to “3GPP-UTRAN-FDD,” “3GPP-UTRAN-TDD” or “3GPP-CDMA2000” the Access Info field shall contain a value for “3GPP-UTRAN-CELL-ID.”  This value shall be made up of the UMTS MCC, MNC, LAC and Cell Identity (as described in 3GPP TS 23.003), obtained from lower layers of the UE.
7.6
3GPP IM CN subsystem XML body, version 1

7.6.1
General

This subclause describes the Document Type Definition that is applicable for the 3GPP IM CN Subsystem XML body.

Any SIP User Agent or proxy may insert or remove the 3GPP IM CN subsystem XML body or parts of it, as required, in any SIP message. The <icid> XML element is an exception to this rule; it may only be removed by the P-CSCF. The 3GPP IM CN subsystem XML body shall not be forwarded outside a 3GPP network.

The associated MIME type with the 3GPP IMX XML body is "application/3gpp-ims+xml".

7.6.2
Document Type Definition

[CR065R0]The Document Type Definition, according to XML syntax definitions, is defined in Table 7.4.

Table 7.4: 3GPP IM CN subsystem XML body, version 1 DTD

<?xml version="1.0" ?>

<!-- Draft DTD for the 3GPP IMS XML body. -->

<!DOCTYPE ims-3gpp [


<!-- ims-3gpp element: root element -->


<!ELEMENT ims-3gpp (vnid?, 


original-dialog-id?, destination-public-user-id?,



charging-vector?, [CR013R1]charging-function-addresses?, service-info?)>


<!ATTLIST ims-3gpp version CDATA #REQUIRED>


<!-- vnid element: Visited network identity -->


<!ELEMENT vnid 



(#PCDATA)>










<!-- original-dialog-id: original dialog ID -->


<!ELEMENT original-dialog-id ([CR018R0]od-from-tag, [CR018R0]od-to-tag, od-call-id)>


<!ELEMENT [CR018R0]od-from-tag 



(#PCDATA)>


<!ELEMENT [CR018R0]od-to-tag 



(#PCDATA)>


<!ELEMENT od-call-id 


(#PCDATA)>


<!-- public-user-id: public user ID -->


<!ELEMENT destination-public-user-id 
(#PCDATA)>








<!-- charging-vector element: Charging Vector -->


<!ELEMENT charging-vector 

(icid, [CR009R1]access-network-info?)>


<!-- icid element: IMS charging identifier -->


<!ELEMENT icid




(#PCDATA)>


<!-- [CR009R1]access-network-info element: [CR009R1]Access Network Information --> 

[CR009R1]
<!ELEMENT access-network-info
(gprs-charging-info?, other-access-info?)>


<!-- gprs-charging-info element: GPRS access network charging information -->


<!ELEMENT [CR009R1]gprs-charging-info

(ggsn, [CR009R1]gcid+)>


<!ELEMENT ggsn




(#PCDATA)>


<!ELEMENT [CR009R1]gcid



(pdp-index, pdp-id)>


<!ELEMENT pdp-index



(#PCDATA)>


<!ELEMENT pdp-id



(#PCDATA)>

[CR009R1]
<!-- other-access-info element: other, non-GPRS, access network charging information -->


<!ELEMENT other-access-info

(#PCDATA)>

[CR012R2]
<!-- ioi element: inter operator identifiers -->


<!ELEMENT ioi




(ioi-originating, ioi-terminating)>


<!ELEMENT ioi-originating

(#PCDATA)>


<!ELEMENT ioi-terminating

(#PCDATA)>

[CR013R1]
<!-- charging-function-addresses element: offline and online charging function addresses -->


<!ELEMENT charging-function-addresses
(ccf-addr, ecf-addr?)>


<!-- ccf element: offline charging collection function identifiers -->


<!ELEMENT ccf-addr



(primary-ccf, secondary-ccf*)>


<!ELEMENT primary-ccf


(#PCDATA)>


<!ELEMENT secondary-ccf


(#PCDATA)>


<!-- ecf element: online event charging function identifiers -->


<!ELEMENT ecf-addr



(primary-ecf, secondary-ecf*)>


<!ELEMENT primary-ecf


(#PCDATA)>


<!ELEMENT secondary-ecf


(#PCDATA)>


<!-- service-info element: The transparent data received from HSS for AS -->


<!ELEMENT service-info



(#CDATA)>


<!-- alternative-service: alternative-service used in emergency sessions -->


<!ELEMENT alternative-service
(type, reason)>


<!ELEMENT type




(emergency)>


<!ELEMENT reason



(#PCDATA)>

]>

7.6.3
DTD description

This section describes the elements of the 3GPP IMS Document Type Definition[CR065R0] as defined in Table 7.4.

<ims-3gpp>:
This is the root element of the 3GPP IMS XML body. It shall always be present. The version described in the present document is 1.

<vnid>:
Visited network identifier. Optional element that describes the P-CSCF network name. The vnid value is a string of characters that identifies the P-CSCF network at the user's network home.




<original-dialog-id>:
The original dialog, as received by the S-CSCF. This element helps the S-CSCF to correlate dialogues when the Application Server is behaving as a B2BUA, and therefore, modifies [CR018R0]the dialogue.


The original-dialog-id element comprises three children elements: <[CR018R0]od-from-tag>, <[CR018R0]od-to-tag>, <od-call-id>. Their values contain, respectively, a copy of the From [CR018R0]tag, To [CR018R0]tag and Call-ID header values as received in the SIP message at the S-CSCF.

<destination-public-user-id>:
The destination public-user-id URL of the current session.













<charging-vector>:
the charging-vector element, if present, identifies charging correlation information. The element contains two children elements: <icid> and <gprs-charging-id>.


The <icid> child element contains an IMS charging identifier that is globally unique and is associated with the end-to-end session.

[CR009R1]
The <access-network-info> child element, if present, contains charging information pertaining to the access network: GPRS or non-GPRS.


The <[CR009R1]gprs-charging-info> child element, if present, contains GPRS charging [CR009R1]information comprised of the following: <ggsn> and <[CR009R1]gcid>:

-
<ggsn>: identifier of the GGSN;

-
<[CR009R1]gcid>: one or more instances [CR009R1]GPRS charging identifiers, of information for a PDP context, which is comprised of two children elements: <pdp-index> and <pdp-id>:

-
<pdp-index>: relative index of PDP context as it correlates to a media stream in the SDP;

-
<pdp-id>: unique identifier of the PDP context from the GGSN.

[CR009R1]
The <other-access-info> child element, if present, contains non-GPRS charging identifiers in a format not described within this specification.

[CR012R1]
The <ioi> child element contains  two inter operator identifiers that uniquely identifies IMS networks: <ioi-originating> and <ioi-terminating>. 

-
<ioi-originating> identifies the network that originated the initial dialog request or standalone message. 

-
<ioi-terminating> identifies the network that responded to the initial dialog request or standalone message.

 [CR013R1]<charging-function-addresses> the charging-function-addresses element, if present, contains one or two child elements for offline and online charging network entities: <ccf-addr> and <ecf-addr>:

-
<ccf-addr>: offline charging collection function identifiers, consisting of one <primary-ccf> and zero or more <secondary-ccf>;

-
<ecf-addr>: optional online event charging function identifiers, consisting of one <primary-ecf> and zero or more <secondary-ecf>.

<service-info>:
the transparent element received from the HSS for a particular [CR073R0]trigger point are placed within this optional element.

<alternative-service>:
in the present document, the alternative service is used as a response for an attempt to establish an emergency session within the IM CN subsystem. The element describes an alternative service where the call should success. The alternative service is described by the type of service information. A possible reason cause why an alternative service is suggested may be included.


The <alternative-service> element contains a <type> element that indicates the type of alternative service. In the present document, the <type> element contains only the value "emergency".


The <reason> element contains an explanatory text with the reason why the session setup has been redirected. A UE may use this information to give an indication to the user.
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