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1. Introduction

The usage of Warning header is already specified in TS 24.228 (sub clause 6.9). RFC3261 lists a few warning codes already registered, and gives some guidelines on the choice of an unregistered warn-code:

"The "warn-code" consists of three digits. A first digit of "3" indicates warnings specific to SIP. Until a future specification describes uses of warn-codes other than 3xx, only 3xx warn-codes may be registered."

"Warnings 300 through 329 are reserved for indicating problems with keywords in the session description, 330 through 339 are warnings related to basic network services requested in the session description, 370 through 379 are warnings related to quantitative QoS parameters requested in the session description, and 390 through 399 are miscellaneous warnings that do not fall into one of the above categories."

The RFC also says that additional warn-codes can be registered, but it has to be preceded by an RFC publication.

The following warn-codes are already registered:

· 300 Incompatible network protocol: One or more network protocols contained in the session description are not available.

· 301 Incompatible network address formats: One or more network address formats contained in the session description are not available.

· 302 Incompatible transport protocol: One or more transport protocols described in the session description are not available.

· 303 Incompatible bandwidth units: One or more bandwidth measurement units contained in the session description were not understood.

· 304 Media type not available: One or more media types contained in the session description are not available.

· 305 Incompatible media format: One or more media formats contained in the session description are not available.

· 306 Attribute not understood: One or more of the media attributes in the session description are not supported.

· 307 Session description parameter not understood: A parameter other than those listed above was not understood.

· 330 Multicast not available: The site where the user is located does not support multicast.

· 331 Unicast not available: The site where the user is located does not support unicast communication (usually due to the presence of a firewall).

· 370 Insufficient bandwidth: The bandwidth specified in the session description or defined by the media exceeds that known to be available.

· 399 Miscellaneous warning: The warning text can include arbitrary information to be presented to a human user or logged. A system receiving this warning MUST NOT take any automated action.

RFC3261 says that when a request is rejected by an UAS, the response SHOULD contain a Warning header explaining why the request was rejected.

The following actions were identified on the CN1 mailing list as a candidate for a new warn code:

1. non-existent user

2. roaming not allowed

3. the user is deregistered for administrative purposes and is required to re-register (clause affected: TS24.228, subclause 6.7.2)

4. Network Congestion

5. Authentication reject

6. Invalid dialled ID

7. Invalid own ID

8. Illegal UE

9. Notifying the user that it has to re-authenticate

The author believes that most of the above actions can be solved with inserting the warn-code 399 into the Warning header accompanied by an explanatory warn-text. A UE receiving a warn-code of 399 must not take any automated action. 

However, at least the actions listed in bullet point nr.3 and nr. 9 will need the UE to take a special action: to send a re-register request to the network. 

Proposal:

It is proposed to agree the following principles:

· Return warn-code 399 for all the actions listed above except for bullet point nr. 3 and nr. 9

· Discuss/find a solution on how to handle the exceptions.
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