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Introduction

Section 5.1.0 of 23.228 presently describes the use of a signalling flag in the Activate PDP Context procedure for the UE to indicate to the GGSN that the PDP Context will be used for IMS signalling.

Section 4.2.6 of 23.228 describes the application of certain rules and restrictions applied to signalling PDP contexts by the GGSN based on the receipt of this flag. These rules relate to the allowable destinations for traffic on the signalling PDP context (specifically the P-CSCF(s)) and the allowable QoS.

This contribution proposed a change to the Stage 3 implementation of this concept which

· removes a backwards compatibility concern with the present mechanism

· removes the need for IMS-specific bahaviour at the interface to the IMS Client in the UE,

· provides scope for alternative types of signalling PDP context in future (e.g. for other services)

This idea was previously discussed at the Madrid SA2/CN1 meeting at which it was pointed out (in the joint session) that this was a Stage 3 issue. No changes to the Stage 2 were agreed.

Discussion

PDP Contexts established for IMS media flows are also subject to rules and restrictions, in that they may only be used for the media that has been agreed for the IMS session. These restrictions are known as ‘policy’ and are applied at the GGSN. The GGSN obtains the necessary policy for a given PDP Context from the Polidy Decision Point (PDP), using the Authorisation Token passed from the UE in the PDP context signalling. The Policy Decision Point may be at the GGSN (LPDP) or at the Policy Control Function (PCF).

The rules and restrictions for the signalling PDP Context are nothing more than a special policy for signalling.

The concept of the IMS Signalling flag could therefore be implem as a rentedequest for a specific signalling policy. This policy could then be requested in exactly the same way as other policy, using an Authorisation Token in the PDP Context signalling.

A special value of the Authorisation Token would need to be standardised for IMS Signalling policy – the UE would be programmed with this special value and would use it when establishing the signalling PDP Context.

At the GGSN, the procedures for handling this PDP Context request could be no different than for any other PDP Context containing an Authorisation Token. Either the GGSN would recognise the Token value itself, and apply the policy, or the GGSN would ask the PCF for details of the policy associated with this token and the PCF would supply the operator-specific signalling PDP Context policy.

The advantages of this approach/disadvantages of the current approach are:

· It could remove the current requirement for the GGSN to perform IMS-specific processing with respect to the Signalling PDP Context

· In future, new distinguished values of the Authorisation Token can be defined for other types of signalling (e.g. for other services outside IMS)

· The current approach requires an additional IMS-specific enhancement to the access network (the IMS Signalling Flag). Signalling /APIs between the IMS Client and the UMTS access systems on the UE will also need to be enhanced to support this. By contrast the Authorisation Token concept is already well-defined as a generic capability and supported in various APIs and protocols, for example, in RSVP.

· If this approach is adopted, and P-CSCF discovery restricted to the primary PDP Context, then there would be no need for additional signalling elements (e.g. PCO) in the Secondary PDP Context activation or PDP Context Modification procedurs. This would address the backwards compatibility concern raised at earlier meetings.

Proposal

This contribution proposes that the Application Flag for Signalling PDP Contexts be implemented as a distinguished value of the Authorisation Token already defined for media PDP Contexts.

The following changes are required to 24.008 to implement this proposal:

· Introduction of the Authorisation Token into the Primary PDP Context activation procedure (this could be carried, for example, in the PCO)

· Removal of the existing Application Signalling Flag from PCO

· Definition of the distinguished value for the Authorisation Token

It should be discussed whether or not the PCO is still required in Secondary PDP Context establishment and PDP context modification. Although this proposal obviates the need for this it may be useful in future.
