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4.7.13
Service Request procedure (UMTS only)

The purpose of this procedure is to transfer the PMM mode from PMM-IDLE to PMM-CONNECTED mode, and/or to assign radio access bearer in case of PDP contexts are activated without radio access bearer assigned. In latter case, the PMM mode may be PMM-IDLE or PMM-CONNECTED mode.This procedure is used for;

-
 the initiation of  CM layer service (e.g. SM or SMS) procedure from the MS in PMM-IDLE mode.

-
 the network to transfer down link signalling,

-
 uplink and downlink user packet.

For downlink transfer of signalling or user packet, the trigger is given from the network by the paging request procedure, which is out of scope of this specification.

Service type can take either of the following values, “signalling”, “data” or “paging response”. Each of the values shall be selected according to the criteria to initiate the Service request procedure.

The criteria to invoke the Service request procedure are when;

a)
the MS has any signalling message, that requires security protection, to be sent to the network in PMM-IDLE mode (i.e., no secure PS signalling connection has been established). In this case, the service type shall be set to “signalling”.

b)
the MS, either in PMM-IDLE and PMM-CONNECTED mode, has pending user packet to be sent and no radio access bearer is established for the PDP context. The procedure is initiated by an indication from the lower layers. In this case, the service type shall be set to “data”.

c)
the MS receives a paging request for PS domain from the network in PMM-IDLE mode. In this case, the service type shall be set to “paging response”.

After completion of a Service request procedure, the pending service is resumed and uses then the connection established by the procedure. If the service type is indicating “data”, then the radio access bearers for all the activated PDP contexts are re-established. The selective re-assignment capability is not supported for the simplicity of the function.

4.7.13.1
Service Request procedure initiation

The MS initiates the Service request procedure by sending a SERVICE REQUEST message. The timer T3317 shall be started after the SERVICE REQUEST message has been sent and state GMM-SERVICE-REQUEST-INITIATED is entered. The message SERVICE REQUEST shall contain the P-TMSI and the Service type indicating either data, signaling or paging response.

4.7.13.2
GMM common procedure initiation

The network may initiate GMM common procedures, e.g. the GMM identification and GMM authentication and ciphering procedure, or security mode setting procedure, depending on the received information such as IMSI, GPRS ciphering key sequence number, P-TMSI and P-TMSI signature. 

4.7.13.3
Service request procedure accepted by the network

An indication from the lower layers that the security mode setting procedure is completed, or reception of a SERVICE ACCEPT message, shall be treated as a successful completion of the procedure. The timer T3317 shall be stopped, and the MS enters GMM-REGISTERED state and PMM-CONNECTED mode. 

4.7.13.4
Service request procedure not accepted by the network

-
If the Service request cannot be accepted, the network returns a SERVICE REJECT message to the mobile station. An MS that receives a SERVICE REJECT message stops timer T3317. The MS shall then take different actions depending on the received reject cause value: 

# 3

(Illegal MS); or

# 6

(Illegal ME)

-
The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to section 4.1.3.2) and enter the state GMM-DEREGISTERED. Furthermore, it shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number and shall consider the SIM as invalid for GPRS services until switching off or the SIM is removed.

-
If the MS is IMSI attached via MM procedures, the MS shall in addition set the update status to U3 ROAMING NOT ALLOWED, shall delete any TMSI, LAI and GPRS ciphering key sequence number. The new MM state is MM IDLE. The SIM shall be considered as invalid also for non-GPRS services until switching off or the SIM is removed.

# 7

(GPRS services not allowed) 

-
The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to section 4.1.3.2.9) and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number. The SIM shall be considered as invalid for GPRS services until switching off or the SIM is removed. The new state is GMM-DEREGISTERED. 

# 9

(MS identity cannot be derived by the network)

-
The MS shall set the GPRS update status to GU2 NOT UPDATED (and shall store it according to section 4.1.3.2), enter the state GMM-DEREGISTERED, and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number. Subsequently, the MS may automatically initiate the GPRS attach procedure. 

# 10
(Implicitly detached) 

-
The MS shall change to state GMM-DEREGISTERED.NORMAL-SERVICE. The MS shall then perform a new attach procedure. The MS should also activate PDP context(s) to replace any previously active PDP contexts.

NOTE:
 In some cases, user interaction may be required and then the MS cannot activate the PDP context(s) automatically.

# 11
(PLMN not allowed);

# 12
(Location area not allowed); or

# 13
(Roaming not allowed in this location area)

-
The MS shall delete any RAI, P-TMSI, P-TMSI signature and GPRS ciphering key sequence number, shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to section 4.1.3.2) and enter the state GMM-DEREGISTERED. 

-
If the MS is IMSI attached via MM procedures, the MS shall in addition set the update status to U3 ROAMING NOT ALLOWED and shall delete any TMSI, LAI and GPRS ciphering key sequence number. The new MM state is MM IDLE.

-
The MS shall store the LAI or the PLMN identity in the appropriate forbidden list, i.e. in the “forbidden PLMN list” for cause #11, in the list of “forbidden location areas for regional provision of service” for cause #12 or in the list of “forbidden location areas for roaming” for cause #13. If #11or  #13 was received, the MS shall perform a PLMN selection instead of a cell selection.
# 14
(No PDP context activated)

-
The MS shall deactivate locally all active PDP contexts and the MS shall enter the state GMM-REGISTERED.NORMAL-SERVICE. The MS may start the PDP context activation procedure to re-establish the de-activated PDP context(s). 
Other values are considered as abnormal cases. The specification of the MS behaviour in those cases is described in section 4.7.13.5. 

4.7.13.5
Abnormal cases in the MS

The following abnormal cases can be identified: 

a)
Access barred because of access class control

The Service request procedure shall not be started. The MS stays in the current serving cell and applies normal cell reselection process. The Service request procedure may be started by CM layer if it is still necessary, i.e. when access is granted or because of a cell change.

b)
Lower layer failure before the ciphering mode setting procedure is completed, SERVICE ACCEPT or SERVICE REJECT message is received

The procedure shall be aborted.

c)
T3317 expired

The procedure shall be aborted.

d)
SERVICE REJECT received other causes than those treated in section 4.7.x.4

The procedure shall be aborted.

e)
Routing area update procedure is triggered 

If a cell change into a new routing area occurs and the necessity of routing area update procedure is determined before the security mode setting procedure is completed, a SERVICE ACCEPT or SERVICE REJECT message has been received, the Service request procedure shall be aborted and the routing area updating procedure is started immediately. Follow-on request pending may be indicated in the ROUTING AREA UPDATE REQUEST for the service, which was the trigger of the aborted Service request procedure, to restart the pending service ifself or the Service Request procedure after the completion of the routing area updating procedure. If the service type of the aborted SERVICE REQUEST was indicating “data”, then the routing area update procedure may be followed by a re-initiated Service request procedure indicating “data”, if it is still necessary.

f)
Power off

If the MS is in state GMM-SERVICE-REQUEST-INITIATED at power off, the GPRS detach procedure shall be performed. 

g)
Procedure collision

If the MS receives a DETACH REQUEST message from the network in state GMM-SERVICE-REQUEST-INITIATED, the GPRS detach procedure shall be progressed and the Service request procedure shall be aborted. If the cause IE, in the DETACH REQUEST message, indicated a “reattach request”, the GPRS attach procedure shall be performed. Follow-on request pending may be indicated in the ATTACH REQUEST for the service, which was the trigger of the aborted Service request procedure, to restart after the completion of the GPRS attach request procedure. 

4.7.13.6
Abnormal cases on the network side

The following abnormal cases can be identified:

a)
Lower layer failure 

If a low layer failure occurs before the security mode setting procedure is completed, a SERVICE ACCEPT or SERVICE REJECT message has been sent to the MS, the network stays in PMM-IDLE.

b)
Protocol error

If the SERVICE REQUEST message is received with a protocol error, the network shall return a SERVICE REJECT message with one of the following reject causes: 

#96:
Mandatory information element error;

#99:
Information element non-existent or not implemented;

#100:
Conditional IE error;

#111:
Protocol error, unspecified.

The network stays in PMM-IDLE mode. 

c.1)
SERVICE REQUEST received

-
If one or more of the information elements in the SERVICE REQUEST message differ from the ones received within the previous SERVICE REQUEST message, the previously initiated Service request procedure shall be aborted and the new Service request procedure shall be progressed, or

-
If no information element differ, then the SERVICE ACCEPT message shall be resent. 

c.2)
More than one SERVICE REQUEST received and the procedure has not been completed (i.e., the security mode setting procedure has not been completed or SERVICE ACCEPT, SERVICE REJECT message has not been sent),

-
If one or more of the information elements in the SERVICE REQUEST message differs from the ones received within the previous SERVICE REQUEST message, the previously initiated Service request procedure shall be aborted and the new Service request procedure shall be progressed ; 

-
If the information elements do not differ, then the network shall continue with the previous Service request procedure and shall not treat any further this SERVICE REQUEST message. 

d)
ATTACH REQUEST received before the security mode setting procedure has been completed or an SERVICE ACCEPT or an SERVICE REJECT message has been sent

If an ATTACH REQUEST message is received and the security mode setting procedure has not been completed or an SERVICE ACCEPT or an SERVICE REJECT message has not been sent, the network may initiate the GMM common procedures, e.g. the GMM authentication and ciphering procedure. The network may e.g. after a succesful  GMM authentication and ciphering procedure execution, abort the Service request procedure, the GMM context and PDP contexts, if any, are deleted and the new ATTACH REQUEST is progressed. 

e)
ROUTING AREA UPDATE REQUEST message received before the security mode setting procedure has been completed or an SERVICE ACCEPT or an SERVICE REJECT message has been sent

If an ROUTING AREA UPDATE REQUEST message is received and the security mode setting procedure has not been completed or an SERVICE ACCEPT or an SERVICE REJECT message has not been sent, the network may initiate the GMM common procedures, e.g. the GMM authentication and ciphering procedure. The network may e.g. after a successful GMM authentication and ciphering procedure execution, abort the Service request procedure and progress the routing area update procedure. 

10.5.5.14
GMM cause 

The purpose of the GMM cause information element is to indicate the reason why a GMM request from the mobile station is rejected by the network.

The GMM cause information element is coded as shown in figure 10.5.129/TS 24.008 and table 10.5.147/TS 24.008.

The GMM cause is a type 3 information element with 2 octets length.
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GMM cause IEI
octet 1


Cause value
octet 2

Figure 10.5.129/TS 24.008: GMM cause information element

Table 10.5.147/TS 24.008: GMM cause information element

Cause value (octet 2)                          ¬

       Bits                                              

  8 7 6 5 4 3 2 1                                        

  0 0 0 0 0 0 1 0  IMSI unknown in HLR                   

  0 0 0 0 0 0 1 1  Illegal MS                            

  0 0 0 0 0 1 1 0  Illegal ME                            

  0 0 0 0 0 1 1 1  GPRS services  not allowed  

  0 0 0 0 1 0 0 0  GPRS services and non-GPRS services


                   not allowed  

  0 0 0 0 1 0 0 1  MS identity cannot be derived by the  

                   network

  0 0 0 0 1 0 1 0  Implicitly detached

  0 0 0 0 1 0 1 1  PLMN not allowed                      

  0 0 0 0 1 1 0 0  Location Area not allowed             

  0 0 0 0 1 1 0 1  Roaming not allowed in this           

                     location area  
  0 0 0 0 1 1 1 0  No PDP context activated
0 0 0 0 1 1 1 1  PS MAC failure

  0 0 0 1 1 1 1 1  PS Synch failure

  0 0 0 1 0 0 0 0  MSC temporarily not reachable         

  0 0 0 1 0 0 0 1  Network failure                       

  0 0 0 1 0 1 1 0  Congestion                            

  0 0 1 1 0 0 0 0  }                                     

        to         }  retry upon entry into a new cell   

  0 0 1 1 1 1 1 1  }                                     

  0 1 0 1 1 1 1 1  Semantically incorrect message        

  0 1 1 0 0 0 0 0  Invalid mandatory information         

  0 1 1 0 0 0 0 1  Message type non-existent             

                     or not implemented                  

  0 1 1 0 0 0 1 0  Message type not compatible with      

                   the protocol state                    

  0 1 1 0 0 0 1 1  Information element non-existent      

                     or not implemented                  

  0 1 1 0 0 1 0 0  Conditional IE error                  

  0 1 1 0 0 1 0 1  Message not compatible with           

                     the protocol state                  

  0 1 1 0 1 1 1 1  Protocol error, unspecified           

  Any other value received by the mobile station         

  shall be treated as 0110 1111, 'Protocol error,'       

  unspecified'. Any other value received                 

  by the network shall be treated as 0110 1111,          

  'Protocol error, unspecified'.                         

  NOTE: The  listed reject cause values are defined in   

        Annex G.                                         
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