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Proposal

It is proposed that the following text be added to TS 24.228 Annex A (informative) as preliminary material for eventual inclusion in TS 24.228 Section 10.4.  The title of Section 10 should be revised to match that in 23.228, “Procedures to enable enhanced multimedia services.”

10 Procedures to enable enhanced multimedia services

10.4

Session Redirection Procedures

This section gives information flows for the procedures for performing session redirection. The decision to redirect a session to a different destination may be made for different reasons by a number of different functional elements, and at different points in the establishment of the session. 

Three cases of session redirection prior to bearer establishment are presented, and one case of session redirection after bearer establishment.  

These cases enable the typical services of “Session Forward Unconditional”, “Session Forward Busy”, “Session Forward Variable”, “Selective Session Forwarding”, and “Session Forward No Answer”, though it is important to recognise that the implementation is significantly different from the counterparts in the CS domain.

10.4.1
Session Redirection initiated by S-CSCF to IMS

One of the functional elements in a basic session flow that may initiate a redirection is the S-CSCF of the destination subscriber.  The subscriber profile information obtained from the HSS by the ‘Cx-pull’ during registration may contain complex logic and triggers causing session redirection.  S-CSCF#2 sends the SIP INVITE request to the I-CSCF for the new destination (I-CSCF#F in the diagram), who forwards it to S-CSCF#F, who forwards it to the new destination.

In cases when the destination subscriber is not currently registered in the IM CN subsystem, the I-CSCF may assign a temporary S-CSCF to perform the service control on behalf of the intended destination.  This temporary S-CSCF takes the role of S-CSCF#2 in the following information flow.

The service implemented by this information flow is typically “Session Forward Unconditional”, “Session Forward Variable” or “Selective Session Forwarding”.  S-CSCF#2 may also make use of knowledge of current sessions in progress at the UE, and implement “Session Forwarding Busy” in this way.

There are 9 distinct information flows for this session redirection, as follows:

· Single network operator performing origination, forwarding, and termination

· One network operator performing origination and forwarding, separate network operator performing termination, with a firewall between to maintain configuration independence

· One network operator performing origination and forwarding, separate network operator performing termination, without a firewall between

· One network operator performing origination, second network operator performing forwarding and termination, with a firewall between to maintain configuration independence

· One network operator performing origination, second network operator performing forwarding and termination, without a firewall between

· One network operator performing origination, second network operator performing forwarding, and third network operator performing termination, without any firewalls between them

· One network operator performing origination, second network operator performing forwarding, and third network operator performing termination, with a firewall between first two to maintain configuration independence

· One network operator performing origination, second network operator performing forwarding, and third network operator performing termination, with a firewall between second and third to maintain configuration independence

· One network operator performing origination, second network operator performing forwarding, and third network operator performing termination, with a firewall between all three to maintain configuration independence

Further, it is possible that a session will be redirected multiple times, so the above list generalizes to include multiple forwarding elements.

All of these Session-Redirection procedures can be combined with MO#1a, MO#1b, or MO#2 for session origination, and with MT#1a, MT#1b, or MT#2 for session termination.

Only the first case is shown here, with a single network operator performing origination, forwarding, and termination.  The additional cases can be derived from the procedures shown here and in S-S#1a, and S-S#1b.

This case is shown in the information flow in Figure 10.4.1-1
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Figure 10.4.1-1: Session redirection initiated by S-CSCF to IMS

The IMS Session Redirection Procedure is as follows: 

1. INVITE (MO to S-CSCF) – see example in Table 10.4.1-1

The INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow. 

NOTE: 
There are a number of different origination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 10.4.1-1: INVITE (MO to S-CSCF)

INVITE sip:scscf1.home.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:+1-212-555-2222@home.net;user=phone

Supported: 100rel 

Remote-Party-ID: John Doe <tel:+1-212-555-1111>

Proxy-Require: privacy

Anonymity: Off 

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

Cseq: 127 INVITE 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.home.net

Content-Type: application/sdp 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97 3 96

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

2. 100 Trying (S-CSCF to MO) – see example in Table 10.4.1-2

S-CSCF#1 responds to the INVITE request (1) with a 100 Trying provisional response. 

Table 10.4.1-2: 100 Trying (S-CSCF to MO)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

3. Service Control

S-CSCF#1 performs whatever service control logic is appropriate for this call attempt.

4. INVITE (S-CSCF to I-CSCF) – see example in Table 10.4.1-4

S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the destination subscriber belongs. Since it is a destination served by the same network operator, S-CSCF#1 forwards the INVITE request directly to to I-CSCF in the same network. 

Table 10.4.1-4: INVITE (S-CSCF to I-CSCF)

INVITE sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP sip:scscf1.home.net SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf1.home.net

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length:

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

Request-URI: 
In the case where the Route header of the incoming INVITE request to S-CSCF contains a TEL-URL, it has to be translated to a globally routable SIP-URL before applying it as Request-URI of the outgoing INVITE request. For this address translation the S-CSCF may use the services of an ENUM-DNS based database structure, or any other suitable translation database.

Editor’s Note: Need to verify that it is the Route header of the incoming INVITE request which may contain the TEL-URL, and not the Request-URI as indicated in the text of Tdoc N1-010353.
Editor’s Note: It remains to be clarified if the use of the word “may” in the above sentence, needs to be changed to “shall”. 23.228v170 states that an S-CSCF shall support an ENUM DNS translation mechanism, so the above text needs to be aligned with Stage 2.

5. 100 Trying (I-CSCF to S-CSCF) – see example in Table 10.4.1-5

I-CSCF responds to the INVITE request (4) by sending a 100 Trying provisional response to S-CSCF#1. 

Table 10.4.1-5: 100 Trying (I-CSCF to S-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf1.home.net, SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

6. Location Query

I-CSCF (at the border of the terminating subscriber’s network) queries the HSS for current location information.  It will send “Cx-location-query” to the HSS to obtain the location information for the destination.  

7. Location Response

HSS responds with the address of the current Serving-CSCF for the terminating subscriber.

8. INVITE (I-CSCF to S-CSCF) – see example in Table 10.4.1-8

I-CSCF forwards the INVITE request to the S-CSCF (S-CSCF#2) that will handle the call termination.

Table 10.4.1-8: INVITE (I-CSCF to S-CSCF)

INVITE sip:scscf2.home.net SIP/2.0

Via: SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP scscf1.home.net, SIP/2.0/UDP 
pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Route: sip:+1-212-555-2222@home.net;user=phone

Record-Route: sip:scscf1.home.net

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length:

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

Editor’s Note: The mechanism by which the INVITE is routed to S-CSCF, and the mechanism by which S-CSCF retrieves the initial Request URI (which identifies the real destination of the session) is FFS.

NOTE: 
The I-CSCF does not add itself to the Record-Route header, as it has no need to remain in the signalling path once the session is established.

9. 100 Trying (S-CSCF to I-CSCF) – see example in Table 10.4.1-9

S-CSCF#2 responds to the INVITE request (8) with a 100 Trying provisional response.

Table 10.4.1-9: 100 Trying (S-CSCF to I-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP scscf1.home.net, SIP/2.0/UDP 
pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

10. Service Control

S-CSCF#2 performs whatever service control logic is appropriate for this call attempt.  Based on some service-specific criterion, S-CSCF#2 decides to redirect this session attempt to a new IMS destination, at the URL sip:+1-212-555-3333@home.net;user=phone.

11. INVITE (S-CSCF to I-CSCF) – see example in Table 10.4.1-11

S-CSCF#2 performs an analysis of the destination address, and determines the new destination is served by the same network operator.  S-CSCF#2 forwards the INVITE request directly to to I-CSCF#F (which may be different than I-CSCF#1 consulted earlier). 

Table 10.4.1-11: INVITE (S-CSCF to I-CSCF)

INVITE sip:+1-212-555-3333@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP sip:scscf2.home.net, SIP/2.0/UDP sip:scscf1.home.net SIP/2.0/UDP pcscf1.home.net, 
SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf2.home.net, sip:scscf1.home.net

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length:

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

Request-URI: 
In the case where the Route header of the incoming INVITE request to S-CSCF contains a TEL-URL, it has to be translated to a globally routable SIP-URL before applying it as Request-URI of the outgoing INVITE request. For this address translation the S-CSCF may use the services of an ENUM-DNS based database structure, or any other suitable translation database.

Editor’s Note: Need to verify that it is the Route header of the incoming INVITE request which may contain the TEL-URL, and not the Request-URI as indicated in the text of Tdoc N1-010353.
Editor’s Note: It remains to be clarified if the use of the word “may” in the above sentence, needs to be changed to “shall”. 23.228v170 states that an S-CSCF shall support an ENUM DNS translation mechanism, so the above text needs to be aligned with Stage 2.

12. 100 Trying (I-CSCF to S-CSCF) – see example in Table 10.4.1-12

I-CSCF responds to the INVITE request (4) by sending a 100 Trying provisional response to S-CSCF#1. 

Table 10.4.1-12: 100 Trying (I-CSCF to S-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf2.home.net, SIP/2.0/UDP scscf1.home.net, SIP/2.0/UDP pcscf1.home.net, 
SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

13. Location Query

I-CSCF (at the border of the terminating subscriber’s network) queries the HSS for current location information.  It will send “Cx-location-query” to the HSS to obtain the location information for the destination.  

14. Location Response

HSS responds with the address of the current Serving-CSCF for the terminating subscriber.

15. INVITE (I-CSCF to S-CSCF) – see example in Table 10.4.1-15

I-CSCF forwards the INVITE request to the S-CSCF (S-CSCF#F) that will handle the call termination.

Table 10.4.1-15: INVITE (I-CSCF to S-CSCF)

INVITE sip:scscff.home.net SIP/2.0

Via: SIP/2.0/UDP icscff.home.net, SIP/2.0/UDP scscf2.home.net, SIP/2.0/UDP icscf.home.net, 
SIP/2.0/UDP scscf1.home.net, SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:+1-212-555-2222@home2.net;user=phone

Record-Route: sip:scscf2.home.net, sip:scscf1.home.net

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length:

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

Editor’s Note: The mechanism by which the INVITE is routed to S-CSCF, and the mechanism by which S-CSCF retrieves the initial Request URI (which identifies the real destination of the session) is FFS.

NOTE: 
The I-CSCF does not add itself to the Record-Route header, as it has no need to remain in the signalling path once the session is established.

16. 100 Trying (S-CSCF to I-CSCF) – see example in Table 10.4.1-16

S-CSCF#2 responds to the INVITE request (8) with a 100 Trying provisional response.

Table 10.4.1-16: 100 Trying (S-CSCF to I-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP icscff.home.net, SIP/2.0/UDP scscf2.home.net, SIP/2.0/UDP icscf.home.net, 
SIP/2.0/UDP scscf1.home.net, SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

17. Service Control

S-CSCF#F performs whatever service control is appropriate for this termination session.

18. INVITE (S-CSCF to MT) – see example in Table 10.4.1-18

S-CSCF#2 forwards the INVITE request, as determined by the termination procedure.

NOTE: 
There are a number of different termination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 10.4.1-18: INVITE (S-CSCF to MT)

INVITE sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net SIP/2.0

Via: SIP2.0/UDP scscff.home.net, SIP/2.0/UDP icscff.home.net, SIP/2.0/UDP scscf2.home.net, 
SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP scscf1.home.net, SIP/2.0/UDP pcscf1.home.net, 
SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:+1-212-555-3333@home.net;user=phone

Record-Route:  sip:scscff.home.net, sip:scscf2.home.net, sip:scscf1.home.net

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length:

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

19. 100 Trying (MT to S-CSCF) – see example in Table 10.4.1-19

S-CSCF#2 receives a 100 Trying provisional response to the INVITE request (11), as specified by the termination procedures.

NOTE: 
There are a number of different termination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 10.4.1-19: 100 Trying (MT to S-S#2)

SIP/2.0 100 Trying

Via: SIP2.0/UDP scscff.home.net, SIP/2.0/UDP icscff.home.net, SIP/2.0/UDP scscf2.home.net, 
SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP scscf1.home.net, SIP/2.0/UDP pcscf1.home.net, 
SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

20. 183 Session Progress (MT to S-CSCF) – see example in Table 10.4.1-20

The media stream capabilities of the destination are returned along the signalling path, in a 183 Session Progress provisional response, as per the termination procedure.

NOTE: 
There are a number of different termination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 10.4.1-20: 183 Session Progress (MT to S-CSCF)

SIP/2.0 183 Session Progress

Via: SIP2.0/UDP scscff.home.net, SIP/2.0/UDP icscff.home.net, SIP/2.0/UDP scscf2.home.net, 
SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP scscf1.home.net, SIP/2.0/UDP pcscf1.home.net, 
SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscff.home.net, sip:scscf2.home.net, sip:scscf1.home.net

Remote-Party-ID: John Smith <tel:+1-212-555-3333>

Anonymity: Off

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=314159

Call-ID: 

CSeq: 

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net

RSeq: 9021

Content-Disposition: precondition

Content-Type: application/sdp

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd
s=-

c= IN IP6 5555::eee:fff:aaa:bbb

b=AS:64

t=907165275 0

m=audio 6544 RTP/AVP 97 3

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv confirm
21. 183 Session Progress (S-CSCF to I-CSCF) – see example in Table 10.4.1-21

S-CSCF#2 forwards the 183 Session Progress provisional response to I-CSCF.

Table 10.4.1-21: 183 Session Progress (S-CSCF to I-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP icscff.home.net, SIP/2.0/UDP scscf2.home.net, 
SIP/2.0/UDP icscf.home.net, 
SIP/2.0/UDP scscf1.home.net, SIP/2.0/UDP pcscf1.home.net, 
SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscff.home.net, sip:scscf2.home.net, sip:scscf1.home.net

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-Disposition: 

Content-Type: 

Content-length: 

v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

22. 183 Session Progress (I-CSCF to S-CSCF) – see example in Table 10.4.1-22

I-CSCF forwards the 183 Session Progress provisional response to S-CSCF#1.  

Table 10.4.1-22: 183 Session Progress (I-CSCF to S-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP scscf2.home.net, SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP scscf1.home.net, 
SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscff.home.net, sip:scscf2.home.net, sip:scscf1.home.net

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-Disposition: 

Content-Type: 

Content-length: 

v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

23. 183 Session Progress (S-CSCF to I-CSCF) – see example in Table 10.4.1-23

S-CSCF#2 forwards the 183 Session Progress provisional response to I-CSCF.

Table 10.4.1-23: 183 Session Progress (S-CSCF to I-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP scscf1.home.net, SIP/2.0/UDP 
pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Record-Route: sip:scscff.home.net, sip:scscf2.home.net, sip:scscf1.home.net

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-Disposition: 

Content-Type: 

Content-length: 

v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

24. 183 Session Progress (I-CSCF to S-CSCF) – see example in Table 10.4.1-24

I-CSCF forwards the 183 Session Progress provisional response to S-CSCF#1.  

Table 10.4.1-24: 183 Session Progress (I-CSCF to S-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP scscf1.home.net, SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd])

Record-Route: sip:scscff.home.net, sip:scscf2.home.net, sip:scscf1.home.net

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-Disposition: 

Content-Type: 

Content-length: 

v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

25. 183 Session Progress (S-CSCF to MO) – see example in Table 10.4.1-25

S-CSCF#1 forwards the 183 Session Progress to the originator, as per the originating procedure.

NOTE: 
There are a number of different origination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 10.4.1-25: 183 Session Progress (S-CSCF to MO)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscff.home.net, sip:scscf2.home.net, sip:scscf1.home.net

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-Disposition: 

Content-Type: 

Content-length: 

v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

10.4.2
Session Redirection initiated by S-CSCF to CS-domain

The S-CSCF in the scenario above may determine that the session is to be redirected to a CS-domain endpoint, or to the PSTN.  It recognizes this situation by the redirected URL being a tel: URL.  

For the simplest configuration (Mobile located in home service area (MO#2), initiating a session to a destination served by same network operator(S-S#2)), the handling of redirection to a tel: URL is shown in Figure 10.4.2-1.  Other cases, which include roaming, PSTN origination, destinations served by other network operators, and firewalls, are handled in a similar manner.
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Figure 10.4.2-1: Session redirection initiated by S-CSCF to CS-Domain

Step-by-step processing is as follows:

1. INVITE (UE to P-CSCF) – see example in Table 10.4.2-1

UE sends the INVITE request, containing an initial SDP, to the P-CSCF determined via the CSCF discovery mechanism.

Editor’s Note: Certain fields in the SDP carry no information.  In particular the “o=”, “s=” fields and “t=”.  These are, however, mandatory fields within SDP.  Does 3GPP wish to define a non-standard version of SDP that removes these, and if so, how does this interwork with outside SIP networks that use standard SDP.

Table 10.4.2-1: INVITE (UE to P-CSCF)

INVITE sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Supported: 100rel 

Remote-Party-ID: John Doe <tel:+1-212-555-1111>

Proxy-Require: privacy

Anonymity: Off 

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

Cseq: 127 INVITE 

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Type: application/sdp 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97 3 96

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

Request-URI: 
contains the keyed number from the user.

Via: 
contains the IP address or FQDN of the originating UE.

Remote-Party-ID: contains the public identity of the UE.  The Display name is optional.

Proxy-Require: 
The sip privacy draft specifies that the usage of the Remote-Party-Id MUST be accompanied by a Proxy-Require header specifying “privacy” in all INVITE requests.

From:, To:, Call-ID: follow the recommendations of draft-ietf-sip-privacy-01, even though anonymity is not being requested for this session.

Cseq: 
a random starting number.

Contact:  
the IP address or FQDN of the originating UE.

2. 100 Trying (P-CSCF to UE) – see example in Table 10.4.2-2

P-CSCF responds to the INVITE request (1) with a 100 Trying provisional response.

Table 10.4.2-2: 100 Trying (P-CSCF to UE)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

3. INVITE (P-CSCF to S-CSCF) – see example in Table 10.4.2-3

P-CSCF remembers (from the registration procedure) the request routing for this UE.  This becomes a Route header in the request.  This next hop is the S-CSCF within the home network.  

P-CSCF rewrites the Contact header, with a locally defined value that identifies the UE.  P-CSCF adds itself to the Record-Route header, and adds a Via header.

The INVITE request is forwarded to the S-CSCF.

Table 10.4.2-3: INVITE (P-CSCF to S-CSCF)

INVITE sip:scscf.home.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:+1-212-555-2222@home1.net;user=phone

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.home.net

Content-Type: 

Content-length:

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

Request-URI: 
the first component in the remembered Path header from Registration.  

Route: 
contains the remaining elements from the Path header from Registration, with the initial Request-URI (received from the UE) appended as the final component.

Editor’s Note: Need to represent the ability of the P-CSCF to take part in the negotiation of the media streams (by removing entries) in some manner.

4. 100 Trying (S-CSCF to P-CSCF) – see example in Table 10.4.2-4

S-CSCF responds to the INVITE request (3) with a 100 Trying provisional response.  

Table 10.4.2-4: 100 Trying (S-CSCF to P-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

5. Service Control

S-CSCF validates the service profile, and performs any origination service control required for this subscriber.

6. INVITE (S-CSCF to I-CSCF) – see example in Table 10.4.2-6

S-CSCF forwards the INVITE request, as specified by the S-CSCF to S-CSCF procedures.

Editor’s Note: Need to represent the ability of the S-CSCF to take part in the negotiation of the media streams (by removing entries) in some manner.

Editor’s Note: Need for additional headers to transport e.g. Billing-Correlation-Identifier is FFS.

Table 10.4.2-6: INVITE (S-CSCF to I-CSCF)

INVITE sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf.home.net

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length:

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

Request-URI: 
In the case where the Route header of the incoming INVITE request to S-CSCF contains a TEL-URL, it has to be translated to a globally routable SIP-URL before applying it as Request-URI of the outgoing INVITE request. For this address translation the S-CSCF may use the services of an ENUM-DNS based database structure, or any other suitable translation database.

Editor’s Note: Need to verify that it is the Route header of the incoming INVITE request which may contain the TEL-URL, and not the Request-URI as indicated in the text of Tdoc N1-010353.
Editor’s Note: It remains to be clarified if the use of the word “may” in the above sentence, needs to be changed to “shall”. 23.228v170 states that an S-CSCF shall support an ENUM DNS translation mechanism, so the above text needs to be aligned with Stage 2.

7. 100 Trying (I-CSCF to S-CSCF) – see example in Table 10.4.2-7

S-CSCF receives a 100 Trying provisional response, as specified by the S-CSCF to S-CSCF procedures.

NOTE: 
There are a number of different S-CSCF to S-CSCF flows, and the table represents a typical example of what one of these flows may produce. In this case, S-S#2 and MT#2 are assumed.

Table 10.4.2-7: 100 Trying (I-CSCF to S-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

8. Location Query

I-CSCF (at the border of the terminating subscriber’s network) queries the HSS for current location information.  It will send “Cx-location-query” to the HSS to obtain the location information for the destination.  

9. Location Response

HSS responds with the address of the current Serving-CSCF for the terminating subscriber.

10. INVITE (I-CSCF to S-CSCF) – see example in Table 10.4.2-10

I-CSCF forwards the INVITE request to the S-CSCF (S-CSCF#2) that will handle the call termination.

Table 10.4.2-10: INVITE (I-CSCF to S-CSCF)

INVITE sip:scscf2.home.net SIP/2.0

Via: SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP scscf1.home.net, SIP/2.0/UDP 
pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Route: sip:+1-212-555-2222@home2.net;user=phone

Record-Route: sip:scscf1.home.net

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length:

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

Editor’s Note: The mechanism by which the INVITE is routed to S-CSCF, and the mechanism by which S-CSCF retrieves the initial Request URI (which identifies the real destination of the session) is FFS.

NOTE: 
The I-CSCF does not add itself to the Record-Route header, as it has no need to remain in the signalling path once the session is established.

11. 100 Trying (S-CSCF to I-CSCF) – see example in Table 10.4.2-11

S-CSCF#2 responds to the INVITE request (8) with a 100 Trying provisional response.

Table 10.4.2-11: 100 Trying (S-CSCF to I-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP scscf1.home.net, SIP/2.0/UDP 
pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

12. Service Control

S-CSCF#2 performs whatever service control logic is appropriate for this call attempt.  Based on some service-specific criterion, S-CSCF#2 decides to redirect this session attempt to a CS-domain endpoint, at the URL tel:+1-212-555-3333.

13. 302 Redirect (S-CSCF to I-CSCF) – see example in Table 10.4.2-13

S-CSCF#2 sends a 302 Redirect response to I-CSCF, containing the new destination.

Table 10.4.2-13: 302 Redirect (S-CSCF to I-CSCF)

SIP/2.0 302 Redirect

Via: SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP scscf1.home.net, SIP/2.0/UDP 
pcscf1.home.net, 
SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Contact: tel:+1-212-555-3333

Content-length: 0

14. ACK (I-CSCF to S-CSCF) – see example in Table 10.4.2-14

I-CSCF acknowledges receipt of the 302 Redirect response (13) by sending an ACK request to S-CSCF#2.

Table 10.4.2-14: ACK (I-CSCF to S-CSCF)

ACK sip:scscf2.home.net SIP/2.0

Via: SIP/2.0/UDP icscf.home.net

From: 

To: 

Call-ID: 

Cseq: 

Content-length: 
15. 302 Redirect (I-CSCF to S-CSCF) – see example in Table 10.4.2-15

I-CSCF sends a 302 Redirect response to S-CSCF#1, containing the new destination.

Table 10.4.2-15: 302 Redirect (I-CSCF to S-CSCF)

SIP/2.0 302 Redirect

Via: SIP/2.0/UDP scscf1.home.net, SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-length: 0

16. ACK (S-CSCF to I-CSCF) – see example in Table 10.4.2-16

S-CSCF#1 acknowledges receipt of the 302 Redirect response (15) by sending an ACK request to I-CSCF.

Table 10.4.2-16: ACK (S-CSCF to I-CSCF)

ACK sip:icscf.home.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home.net

From: 

To: 

Call-ID: 

Cseq: 

Content-length: 
17. 302 Redirect (S-CSCF to P-CSCF) – see example in Table 10.4.2-17

S-CSCF#1 sends a 302 Redirect response to P-CSCF, containing the new destination.

Table 10.4.2-17: 302 Redirect (S-CSCF to P-CSCF)

SIP/2.0 302 Redirect

Via: SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-length: 0

18. ACK (P-CSCF to S-CSCF) – see example in Table 10.4.2-18

P-CSCF acknowledges receipt of the 302 Redirect response (17) by sending an ACK request to S-CSCF#1.

Table 10.4.2-18: ACK (P-CSCF to S-CSCF)

ACK sip:scscf.home.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.home.net

From: 

To: 

Call-ID: 

Cseq: 

Content-length: 
19. 302 Redirect (P-CSCF to UE) – see example in Table 10.4.2-19

P-CSCF sends a 302 Redirect response to UE, containing the new destination.

Table 10.4.2-19: 302 Redirect (P-CSCF to UE)

SIP/2.0 302 Redirect

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-length: 0

20. ACK (UE to P-CSCF) – see example in Table 10.4.2-20

UE acknowledges receipt of the 302 Redirect response (19) by sending an ACK request to P-CSCF.

Table 10.4.2-20: ACK (UE to P-CSCF)

ACK sip:token6@pcscf1.home.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

Cseq: 

Content-length: 
21. UE initiates call in CS domain

UE initiates a call to the new destination given in the Contact header, using mechanisms of the CS domain.

10.4.3
Session Redirection initiated by S-CSCF to general endpoint

The S-CSCF in the scenario above may determine that the session is to be redirected to an endpoint outside the IP MultiMedia System and outside the CS-domain.  Examples of these destinations include web pages, email addresses, etc.  It recognizes this situation by the redirected URL being other than a sip: or tel: URL.  

For the simplest configuration (Mobile located in home service area (MO#2), initiating a session to a destination served by same network operator(S-S#2)), the handling of redirection to a general URL is shown in Figure 10.4.3-1.  Other cases, which include roaming, PSTN origination, destinations served by other network operators, and firewalls, are handled in a similar manner.
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Figure 10.4.3-1: Session redirection initiated by S-CSCF to general endpoint

Step-by-step processing is as follows:

22. INVITE (UE to P-CSCF) – see example in Table 10.4.3-1

UE sends the INVITE request, containing an initial SDP, to the P-CSCF determined via the CSCF discovery mechanism.

Editor’s Note: Certain fields in the SDP carry no information.  In particular the “o=”, “s=” fields and “t=”.  These are, however, mandatory fields within SDP.  Does 3GPP wish to define a non-standard version of SDP that removes these, and if so, how does this interwork with outside SIP networks that use standard SDP.

Table 10.4.3-1: INVITE (UE to P-CSCF)

INVITE sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Supported: 100rel 

Remote-Party-ID: John Doe <tel:+1-212-555-1111>

Proxy-Require: privacy

Anonymity: Off 

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

Cseq: 127 INVITE 

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Type: application/sdp 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97 3 96

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

Request-URI: 
contains the keyed number from the user.

Via: 
contains the IP address or FQDN of the originating UE.

Remote-Party-ID: contains the public identity of the UE.  The Display name is optional.

Proxy-Require: 
The sip privacy draft specifies that the usage of the Remote-Party-Id MUST be accompanied by a Proxy-Require header specifying “privacy” in all INVITE requests.

From:, To:, Call-ID: follow the recommendations of draft-ietf-sip-privacy-01, even though anonymity is not being requested for this session.

Cseq: 
a random starting number.

Contact:  
the IP address or FQDN of the originating UE.

23. 100 Trying (P-CSCF to UE) – see example in Table 10.4.3-2

P-CSCF responds to the INVITE request (1) with a 100 Trying provisional response.

Table 10.4.3-2: 100 Trying (P-CSCF to UE)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

24. INVITE (P-CSCF to S-CSCF) – see example in Table 10.4.3-3

P-CSCF remembers (from the registration procedure) the request routing for this UE.  This becomes a Route header in the request.  This next hop is the S-CSCF within the home network.  

P-CSCF rewrites the Contact header, with a locally defined value that identifies the UE.  P-CSCF adds itself to the Record-Route header, and adds a Via header.

The INVITE request is forwarded to the S-CSCF.

Table 10.4.3-3: INVITE (P-CSCF to S-CSCF)

INVITE sip:scscf.home.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:+1-212-555-2222@home1.net;user=phone

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.home.net

Content-Type: 

Content-length:

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

Request-URI: 
the first component in the remembered Path header from Registration.  

Route: 
contains the remaining elements from the Path header from Registration, with the initial Request-URI (received from the UE) appended as the final component.

Editor’s Note: Need to represent the ability of the P-CSCF to take part in the negotiation of the media streams (by removing entries) in some manner.

25. 100 Trying (S-CSCF to P-CSCF) – see example in Table 10.4.3-4

S-CSCF responds to the INVITE request (3) with a 100 Trying provisional response.  

Table 10.4.3-4: 100 Trying (S-CSCF to P-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

26. Service Control

S-CSCF validates the service profile, and performs any origination service control required for this subscriber.

27. INVITE (S-CSCF to I-CSCF) – see example in Table 10.4.3-6

S-CSCF forwards the INVITE request, as specified by the S-CSCF to S-CSCF procedures.

Editor’s Note: Need to represent the ability of the S-CSCF to take part in the negotiation of the media streams (by removing entries) in some manner.

Editor’s Note: Need for additional headers to transport e.g. Billing-Correlation-Identifier is FFS.

Table 10.4.3-6: INVITE (S-CSCF to I-CSCF)

INVITE sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf.home.net

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length:

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

Request-URI: 
In the case where the Route header of the incoming INVITE request to S-CSCF contains a TEL-URL, it has to be translated to a globally routable SIP-URL before applying it as Request-URI of the outgoing INVITE request. For this address translation the S-CSCF may use the services of an ENUM-DNS based database structure, or any other suitable translation database.

Editor’s Note: Need to verify that it is the Route header of the incoming INVITE request which may contain the TEL-URL, and not the Request-URI as indicated in the text of Tdoc N1-010353.
Editor’s Note: It remains to be clarified if the use of the word “may” in the above sentence, needs to be changed to “shall”. 23.228v170 states that an S-CSCF shall support an ENUM DNS translation mechanism, so the above text needs to be aligned with Stage 2.

28. 100 Trying (I-CSCF to S-CSCF) – see example in Table 10.4.3-7

S-CSCF receives a 100 Trying provisional response, as specified by the S-CSCF to S-CSCF procedures.

NOTE: 
There are a number of different S-CSCF to S-CSCF flows, and the table represents a typical example of what one of these flows may produce. In this case, S-S#2 and MT#2 are assumed.

Table 10.4.3-7: 100 Trying (I-CSCF to S-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

29. Location Query

I-CSCF (at the border of the terminating subscriber’s network) queries the HSS for current location information.  It will send “Cx-location-query” to the HSS to obtain the location information for the destination.  

30. Location Response

HSS responds with the address of the current Serving-CSCF for the terminating subscriber.

31. INVITE (I-CSCF to S-CSCF) – see example in Table 10.4.3-10

I-CSCF forwards the INVITE request to the S-CSCF (S-CSCF#2) that will handle the call termination.

Table 10.4.3-10: INVITE (I-CSCF to S-CSCF)

INVITE sip:scscf2.home.net SIP/2.0

Via: SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP scscf1.home.net, SIP/2.0/UDP 
pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Route: sip:+1-212-555-2222@home2.net;user=phone

Record-Route: sip:scscf1.home.net

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length:

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

Editor’s Note: The mechanism by which the INVITE is routed to S-CSCF, and the mechanism by which S-CSCF retrieves the initial Request URI (which identifies the real destination of the session) is FFS.

NOTE: 
The I-CSCF does not add itself to the Record-Route header, as it has no need to remain in the signalling path once the session is established.

32. 100 Trying (S-CSCF to I-CSCF) – see example in Table 10.4.3-11

S-CSCF#2 responds to the INVITE request (8) with a 100 Trying provisional response.

Table 10.4.3-11: 100 Trying (S-CSCF to I-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP scscf1.home.net, SIP/2.0/UDP 
pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

33. Service Control

S-CSCF#2 performs whatever service control logic is appropriate for this call attempt.  Based on some service-specific criterion, S-CSCF#2 decides to redirect this session attempt to a PS-domain endpoint, at the URL mailto:alienblaster@home.net.

34. 302 Redirect (S-CSCF to I-CSCF) – see example in Table 10.4.3-13

S-CSCF#2 sends a 302 Redirect response to I-CSCF, containing the new destination.

Table 10.4.3-13: 302 Redirect (S-CSCF to I-CSCF)

SIP/2.0 302 Redirect

Via: SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP scscf1.home.net, SIP/2.0/UDP 
pcscf1.home.net, 
SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Contact: mailto:alienblaster@home.net

Content-length: 0

35. ACK (I-CSCF to S-CSCF) – see example in Table 10.4.3-14

I-CSCF acknowledges receipt of the 302 Redirect response (13) by sending an ACK request to S-CSCF#2.

Table 10.4.3-14: ACK (I-CSCF to S-CSCF)

ACK sip:scscf2.home.net SIP/2.0

Via: SIP/2.0/UDP icscf.home.net

From: 

To: 

Call-ID: 

Cseq: 

Content-length: 
36. 302 Redirect (I-CSCF to S-CSCF) – see example in Table 10.4.3-15

I-CSCF sends a 302 Redirect response to S-CSCF#1, containing the new destination.

Table 10.4.3-15: 302 Redirect (I-CSCF to S-CSCF)

SIP/2.0 302 Redirect

Via: SIP/2.0/UDP scscf1.home.net, SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-length: 0

37. ACK (S-CSCF to I-CSCF) – see example in Table 10.4.3-16

S-CSCF#1 acknowledges receipt of the 302 Redirect response (15) by sending an ACK request to I-CSCF.

Table 10.4.3-16: ACK (S-CSCF to I-CSCF)

ACK sip:icscf.home.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home.net

From: 

To: 

Call-ID: 

Cseq: 

Content-length: 
38. 302 Redirect (S-CSCF to P-CSCF) – see example in Table 10.4.3-17

S-CSCF#1 sends a 302 Redirect response to P-CSCF, containing the new destination.

Table 10.4.3-17: 302 Redirect (S-CSCF to P-CSCF)

SIP/2.0 302 Redirect

Via: SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-length: 0

39. ACK (P-CSCF to S-CSCF) – see example in Table 10.4.3-18

P-CSCF acknowledges receipt of the 302 Redirect response (17) by sending an ACK request to S-CSCF#1.

Table 10.4.3-18: ACK (P-CSCF to S-CSCF)

ACK sip:scscf.home.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.home.net

From: 

To: 

Call-ID: 

Cseq: 

Content-length: 
40. 302 Redirect (P-CSCF to UE) – see example in Table 10.4.3-19

P-CSCF sends a 302 Redirect response to UE, containing the new destination.

Table 10.4.3-19: 302 Redirect (P-CSCF to UE)

SIP/2.0 302 Redirect

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-length: 0

41. ACK (UE to P-CSCF) – see example in Table 10.4.3-20

UE acknowledges receipt of the 302 Redirect response (19) by sending an ACK request to P-CSCF.

Table 10.4.3-20: ACK (UE to P-CSCF)

ACK sip:token6@pcscf1.home.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

Cseq: 

Content-length: 
42. UE initiates call in PS domain

UE initiates a call to the new destination given in the Contact header, using mechanisms of the PS domain.

10.4.4
Session Redirection initiated by P-CSCF

One of the functional elements in a basic session flow that may initiate a redirection is the P-CSCF of the destination subscriber.  In handling of an incoming session setup attempt, the P-CSCF normally sends the INVITE request to the destination UE, and retransmits it as necessary until obtaining an acknowledgement indicating reception by the UE.

In cases when the destination subscriber is not currently reachable in the IM CN subsystem (due to such factors as roaming outside the service area or loss of battery, but the registration has not yet expired), the P-CSCF may initiate a redirection of the session.  The P-CSCF informs the S-CSCF of this redirection, without specifying the new location; S-CSCF determines the new destination and performs according to sections 10.4.1, 10.4.2, or 10.4.3 above, based on the type of destination.

This is shown in Figure 10.4.4-1.
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Figure 10.4.4-1: Session redirection initiated by P-CSCF

Beginning with step #8, the step-by-step processing is as follows:

8. INVITE (I-CSCF to S-CSCF) – see example in Table 10.4.4-8

The calling party sends the INVITE request, via one of the origination procedures and via one of the S-CSCF to S-CSCF procedures, to the Serving-CSCF for the terminating subscriber.

NOTE: 
There are a number of different S-CSCF to S-CSCF flows, and the table represents a typical example of what one of these flows may produce. In this case, S-S#2 and MO#2 are assumed.

Table 10.4.4-8: INVITE (I-CSCF to S-CSCF)

INVITE sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP pcscf0.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf0.home.net

Supported: 100rel 

Remote-Party-ID: John Doe <tel:+1-212-555-1111>

Proxy-Require: privacy

Anonymity: Off 

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

Cseq: 127 INVITE 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf0.home.net

Content-Type: application/sdp 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97 3 96

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

9. 100 Trying (S-CSCF to I-CSCF) – see example in Table 10.4.4-9

S-CSCF responds to the INVITE request (8) with a 100 Trying provisional response.

Table 10.4.4-9: 100 Trying (S-CSCF to I-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP pcscf0.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

10. Service Control

S-CSCF validates the service profile, and performs any termination service control required for this subscriber

11. INVITE (S-CSCF to P-CSCF) – see example in Table 10.4.4-11

S-CSCF remembers (from the registration procedure) the next hop CSCF for this UE.  It forwards the INVITE request to the P-CSCF.

Table 10.4.4-11: INVITE (S-CSCF to P-CSCF)

INVITE sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home.net SIP/2.0

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP 
pcscf0.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route:
sip:+1-212-555-2222@home.net;user=phone

Record-Route: sip:scscf.home.net, sip:scscf0.home.net

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length: 

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

Route:  
built from the registration information, (pcscf and UE contact name), followed by the initial Request-URI from the incoming INVITE request.  The first component of the Route header, pcscf, is moved to the Request-URI of the request.

Via:, Record-Route: S-CSCF adds itself in the Record-Route and Via headers.

12. 100 Trying (P-CSCF to S-CSCF) – see example in Table 10.4.4-12

P-CSCF responds to the INVITE request (11) with a 100 Trying provisional response.

Table 10.4.4-12: 100 Trying (P-CSCF to S-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP 
pcscf0.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

13. INVITE (P-CSCF to UE) – see example in Table 10.4.4-13

P-CSCF determines the UE address from the value of the Request-URI (which was previously returned by P-CSCF as a contact header value in the registration procedure), and forwards the INVITE request to the UE.

Table 10.4.4-13: INVITE (P-CSCF to UE) 

INVITE sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP pcscf.home.net;branch=token1

Media-Authorization: 31S14621

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: token1@pcscf.home.net

Content-Type: 

Content-length: 

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

P-CSCF removes the Record-Route and Contact headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE.  The saved value of the Route header is:

Route: sip:scscf.home.net, sip:scscf0.home.net,



sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf0.home.net

Contact: 
a locally unique token to identify the saved routing information.  

Via: 
P-CSCF removes the Via headers, and generates a locally unique token to identify the saves values.  It inserts this as a branch value on its Via header.

Media-Authorization: a P-CSCF generated authorization token

14. Timeout

P-CSCF never receives any response from UE#2, and assumes it is unreachable.

15. 302 Redirect (P-CSCF to S-CSCF) – see example in Table 10.4.4-15

P-CSCF sends a 302 Redirect response to UE, without specifying a new destination.

Table 10.4.4-15: 302 Redirect (P-CSCF to S-CSCF)

SIP/2.0 302 Redirect

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

16. ACK (S-CSCF to P-CSCF) – see example in Table 10.4.4-16

S-CSCF acknowledges receipt of the 302 Redirect response (15) by sending an ACK request to P-CSCF.

Table 10.4.4-16: ACK (S-CSCF to P-CSCF)

ACK sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home.net SIP/2.0

Via: SIP/2.0/UDP scscf2.home.net

From: 

To: 

Call-ID: 

Cseq: 

Content-length: 
17. Service Control

S-CSCF#2 determines the proper redirection action to take for this session, based on the subscriber profile and network operator policy.  

· If the session is being redirected to a sip URL, then the information flow continues with step #11 of Section 10.4.1.  

· If the session is being redirected to a tel URL, then the information flow continues with step #13 of Section 10.4.2.  

· If the session is being redirected to a general URL, then the information flow continues with step #13 of Section 10.4.3.

10.4.5
Session Redirection initiated by UE

The next functional element in a basic session flow that may initiate a redirection is the UE of the destination subscriber.  The UE may implement customer-specific feature processing, and base its decision to redirect this session on such things as identity of caller, current sessions in progress, other applications currently being accessed, etc.  UE sends the SIP Redirect response to its P-CSCF, who forwards back along the signalling path to S-CSCF#1, who initiates a session to the new destination.

The service implemented by this information flow is typically “Session Forward Busy”, “Session Forward Variable” or “Selective Session Forwarding”.  

This is shown in Figure 10.4.5-1:
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Figure 10.4.5-1: Session redirection initiated by UE

Beginning with step #8, the step-by-step processing is as follows:

8. INVITE (I-CSCF to S-CSCF) – see example in Table 10.4.5-8

The calling party sends the INVITE request, via one of the origination procedures and via one of the S-CSCF to S-CSCF procedures, to the Serving-CSCF for the terminating subscriber.

NOTE: 
There are a number of different S-CSCF to S-CSCF flows, and the table represents a typical example of what one of these flows may produce. In this case, S-S#2 and MO#2 are assumed.

Table 10.4.5-8: INVITE (I-CSCF to S-CSCF)

INVITE sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP pcscf0.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf0.home.net

Supported: 100rel 

Remote-Party-ID: John Doe <tel:+1-212-555-1111>

Proxy-Require: privacy

Anonymity: Off 

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

Cseq: 127 INVITE 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf0.home.net

Content-Type: application/sdp 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97 3 96

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

9. 100 Trying (S-CSCF to I-CSCF) – see example in Table 10.4.5-9

S-CSCF responds to the INVITE request (8) with a 100 Trying provisional response.

Table 10.4.5-9: 100 Trying (S-CSCF to I-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP pcscf0.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

10. Service Control

S-CSCF validates the service profile, and performs any termination service control required for this subscriber

11. INVITE (S-CSCF to P-CSCF) – see example in Table 10.4.5-11

S-CSCF remembers (from the registration procedure) the next hop CSCF for this UE.  It forwards the INVITE request to the P-CSCF.

Table 10.4.5-11: INVITE (S-CSCF to P-CSCF)

INVITE sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home.net SIP/2.0

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP 
pcscf0.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route:
sip:+1-212-555-2222@home.net;user=phone

Record-Route: sip:scscf.home.net, sip:scscf0.home.net

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length: 

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

Route:  
built from the registration information, (pcscf and UE contact name), followed by the initial Request-URI from the incoming INVITE request.  The first component of the Route header, pcscf, is moved to the Request-URI of the request.

Via:, Record-Route: S-CSCF adds itself in the Record-Route and Via headers.

12. 100 Trying (P-CSCF to S-CSCF) – see example in Table 10.4.5-12

P-CSCF responds to the INVITE request (11) with a 100 Trying provisional response.

Table 10.4.5-12: 100 Trying (P-CSCF to S-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP 
pcscf0.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

13. INVITE (P-CSCF to UE) – see example in Table 10.4.5-13

P-CSCF determines the UE address from the value of the Request-URI (which was previously returned by P-CSCF as a contact header value in the registration procedure), and forwards the INVITE request to the UE.

Table 10.4.5-13: INVITE (P-CSCF to UE) 

INVITE sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP pcscf.home.net;branch=token1

Media-Authorization: 31S14621

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: token1@pcscf.home.net

Content-Type: 

Content-length: 

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

P-CSCF removes the Record-Route and Contact headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE.  The saved value of the Route header is:

Route: sip:scscf.home.net, sip:scscf0.home.net,



sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf0.home.net

Contact: 
a locally unique token to identify the saved routing information.  

Via: 
P-CSCF removes the Via headers, and generates a locally unique token to identify the saves values.  It inserts this as a branch value on its Via header.

Media-Authorization: a P-CSCF generated authorization token

14. 302 Redirect (UE to P-CSCF) – see example in Table 10.4.4-14

UE sends a 302 Redirect response to UE, specifying a new destination.

Table 10.4.4-14: 302 Redirect (UE to P-CSCF)

SIP/2.0 302 Redirect

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Contact: sip:+1-212-555-3333@home.net;user=phone

Content-length: 0

15. ACK (P-CSCF to UE) – see example in Table 10.4.4-15

S-CSCF acknowledges receipt of the 302 Redirect response (15) by sending an ACK request to P-CSCF.

Table 10.4.4-15: ACK (P-CSCF to UE)

ACK sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP pcscf2.home.net

From: 

To: 

Call-ID: 

Cseq: 

Content-length: 
16. 302 Redirect (P-CSCF to S-CSCF) – see example in Table 10.4.4-16

P-CSCF sends a 302 Redirect response to S-CSCF, with the new destination.

Table 10.4.4-16: 302 Redirect (P-CSCF to S-CSCF)

SIP/2.0 302 Redirect

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Contact:

Content-length: 0

17. ACK (S-CSCF to P-CSCF) – see example in Table 10.4.4-17

S-CSCF acknowledges receipt of the 302 Redirect response (15) by sending an ACK request to P-CSCF.

Table 10.4.4-17: ACK (S-CSCF to P-CSCF)

ACK sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home.net SIP/2.0

Via: SIP/2.0/UDP scscf2.home.net

From: 

To: 

Call-ID: 

Cseq: 

Content-length: 
18. Service Control

S-CSCF#2 determines the proper redirection action to take for this session, based on the subscriber profile and network operator policy.  

· If the session is being redirected to a sip URL, then the information flow continues with step #11 of Section 10.4.1.  

· If the session is being redirected to a tel URL, then the information flow continues with step #13 of Section 10.4.2.  

· If the session is being redirected to a general URL, then the information flow continues with step #13 of Section 10.4.3.

10.4.6
Session Redirection initiated after Bearer Establishment

The UE of the destination subscriber may request the session be redirected after a customer-specified ringing interval.  The UE may also implement customer-specific feature processing, and base its decision to redirect this session on such things as identity of caller, current sessions in progress, other applications currently being accessed, etc.  UE sends the SIP Redirect response to its P-CSCF, who forwards back along the signaling path to the originating endpoint, who initiates a session to the new destination.

The service implemented by this information flow is typically “Session Forward No Answer”.  

Redirection to another IMS endpoint (e.g. a sip: URL) is shown in Figure 10.4.6-1. The figure starts at the point in the session establishment when the destination is known, resources have been reserved, and the destination subscriber is  being alerted.  If the desire for redirection was known earlier than this point, the procedures of Section 10.4.5 would be followed instead.


[image: image6.wmf]8. PRACK

S-CSCF#1

S-CSCF#2

I-CSCF

HSS

36. INVITE

7. PRACK

24. 302 Redirect

22. 302 Redirect

P-CSCF#2

I-CSCF#F

UE#2

HSS#F

16. 302 Redirect

19. 302 Redirect

18. Revoke QoS

21. Service Control

9. PRACK

10. PRACK

1. 180 Ringing

2. 180 Ringing

3. 180 Ringing

4. 180 RInging

P-CSCF#1

UE#1

6. PRACK

5. 180 RInging

27. 302 Redirect

26. Service Control

29.302 Redirect

31. INVITE

33. INVITE

35. Service Control

S-CSCF#F

P-CSCF#F

UE#F

38. INVITE

40. INVITE

42. Location Query

43. Response

44. INVITE

47. INVITE

49. INVITE

11. 200 OK

12. 200 OK

13. 200 OK

14. 200 OK

15. 200 OK

17. ACK

20. ACK

23. ACK

25. ACK

28. ACK

30. ACK

32. 100 Trying

34. 100 Trying

37. 100 Trying

39. 100 Trying

41. 100 Trying

45. 100 Trying

46. Service Control

48. 100 Trying

50. 100 Trying


Figure 10.4.6-1: Session redirection after bearer establishment

Step-by-step processing is as follows:

1. 180 Ringing (UE to P-CSCF) – see example in Table 10.4.6-1

Depending on the type of codec change being performed, alerting may be required at the destination UE.  If so, UE#2 sends a 180 Ringing provisional response to the originator, through P-CSCF#2.

Table 10.4.6-1: 180 Ringing (UE to P-CSCF)

SIP/2.0 180 Ringing

Via: SIP/2.0/UDP pcscf2.home.net;branch=token3

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>;tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost;tag=314159

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

Cseq: 131 INVITE 

Contact: sip:[5555::eee:fff:aaa:bbb]

RSeq: 19

Content-length: 0

2. 180 Ringing (P-CSCF to S-CSCF) – see example in Table 10.4.6-2

P-CSCF#2 sends the 180 Ringing response to S-CSCF#2

Table 10.4.6-2: 180 Ringing (P-CSCF to S-CSCF)

SIP/2.0 180 Ringing

Via: SIP/2.0/UDP scscf2.home.net, SIP/2.0/UDP scscf1.home.net, SIP/2.0/UDP 
pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf2.home.net, sip:scscf1.home.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-length: 

3. 180 Ringing (S-CSCF to S-CSCF) – see example in Table 10.4.6-3

S-CSCF#2 sends the 180 Ringing response to S-CSCF#1

Table 10.4.6-3: 180 Ringing (S-CSCF to S-CSCF)

SIP/2.0 180 Ringing

Via: SIP/2.0/UDP scscf1.home.net, SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf2.home.net, sip:scscf1.home.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-length: 

4. 180 Ringing (S-CSCF to P-CSCF) – see example in Table 10.4.6-4

S-CSCF#1 sends the 180 Ringing response to P-CSCF#1

Table 10.4.6-4: 180 Ringing (S-CSCF to P-CSCF)

SIP/2.0 180 Ringing

Via: SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-length: 

5. 180 Ringing (P-CSCF to UE) – see example in Table 10.4.6-5

P-CSCF#1 sends the 180 Ringing response to UE#1

Table 10.4.6-5: 180 Ringing (P-CSCF to UE)

SIP/2.0 180 Ringing

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Contact: sip:token4@pcscf1.home.net

RSeq: 

Content-length: 

6. PRACK (UE to P-CSCF) – see example in Table 10.4.6-6

UE#1 sends the PRACK request to UE#2, along the signalling path established by the INVITE request

Table 10.4.6-6: PRACK (UE to P-CSCF)

PRACK sip:token4@pcscf1.home.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
From: “Alien Blaster” <sip:B36(SHA-1(555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828

To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost

Cseq: 130 PRACK

Contact: sip:[5555::aaa:bbb:ccc:ddd]
Rack: 19 131 INVITE

Content-length: 0
Request-URI: 
takes the value of the Contact header of the 180 Ringing response.

Via:, Contact:  
take the value of either the IP address or FQDN of the UE.

From:, To:, Call-ID: copied from the 180 Ringing response so that they include any revised tag parameters.

Cseq:  
takes a higher value than in the previous request.

7. PRACK (P-CSCF to S-CSCF) – see example in Table 10.4.6-7

P-CSCF#1 sends the PRACK request to S-CSCF#1, along the signalling path established by the INVITE request 

Table 10.4.6-7: PRACK (P-CSCF to S-CSCF)

PRACK sip:scscf1.home.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:scscf2.home.net, sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net
From: 

To: 

Call-ID: 

Cseq: 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.home.net
Rack: 

Content-length: 
Route:
P-CSCF adds a Route header, with the saved value from the previous response.  P-CSCF identifies the proper saved value by the Request-URI.

8. PRACK (S-CSCF to S-CSCF) – see example in Table 10.4.6-8

S-CSCF#1 sends the PRACK request to S-CSCF#2, along the signalling path established by the INVITE request 

Table 10.4.6-8: PRACK (S-CSCF to S-CSCF)

PRACK sip:scscf2.home.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home.net, SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net

Record-Route: sip:scscf.home.net
From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Rack: 

Content-length: 
9. PRACK (S-CSCF to P-CSCF) – see example in Table 10.4.6-9

S-CSCF#2 sends the PRACK request to P-CSCf#2, along the signalling path established by the INVITE request. 

Table 10.4.6-9: PRACK (S-CSCF to P-CSCF)

PRACK sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net SIP/2.0

Via: SIP/2.0/UDP scscf2.home.net, SIP/2.0/UDP scscf1.home.net, SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Record-Route: sip:scscf2.home.net, sip:scscf1.home.net

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Rack: 

Content-length: 
10. PRACK (P-CSCF to UE) – see example in Table 10.4.6-10

P-CSCF#2 sends the PRACK request to UE#2, along the signalling path established by the INVITE request

Table 10.4.6-10: PRACK (P-CSCF to UE)

PRACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP pcscf2.home.net;branch=token4

From: 

To: 

Call-ID: 

Cseq: 

Contact: token4@pcscf2.home.net

Rack: 

Content-length: 
P-CSCF removes the Record-Route and Contact headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE.  

Contact: 
a locally unique token to identify the saved routing information.  

Via: 
P-CSCF removes the Via headers, and generates a locally unique token to identify the saved values.  It inserts this as a branch value on its Via header.

11. 200 OK (UE to P-CSCF) – see example in Table 10.4.6-11

UE#2 responds to the PRACK request (10) with a 200 OK response to P-CSCF#2

Table 30.4.6-11: 200 OK (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.home.net;branch=token4

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

12. 200 OK (P-CSCF to S-CSCF) – see example in Table 10.4.6-12

P-CSCF#2 sends the 200 OK response to S-CSCF#2

Table 10.4.6-12: 200 OK (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf2.home.net, SIP/2.0/UDP scscf1.home.net, SIP/2.0/UDP 
pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf2.home.net, sip:scscf1.home.net

From: 

To: 

Call-ID: 

CSeq: 

Content-length:

13. 200 OK (S-CSCF to S-CSCF) – see example in Table 10.4.6-13

S-CSCF#2 sends the 200 OK response to S-CSCF#1

Table 10.4.6-13: 200 OK (S-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home.net, SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf2.home.net, sip:scscf1.home.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-Length: 

14. 200 OK (S-CSCF to P-CSCF) – see example in Table 10.4.6-14

S-CSCF#1 sends the 200 OK response to P-CSCF#1

Table 10.4.6-14: 200 OK (S-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf2.home.net, sip:scscf1.home.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-Length: 

15. 200 OK (P-CSCF to UE) – see example in Table 10.4.6-15

P-CSCF#1 sends the 200 OK response to UE#1

Table 10.4.6-15: 200 OK (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Contact: sip:token5@pcscf1.home.net

Content-Length: 

P-CSCF removes the Record-Route and Contact headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE. 

Contact: 
a locally unique token to identify the saved routing information

16. 302 Redirect (UE to P-CSCF) – see example in Table 10.4.6-16

Based on some service criterion, such as a timeout value, UE#2 decides to redirect this session request to another destination.  UE#2 sends a 302 Redirect response to P-CSCF, containing the new destination.  For this example, consider the new destination to be <sip:+1-212-555-3333@home.net;user=phone>.

Table 10.4.6-16: 302 Redirect (S-CSCF to I-CSCF)

SIP/2.0 302 Redirect

Via: SIP/2.0/UDP pcscf2.home.net, SIP/2.0/UDP scscf2.home.net, SIP/2.0/UDP icscf.home.net, 
SIP/2.0/UDP scscf1.home.net, SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Contact: sip:+1-212-555-3333@home.net;user=phone

Content-length: 0

17. ACK (P-CSCF to UE) – see example in Table 10.4.6-17

P-CSCF acknowledges receipt of the 302 Redirect response (16) by sending an ACK request to UE#2.

Table 10.4.6-17: ACK (I-CSCF to S-CSCF)

ACK sip:+1-212-555-2222@home.net SIP/2.0

Via: SIP/2.0/UDP pcscf2.home.net

From: 

To: 

Call-ID: 

Cseq: 

Content-length: 
18. Revoke QoS

P-CSCF revokes any authorization is had made for Quality of Service for this session

19. 302 Redirect (P-CSCF to S-CSCF) – see example in Table 10.4.6-19

P-CSCF#2 sends a 302 Redirect response to S-CSCF#2, containing the new destination.

Table 10.4.6-19: 302 Redirect (P-CSCF to S-CSCF)

SIP/2.0 302 Redirect

Via: SIP/2.0/UDP scscf2.home.net, SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP scscf1.home.net, 
SIP/2.0/UDP 
pcscf1.home.net, 
SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-length: 

20. ACK (S-CSCF to P-CSCF) – see example in Table 10.4.6-20

S-CSCF acknowledges receipt of the 302 Redirect response (18) by sending an ACK request to P-CSCF#2.

Table 10.4.6-20: ACK (S-CSCF to P-CSCF)

ACK sip:pcscf2.home.net SIP/2.0

Via: SIP/2.0/UDP scscf2.home.net

From: 

To: 

Call-ID: 

Cseq: 

Content-length: 
21. Service Control

S-CSCF#2 performs whatever service control is appropriate for this redirected call.

If UE#2 has not subscribed to a session redirection service, then S-CSCF#2 may change the error response to a 480 Temporarily Unavailable.

S-CSCF#2 generates a private URL containing the new destination, and places this new value as the Contact header in the response.  Attempts to initiate a session to this destination shall be restricted to a short time period.

22. 302 Redirect (S-CSCF to I-CSCF) – see example in Table 10.4.6-22

S-CSCF#2 sends a 302 Redirect response to I-CSCF, containing the updated destination.

Table 10.4.6-22: 302 Redirect (S-CSCF to I-CSCF)

SIP/2.0 302 Redirect

Via: SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP scscf1.home.net, SIP/2.0/UDP 
pcscf1.home.net, 
SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Contact: sip:token(sip:+1-212-555-3333@home.net;user=phone)@scscf2.home.net

Content-length: 

23. ACK (I-CSCF to S-CSCF) – see example in Table 10.4.6-23

I-CSCF acknowledges receipt of the 302 Redirect response (22) by sending an ACK request to S-CSCF#2.

Table 10.4.6-23: ACK (I-CSCF to S-CSCF)

ACK sip:scscf2.home.net SIP/2.0

Via: SIP/2.0/UDP icscf.home.net

From: 

To: 

Call-ID: 

Cseq: 

Content-length: 
24. 302 Redirect (I-CSCF to S-CSCF) – see example in Table 10.4.6-24

I-CSCF may (based on operator preferences) update the new destination address, in order to hide the S-CSCF address and maintain configuration independence.   If so, it generates a new private URL with its own hostname.  I-CSCF sends a 302 Redirect response to S-CSCF#1, containing the new destination.

Table 10.4.6-24: 302 Redirect (I-CSCF to S-CSCF)

SIP/2.0 302 Redirect

Via: SIP/2.0/UDP scscf1.home.net, SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Contact: sip:token(sip:token(sip:+1-212-555-
3333@home.net;user=phone)@scscf2.home.net;user=private)@icscf.home.net;user=private

Content-length: 0

25. ACK (S-CSCF to I-CSCF) – see example in Table 10.4.6-25

S-CSCF#1 acknowledges receipt of the 302 Redirect response (24) by sending an ACK request to I-CSCF.

Table 10.4.6-25: ACK (S-CSCF to I-CSCF)

ACK sip:icscf.home.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home.net

From: 

To: 

Call-ID: 

Cseq: 

Content-length: 
26. Service Control

S-CSCF#1 performs whatever service control is appropriate for this redirected session.

27. 302 Redirect (S-CSCF to P-CSCF) – see example in Table 10.4.6-27

S-CSCF#1 sends a 302 Redirect response to P-CSCF, containing the new destination.

Table 10.4.6-27: 302 Redirect (S-CSCF to P-CSCF)

SIP/2.0 302 Redirect

Via: SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-length: 0

28. ACK (P-CSCF to S-CSCF) – see example in Table 10.4.6-28

P-CSCF acknowledges receipt of the 302 Redirect response (27) by sending an ACK request to S-CSCF#1.

Table 10.4.6-28: ACK (P-CSCF to S-CSCF)

ACK sip:scscf.home.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.home.net

From: 

To: 

Call-ID: 

Cseq: 

Content-length: 
29. 302 Redirect (P-CSCF to UE) – see example in Table 10.4.6-29

P-CSCF sends a 302 Redirect response to UE, containing the new destination.

Table 10.4.6-29: 302 Redirect (P-CSCF to UE)

SIP/2.0 302 Redirect

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-length: 0

30. ACK (UE to P-CSCF) – see example in Table 10.4.6-30

UE acknowledges receipt of the 302 Redirect response (29) by sending an ACK request to P-CSCF.

Table 10.4.6-30: ACK (UE to P-CSCF)

ACK sip:token6@pcscf1.home.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

Cseq: 

Content-length: 
31. INVITE (UE to P-CSCF) – see example in Table 10.4.6-31

UE sends the INVITE request, containing an initial SDP and the new destination, to the P-CSCF determined via the CSCF discovery mechanism.

Editor’s Note: Certain fields in the SDP carry no information.  In particular the “o=”, “s=” fields and “t=”.  These are, however, mandatory fields within SDP.  Does 3GPP wish to define a non-standard version of SDP that removes these, and if so, how does this interwork with outside SIP networks that use standard SDP.

Table 10.4.6-31: INVITE (UE to P-CSCF)

INVITE sip:token(sip:token(sip:+1-212-555-
3333@home.net;user=phone)@scscf2.home.net;user=private)@icscf.home.net;user=private
SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Supported: 100rel 

Remote-Party-ID: John Doe <tel:+1-212-555-1111>

Proxy-Require: privacy

Anonymity: Off 

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

Cseq: 127 INVITE 

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Type: application/sdp 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97 3 96

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

Request-URI: 
contains the keyed number from the user.

Via: 
contains the IP address or FQDN of the originating UE.

Remote-Party-ID: contains the public identity of the UE.  The Display name is optional.

Proxy-Require: 
The sip privacy draft specifies that the usage of the Remote-Party-Id MUST be accompanied by a Proxy-Require header specifying “privacy” in all INVITE requests.

From:, To:, Call-ID: follow the recommendations of draft-ietf-sip-privacy-01, even though anonymity is not being requested for this session.

Cseq: 
a random starting number.

Contact:  
the IP address or FQDN of the originating UE.

32. 100 Trying (P-CSCF to UE) – see example in Table 10.4.6-32

P-CSCF responds to the INVITE request (31) with a 100 Trying provisional response.

Table 10.4.6-32: 100 Trying (P-CSCF to UE)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

33. INVITE (P-CSCF to S-CSCF) – see example in Table 10.4.6-33

P-CSCF remembers (from the registration procedure) the request routing for this UE.  This becomes a Route header in the request.  This next hop is the S-CSCF within the home network.  

P-CSCF rewrites the Contact header, with a locally defined value that identifies the UE.  P-CSCF adds itself to the Record-Route header, and adds a Via header.

The INVITE request is forwarded to the S-CSCF.

Table 10.4.6-33: INVITE (P-CSCF to S-CSCF)

INVITE sip:scscf.home.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:token(sip:token(sip:+1-212-555-
3333@home.net;user=phone)@scscf2.home.net;user=private)@icscf.home.net;user=private

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.home.net

Content-Type: 

Content-length:

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

Request-URI: 
the first component in the remembered Path header from Registration.  

Route: 
contains the remaining elements from the Path header from Registration, with the initial Request-URI (received from the UE) appended as the final component.

SDP: 
The set of media flows described by the SDP may be reduced based on operator policy, or due to lack of authority of the subscriber to request such a media flow.  Procedures are described in Section 10.3.1.

34. 100 Trying (S-CSCF to P-CSCF) – see example in Table 10.4.6-34

S-CSCF responds to the INVITE request (33) with a 100 Trying provisional response.  

Table 10.4.6-34: 100 Trying (S-CSCF to P-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

35. Service Control

S-CSCF validates the service profile, and performs any origination service control required for this subscriber.

36. INVITE (S-CSCF to I-CSCF) – see example in Table 10.4.6-36

S-CSCF forwards the INVITE request to the I-CSCF specified in the destination URL.

Editor’s Note: Need for additional headers to transport e.g. Billing-Correlation-Identifier is FFS.

Table 10.4.6-36: INVITE (S-CSCF to I-CSCF)

INVITE sip:token(sip:token(sip:+1-212-555-
3333@home.net;user=phone)@scscf2.home.net;user=private)@icscf.home.net;user=private SIP/2.0

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf.home.net

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length:

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

Request-URI: 
This is the private URL obtained from the previous 302 Redirect response, which identifies the I-CSCF that must first translate the destination (then the S-CSCF that must further translate the destination).  It was copied from the Route header of the incoming request to S-CSCF#1.

SDP: 
The set of media flows described by the SDP may be reduced based on operator policy, or due to lack of authority of the subscriber to request such a media flow.  Procedures are described in Section 10.3.1.

37. 100 Trying (I-CSCF to S-CSCF) – see example in Table 10.4.6-37

I-CSCF responds to the INVITE request (36) with a 100 Trying provisional response.

Table 10.4.6-37: 100 Trying (I-CSCF to S-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

38. INVITE (I-CSCF to S-CSCF) – see example in Table 10.4.6-38

I-CSCF translates the private portion of the URL, and determines the destination is S-CSCF2.  I-CSCF forwards the INVITE request to the S-CSCF#2 that will further translate the destination.

Table 10.4.6-38: INVITE (I-CSCF to S-CSCF)

INVITE sip:token(sip:+1-212-555-3333@home.net;user=phone)@scscf2.home.net;user=private SIP/2.0

Via: SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP scscf1.home.net, SIP/2.0/UDP 
pcscf1.home.net, 
SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Record-Route: sip:scscf1.home.net

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length:

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

39. 100 Trying (S-CSCF to I-CSCF) – see example in Table 10.4.6-39

S-CSCF#2 responds to the INVITE request (38) with a 100 Trying provisional response.

Table 10.4.6-39: 100 Trying (S-CSCF to I-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP scscf1.home.net, SIP/2.0/UDP 
pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

40. INVITE (S-CSCF to I-CSCF) – see example in Table 10.4.6-40

S-CSCF translates the private portion of the URL, and determines the destination address.  S-CSCF forwards the INVITE request to the I-CSCF#F, the entry point to the destination operator’s network.

Table 10.4.6-40: INVITE (S-CSCF to I-CSCF)

INVITE sip:+1-212-555-3333@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP scscf2.home.net, SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP scscf1.home.net, 
SIP/2.0/UDP 
pcscf1.home.net, 
SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Record-Route: sip:scscf2.home.net, sip:scscf1.home.net

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length:

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

41. 100 Trying (I-CSCF to S-CSCF) – see example in Table 10.4.6-41

I-CSCF#F responds to the INVITE request (40) with a 100 Trying provisional response.

Table 10.4.6-41: 100 Trying (I-CSCF to S-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf2.home.net, SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP scscf1.home.net, 
SIP/2.0/UDP 
pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

The remainder of this session completes as shown in Section 8.
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