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1
Introduction

Two equally-effective mechanisms have been identified for the P-CSCF handling of INVITE and REGISTER requests.

(1) Modification of the “Contact” header, making the hostname identify the P-CSCF

(2) Adding the P-CSCF into the Record-Route/Path header.

This contribution discusses these two alternatives, and concludes modification of the Contact header is preferred.

2 Discussion

2.1
UE as a UAC/UAS

Where the UE is a UAC/UAS, and initiating/terminating sessions, there are only trivial differences between the P-CSCF inserting itself into the Route/Record-Route headers, and modification of the Contact header value.  

The far-end user agent constructs its Route header based on the information in the Record-Route and the Contact values, appending the Contact header value to the end of the Route header built from the Record-Route.  For example, consider the following configuration:

UAC --- A --- B --- C --- UAS

If Proxy-A were to modify the Contact header (new value A+), UAS would receive “Record-Route: C, B; Contact A+”  UAS would then calculate a Route header of “Route: C, B, A+”.  Proxy-A would calculate a Route header of “Route: B, C, UAS”.

If Proxy-A were to insert itself into the Record-Route header, UAS would receive “Record-Route C, B, A; Contact UAC”.  UAS would then calculate a Route header of “Route: C, B, A, UAC”.  Proxy-A would receive, in the response, “Record-Route: C, B, A; Contact: UAS” and calculate a Route header of “Route: A, B, C, UAS.”  The calculation at Proxy-A would therefore be non-standard; to prevent looping the request back on itself, Proxy-A would need to delete itself from the first element of the calculated Route header. 

The identical situation exists where proxy-C acts on behalf of UAS – it would need to delete itself from the first element of the calculated Route header if it inserted itself into the Record-Route value.

2.2
UE as a Proxy

The situation is more complex when the UE is not a simple UAC/UAS, but rather a proxy for other devices.  

Access to the authentication and subscription information contained in the USIM will likely preclude the possibility of the UE being unaware of IMS access from an attached device.  The simplest case of a SIP-aware UE is one that acts as a proxy.

Such cases may someday be expected, as in a TE-MT split.  Consider the following configuration:

UAC --- A --- B --- C --- MT --(radio)-- D --- E --- F --- UAS

In the above configuration, it is assumed that proxies A-B-C are part of a local network to MT, and the radio interface is between MT and D.  D is then the element that would either modify the Contact header or insert itself into the Record-Route.

If MT were a standard proxy, and D modified the Contact header, confusion would result.  UAS would construct a Route header of “Route: F, E, MT, C, B, A, D+”, Proxy-D would construct a Route header of “Route: A, B, C, MT, E, F, UAS”, and UAC would construct a Route header of “Route: A, B, C, MT, UAS”

If MT were a standard proxy, and D added itself to the Record-Route header, all would function correctly.  UAS would construct a Route header of “Route: F, E, D, MT, C, B, A, UAC”, and UAC would construct a Route header of “Route: A, B, C, MT, D, E, F, UAS”. Proxy-D’s calculation of a route header would be more complex – it would calculate a Route header toward UAC, based on the initial INVITE, of “Route: MT, C, B, A, UAC”, and would calculate a Route header toward UAS from the 200-OK response to the INVITE, based on the additional components added to the Record-Route header after D’s entry, of “Route: E, F, UAS”.  This double-calculation (which is not covered in the SIP RFC2543) is also required at both S-CSCFs in order to perform network-initiated call terminations.

Proxy-D can easily distinguish this case.  If the INVITE request it receives contains a Record-Route header, then the UE is a proxy for another device.  If the INVITE request does not contain a Record-Route header, then the UE is a UAC.

If Proxy-D receives a request that contains a Record-Route header, then the algorithm for stripping the Record-Route in the response is more complex.  Proxy-D must search for its own entry in the list, and strip only those beyond itself.

However, additional radio bandwidth would be used to carry the remaining portion of the Record-Route/Route headers and Via headers.  Choosing between additional burden on the proxy versus sending more over the airlinks gives a straightforward answer.

2.3
UE as a UAS-UAC (B2BUA)

If the UE were a back-to-back-user-agent (B2BUA), rather than a proxy, then the complications of section 2.2 would not occur.  The MT can store the Via and Record-Route/Route headers in the same way that the P-CSCF stores them, to avoid sending them over the radio.

2.4
Other Considerations

Use of the Record-Route header by P-CSCF is more in the spirit of a SIP Proxy.  However, there are several cases where the P-CSCF required actions are not possible under a strict interpretation of the rules for a SIP Proxy.  

For example, 

· stripping of Via and Record-Route headers.  

· initiating a hangup when the radio access network indicates loss of connectivity to the mobile.  

· performing a network-initated de-registration.

· removing codecs from a SDP based on operator policy.

In addition, there are likely to be several further items that will make the P-CSCF even more un-proxy-like.  

· Any use of the Session-Timer (described in draft-ietf-sip-session-timer-04) would likely be initiated by the P-CSCF, and the P-CSCF would generate any responses to far end session timer requests.  

· Any support for State headers (described in draft-ietf-sip-state-01) would be handled by P-CSCF, rather than passing the (possibly large) header values over the radio interface.

· Any removal of the “useless” fields in the SDP description, e.g. “o=”, “s=”, and “t=”, would likely be re-introduced by P-CSCF in order to maintain interoperability with standard SDP-understanding devices.

It is therefore more reasonable to consider the P-CSCF as a back-to-back-UA, rather than a SIP proxy.  

Generating a Contact header is more in the spirit of a SIP User Agent Client.

4
Conclusion

This conclusion is based on the fundamental assumption that the air resource is critical.  In a comparison of alternatives that are not significantly different in complexity, the one that better conserves bandwidth over the radio should be chosen.

When the UE is a UAC/UAS, there is no difference in radio resources used, and only a slight difference in complexity of P-CSCF (slightly more for the Record-Route solution).

When the MT (in a split TE-MT) is a SIP Proxy (not a B2BUA), significantly more radio resources are used for transferring the longer request and response messages.  This is avoided by the MT being a B2BUA. We therefore conclude the MT should be implemented as a B2BUA, and strip all Via and Record-Route/Route headers before forwarding requests or responses.  When the MT is implemented as a B2BUA, the situation is identical to the UAC/UAS case above.

No compelling argument remains for favoring Record-Route over Contact header modification.

3
Proposal

It is proposed that:

(1) The current documented mechanism of P-CSCF modifying the Contact header be retained.

(2) The “Editor’s Note in 8.1.2 step 10 be deleted.

8.1.2

(MO#1b) Mobile origination, roaming, with I-CSCF in home network providing configuration independence

10. 183 Session Progress (S-S to MO#1b) – see example in Table 8.1.2-10

The media stream capabilities of the destination are returned along the signalling path, in a 183 Session Progress provisional response (to (8)), per the S-CSCF to S-CSCF procedures.

NOTE: 
There are a number of different S-CSCF to S-CSCF flows, and the table represents a typical example of what one of these flows may produce.  In this case, S-S#2 and MT#2 are assumed.

Table 8.1.2-10: 183 Session Progress response (S-S to MO#1b)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP 
pcscf1.visited.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf2.home.net, sip:scscf.home.net, sip:icscf.home.net

Remote-Party-ID: John Smith <tel:+1-212-555-2222>

Anonymity: Off

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=314159

Call-ID: 

CSeq: 

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net

RSeq: 9021

Content-Disposition: precondition

Content-Type: application/sdp

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd
s=-

c= IN IP6 5555::eee:fff:aaa:bbb

b=AS:64

t=907165275 0

m=audio 6544 RTP/AVP 97 3

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv confirm
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