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1
Introduction

The latest revision of draft-ietf-sip-privacy (version 01) contained changes to the specification of the format of the data contained in the “Remote-Party-ID” SIP header.  This contribution updates 24.228 to be consistent with that draft.

2
Discussion

The latest SIP privacy draft, draft-ietf-sip-privacy-01, introduces the potential of multiple types of identities that could be carried in the “Remote-Party-ID” header, and established a mechanism for selectively allowing or filtering each based on client preferences.

A tag-parameter “type=subscriber” is defined to indicate the Remote-Party-ID header contains information about the subscriber.  This is the default value of “type” and does not need to be included in the header.

A tag-parameter “party=calling” or “party=called” is defined to indicate whether the Remote-Party-ID header contains information about the calling or called party.  The default value of “party” indicates the sender of the request or response, and normally does not need to be included in the header.

The “Anonymity” header has been incorporated into the “Remote-Party-ID” header, via a tag-parameter “privacy=off” (additional values “full”, “name”, or “uri”).  While the default value remains “off,” if the calling or called party does not explicitely state “privacy=off” local policy may force the identity to be withheld.

In addition, the “screen=yes” parameter was missing from the information flows of section 8, when the identity has been verified by the S-CSCF.  Also, quotes were missing from the user name.

3
Proposal

It is proposed that 24.228 section 8 (currently contained in Annex A) be updated as follows:

8.1.1

(MO#1a) Mobile origination, roaming, without I-CSCF in home network providing configuration independence

Procedure MO#1a is as follows: 

1. INVITE (UE to P-CSCF) – see example in Table 8.1.1-1

UE sends the INVITE request, containing an initial SDP, to the P-CSCF determined via the CSCF discovery mechanism.

Editor’s Note: Certain fields in the SDP carry no information.  In particular the “o=”, “s=” fields and “t=”.  These are, however, mandatory fields within SDP.  Does 3GPP wish to define a non-standard version of SDP that removes these, and if so, how does this interwork with outside SIP networks that use standard SDP.

Table 8.1.1-1: INVITE (UE to P-CSCF)

INVITE sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Supported: 100rel 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off
Proxy-Require: privacy

Anonymity: Off 

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

Cseq: 127 INVITE 

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Type: application/sdp 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97 3 96

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

Request-URI: 
contains the keyed number from the user.

Via: 
contains the IP address or FQDN of the originating UE.

Remote-Party-ID: contains the public identity of the UE.  The Display name is optional.

Proxy-Require:
The sip privacy draft specifies that the usage of the Remote-Party-Id MUST be accompanied by a Proxy-Require header specifying “privacy” in all INVITE requests.

From:, To:, Call-ID: follow the recommendations of draft-ietf-sip-privacy-01, even though anonymity is not being requested for this session.

Cseq:  
is a random starting number.

Contact: 
is the IP address or FQDN of the originating UE.

6. INVITE (MO#1 to S-S) – see example in Table 8.1.1-6

S-CSCF forwards the INVITE request, as specified by the S-CSCF to S-CSCF procedures.

Editor’s Note: Need to represent the ability of the S-CSCF to take part in the negotiation of the media streams (by removing entries) in some manner.

Editor’s Note: Need for additional headers to transport e.g. Billing-Correlation-Identifier is FFS.

Table 8.1.1-6: INVITE request (MO#1a to S-S)

INVITE sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP pcscf1.visited.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf.home.net

Supported: 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off;screen=yes
Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length:

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

Request-URI: 
In the case where the Route header of the incoming INVITE request to S-CSCF contains a TEL-URL, it has to be translated to a globally routable SIP-URL before applying it as Request-URI of the outgoing INVITE request. For this address translation the S-CSCF may use the services of an ENUM-DNS based database structure, or any other suitable translation database.

Editor’s Note: Need to verify that it is the Route header of the incoming INVITE request which may contain the TEL-URL, and not the Request-URI as indicated in the text of Tdoc N1-010353. 

Editor’s Note: It remains to be clarified if the use of the word “may” in the above sentence, needs to be changed to “shall”. 23.228v170 states that an S-CSCF shall support an ENUM DNS translation mechanism, so the above text needs to be aligned with Stage 2.

8. 183 Session Progress (S-S to MO#1a) – see example in Table 8.1.1-8

The media stream capabilities of the destination are returned along the signalling path, in a 183 Session Progress provisional response (to 6), per the S-CSCF to S-CSCF procedures.

NOTE: 
There are a number of different S-CSCF to S-CSCF flows, and the table represents a typical example of what one of these flows may produce.  In this case, S-S#2 and MT#2 are assumed.

Table 8.1.1-8: 183 Session Progress (S-S to MO#1a)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP pcscf1.visited.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf2.home.net, sip:scscf.home.net

Remote-Party-ID: “John Smith” <tel:+1-212-555-2222>;privacy=off;screen=yes
Anonymity: Off

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=314159

Call-ID: 

CSeq: 

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net

RSeq: 9021

Content-Disposition: precondition

Content-Type: application/sdp

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd
s=-

c= IN IP6 5555::eee:fff:aaa:bbb

b=AS:64

t=907165275 0

m=audio 6544 RTP/AVP 97 3

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv confirm
8.1.2

(MO#1b) Mobile origination, roaming, with I-CSCF in home network providing configuration independence

Procedure MO#1b is as follows:

1. INVITE (UE to P-CSCF) – see example in Table 8.1.2-1

UE sends the INVITE request, containing an initial SDP, to the P-CSCF determined via the CSCF discovery mechanism.  An example is contained in table 8.1.2-1.

Editor’s Note: Certain fields in the SDP carry no information.  In particular the “o=”, “s=” fields and “t=”.  These are, however, mandatory fields within SDP.  Does 3GPP wish to define a non-standard version of SDP that removes these, and if so, how does this interwork with outside SIP networks that use standard SDP.

Table 8.1.2-1: INVITE (UE to P-CSCF)

INVITE sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Supported: 100rel 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off
Proxy-Require: privacy

Anonymity: Off 

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111;time=36123E5B;seq=72))@localhost>;


tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

Cseq: 127 INVITE 

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Type: application/sdp 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97 3 96

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

Request-URI: 
contains the keyed number from the user.

Via: 
contains the IP address or FQDN of the originating UE.

Remote-Party-ID: contains the public identity of the UE.  The Display name is optional.

Proxy-Require: 
The sip privacy draft specifies that the usage of the Remote-Party-Id MUST be accompanied by a Proxy-Require header specifying “privacy” in all INVITE requests.

From:, To:, Call-ID: follow the recommendations of draft-ietf-sip-privacy-01, even though anonymity is not being requested for this session.

Cseq: 
is a random starting number.

Contact: 
is the IP address or FQDN of the originating UE.

8. INVITE (MO#1b to S-S) – see example in Table 8.1.2-8

S-CSCF forwards the INVITE request, as specified by the S-CSCF to S-CSCF procedures.

Editor’s Note: Need to represent the ability of the S-CSCF to take part in the negotiation of the media streams (by removing entries) in some manner.

Editor’s Note: Need for additional headers to transport e.g. Billing-Correlation-Identifier is FFS.

Table 8.1.2-8: INVITE (MO#1b to S-S)

INVITE sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP 
pcscf1.visited.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf.home.net, sip:icscf.home.net

Supported: 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off;screen=yes
Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length:

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

Request-URI: 
In the case where the Route header of the incoming INVITE request to S-CSCF contains a TEL-URL, it has to be translated to a globally routable SIP-URL before applying it as Request-URI of the outgoing INVITE request. For this address translation the S-CSCF may use the services of an ENUM-DNS based database structure, or any other suitable translation database.

Editor’s Note: Need to verify that it is the Route header of the incoming INVITE request which may contain the TEL-URL, and not the Request-URI as indicated in the text of Tdoc N1-010353.
Editor’s Note: It remains to be clarified if the use of the word “may” in the above sentence, needs to be changed to “shall”. 23.228v170 states that an S-CSCF shall support an ENUM DNS translation mechanism, so the above text needs to be aligned with Stage 2.

10. 183 Session Progress (S-S to MO#1b) – see example in Table 8.1.2-10

The media stream capabilities of the destination are returned along the signalling path, in a 183 Session Progress provisional response (to (8)), per the S-CSCF to S-CSCF procedures.

NOTE: 
There are a number of different S-CSCF to S-CSCF flows, and the table represents a typical example of what one of these flows may produce.  In this case, S-S#2 and MT#2 are assumed.

Table 8.1.2-10: 183 Session Progress response (S-S to MO#1b)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP 
pcscf1.visited.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf2.home.net, sip:scscf.home.net, sip:icscf.home.net

Remote-Party-ID: “John Smith” <tel:+1-212-555-2222>;privacy=off;screen=yes
Anonymity: Off

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=314159

Call-ID: 

CSeq: 

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net

RSeq: 9021

Content-Disposition: precondition

Content-Type: application/sdp

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd
s=-

c= IN IP6 5555::eee:fff:aaa:bbb

b=AS:64

t=907165275 0

m=audio 6544 RTP/AVP 97 3

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv confirm
Editor’s Note: Future contributions should address the alternative of P-CSCF not modifying the Contact header and instead inserting itself in the Record-Route.

8.1.3  
(MO#2) Mobile origination, located in home network

Procedure MO#2 is as follows: 

1. INVITE (UE to P-CSCF) – see example in Table 8.1.3-1

UE sends the INVITE request, containing an initial SDP, to the P-CSCF determined via the CSCF discovery mechanism.

Editor’s Note: Certain fields in the SDP carry no information.  In particular the “o=”, “s=” fields and “t=”.  These are, however, mandatory fields within SDP.  Does 3GPP wish to define a non-standard version of SDP that removes these, and if so, how does this interwork with outside SIP networks that use standard SDP.

Table 8.1.3-1: INVITE (UE to P-CSCF)

INVITE sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Supported: 100rel 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off
Proxy-Require: privacy

Anonymity: Off 

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

Cseq: 127 INVITE 

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Type: application/sdp 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97 3 96

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

Request-URI: 
contains the keyed number from the user.

Via: 
contains the IP address or FQDN of the originating UE.

Remote-Party-ID: contains the public identity of the UE.  The Display name is optional.

Proxy-Require: 
The sip privacy draft specifies that the usage of the Remote-Party-Id MUST be accompanied by a Proxy-Require header specifying “privacy” in all INVITE requests.

From:, To:, Call-ID: follow the recommendations of draft-ietf-sip-privacy-01, even though anonymity is not being requested for this session.

Cseq: 
a random starting number.

Contact:  
the IP address or FQDN of the originating UE.

6. INVITE (MO#2 to S-S) – see example in Table 8.1.3-6

S-CSCF forwards the INVITE request, as specified by the S-CSCF to S-CSCF procedures.

Editor’s Note: Need to represent the ability of the S-CSCF to take part in the negotiation of the media streams (by removing entries) in some manner.

Editor’s Note: Need for additional headers to transport e.g. Billing-Correlation-Identifier is FFS.

Table 8.1.3-6: INVITE (MO#2 to S-S)

INVITE sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf.home.net

Supported: 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off;screen=yes
Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length:

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

Request-URI: 
In the case where the Route header of the incoming INVITE request to S-CSCF contains a TEL-URL, it has to be translated to a globally routable SIP-URL before applying it as Request-URI of the outgoing INVITE request. For this address translation the S-CSCF may use the services of an ENUM-DNS based database structure, or any other suitable translation database.

Editor’s Note: Need to verify that it is the Route header of the incoming INVITE request which may contain the TEL-URL, and not the Request-URI as indicated in the text of Tdoc N1-010353.
Editor’s Note: It remains to be clarified if the use of the word “may” in the above sentence, needs to be changed to “shall”. 23.228v170 states that an S-CSCF shall support an ENUM DNS translation mechanism, so the above text needs to be aligned with Stage 2.

8. 183 Session Progress (S-S to MO#2) – see example in Table 8.1.3-8

The media stream capabilities of the destination are returned along the signalling path, in a 183 Session Progress provisional response (to (6)), per the S-CSCF to S-CSCF procedures.

NOTE: 
There are a number of different S-CSCF to S-CSCF flows, and the table represents a typical example of what one of these flows may produce. In this case, S-S#2 and MT#2 are assumed.

Table 8.1.3-8: 183 Session Progress (S-S to MO#2)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf2.home.net, sip:scscf.home.net

Remote-Party-ID: “John Smith” <tel:+1-212-555-2222>;privacy=off;screen=yes
Anonymity: Off

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=314159

Call-ID: 

CSeq: 

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net

RSeq: 9021

Content-Disposition: precondition

Content-Type: application/sdp

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd
s=-

c= IN IP6 5555::eee:fff:aaa:bbb

b=AS:64

t=907165275 0

m=audio 6544 RTP/AVP 97 3

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv confirm
8.1.4  
(PSTN-O) PSTN origination 

4. INVITE (PSTN-O to S-S) – see example in Table 8.1.4-4

The MGCF initiates an INVITE request, containing an initial SDP, as per the proper S-CSCF to S-CSCF procedure. 

Table 8.1.4-4: INVITE (PSTN-O to S-S)

INVITE sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP mgcf21.home.net

Supported: 100rel 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off;screen=yes
Proxy-Require: privacy

Anonymity: Off 

From: <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

Cseq: 127 INVITE 

Contact: sip:017/4@mgcf21.home.net

Content-Type: application/sdp 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97 3 96

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

Request-URI: 
contains the keyed number from the user, as obtained from SS7 signalling.

Via: 
contains the IP address or FQDN of the originating MGCF.

Remote-Party-ID: contains the identity of the originator.  The Display name is optional.

Proxy-Require: 
The sip privacy draft specifies that the usage of the Remote-Party-Id MUST be accompanied by a Proxy-Require header specifying “privacy” in all INVITE requests.

From:, To:, Call-ID:  follow the recommendations of draft-ietf-sip-privacy-01, even though anonymity is not being requested for this session.

Cseq: 
a random starting number.

Contact: 
is the line identification and IP address or FQDN of the originating MGCF.

6. 183 Session Progress (S-S to PSTN-O) – see example in Table

The media stream capabilities of the destination are returned along the signalling path, in a 183 Session Progress provisional response, per the S-CSCF to S-CSCF procedures.

NOTE: 
There are a number of different S-CSCF to S-CSCF flows, and the table represents a typical example of what one of these flows may produce. In this case, S-S#2 and MT#2 are assumed.

Table 8.1.4-6: 183 Session Progress (S-S to PSTN-O)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP mgcf21.home.net

Record-Route: sip:pcscf2.home.net, sip:scscf2.home.net

Remote-Party-ID: “John Smith” <tel:+1-212-555-2222>;privacy=off;screen=yes
Proxy-Require: 

Anonymity: Off

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=314159

Call-ID: 

CSeq: 

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net

RSeq: 9021

Content-Disposition: precondition

Content-Type: application/sdp

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd
s=-

c= IN IP6 5555::eee:fff:aaa:bbb

b=AS:64

t=907165275 0

m=audio 6544 RTP/AVP 97 3

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv confirm
8.2.1
(MT#1a) Mobile termination, roaming, without I-CSCF in home network providing configuration independence

Procedure MT#1a is as follows: 

1. INVITE (S-S to MT#1a) – see example in Table 8.2.1-1

The calling party sends the INVITE request, via one of the origination procedures and via one of the S-CSCF to S-CSCF procedures, to the Serving-CSCF for the terminating subscriber.

NOTE: 
There are a number of different S-CSCF to S-CSCF flows, and the table represents a typical example of what one of these flows may produce. In this case, S-S#2 and MO#2 are assumed.

Table 8.2.1-1: INVITE (S-S to MT#1a)

INVITE sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP pcscf0.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf0.home.net

Supported: 100rel 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off;screen=yes
Proxy-Require: privacy

Anonymity: Off 

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

Cseq: 127 INVITE 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf0.home.net

Content-Type: application/sdp 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97 3 96

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

8. 183 Session Progress (UE to P-CSCF) – see example in Table 8.2.1-8

UE determines the subset of the media flows proposed by the originating endpoint that it supports, and responds with a 183 Session Progress response containing SDP back to the originator.  This response is sent to P-CSCF.

Table 8.2.1-8: 183 Session Progress (UE to P-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP pcscf.visited.net;branch=token1

Remote-Party-ID: “John Smith” <tel:+1-212-555-2222>;privacy=off
Anonymity: Off

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=314159

Call-ID: 

CSeq: 

Contact: sip:[5555::eee:fff:aaa:bbb]

RSeq: 9021

Content-Disposition: precondition

Content-Type: application/sdp

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd
s=-

c= IN IP6 5555::eee:fff:aaa:bbb

b=AS:64

t=907165275 0

m=audio 6544 RTP/AVP 97 3

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv confirm
Remote-Party-ID:  identifies the answering subscriber.  It contains the public identifier URL, and the name of the answering party.

To:  
A tag is added to the To header.

Contact:  
header identifies the IP address or FQDN of the UE.

SDP is attached to this response, giving the subset of proposed media streams supported by UE.  It requests a confirmation of the QoS preconditions for establishing the session.

11. 183 Session Progress (MT#1a to S-S) – see example in Table 8.2.1-11

S-CSCF forwards the 183 Session Progress response to the originator, per the S-CSCF to S-CSCF procedure.

Table 8.2.1-11: 183 Session Progress (MT#1a to S-S)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP pcscf0.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: 

Remote-Party-ID: “John Smith” <tel:+1-212-555-2222>;privacy=off;screen=yes
Anonymity: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-Disposition: 

Content-Type: 

Content-length: 

v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

8.2.2

(MT#1b) Mobile termination, roaming, with I-CSCF in home network providing configuration independence

Procedure MT#1b is as follows:

1. INVITE (S-S to MT#1b) – see example in Table 8.2.2-1

The calling party sends the INVITE request, via one of the origination procedures and via one of the S-CSCF to S-CSCF procedures, to the Serving-CSCF for the terminating subscriber.

NOTE: 
There are a number of different S-CSCF to S-CSCF flows, and the table represents a typical example of what one of these flows may produce. In this case, S-S#2 and MO#2 are assumed.

Table 8.2.2-1: INVITE (S-S to MT#1b)

INVITE sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP pcscf0.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf0.home.net

Supported: 100rel 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off;screen=yes
Proxy-Require: privacy

Anonymity: Off 

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

Cseq: 127 INVITE 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf0.home.net

Content-Type: application/sdp 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97 3 96

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

10. 183 Session Progress (UE to P-CSCF) – see example in Table 8.2.2-10

UE determines the subset of the media flows proposed by the originating endpoint that it supports, and responds with a 183 Session Progress response containing SDP back to the originator.  This response is sent to P-CSCF.

Table 8.2.2-10: 183 Session Progress (UE to P-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP pcscf.visited.net;branch=token1

Remote-Party-ID: “John Smith” <tel:+1-212-555-2222>;privacy=off
Anonymity: Off

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=314159

Call-ID: 

CSeq: 

Contact: sip:[5555::eee:fff:aaa:bbb]

RSeq: 9021

Content-Disposition: precondition

Content-Type: application/sdp

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd
s=-

c= IN IP6 5555::eee:fff:aaa:bbb

b=AS:64

t=907165275 0

m=audio 6544 RTP/AVP 97 3

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv confirm
Remote-Party-ID: identifies the answering subscriber.  It contains the public identifier URL, and the name of the answering party.

To: 
A tag is added to the To header.

Contact: 
identifies the IP address or FQDN of the UE.

SDP is attached to this response, giving the subset of proposed media streams supported by UE.  It requests a confirmation of the QoS preconditions for establishing the session.

14. 183 Session Progress (MT#1b to S-S) – see example in Table 8.2.2-14

S-CSCF forwards the 183 Session Progress response to the originator, per the S-CSCF to S-CSCF procedure.

Table 8.2.2-14: 183 Session Progress (MT#1b to S-S)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP pcscf0.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: 

Remote-Party-ID: “John Smith” <tel:+1-212-555-2222>;privacy=off;screen=yes
Anonymity: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-Disposition: 

Content-Type: 

Content-length: 

v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

8.2.3  
(MT#2) Mobile termination, located in home network

Procedure MT#2 is as follows: 

1. INVITE (S-S to MT#2) – see example in Table 8.2.3-1

The calling party sends the INVITE request, via one of the origination procedures and via one of the S-CSCF to S-CSCF procedures, to the Serving-CSCF for the terminating subscriber.

NOTE: 
There are a number of different S-CSCF to S-CSCF flows, and the table represents a typical example of what one of these flows may produce. In this case, S-S#2 and MO#2 are assumed.

Table 8.2.3-1: INVITE (S-S to MT#2)

INVITE sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP pcscf0.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf0.home.net

Supported: 100rel 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off;screen=yes
Proxy-Require: privacy

Anonymity: Off 

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

Cseq: 127 INVITE 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf0.home.net

Content-Type: application/sdp 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97 3 96

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

8. 183 Session Progress (UE to P-CSCF) – see example in Table 8.2.3-8

UE determines the subset of the media flows proposed by the originating endpoint that it supports, and responds with a 183 Session Progress response containing SDP back to the originator.  This response is sent to P-CSCF.

Table 8.2.3-8: 183 Session Progress (UE to P-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP pcscf.home.net;branch=token1

Remote-Party-ID: “John Smith” <tel:+1-212-555-2222>;privacy=off
Anonymity: Off

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=314159

Call-ID: 

CSeq: 

Contact: sip:[5555::eee:fff:aaa:bbb]

RSeq: 9021

Content-Disposition: precondition

Content-Type: application/sdp

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd
s=-

c= IN IP6 5555::eee:fff:aaa:bbb

b=AS:64

t=907165275 0

m=audio 6544 RTP/AVP 97 3

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv confirm
Remote-Party-ID: identifies the answering subscriber.  It contains the public identifier URL, and the name of the answering party.

To: 
A tag is added to the To header.

Contact: 
identifies the IP address or FQDN of the UE.

SDP is attached to this response, giving the subset of proposed media streams supported by UE.  It requests a confirmation of the QoS preconditions for establishing the session.

11. 183 Session Progress (MT#2 to S-S) – see example in Table 8.2.3-11

S-CSCF forwards the 183 Session Progress response to the originator, per the S-CSCF to S-CSCF procedure.

Table 8.2.3-11: 183 Session Progress (MT#2 to S-S)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP pcscf0.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: 

Remote-Party-ID: “John Smith” <tel:+1-212-555-2222>;privacy=off;screen=yes
Anonymity: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-Disposition: 

Content-Type: 

Content-length: 

v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

8.2.4

(PSTN-T) PSTN termination 

The PSTN termination procedure is as follows:

1. INVITE (S-S to PSTN-T) – see example in Table 8.2.4-1

MGCF receives an INVITE request, through one of the origination procedures and via one of the S-CSCF to S-CSCF procedures.

NOTE: 
There are a number of different S-CSCF to S-CSCF flows, and the table represents a typical example of what one of these flows may produce. In this case, S-S#3 and MO#2 are assumed.

Table 8.2.4-1: INVITE (S-S to PSTN-T)

INVITE sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP bgcf.home.net, SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP pcscf0.home.net, 

SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:bgcf.home.net, sip:scscf0.home.net

Supported: 100rel 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off;screen=yes
Proxy-Require: 

Anonymity: Off 

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

Cseq: 127 INVITE 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf0.home.net

Content-Type: application/sdp 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97 3 96

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

4. 183 Session Progress (PSTN-T to S-S) – see example in Table 8.2.4-4

MGCF determines the subset of the media flows proposed by the originating endpoint that it supports, and responds with a 183 Session Progress response back to the originator.  This response is sent via the S-CSCF to S-CSCF procedure.

Table 8.2.4-4: 183 Session Progress (PSTN-T to S-S)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP bgcf.home.net, SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP pcscf0.home.net, 

SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:bgcf.home.net, sip:scscf0.home.net

Remote-Party-ID: <tel:+1-212-555-2222>;privacy=off;screen=yes
Anonymity: Off

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=314159

Call-ID: 

CSeq: 

Contact: sip:017/4@mgcf4.home.net

RSeq: 9021

Content-Disposition: precondition

Content-Type: application/sdp

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd
s=-

c= IN IP6 5555::eee:fff:aaa:bbb

b=AS:64

t=907165275 0

m=audio 6544 RTP/AVP 97 3

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv confirm
8.3.1 
(S-S#1a) Different network operators performing origination and termination, without firewall between networks

Procedure S-S#1a is as follows: 

1. INVITE (MO to S-S#1a) – see example in Table 8.3.1-1

The INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow. 

NOTE: 
There are a number of different origination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.1-1: INVITE (MO to S-S#1a)

INVITE sip:scscf.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:+1-212-555-2222@home2.net;user=phone

Supported: 100rel 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off
Proxy-Require: privacy

Anonymity: Off 

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

Cseq: 127 INVITE 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf.home1.net

Content-Type: application/sdp 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97 3 96

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

4. INVITE (S-CSCF to I-CSCF) – see example in Table 8.3.1-4

S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the destination subscriber belongs. Since the originating operator does not desire to keep their internal configuration hidden, S-CSCF#1 forwards the INVITE request directly to to I-CSCF in the destination network. 

Table 8.3.1-4: INVITE (S-CSCF to I-CSCF)

INVITE sip:+1-212-555-2222@home2.net;user=phone SIP/2.0

Via: SIP/2.0/UDP sip:scscf.home1.net SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf.home1.net

Supported: 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off;screen=yes
Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length:

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

Request-URI: 
In the case where the Route header of the incoming INVITE request to S-CSCF contains a TEL-URL, it has to be translated to a globally routable SIP-URL before applying it as Request-URI of the outgoing INVITE request. For this address translation the S-CSCF may use the services of an ENUM-DNS based database structure, or any other suitable translation database.

Editor’s Note: Need to verify that it is the Route header of the incoming INVITE request which may contain the TEL-URL, and not the Request-URI as indicated in the text of Tdoc N1-010353.
Editor’s Note: It remains to be clarified if the use of the word “may” in the above sentence, needs to be changed to “shall”. 23.228v170 states that an S-CSCF shall support an ENUM DNS translation mechanism, so the above text needs to be aligned with Stage 2.

13. 183 Session Progress (MT to S-S#1a) – see example in Table 8.3.1-13

The media stream capabilities of the destination are returned along the signalling path, in a 183 Session Progress provisional response to the INVITE request (11), as per the termination procedure.

NOTE: 
There are a number of different termination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.


Table 8.3.1-13: 183 Session Progress (MT to S-S#1a)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP scscf.home2.net, SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP 
scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Record-Route: sip:scscf.home2.net, sip:scscf.home1.net

Remote-Party-ID: “John Smith” <tel:+1-212-555-2222>;privacy=off
Anonymity: Off

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=314159

Call-ID: 

CSeq: 

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net

RSeq: 9021

Content-Disposition: precondition

Content-Type: application/sdp

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd
s=-

c= IN IP6 5555::eee:fff:aaa:bbb

b=AS:64

t=907165275 0

m=audio 6544 RTP/AVP 97 3

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv confirm
14. 183 Session Progress (S-CSCF to I-CSCF) – see example in Table 8.3.1-14

S-CSCF#2 forwards the 183 Session Progress provisional response to I-CSCF

Table 8.3.1-14: 183 Session Progress (S-CSCF to I-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP 
pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Record-Route: sip:scscf.home2.net, sip:scscf.home1.net 

Remote-Party-ID: “John Smith” <tel:+1-212-555-2222>;privacy=off;screen=yes
Anonymity: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-Disposition: 

Content-Type: 

Content-length: 

v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

8.3.2  
(S-S#1b) Different network operators performing origination and termination, with configuration hiding

Procedure S-S#1b is as follows:

1. INVITE (MO to S-S#1b) – see example in Table 8.3.2-1

The INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow. 

NOTE: 
There are a number of different origination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.2-1: INVITE (MO to S-S#1b)

INVITE sip:scscf.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:+1-212-555-2222@home2.net;user=phone

Supported: 100rel 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off
Proxy-Require: privacy

Anonymity: Off 

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

Cseq: 127 INVITE 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf.home1.net

Content-Type: application/sdp 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97 3 96

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

4. INVITE (S-CSCF to I-CSCF) – see example in Table 8.3.2-4

S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the destination subscriber belongs. Since the originating operator desires to keep their internal configuration hidden, S-CSCF#1 forwards the INVITE request to I-CSCF#1. 

Table 8.3.2-4: INVITE (S-CSCF to I-CSCF)

INVITE sip:icscf.home1.net SIP/2.0

Via: SIP/2.0/UDP sip:scscf.home1.net SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Route: sip:+1-212-555-2222@home2.net;user=phone

Record-Route: sip:scscf.home1.net

Supported: 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off;screen=yes
Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length:

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

Request-URI:  
set to the I-CSCF that will perform the translation needed to maintain configuration independence.

Route:  
updated to cause I-CSCF to forward the request to the proper terminating network operator. In the case of a TEL-URL, it has to be translated to a globally routable SIP-URL before sending the INVITE request. For this address translation the S-CSCF may use the services of an ENUM-DNS based database structure, or any other suitable translation database.
Editor’s Note: It remains to be clarified if the use of the word “may” in the above sentence, needs to be changed to “shall”. 23.228v170 states that an S-CSCF shall support an ENUM DNS translation mechanism, so the above text needs to be aligned with Stage 2.

15. 183 Session Progress (MT to S-S#1b) – see example in Table 8.3.2-15

The media stream capabilities of the destination are returned along the signalling path, in a 183 Session Progress provisional response to the INVITE request (13), as per the termination procedure.

Editor’s Note: Diagram for S-S#1 should show I-CSCF#2 as a firewall and gateway, making it consistent with I-CSCF#1.

NOTE: 
There are a number of different termination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.2-15: 183 Session Progress (MT to S-S#1b)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP scscf.home2.net, SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP 
icscf.home1.net, SIP/2.0/UDP Token(SIP/2.0/UDP scscf.home1.net, 


SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Record-Route: sip:scscf.home2.net, sip:icscf.home2.net, sip:icscf.home1.net, 
sip:Token(sip:scscf.home1.net)

Remote-Party-ID: “John Smith” <tel:+1-212-555-2222>;privacy=off
Anonymity: Off

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=314159

Call-ID: 

CSeq: 

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net

RSeq: 9021

Content-Disposition: precondition

Content-Type: application/sdp

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd
s=-

c= IN IP6 5555::eee:fff:aaa:bbb

b=AS:64

t=907165275 0

m=audio 6544 RTP/AVP 97 3

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv confirm
16. 183 Session Progress (S-CSCF to I-CSCF) – see example in Table 8.3.2-16

S-CSCF#2 forwards the 183 Session Progress provisional response to I-CSCF#2.

Table 8.3.2-16: 183 Session Progress (S-CSCF to I-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP icscf.home1.net, SIP/2.0/UDP 
Token(SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, 


SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Record-Route: sip:scscf.home2.net, sip:icscf.home2.net, sip:icscf.home1.net, 
sip:Token(sip:scscf.home1.net) 

Remote-Party-ID: “John Smith” <tel:+1-212-555-2222>;privacy=off;screen=yes
Anonymity: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-Disposition: 

Content-Type: 

Content-length: 

v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

8.3.3

(S-S#2) Single network operator performing origination and termination

Procedure S-S#2 is as follows: 

1. INVITE (MO to S-S#2) – see example in Table 8.3.3-1

The INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow. 

NOTE: 
There are a number of different origination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.3-1: INVITE (MO to S-S#2)

INVITE sip:scscf1.home.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:+1-212-555-2222@home2.net;user=phone

Supported: 100rel 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off
Proxy-Require: privacy

Anonymity: Off 

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

Cseq: 127 INVITE 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.home.net

Content-Type: application/sdp 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97 3 96

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

4. INVITE (S-CSCF to I-CSCF) – see example in Table 8.3.3-4

S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the destination subscriber belongs. Since the originating operator does not desire to keep their internal configuration hidden, S-CSCF#1 forwards the INVITE request directly to to I-CSCF in the destination network. 

Table 8.3.2-4: INVITE (S-CSCF to I-CSCF)

INVITE sip:+1-212-555-2222@home2.net;user=phone SIP/2.0

Via: SIP/2.0/UDP sip:scscf1.home.net SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf1.home.net

Supported: 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off;screen=yes
Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length:

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

Request-URI: 
In the case where the Route header of the incoming INVITE request to S-CSCF contains a TEL-URL, it has to be translated to a globally routable SIP-URL before applying it as Request-URI of the outgoing INVITE request. For this address translation the S-CSCF may use the services of an ENUM-DNS based database structure, or any other suitable translation database.

Editor’s Note: Need to verify that it is the Route header of the incoming INVITE request which may contain the TEL-URL, and not the Request-URI as indicated in the text of Tdoc N1-010353.
Editor’s Note: It remains to be clarified if the use of the word “may” in the above sentence, needs to be changed to “shall”. 23.228v170 states that an S-CSCF shall support an ENUM DNS translation mechanism, so the above text needs to be aligned with Stage 2.

13. 183 Session Progress (MT to S-S#2) – see example in Table 8.3.3-13

The media stream capabilities of the destination are returned along the signalling path, in a 183 Session Progress provisional response, as per the termination procedure.

NOTE: 
There are a number of different termination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.3-13: 183 Session Progress (MT to S-S#2)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP scscf2.home.net, SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP 
scscf1.home.net, SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Record-Route: sip:scscf2.home.net, sip:scscf1.home.net

Remote-Party-ID: “John Smith” <tel:+1-212-555-2222>;privacy=off
Anonymity: Off

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=314159

Call-ID: 

CSeq: 

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net

RSeq: 9021

Content-Disposition: precondition

Content-Type: application/sdp

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd
s=-

c= IN IP6 5555::eee:fff:aaa:bbb

b=AS:64

t=907165275 0

m=audio 6544 RTP/AVP 97 3

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv confirm
14. 183 Session Progress (S-CSCF to I-CSCF) – see example in Table 8.3.3-14

S-CSCF#2 forwards the 183 Session Progress provisional response to I-CSCF.

Table 8.3.3-14: 183 Session Progress (S-CSCF to I-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP scscf1.home.net, SIP/2.0/UDP 
pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Record-Route: sip:scscf2.home.net, sip:scscf1.home.net 

Remote-Party-ID: “John Smith” <tel:+1-212-555-2222>;privacy=off;screen=yes
Anonymity: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-Disposition: 

Content-Type: 

Content-length: 

v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

8.3.4

(S-S#3) PSTN Termination performed by home network of originator

Procedure S-S#3 is as follows: 

1. INVITE (MO to S-S#3) – see example in Table 8.3.4-1

The INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow. 

NOTE: 
There are a number of different origination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 is assumed.

Table 8.3.4-1: INVITE (MO to S-S#3)

INVITE sip:scscf.home.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:+1-212-555-2222@home2.net;user=phone

Supported: 100rel 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off
Proxy-Require: privacy

Anonymity: Off 

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

Cseq: 127 INVITE 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.home.net

Content-Type: application/sdp 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97 3 96

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

4. INVITE (S-CSCF to BGCF) – see example in Table 8.3.4-4

S-CSCF#1 performs an analysis of the destination address, and determines the destination is on the PSTN.  S-CSCF forwards the INVITE request to the BGCF in the local network. 

Table 8.3.4-4: INVITE (S-CSCF to BGCF)

INVITE sip:bgcf.home.net SIP/2.0

Via: SIP/2.0/UDP sip:scscf.home.net SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Route: sip:+1-212-555-2222@home2.net;user=phone

Record-Route: sip:scscf.home.net

Supported: 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off;screen=yes
Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length:

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

Route:  
In the case of a TEL-URL, it has to be translated to a globally routable SIP-URL before sending the INVITE request. For this address translation the S-CSCF may use the services of an ENUM-DNS based database structure, or any other suitable translation database.
Editor’s Note: It remains to be clarified if the use of the word “may” in the above sentence, needs to be changed to “shall”. 23.228v170 states that an S-CSCF shall support an ENUM DNS translation mechanism, so the above text needs to be aligned with Stage 2.

9. 183 Session Progress (MGCF to BGCF) – see example in Table 8.3.4-9

The MGCF returns the media stream capabilities of the destination along the signalling path in a 183 Session Progress provisional response.

Table 8.3.4-9: 183 Session Progress (MGCF to BGCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP bgcf.home.net, SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP pcscf1.home.net,  
SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Record-Route: sip:scscf.home.net

Remote-Party-ID: “John Smith” <tel:+1-212-555-2222>;privacy=off;screen=yes
Anonymity: Off

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=314159

Call-ID: 

CSeq: 

Contact: sip:04/11@mgcf39.home.net

RSeq: 9021

Content-Disposition: precondition

Content-Type: application/sdp

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd
s=-

c= IN IP6 5555::eee:fff:aaa:bbb

b=AS:64

t=907165275 0

m=audio 6544 RTP/AVP 97 3

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv confirm
8.3.5

(S-S#4) PSTN Termination performed by different operator than origination

Procedure S-S#4 is as follows: 

1. INVITE (MO to S-S#4) – see example in Table 8.3.5-1

The INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow. 

NOTE: 
There are a number of different origination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 is assumed.

Table 8.3.5-1: INVITE (MO to S-S#4)

INVITE sip:scscf.home.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:+1-212-555-2222@home2.net;user=phone

Supported: 100rel 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off
Proxy-Require: privacy

Anonymity: Off 

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

Cseq: 127 INVITE 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.home.net

Content-Type: application/sdp 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97 3 96

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

4. INVITE (S-CSCF to BGCF) – see example in Table 8.3.5-4

S-CSCF#1 performs an analysis of the destination address, and determines the destination is on the PSTN.  S-CSCF#1 forwards the INVITE request to the BGCF in the local network. 

Table 8.3.5-4: INVITE (S-CSCF to BGCF)

INVITE sip:bgcf1.home.net SIP/2.0

Via: SIP/2.0/UDP sip:scscf.home.net SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Route: sip:+1-212-555-2222@home2.net;user=phone

Record-Route: sip:scscf.home.net

Supported: 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off;screen=yes
Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length:

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

11. 183 Session Progress (MGCF to BGCF) – see example in Table 8.3.5-11

MGCF returns the media stream capabilities of the destination in a 183 Session Progress provisional response.

Table 8.3.5-11: 183 Session Progress (MGCF to BGCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP bgcf2.term.net, SIP/2.0/UDP bgcf1.home.net,  SIP/2.0/UDP scscf.home.net, 
SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route:  sip:bgcf2.term.net, sip:bgcf1.home.net, sip:scscf.home.net

Remote-Party-ID: “John Smith” <tel:+1-212-555-2222>;privacy=off;screen=yes
Anonymity: Off

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=314159

Call-ID: 

CSeq: 

Contact: sip:04/11@mgcf72.term.net

RSeq: 9021

Content-Disposition: precondition

Content-Type: application/sdp

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd
s=-

c= IN IP6 5555::eee:fff:aaa:bbb

b=AS:64

t=907165275 0

m=audio 6544 RTP/AVP 97 3

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv confirm
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