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1 Introduction

Within the joint S2/N1 meeting on SIP call control, the application of the Path header and alternative solutions were discussed in N1-010546, however there wasn’t sufficient consensus for the alternative proposal.  During the discussion there appeared to be support for allowing some of the foreseen benefits of the alternative proposal into the “Path Header” solution instead.  Offline discussions late in the day indicated that there wasn’t a clear consensus on the final solution.

This contribution outlines the means to advance the path header solution to capture some of these advantages.

2 Discussion

In order to provide flexibility and forward compatibility towards allowing architectural flexibility in future releases, this contribution identifies that the path header solution should allow for the following:

· The path should be able contain information regarding a entry point to the home IMS network.  This entry point could be the S-CSCF or it could be an I-CSCF.

· In the case where the entry point is an I-CSCF, the solution should cater for the I-CSCF representation to be a “name” which could be resolved, using DNS, into one of a number of different I-CSCFs.

· In the case where the entry point is an I-CSCF, the solution should cater for the scenario which will provide sufficient information to allow the Invite to be routed to the S-CSCF after it reaches the I-CSCF.

· In the case where the entry point is an I-CSCF, the solution should cater for the scenario where the I-CSCF does not contain sufficient information to route to the S-CSCF and must contact the HSS for further routing information.

Further, this contribution proposes that if it is required to decide on whether which of the above scenarios should apply on a “pre relationship” basis, then this decision is made in the HSS, however for the moment it can be assumed that the network operates in only on of the above scenarios regardless of the where the P-CSCF is located.

In order to achieve this, this contribution proposes the following changes to the session flows:

· During the Registration procedures, the I-CSCF adds a contact name to the Path Header in the “Register” direction when network configuration hiding is to apply
(Note – that if this is to be on a per operator relationship basis, then this would depend on information from the HSS).

· During the Registration procedures, the I-CSCF adds a contact name to the path header in the “200 OK” direction when network configuration hiding is to apply
(Note – that if this is to be on a per operator relationship basis, then this would depend on information from the HSS).

· During Registration, the S-CSCF will include its name in the path header in the “200 OK” direction in the network configuration where the I-CSCF in a mobile originating session is to have sufficient information to route directly to the S-CSCF.

· During Registration, the S-CSCF will not include its name in the path header in the “200 OK” direction in the network configuration where the I-CSCF in a mobile originating session is to query the HSS to locate sufficient information to route directly to the S-CSCF.

· During a mobile originating session, when and I-CSCF is contacted and the I-CSCF does not have sufficient information in the record route to proxy the Invite to the S-CSCF, the I-CSCF shall query the HSS to find the location of the HSS.

Appendix A shows examples of what this would imply to the registration (based on TDOC N1-010520).

Appendix B shows examples of what this would imply to an originating session.

3 Proposal

Accept the following principles into 24.228:

4a General Protocol Issues

4a.1 Application of the “PATH” header.
The path header is used during the registration procudure to control the routing of the first SESSION invite between the P-CSCF and the S-CSCF for that subscriber.  The path header created as follows:

· During the Registration procedures, the P-CSCF shall include its contact name in the “Register” direction.

· During the Registration procedures, the I-CSCF adds a contact name to the Path Header in the “Register” direction when network configuration hiding is to apply
(Note – that if this is to be on a per operator relationship basis, then this would depend on information from the HSS).

· During the Registration procedures, the I-CSCF adds a contact name to the path header in the “200 OK” direction when network configuration hiding is to apply
(Note – that if this is to be on a per operator relationship basis, then this would depend on information from the HSS).

· During Registration, the S-CSCF will include its name in the path header in the “200 OK” direction in the network configuration where the I-CSCF in a mobile originating session is to have sufficient information to route directly to the S-CSCF.

· During Registration, the S-CSCF will not include its name in the path header in the “200 OK” direction in the network configuration where the I-CSCF in a mobile originating session is to query the HSS to locate sufficient information to route directly to the S-CSCF.

· During a mobile originating session, when and I-CSCF is contacted and the I-CSCF does not have sufficient information in the record route to proxy the Invite to the S-CSCF, the I-CSCF shall query the HSS to find the location of the HSS.

Appendix A

Example of impacts to Registration Information Flow

7.1 
Registration Signalling: User Not Registered

This shows the registration signalling flow for the scenario when the user is not registered. For the purpose of this registration flow, the subscriber is considered to be roaming. In this signalling flow, the home network has network configuration hiding active.
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Figure 7.1-1: UE roaming 

1
GPRS Attach / PDP Context Establishment (UE to GPRS)
This signalling flow is shown to indicate the GRPS Attach and PDP Context Activation procedures that must be completed prior to application registration. When complete, the UE will have acquired an IP address (provided by the GGSN) which serves as the host address for the duration of the PDP context. 

2
CSCF Discovery (UE to GPRS/ DHCP)
This signalling flow is the procedure to discover the Proxy CSCF using DHCP. When complete, the address of the proxy server (pcscf.home.net) is made known to the UE.

3
SIP REGISTER request (UE to P-CSCF) – see example in Table 7.1-3
The purpose of this request is to register the user’s SIP URI with a S-CSCF in the home network. This request is routed to the P-CSCF because it is the only SIP server known to the UE for the voice application. In the following SIP request, the Contact field contains the user’s host address.

The P-CSCF will perform two actions, binding and forwarding. The binding is between the User’s SIP address (user1@home1.net) and the host (terminal) address ([5555::aaa:bbb:ccc:ddd]) which was acquired during PDP context activation process. 

Table 7.1-3 SIP REGISTER request (UE to P-CSCF)

REGISTER sip:registrar.home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: <sip:user1@home1.net>

To: <sip:user1@home1.net>

Contact: <Sip:[5555::aaa:bbb:ccc:ddd]>

Call-ID: 123456789@[5555::aaa:bbb:ccc:ddd]

CSeq: 1 REGISTER

Expires: 7200

Allow-Events: org.3gpp.nwinitdereg

Content-Length: 0

Request-URI: 
The Request-URI (the URI that follows the method name, “REGISTER”, in the first line) indicates the destination domain of this REGISTER request. The rules for routeing a SIP request describe how to use DNS to resolve this domain name (“home1.net”) into an address or entry point into the home operator’s network (the I-CSCF). This information is stored in the USIM.

Editor’s note: One proposal is that the above URI forms an integral part of a global private identifier.

Via: 
IPv6 PDP address of the SIP session allocated during the PDP Context Activation process.

From: 
This indicates the SIP identity of the user (stored in the USIM) originating the REGISTER request. In SIP, this can be a third-party. 

Editor’s note: One proposal is: “This is a natural place for the private identifier or NAI for the subscriber. Forming a SIP URL from the NAI is a simple matter of prepending “sip:”.  For example, if the subscriber’s NAI is 19725835472@operator.com, then the From: header would be sip:19725835472@operator.com.” Alternatively it could be the SIP-URL of the party registering.

To: 
This indicates the public identifier being registered. This is the identity by which other parties know this subscriber. It is obtained from the USIM. 

Editor’s note: One proposed additional text: “In this case, this is the global SIP URL for the subscriber.”

Contact: 
This indicates the point-of-presence for the subscriber – the IP address of the UE. This is the temporary point of contact for the subscriber that is being registered. Subsequent requests destined for this subscriber will be sent to this address. This information is stored in the P-CSCF.

Editor’s note: It is for further study whether this information is stored in the HSS and the S-CSCF for the subscriber in order to support multiple registrations.

Call Id: 
Call Identifier for this Registration generated as per (RFC 2543)

Cseq: 
Cseq for this Registration generated as per (RFC 2543)

Editor’s note: At this point, all that is missing from the REGISTER request is the visited operator’s domain name. This piece of information is inserted into the Contact: header by the P-CSCF in the visited network upon receiving the REGISTER request from the UE. The P-CSCF takes the Contact: header indicating the IP address of the UE and replaces it with a new Contact: header indicating the address of the P-CSCF (including the visited operator’s domain name). The IP address of the UE is stored in the P-CSCF for routing incoming requests to the appropriate UE. 

For example, the UE’s Contact: address (“sip:[5555::aaa:bbb:ccc:ddd]”) is replaced by a Contact: address for the proxy (“sip:sean.olson%40home1.net@pcscf1.visited1.net”). This new Contact: address contains a specially encoded version of the subscriber’s identity (To: header), plus the address of the P-CSCF.

If the proposed private identifier is not included in the From header, a mechanism is also needed to transfer this proposed private identifier.

Upon receiving this request the P-CSCF will set it’s SIP registration timer for this UE to the Expires time in this request.

4
 DNS-Q
Based on the user’s URI, the P-CSCF determines that UE is registering from a visiting domain and performs a DNS query to locate the I-CSCF in the home network. The look up in the DNS is based on the address specified in the Request URI. The DNS provides the P-CSCF with an address of the I-CSCF in the home network.

5
SIP REGISTER request (P-CSCF to I-CSCF) – see example in Table 7.1-5
Since this P-CSCF is call stateful, it is required to be in the path for all Mobile Originated and Mobile Terminated requests for this user. To ensure this, the P-CSCF has to put itself into the path for future requests. One solution of achieving this is to have the P-CSCF as the contact point for this user at the home registrar. 

To do this the P-CSCF creates a temporary SIP URI for the user called user1%40home1.net@pcscf1.visited1.net. As part of its internal registration procedure the P-CSCF binds the temporary SIP URI to the user’s SIP URI which was also bound to the IP address of the UE as shown in signalling flow 3. The P-CSCF then forwards the REGISTER request for user1@home1.net, to the home registrar, using a contact address of user1%40home.net@pcscf1.visited1.net. 

This signalling flow shows the SIP REGISTER being forward from the P-CSCF to the I-CSCF in the home domain.

Table 7.1-5 SIP REGISTER request (P-CSCF to I-CSCF) 

REGISTER sip:registrar.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net,

     SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Path: <sip:pcscf1.visited1.net>

Proxy-require: path

Require: path

From: 

To: 

Contact: <sip:user1%40home1.net@pcscf1.visited1.net>

Call-ID: 

CSeq: 

Expires: 

Content-Length: 

Path:
This is the address of the P-CSCF and is included to inform the S-CSCF where to route terminating sessions.

Require, Proxy-Require:
These headers are included to ensure that the recipient correctly handles the Path header. If the recipient does not support the path header, a response will be received with a status code of 420 and an Unsupported header indicating “path”. Such a response indicates a misconfiguration of the routing tables and the request has been routed outside the IM CN subsystem.

6
 Cx-Selection-Info
The I-CSCF requests information related to the required S-CSCF capabilities from the HSS which shall be input into the S-CSCF selection function. The HSS sends the capability information required for S-CSCF selection. The I-CSCF uses this information to select a suitable S-CSCF.

7
SIP REGISTER request (I-CSCF to S-CSCF) – see example in Table 7.1-7 
I-CSCF adds a contact name to the Path header when network configuration hiding is active for the home network. When network configuration hiding is not active, no entry is inserted in the Path header.
If the decision as to whether network hiding is to apply on a per operator relationship basis, then the contact name will be dependant upon information received from the HSS.  In this case, it is FFS whether the name itself is supplied by the HSS.
This signalling flow forwards the SIP REGISTER from the I-CSCF to the S-CSCF selected. The address in the request line is changed to the address of the S-CSCF.

Table 7.1-7 SIP REGISTER request (I-CSCF to S-CSCF)

REGISTER sip: scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP icscf2.home1.net,

     SIP/2.0/UDP pcscf1.visited1.net,

     SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Path: <sip:icscf2.home1.net>,

      <sip:pcscf1.visited1.net>

Proxy-require:

Require:

From: 

To: 

Contact: 

Call-ID: 

CSeq: 

Expires: 

Content-Length: 

Path: 
The S-CSCF stores the contents of the Path headers and uses these addresses for routing mobile terminated sessions.

Upon receiving this request the S-CSCF will set it’s SIP registration timer for this UE to the Expires time in this request.

8
Cx-Location
The S-CSCF shall send its location information to the HSS. The HSS stores the S-CSCF name for that subscriber. The HSS sends a response to the I-CSCF to acknowledge the sending of location information.

9
Cx-Profile
The S-CSCF shall send the subscriber’s identity to the HSS in order to be able to download the subscriber profile to the S-CSCF. The HSS returns the subscriber’s profile to the S-CSCF. The S-CSCF shall store the subscriber profile for that indicated user.

10
SIP 200 OK response (S-CSCF to I-CSCF) – see example in Table 7.1-10
The S_CSCF shall include its name in the path header of the 200 OK if network hiding is applied to that network, and the I-CSCF should contain sufficient information to route the first invite to the S-CSCF, alternatively, the S-CSCF does not include the PATH header in the the 200 OK response. The S-CSCF sends acknowledgment to the I-CSCF indicating that Registration was successful. This response will traverse the path that the REGISTER request took as described in the Via list.
Table 7.1-10 SIP 200 OK response (S-CSCF to I-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP icscf2.home1.net,

     SIP/2.0/UDP pcscf1.visited1.net,

     SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Path: <sip:scscf1.home1.net>,

      <sip:icscf2.home1.net>, 

      <sip:pcscf1.visited1.net>

From: 

To: 
Call-ID: 

CSeq: 

Expires: 

Content-Length: 

11
SIP 200 OK response (I-CSCF to P-CSCF) – see example in Table 7.1-11
When network configuration hiding is active for the home network, I-CSCF translates the S-CSCF name in the Path header. Otherwise the Path header is not modified.

The I-CSCF forwards acknowledgment from the S-CSCF to the P-CSCF indicating that Registration was successful. This response will traverse the path that the REGISTER request took as described in the Via list.

Table 7.1-11 SIP 200 OK response (I-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net,

     SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Path: <sip:token(scscf1.home1.net)>,

      <sip:icscf2.home1.net>,

      <sip:pcscf1.visited1.net>

From: 

To: 
Call-ID: 

CSeq: 

Expires: 

Content-Length: 

12
SIP 200 OK response (P-CSCF to UE) – see example in Table 7.1-12
The P-CSCF removes its address from the Path header, reverses the order of the fields, saves the resulting Path header and associates it with the UE. The P-CSCF then removes the Path header from the 200 OK response. The P-CSCF then forwards acknowledgment from the I-CSCF to the UE indicating that Registration was successful. 

Table 7.1-12 SIP 200 OK response (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Expires: 

Content-Length: 

13
SIP NOTIFY (P-CSCF to UE) – see example in Table 7.1-13
The P-CSCF sends a first NOTIFY request to the UE in order to confirm the successful (implicit) subscription to the event "org.3gpp.nwinitdereg". A new Call-ID (here: ab01cd23de45@pcscf1.visited1.net) is generated.

Editors Note: The choice of Call-ID as done here is rather unstable; to be clarified in IETF first

Table 7.1-13 SIP NOTIFY (P-CSCF to UE)

NOTIFY sip:[5555::aaa:bbb:ccc:ddd] SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net

From: <sip:pcscf1.visited1.net>

To: <sip:sip:user1@home1.net>

Call-ID: ab01cd23de45@pcscf1.visited1.net

CSeq: 1 NOTIFY

Expires: 7200

Event: org.3gpp.nwinitdereg

Content-Length: 0

14
SIP 200 OK (UE to P-CSCF) – see example in Table 7.1-14

The UE stores the Call-ID, CSeq, etc. and generates a 200 OK response to the NOFIFY 

Table 7.1-14 SIP 200 OK (UE to P-CSCF)  

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net

From:

To:

Call-ID:

CSeq:

Content-Length:

7.2 
Registration Signalling: Re-registration – User Currently Registered

For the purpose of this re-registration flow, the subscriber is considered to be roaming. In this signalling flow, the home network has network configuration hiding active.

This flow assumes :

1.
That the same PDP Context allocated during the initial registration scenario is still used for re-registration. For the case when the UE does not still have an active PDP context then PDP context procedures from section 7.1 must first be completed.

2.
The DHCP procedure employed for P-CSCF discovery is not needed.

3.
The S-CSCF selection procedure invoked by the I-CSCF is not needed.

Periodic application level re-registration is initiated by the UE either in response to the expiration of the existing registration information or in response to a change in the registration status of the UE. Re-registration follows the same path as described in subclause 7.1.

Figure 7.2-1: UE roaming 
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1
SIP REGISTER request (UE to P-CSCF) – see example in Table 7.2-1
The registration expires in the UE. The UE re-registers by sending a new REGISTER request. This request is sent to the same P-CSCF with which the UE initially registered. The P-CSCF maintains the same binding between the User’s SIP public address (user_public1@home1.net) and the host (terminal) address ([5555::aaa:bbb:ccc:ddd]) which it established during the original registration. 

Table 7.2-1 SIP REGISTER (UE to P-CSCF)

REGISTER sip:registrar.home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: <sip:user_private1@home1.net>

To: <sip:user_public1@home1.net>

Contact: <Sip:[5555::aaa:bbb:ccc:ddd]>

Call-ID: 123456789@[5555::aaa:bbb:ccc:ddd]

CSeq: 1 REGISTER

Expires: 7200

Allow-Events: org.3gpp.nwinitdereg

Content-Length: 0

The header field usage is the same as for the initial registration scenario:

Editor’s note: Align element names to the method described in N1-010265.

From: 
This indicates the private identity of the user (stored in the USIM) originating the REGISTER request. 

Editor’s note: The requirement for and impact on third party registration with this usage of the From header needs further study.

To: 
This indicates the target of the REGISTER request. The target is the public identity that is being registered. This is the identity by which other parties know this subscriber.

Contact: 
This indicates the point-of-presence for the subscriber – the IP address of the UE. This is the temporary identifier for the subscriber that is being registered. Subsequent requests destined for this subscriber will be sent to this address. This information is stored in the P-CSCF.

Editor’s note: It is for further study whether this information is stored in the HSS and the S-CSCF for the subscriber in order to support multiple registrations.

Request-URI: 
The Request-URI (the URI that follows the method name, “REGISTER”, in the first line) indicates the destination domain of this REGISTER request. The rules for routeing a SIP request describe how to use DNS to resolve this domain name (“home1.net”) into an address or entry point into the home operator’s network (the I-CSCF). This information is stored in the USIM.

Editor’s note: At this point, all that is missing from the REGISTER request is the visited operator’s domain name. This piece of information is inserted into the Contact: header by the P-CSCF in the visited network upon receiving the REGISTER request from the UE. The P-CSCF takes the Contact: header indicating the IP address of the UE and replaces it with a new Contact: header indicating the address of the P-CSCF (including the visited operator’s domain name). The IP address of the UE is stored in the P-CSCF for routing incoming requests to the appropriate UE. 

For example, the UE’s Contact: address (“sip:[5555::aaa:bbb:ccc:ddd]”) is replaced by a Contact: address for the proxy (“sip:sean.olson%40home1.net@pcscf1.visited1.net”). This new Contact: address contains a specially encoded version of the subscriber’s identity (To: header), plus the address of the P-CSCF.

Upon receiving this request the P-CSCF will detect that it already has a registration record for this UE and will reset it’s SIP registration timer for this UE to the Expires time in this request.

2
 DNS-Q
Based on the user’s URI, the P-CSCF determines that UE is registering from a visiting domain and performs a DNS query to locate the I-CSCF in the home network. The look up in the DNS is based on the address specified in the Request URI. The DNS provides the P-CSCF with an address of the I-CSCF in the home network. The P-CSCF must not use the I-CSCF address cached as a result of the previous registration. 

3
SIP REGISTER request (P-CSCF to I-CSCF) – see example in Table 7.2-3
This signalling flow shows the SIP Register request being forward from the P-CSCF to the I-CSCF in the home domain.

Table 7.2-3 SIP REGISTER request (P-CSCF to I-CSCF)

REGISTER sip:registrar.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net,

     SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Path: <sip:pcscf1.visited1.net>

Proxy-require: path

Require: path

From: 

To: 

Contact: <sip:user1%40home1.net@pcscf1.visited1.net>

Call-ID: CSeq: 

Expires: 

Content-Length: 

Path:
This is the address of the P-CSCF and is included to inform the S-CSCF where to route terminating sessions.

Require, Proxy-Require:
These headers are included to ensure that the recipient correctly handles the Path header. If the recipient does not support the path header, a response will be received with a status code of 420 and an Unsupported header indicating “path”. Such a response indicates a misconfiguration of the routing tables and the request has been routed outside the IM CN subsystem.

4
 Cx-Query
The I-CSCF requests information related to the required S-CSCF capabilities from the HSS. The HSS shall determine that the user is currently registered, and send an indication of current S-CSCF to the I-CSCF. Hence, the S-CSCF selection procedure is not needed.

5
SIP REGISTER request (I-CSCF to S-CSCF) – see example in Table 7.2-5
This signalling flow forwards the SIP REGISTER request from the I-CSCF to the S-CSCF selected. The address in the request line is changed to the address of the S-CSCF. 
I-CSCF a contact  name to the Path header when network configuration hiding is active for the home network. When network configuration hiding is not active, no entry is inserted in the path header.

If the decision as to whether network hiding is to apply on a per operator relationship basis, then the contact name will be dependant upon information received from the HSS.  In this case, it is FFS whether the name itself is supplied by the HSS.

The I-CSCF address written in the Path header is not necessarily the same as that used for initial registration. When network configuration hiding is not active, no entry is inserted in the Path header.
Table 7.2-5 SIP REGISTER request (I-CSCF to S-CSCF)

REGISTER sip: scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP icscf2.home1.net,

     SIP/2.0/UDP pcscf1.visited1.net,

     SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Path: <sip:icscf2.home1.net>,

      <sip: pcscf1.visited1.net

Proxy-require:

Require:

From: 

To: 

Contact: 

Call-ID: 

CSeq: 

Expires: 

Content-Length: 

Path: 
The S-CSCF stores the contents of the Path headers and uses these addresses for routing mobile terminated sessions.

Upon receiving this request the S-CSCF will detect that it already has a registration record for this UE and will reset it’s SIP registration timer for this UE to the Expires time in this request.

6
Cx-Location
The S-CSCF shall send its location information to the HSS. The HSS stores the S-CSCF name for that subscriber. The HSS sends a response to the I-CSCF to acknowledge the sending of location information. 

Editor’s Note: Since the  S-CSCF has detected this as a re-registration it may omit this step as an optimisation. 

7
Cx-Profile
The S-CSCF shall send the subscriber’s identity to the HSS in order to be able to download the subscriber profile to the S-CSCF. The HSS returns the subscriber’s profile to the S-CSCF. The S-CSCF shall store the subscriber profile for that indicated user.

Editor’s Note: Since the S-CSCF has detected this as a re-registration it may omit this step as an optimisation.

8
SIP 200 OK response (S-CSCF to I-CSCF) – see example in Table 7.2-8
The S_CSCF shall include its name in the path header of the 200 OK if network hiding is applied to that network, and the I-CSCF should contain sufficient information to route the first invite to the S-CSCF, alternatively, the S-CSCF does not include the PATH header in the the 200 OK response. The S-CSCF sends acknowledgment to the I-CSCF indicating that Registration was successful. This response will traverse the path that the REGISTER request took as described in the Via list.

Table 7.2-8 SIP 200 OK response (S-CSCF to I-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP icscf2.home1.net,

     SIP/2.0/UDP pcscf1.visited1.net,

     SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Path: <sip: scscf2.home1.net>,

      <sip: icscf2.home1.net>,

      <sip: pcscf1.visited1.net>

From: 

To: 
Call-ID: 

CSeq: 

Expires: 

Content-Length: 

9
SIP 200 OK response (I-CSCF to P-CSCF) – see example in Table 7.2-9
When network configuration hiding is active for the home network, the I-CSCF translates the S-CSCF name in the Path header. Otherwise the Path header is not modified.
The I-CSCF forwards acknowledgment from the S-CSCF to the P-CSCF indicating that Registration was successful. This response will traverse the path that the REGISTER request took as described in the Via list.

Table 7.2-9 SIP 200 OK response (I-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net,

     SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Path: <sip:token(scscf2.home1.net)>,

      <sip: icscf2.home1.net>, 

      <sip: pcscf1.visited1.net>

From: 

To: 
Call-ID: 

CSeq: 

Expires: 

Content-Length: 

10
SIP 200 OK response (P-CSCF to UE) – see example in Table 7.2-10
The P-CSCF removes its address from the Path header, reverses the order of the fields, saves the resulting Path header and associates it with the UE. The P-CSCF then removes the Path header from the 200 OK response. The P-CSCF then forwards acknowledgment from the I-CSCF to the UE indicating that Registration was successful. 

Table 7.2-10 SIP 200 OK response (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Expires: Content-Length: 

11
SIP NOTIFY (P-CSCF to UE) – see example in Table 7.2-11
The P-CSCF sends a first NOTIFY request to the UE in order to confirm the successful (implicit) subscription to the event "org.3gpp.nwinitdereg". A new Call-ID (here: uv45wx67yz89@pcscf1.visited1.net) is generated.
Note: This Call-Id has also to be different from the last implicit subscription

Editors Note: The choice of Call-ID as done here is rather unstable; to be clarified in IETF first

Table 7.2-11 SIP NOTIFY (P-CSCF to UE)  

NOTIFY sip:[5555::aaa:bbb:ccc:ddd] SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net

From: <sip:pcscf1.visited1.net>

To: <sip:sip:user1@home1.net>

Call-ID: uv45wx67yz89@pcscf1.visited1.net

CSeq: 1 NOTIFY

Expires: 7200

Event: org.3gpp.nwinitdereg

Content-Length: 0

12
SIP 200 OK (UE to P-CSCF) – see example in Table 7.2-12

The UE stores the Call-ID, CSeq, etc. and generates a 200 OK response to the NOFIFY 

Table 7.2-12 SIP 200 OK (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net

From:

To:

Call-ID:

CSeq:

Content-Length:

Appendix B

Appendix B shows an example update of a session initiation flow.

8.1.2
(MO#1b) Mobile origination, roaming, with I-CSCF in home network providing configuration independence

This origination procedure applies to roaming subscribers when the home network operator desires to keep its internal configuration hidden from the visited network.  The UE is located in a visited network, and determines the P-CSCF via the CSCF discovery procedure.  During registration, the home network allocates an S-CSCF.  The home network advertises an I-CSCF as the entry point from the visited network, who forwards requests to the S-CSCF. 

When registration is complete, P-CSCF knows the name/address of the next hop in the signalling path toward the serving-CSCF, the I-CSCF.  I-CSCF receives information in the request, from which it determines the name/address of the proper S-CSCF.
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Procedure MO#1b is as follows:

1. INVITE (UE to P-CSCF) – see example in Table 8.1.2-1

UE sends the INVITE request, containing an initial SDP, to the P-CSCF determined via the CSCF discovery mechanism.  An example is contained in table 8.1.2-1.

Editor’s Note: Certain fields in the SDP carry no information.  In particular the “o=”, “s=” fields and “t=”.  These are, however, mandatory fields within SDP.  Does 3GPP wish to define a non-standard version of SDP that removes these, and if so, how does this interwork with outside SIP networks that use standard SDP.

Table 8.1.2-1: INVITE (UE to P-CSCF)

INVITE sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Supported: 100rel 

Remote-Party-ID: John Doe <tel:+1-212-555-1111>

Proxy-Require: privacy

Anonymity: Off 

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111;time=36123E5B;seq=72))@localhost>;


tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

Cseq: 127 INVITE 

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Type: application/sdp 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97 3 96

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

Request-URI: 
contains the keyed number from the user.

Via: 
contains the IP address or FQDN of the originating UE.

Remote-Party-ID: contains the public identity of the UE.  The Display name is optional.

Proxy-Require: 
The sip privacy draft specifies that the usage of the Remote-Party-Id MUST be accompanied by a Proxy-Require header specifying “privacy” in all INVITE requests.

From:, To:, Call-ID: follow the recommendations of draft-ietf-sip-privacy-01, even though anonymity is not being requested for this session.

Cseq: 
is a random starting number.

Contact: 
is the IP address or FQDN of the originating UE.

2. 100 Trying (P-CSCF to UE) – see example in Table 8.1.2-2

P-CSCF responds to the INVITE request (1) with a 100 Trying provisional response.

Table 8.1.2-2: 100 Trying (P-CSCF to UE)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

3. INVITE (P-CSCF to I-CSCF) – see example in Table 8.1.2-3

The INVITE request is forwarded through this I-CSCF to the S-CSCF.

Table 8.1.2-3: INVITE (P-CSCF to I-CSCF)

INVITE sip:icscf.home.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:Token(scscf.home.net), sip:+1-212-555-2222@home.net;user=phone

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.visited.net

Content-Type: 

Content-length:

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

Route: 
P-CSCF remembers (from the registration procedure) the request routing for this UE.  This becomes a Route header in the request.  The initial Request-URI is appended to the Route header.

Contact: 
a locally defined value that identifies the UE.  

Request-URI:  
the first component in the remembered Path header from Registration.  

Editor’s Note: Need to represent the ability of the P-CSCF to take part in the negotiation of the media streams (by removing entries) in some manner.

4. INVITE (I-CSCF to S-CSCF) – see example in Table 8.1.2-4

I-CSCF adds itself to the Record-Route header, and adds a Via header.

I-CSCF determines the routing information contained in the request, and forwards the request to S-CSCF that is serving the UE.
In the network configuration scenario where the I-CSCF does not contain the record route information to enable routing to the S-CSCF, the I-CSCF shall perform a Cx-Location-Query in order to find the address of the S-CSCF.  The I-CSCF may cache the results.
Table 8.1.2-4: INVITE (I-CSCF to S-CSCF)

INVITE sip:scscf.home.net SIP/2.0

Via: SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP pcscf1.visited.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Route: sip:+1-212-555-2222@home.net;user=phone

Record-Route: sip:icscf.home.net

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length:

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

5. 100 Trying (S-CSCF to I-CSCF) – see example in Table 8.1.2-5

S-CSCF responds to the INVITE request (4) with a 100 Trying provisional response.  

Table 8.1.2-5: 100 Trying (S-CSCF to I-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP pcscf1.visited.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

6. 100 Trying (I-CSCF to P-CSCF) – see example in Table 8.1.2-6

I-CSCF forwards the 100 Trying provisional response to P-CSCF.

Table 8.1.2-6: 100 Trying (I-CSCF to P-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP pcscf1.visited.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length:

7. Service Control

S-CSCF validates the service profile, and performs any origination service control required for this subscriber.

8. INVITE (MO#1b to S-S) – see example in Table 8.1.2-8

S-CSCF forwards the INVITE request, as specified by the S-CSCF to S-CSCF procedures.

Editor’s Note: Need to represent the ability of the S-CSCF to take part in the negotiation of the media streams (by removing entries) in some manner.

Editor’s Note: Need for additional headers to transport e.g. Billing-Correlation-Identifier is FFS.

Table 8.1.2-8: INVITE (MO#1b to S-S)

INVITE sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP 
pcscf1.visited.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf.home.net, sip:icscf.home.net

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length:

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

Request-URI: 
In the case where the Route header of the incoming INVITE request to S-CSCF contains a TEL-URL, it has to be translated to a globally routable SIP-URL before applying it as Request-URI of the outgoing INVITE request. For this address translation the S-CSCF may use the services of an ENUM-DNS based database structure, or any other suitable translation database.

Editor’s Note: Need to verify that it is the Route header of the incoming INVITE request which may contain the TEL-URL, and not the Request-URI as indicated in the text of Tdoc N1-010353.
Editor’s Note: It remains to be clarified if the use of the word “may” in the above sentence, needs to be changed to “shall”. 23.228v170 states that an S-CSCF shall support an ENUM DNS translation mechanism, so the above text needs to be aligned with Stage 2.

9. 100 Trying (S-S to MO#1b) – see example in Table 8.1.2-9

S-CSCF receives a 100 Trying provisional response, as specified by the S-CSCF to S-CSCF procedures.

NOTE:
There are a number of different S-CSCF to S-CSCF flows, and the table represents a typical example of what one of these flows may produce. In this case, S-S#2 and MT#2 are assumed.

Table 8.1.2-9: 100 Trying (S-S to MO#1b)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP 
pcscf1.visited.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

10. 183 Session Progress (S-S to MO#1b) – see example in Table 8.1.2-10

The media stream capabilities of the destination are returned along the signalling path, in a 183 Session Progress provisional response (to (8)), per the S-CSCF to S-CSCF procedures.

NOTE: 
There are a number of different S-CSCF to S-CSCF flows, and the table represents a typical example of what one of these flows may produce.  In this case, S-S#2 and MT#2 are assumed.

Table 8.1.2-10: 183 Session Progress response (S-S to MO#1b)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP 
pcscf1.visited.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf2.home.net, sip:scscf.home.net, sip:icscf.home.net

Remote-Party-ID: John Smith <tel:+1-212-555-2222>

Anonymity: Off

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=314159

Call-ID: 

CSeq: 

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net

RSeq: 9021

Content-Disposition: precondition

Content-Type: application/sdp

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd
s=-

c= IN IP6 5555::eee:fff:aaa:bbb

b=AS:64

t=907165275 0

m=audio 6544 RTP/AVP 97 3

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv confirm
Editor’s Note: Future contributions should address the alternative of P-CSCF not modifying the Contact header and instead inserting itself in the Record-Route.

11. 183 Session Progress (S-CSCF to I-CSCF) – see example in Table 8.1.2-11

S-CSCF forwards the 183 Session Progress response to I-CSCF.

Table 8.1.2-11: 183 Session Progress (S-CSCF to I-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP pcscf1.visited.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: 

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-Disposition: 

Content-Type: 

Content-length: 

v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

12. 183 Session Progress (I-CSCF to P-CSCF) – see example in Table 8.1.2-12

I-CSCF forwards the 183 Session Progress response to P-CSCF

Table 8.1.2-12: 183 Session Progress (I-CSCF to P-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP pcscf1.visited.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:Token(sip:scscf.home.net, sip:scscf2.home.net), sip:icscf.home.net

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-Disposition: 

Content-Type: 

Content-length: 

v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

Record-Route: 
header entries to the left of I-CSCF’s entry are reversed and translated.

Editor’s Note: Still need to decide the hiding mechanism for Record-Route.  

13. Authorize QoS Resources

P-CSCF authorizes the resources necessary for this session

14. 183 Session Progress (P-CSCF to UE) – see example in Table 8.1.2-14

P-CSCF forwards the 183 Session Progress response to the originating endpoint

Table 8.1.2-14: 183 Session Progress (P-CSCF to UE)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Media-Authorization: 9BV3072

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: sip:token1@pcscf1.visited.net

RSeq: 

Content-Disposition: 

Content-Type: 

Content-length: 

v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

P-CSCF removes the Record-Route and Contact headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE.  The saved value of the Route header is:

Route: sip:icscf.home.net, 



sip:Token(sip:scscf.home.net, sip:scscf2.home.net),



sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net

Contact:  
a locally unique token to identify the saved routing information.  

Media-Authorization: a P-CSCF generated authorization token

15. PRACK (UE to P-CSCF) – see example in Table 8.1.2-15

UE decides the final set of media streams for this session, and includes this information in the PRACK request to P-CSCF.

Table 8.1.2-15: PRACK (UE to P-CSCF)

PRACK sip:token1@pcscf1.visited.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
From: “Alien Blaster” <sip:B36(SHA-1(555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828
To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost

Cseq: 128 PRACK

Contact: sip:[5555::aaa:bbb:ccc:ddd]
Rack: 9021 127 INVITE

Content-Type: application/sdp 
Content-length: (…)
v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd

b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv

Request-URI:  
takes the value of the Contact header of the received 183 Session Progress response.

Via:, Contact: 
take the value of either the IP address of RQDN of the originating UE.

From:, To:, Call-ID: copied from the 183 Session Progress response so that they include any tag parameter.

Cseq:  
takes a higher value than that in the previous request.

The final selection of the media stream from the set of those supported by the terminating endpoint, given in the received 183 Session Progress response (14), is made by the originating UE and included in the SDP.

16. PRACK (P-CSCF to I-CSCF) – see example in Table 8.1.2-16

P-CSCF adds a Route header, with the saved value from the previous response.  P-CSCF identifies the proper saved value by the Request-URI.

P-CSCF forwards the PRACK request to I-CSCF.  

Table 8.1.2-16: PRACK (P-CSCF to I-CSCF)

PRACK sip:icscf.home.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:Token(sip:scscf.home.net, sip:scscf2.home.net), 
sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net
From: 

To: 

Call-ID: 

Cseq: 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.visited.net
Rack: 

Content-Type: 
Content-length: 
v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

Request-URI: 
taken from the first component of the saved Route header.

Route:  
saved from the previous response (with first element moved to Request-URI).

Contact:  
a locally defined value that identifies the UE.

17. PRACK (I-CSCF to S-CSCF) – see example in Table 8.1.2-17

I-CSCF determines the routing information, and forwards the PRACK request to S-CSCF.

Table 8.1.2-17: PRACK (I-CSCF to S-CSCF)

PRACK sip:scscf.home.net SIP/2.0

Via: SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP pcscf1.visited.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]
Route: sip:scscf2.home.net, sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net

Record-Route: sip:icscf.home.net
From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Rack: 

Content-Type: 
Content-length: 
v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

18. PRACK (MO#1b to S-S) – see example in Table 8.1.2-18

S-CSCF forwards the PRACK request to the terminating endpoint, as per the S-CSCF to S-CSCF procedure.  

NOTE: 
There are a number of different S-CSCF to S-CSCF flows, and the table represents a typical example of what one of these flows may produce. In this case, S-S#2 and MT#2 are assumed.

Table 8.1.2-18: PRACK (MO#1b to S-S)

PRACK sip:scscf2.home.net SIP/2.0

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP 
pcscf1.visited.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net

Record-Route: sip:scscf.home.net, sip:iscsf.home.net
From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Rack: 

Content-Type: 
Content-length: 
v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

Request-URI:  
the first component of the Route header.  This will vary according to which S-CSCF to S-CSCF flow is used.

19. 200 OK (S-S to MO#1b) – see example in Table 8.1.2-19

The destination endpoint responds to the PRACK request (18) with a 200 OK response, per the S-CSCF to S-CSCF procedures.

NOTE: 
There are a number of different S-CSCF to S-CSCF flows, and the table represents a typical example of what one of these flows may produce. In this case, S-S#2 and MT#2 are assumed.

Table 8.1.2-19: 200 OK (S-S to MO#1b)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP 
pcscf1.visited.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf2.home.net, sip:scscf.home.net, 
sip:icscf.home.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net

Content-Length: 0

20. 200 OK (S-CSCF to I-CSCF) – see example in Table 8.1.2-20

S-CSCF forwards the 200 OK response to I-CSCF

Table 8.1.2-20: 200 OK (S-CSCF to I-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP pcscf1.visited.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf2.home.net, sip:scscf.home.net, 
sip:icscf.home.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-Length: 

21. 200 OK (I-CSCF to P-CSCF) – see example in Table 8.1.2-21

I-CSCF forwards the 200 OK response to P-CSCF.

Table 8.1.2-21: 200 OK (I-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:Token(sip:scscf.home.net, sip:scscf2.home.net), sip:icscf.home.net 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-Length: 

Record-Route:  
entries to the left of I-CSCF’s entry are reversed and translated.

22. 200 OK (P-CSCF to UE) – see example in Table 8.1.2-22

P-CSCF forwards the 200 OK response to UE.

Table 8.1.2-22: 200 OK (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Contact: sip:token2@pcscf1.visited.net

Content-Length: 

P-CSCF removes the Record-Route and Contact headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE. 

Contact: 
a locally unique token to identify the saved routing information

Editor’s Note: The need to generate a new token for Record-Route and Contact information for a non-INVITE response is FFS.

23. Resource Reservation

After determining the final media streams in step #14, UE initiates the reservation procedures for the resources needed for this session.

24. COMET (UE to P-CSCF) – see example in Table 8.1.2-24

When the resource reservation is completed, UE sends the COMET request to the terminating endpoint, via the signalling path established by the INVITE request.  The request is sent first to P-CSCF.

Table 8.1.2-24: COMET (UE to P-CSCF)

COMET sip:token2@pcscf1.visited.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
From: “Alien Blaster” <sip:B36(SHA-1(555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828

To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost

Cseq: 129 COMET

Contact: sip:[5555::aaa:bbb:ccc:ddd]
Content-Type: application/sdp 
Content-length: (…)
v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd

b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:success sendonly

Request-URI: 
takes the value of the Contact header of the received 183 Session Progress response.

Via, Contact:  
take the value of either the IP address or FQDN of the originating UE.
From:, To:, Call-ID: copied from the 183 Session Progress response so that they include any tag parameters.

Cseq:  
takes a higher value than that in the previous request.

The SDP indicates that the resource reservation was successful.

25. COMET (P-CSCF to I-CSCF) – see example in Table 8.1.2-25

P-CSCF adds a Route header, with the saved value from the previous response.  P-CSCF identifies the proper saved value by the Request-URI.

P-CSCF forwards the COMET request to I-CSCF.  

Table 8.1.2-25: COMET (P-CSCF to I-CSCF)

COMET sip:icscf.home.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:Token(sip:scscf.home.net, sip:scscf2.home.net), 
sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net
From: 

To: 

Call-ID: 

Cseq: 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.visited.net
Content-Type: 
Content-length: 
v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

Request-URI:
taken from the first component of the saved Route header.

Route: 
saved from the 183 Session Progress response (with first element moved to Request-URI).

Contact: 
a locally defined value that identifies the UE.

26. COMET (I-CSCF to S-CSCF) – see example in Table 8.1.2-26

I-CSCF determines the routing information, and forwards the request to S-CSCF.

Table 8.1.2-26: COMET (I-CSCF to S-CSCF)

COMET sip:scscf.home.net SIP/2.0

Via: SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP pcscf1.visited.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]
Route: sip:scscf2.home.net, sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net

Record-Route: sip:icscf.home.net
From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 
Content-length: 
v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

27. COMET (MO#1b to S-S) – see example in Table 8.1.2-27

S-CSCF forwards the COMET request to the terminating endpoint, as per the S-CSCF to S-CSCF procedure. 

Table 8.1.2-27 COMET (MO#1b to S-S)

COMET sip:scscf2.home.net SIP/2.0

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP 
pcscf1.visited.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net

Record-Route: sip:scscf.home.net, sip:icscf.home.net
From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 
Content-length: 
v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

Request-URI: 
the first component of the Route header.  This will vary according to which S-CSCF to S-CSCF flow is used.

28. 200 OK (S-S to MO#1b) – see example in Table 8.1.2-28

The destination endpoint responds to the COMET request (27) with a 200 OK, per the S-CSCF to S-CSCF procedures.

NOTE: 
There are a number of different S-CSCF to S-CSCF flows, and the table represents a typical example of what one of these flows may produce. In this case, S-S#2 and MT#2 are assumed.

Table 8.1.2-28: 200 OK (S-S to MO#1b)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP 
pcscf1.visited.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf2.home.net, sip:scscf.home.net, 
sip:icscf.home.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net

Content-Length: 0

29. 200 OK (S-CSCF to I-CSCF) – see example in Table 8.1.2-29

S-CSCF forwards the 200 OK response to I-CSCF.

Table 8.1.2-28: 200 OK (S-CSCF to I-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP pcscf1.visited.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-Length: 

30. 200 OK (I-CSCF to P-CSCF) – see example in Table 8.1.2-30

I-CSCF forwards the 200 OK response to P-CSCF.

Table 8.1.2-30: 200 OK (I-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:Token(sip:scscf.home.net, sip:scscf2.home.net),
sip:icscf.home.net 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-Length: 

Record-Route: 
entries to the left of I-CSCF’s entry are reversed and translated.

31. 200 OK (P-CSCF to UE) – see example in Table 8.1.2-31

P-CSCF forwards the 200 OK response to UE.

Table 8.1.2-31: 200 OK (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Contact: sip:token3@pcscf1.visited.net

Content-Length: 

P-CSCF removes the Record-Route and Contact headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE. 

Contact:  
a locally unique token to identify the saved routing information

32. 180 Ringing (S-S to MO#1b) – see example in Table 8.1.2-32

The called UE may optionally perform alerting.  If so, it signals this to the calling party by a 180 Ringing provisional response to (8).  This response is sent to S-CSCF per the S-CSCF to S-CSCF procedure.  

NOTE: 
There are a number of different S-CSCF to S-CSCF flows, and the table represents a typical example of what one of these flows may produce. In this case, S-S#2 and MT#2 are assumed.

Table 8.1.2-32: 180 Ringing (S-S to MO#1b)

SIP/2.0 180 Ringing

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP 
pcscf1.visited.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf2.home.net, sip:scscf.home.net, 
sip:icscf.home.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net

RSeq: 9022

Content-length: 0

33. 180 Ringing (S-CSCF to I-CSCF) – see example in Table 8.1.2-33

S-CSCF forwards the 180 Ringing response to I-CSCF.

Table 8.1.2-33: 180 Ringing (S-CSCF to I-CSCF)

SIP/2.0 180 Ringing

Via: SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP pcscf1.visited.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-length: 

34. 180 Ringing (I-CSCF to P-CSCF) – see example in Table 8.1.2-34

I-CSCF forwards the 180 Ringing response to P-CSCF. 

Table 8.1.2-34: 180 Ringing (I-CSCF to P-CSCF)

SIP/2.0 180 Ringing

Via: SIP/2.0/UDP pcscf1.visited.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:Token(sip:scscf.home.net, sip:scscf2.home.net),
sip:icscf.home.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-length: 

Record-Route: 
entries to the left of I-CSCF’s entry are reversed and translated.

35. 180 Ringing (P-CSCF to UE) – see example in Table 8.1.2-35 

P-CSCF removes the Record-Route and Contact headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE.  

P-CSCF forwards the 180 Ringing response to UE.

Table 8.1.2-35: 180 Ringing (P-CSCF to UE)

SIP/2.0 180 Ringing

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Contact: sip:token4@pcscf1.visited.net

RSeq: 

Content-length: 

Contact: 
a locally unique token to identify the saved routing information

Editor’s Note: Additional QoS interactions to handle one-way media at this point (e.g. for PSTN ringback and announcements) is for further study.

36. PRACK (UE to P-CSCF) – see example in Table 8.1.2-36

UE indicates to the originating subscriber that the destination is ringing.  It acknowledges the 180 Ringing provisional response (35) with a PRACK request.

Table 8.1.2-36: PRACK (UE to P-CSCF)

PRACK sip:token4@pcscf1.visited.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
From: “Alien Blaster” <sip:B36(SHA-1(555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828

To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost

Cseq: 130 PRACK

Contact: sip:[5555::aaa:bbb:ccc:ddd]
Rack: 9022 127 INVITE

Content-length: 0
Request-URI: 
takes the value of the Contact header of the 180 Ringing response.

Via:, Contact:  
take the value of either the IP address or FQDN of the UE.

From:, To:, Call-ID:  copied from the 180 Ringing response so that they include any revised tag parameters.

Cseq: 
takes a higher value than in the previous request.

37. PRACK (P-CSCF to I-CSCF) – see example in Table 8.1.2-37

P-CSCF adds a Route header, with the saved value from the previous response.  P-CSCF identifies the proper saved value by the Request-URI.

P-CSCF forwards the PRACK request to I-CSCF.

Table 8.1.2-37: PRACK (P-CSCF to I-CSCF)

PRACK sip:icscf.home.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:Token(sip:scscf.home.net, sip:scscf2.home.net), 
sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net
From: 

To: 

Call-ID: 

Cseq: 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.visited.net
Rack: 

Content-length: 
38. PRACK (I-CSCF to S-CSCF) – see example in Table 8.1.2-38

I-CSCF forwards the PRACK request to S-CSCF.

Table 8.1.2-38: PRACK (I-CSCF to S-CSCF)

PRACK sip:scscf.home.net SIP/2.0

Via: SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP pcscf1.visited.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]
Route: sip:scscf2.home.net, sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net

Record-Route: sip:icscf.home.net
From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Rack: 

Content-length: 
39. PRACK (MO#1b to S-S) – see example in Table 8.1.2-39

S-CSCF forwards the PRACK request to the terminating endpoint, as per the S-CSCF to S-CSCF procedure. 

Table 8.1.2-39: PRACK (MO#1b to S-S)

PRACK sip:scscf2.home.net SIP/2.0

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP 
pcscf1.visited.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net

Record-Route: sip:scscf.home.net, sip:icscf.home.net
From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Rack: 

Content-length: 
40. 200 OK (S-S to MO#1b) – see example in Table 8.1.2-40

The destination endpoint responds to the PRACK request (39) with a 200 OK response.

NOTE: 
There are a number of different S-CSCF to S-CSCF flows, and the table represents a typical example of what one of these flows may produce. In this case, S-S#2 and MT#2 are assumed.

Table 8.1.2-40: 200 OK (S-S to MO#1b)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP 
pcscf1.visited.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf2.home.net, sip:scscf.home.net, 
sip:icscf.home.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net

Content-Length: 0

41. 200 OK (S-CSCF to I-CSCF) – see example in Table 8.1.2-41

S-CSCF forwards the 200 OK response to I-CSCF.

Table 8.1.2-41: 200 OK (S-CSCF to I-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP pcscf1.visited.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-Length: 

42. 200 OK (I-CSCF to P-CSCF) – see example in Table 8.1.2-42

I-CSCF forwards the 200 OK response to P-CSCF.

Table 8.1.2-42: 200 OK (I-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:Token(sip:scscf.home.net, sip:scscf2.home.net),
sip:icscf.home.net 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-Length: 

Record-Route: 
entries to the left of I-CSCF’s entry are reversed and translated.

43. 200 OK (P-CSCF to UE) – see example in Table 8.1.2-43

P-CSCF forwards the 200 OK response to UE.

Table 8.1.2-43: 200 OK (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Contact: sip:token5@pcscf1.visited.net

Content-Length: 

P-CSCF removes the Record-Route and Contact headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE. 

Contact: 
a locally unique token to identify the saved routing information

44. 200 OK (S-S to MO#1b) – see example in Table 8.1.2-44

When the called party answers, the terminating endpoint sends a 200 OK final response to the INVITE request (8), as specified by the termination procedures and the S-CSCF to S-CSCF procedures, to S-CSCF.

Table 8.1.2-44: 200 OK (S-S to MO#1b)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP 
pcscf1.visited.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf2.home.net, sip:scscf.home.net, 
sip:icscf.home.net

From: 

To: 

Call-ID: 

CSeq: 127 INVITE

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net

Content-Length: 0

45. Service Control

S-CSCF performs whatever service control is appropriate for the completed call

46. 200 OK (S-CSCF to I-CSCF) – see example in Table 8.1.2-46

S-CSCF sends a 200 OK final response along the signalling path back to I-CSCF. 

Table 8.1.2-46: 200 OK (S-CSCF to I-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP pcscf1.visited.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf2.home.net, sip:scscf.home.net, 
sip:icscf.home.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-Length: 

47. 200 OK (I-CSCF to P-CSCF) – see example in Table 8.1.2-47

I-CSCF sends the 200 OK final response to P-CSCF.

Table 8.1.2-47: 200 OK (I-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:Token(sip:scscf.home.net, sip:scscf2.home.net),


sip:icscf.home.net 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-Length: 

Record-Route: 
entries to the left of I-CSCF’s entry are reversed and translated.

48. 200 OK (P-CSCF to UE) – see example in Table 8.1.2-48

P-CSCF indicates the resources reserved for this session should now be committed, and forwards the 200 OK final response to the call originator.

Table 8.1.2-48: 200 OK (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Contact: sip:token6@pcscf1.visited.net

Content-Length: 

P-CSCF removes the Record-Route and Contact headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE. 

Contact: 
a locally unique token to identify the saved routing information

49. ACK (UE to P-CSCF) – see example in Table 8.1.2-49

UE starts the media flow for this session, and responds to the 200 OK (48) with an ACK request sent to P-CSCF.

Table 8.1.2-49: ACK (UE to P-CSCF)

ACK sip:token6@pcscf1.visited.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
From: “Alien Blaster” <sip:B36(SHA-1(555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828

To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost

Cseq: 131 ACK

Contact: sip:[5555::aaa:bbb:ccc:ddd]
Content-length: 0
50. ACK (P-CSCF to I-CSCF) – see example in Table 8.1.2-50

P-CSCF forwards the ACK request to I-CSCF.  

Table 8.1.2-50: ACK (P-CSCF to I-CSCF)

ACK sip:icscf.home.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:Token(sip:scscf.home.net, sip:scscf2.home.net), 
sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net
From: 

To: 

Call-ID: 

Cseq: 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.visited.net
Content-length: 
Request-URI:  
the first component of the saved Route header.

Route: 
saved from the 200 OK response (with first element moved to Request-URI).

Contact:  
a locally defined value that identifies the UE.

51. ACK (I-CSCF to S-CSCF) – see example in Table 8.1.2-51

I-CSCF determines the routing information, and forwards the ACK request to S-CSCF.

Table 8.1.2-51: ACK (I-CSCF to S-CSCF)

ACK sip:scscf.home.net SIP/2.0

Via: SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP pcscf1.visited.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]
Route: sip:scscf2.home.net, sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net

Record-Route: sip:icscf.home.net
From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Length: 
52. ACK (MO#1b to S-S) – see example in Table 8.1.2-52

S-CSCF forwards the ACK request to the terminating endpoint, per the S-CSCF to S-CSCF procedure. 

Table 8.1.2-52: ACK (MO#1b to S-S)

ACK sip:scscf2.home.net SIP/2.0

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP 
pcscf1.visited.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net

Record-Route: sip:scscf.home.net, sip:icscf.home.net
From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Length: 
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