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0
Abstract

This contribution gives examples of how the ideas discussed in N1-010095 would be implemented in 24.229.

1
Discussion

At the Beijing CN1 #15 meeting, N1-010095 discussed using requirements lists based on implementation conformance statement proformas as a means of documenting the requirements needed from the IETF SIP documentation, and the way it would be modified within 3GPP.

This material is still under preparation and has been disseminated with the purpose of stimulating an interchange of ideas, and does not represent a viewpoint of Lucent Technologies at this moment in time.

Note that these tables only change the status of a requirement and show that something that is optional in IETF, or conditional on a particular set of constraints, would become implemented as a more restrictived set of constraints, or mandatory in 3GPP.

Where new requirements are determined not covered by IETF (e.g. Path header) then requirements in text form will still have to be provided as a separate set of subclauses within 24.229.

Questions are welcome, either during the meeting, or by email to drage@lucent.com

Attachment

x.1
Introduction to methodology within this profile

This clause does not reflect dynamic conformance requirements but static ones. In particular, an condition for support of a PDU parameter does not reflect requirements about the syntax of the PDU (i.e. the presence of a parameter) but the capability of the implementation to support the parameter. 

In the sending direction, the support of a parameter means that the implementation is able to send this parameter (but it does not mean that the implementation always sends it). 

In the receiving direction, it means that the implementation supports the whole semantic of the parameter.

As a consequence, PDU parameter tables in this clause are not the same as the tables describing the syntax of a PDU in the reference specification, e.g. RFC2543bis [1] table 5. It is not rare to see a parameter which is optional in the syntax but mandatory in clause below.

The various statii used in this clause are in accordance with the rules in table x.1.

Table x.1: Key to status codes
Status code
Status name
Meaning

m
mandatory
the capability shall be supported. It is a static view of the fact that the conformance requirements related to the capability in the reference specification are mandatory requirements. This does not mean that a given behaviour shall always be observed (this would be a dynamic view), but that it shall be observed when the implementation is placed in conditions where the conformance requirements from the reference specification compel it to do so. For instance, if the support for a parameter in a sent PDU is mandatory, it does not mean that it shall always be present, but that it shall be present according to the description of the behaviour in the reference specification (dynamic conformance requirement).

o
optional
the capability may or may not be supported. It is an implementation choice.

n/a
not applicable
it is impossible to use the capability. No answer in the support column is required.

x
prohibited (excluded)
It is not allowed to use the capability. This is more common for a profile.

c <integer>
conditional
the requirement on the capability ("m", "o", "n/a" or "x") depends on the support of other optional or conditional items. <integer> is the identifier of the conditional expression.

o.<integer>
qualified optional
for mutually exclusive or selectable options from a set. <integer> is the identifier of the group of options, and the logic of selection of the options.

i 
irrelevant
capability outside the scope of the given specification. Normally, this notation should be used in a base specification ICS proforma only for transparent parameters in received PDUs. However, it may be useful in other cases, when the base specification is in fact based on another standard.

x.2
Roles

x.3
User agent role

x.3.1
Major capabilities

x.3.2
PDUs

Table x.1: Supported Methods

Item
PDU
Sending
Receiving



Ref.
RFC status
Profile status
Ref.
RFC status
Profile status


ACK request
[1] 4.2.2
m
m
[1] 4.2.2
m
m


BYE request
[1] 4.2.4
o

[1] 4.2.4
o



CANCEL request
[1] 4.2.5
o

[1] 4.2.5
o



INFO request
[2] 2
o

[2] 2
o



INVITE request
[1] 4.2.1
m
m
[1] 4.2.1
m
m


OPTIONS request
[1] 4.2.3
m
m
[1] 4.2.3
m
m


PRACK request
[3] 5.1
o

[3] 5.2
o



REGISTER request
[1] 4.2.6
o

[1] 4.2.6
n/a



response







Editor’s note: Optional status of BYE in RFC status is given because RFC states SHOULD (client and server).

Editor’s note: Optional status of REGISTER in RFC status is given because RFC states RECOMMENDED (client); for the UAS, not statement is made, but it is assumed that this therefore means n/a.

Editor’s note: Not sure how to handle the response PDUs. Should there be a separate response PDU row for each method, or can they be generalised into a single entry as shown above.

x.3.3
PDU parameters

Editor’s note: In the tables below it would be possible to delete the rows where the entries are not applicable. They have been included for completeness at the moment, to ensure that information has not been omitted.

Table x.2: Supported headers within the ACK request

Item
Header
Sending
Receiving



Ref.
RFC status
Profile status
Ref.
RFC status
Profile status


Accept
[1] 6.6
n/a
x
[1] 6.6
n/a



Accept-Encoding
[1] 6.7
n/a

[1] 6.7
n/a



Accept-Language
[1] 6.8
n/a

[1] 6.8
n/a



Alert-Info
[1] 6.9
n/a

[1] 6.9
n/a



Allow
[1] 6.10
o

[1] 6.10
o



Also
[1] 6.11
n/a

[1] 6.11
n/a



Authorization
[1] 6.12
o

[1] 6.12
o



Call-ID
[1] 6.13
m
m
[1] 6.13
m
m


Call-Info
[1] 6.14
n/a

[1] 6.14
n/a



Contact
[1] 6.15
o

[1] 6.15
o



Content-Disposition
[1] 6.16
o

[1] 6.16
o



Content-Encoding
[1] 6.17
o

[1] 6.17
o



Content-Language
[1] 6.18
o

[1] 6.18
o



Content-Length
[1] 6.19
m
m
[1] 6.19
m
m


Content-Type
[1] 6.20
m
m
[1] 6.20
m
m


Cseq
[1] 6.21
m
m
[1] 6.21
m
m


Date
[1] 6.22
o

[1] 6.22
o



Encryption
[1] 6.23
o

[1] 6.23
o



Error-Info
[1] 6.24
o

[1] 6.24
o



Expires
[1] 6.25
n/a

[1] 6.25
n/a



From
[1] 6.26
m
m
[1] 6.26
m
m


In-Reply-To
[1] 6.27
n/a

[1] 6.27
n/a



Max-Forwards
[1] 6.28
o

[1] 6.28
o



MIME-Version
[1] 6.29
o

[1] 6.29
o



Organization
[1] 6.30
n/a

[1] 6.30
n/a



Priority
[1] 6.31
n/a

[1] 6.31
n/a



Proxy-Authenticate – response only!!!
[1] 6.32


[1] 6.32




Proxy-Authorisation
[1] 6.33
o

[1] 6.33
o



Proxy-Require
[1] 6.34
o

[1] 6.34
o



Rack
[3] 5.1
o

[3] 5.2
o



Record-Route
[1] 6.35
o

[1] 6.35
o



Require
[1] 6.36
o

[1] 6.36
o



Response-Key
[1] 6.37
n/a

[1] 6.37
n/a



Retry-After
[1] 6.38
n/a

[1] 6.38
n/a



Route
[1] 6.39
o

[1] 6.39
o



Rseq – response only !!!
[3] 5.1


[3] 5.2




Server
[1] 6.40
o

[1] 6.40
o



Subject
[1] 6.41
n/a

[1] 6.41
n/a



Supported
[1] 6.42
n/a

[1] 6.42
n/a



Timestamp
[1] 6.43
o

[1] 6.43
o



To
[1] 6.44
m
m
[1] 6.44
m
m


Unsupported
[1] 6.45
o

[1] 6.45
o



User-Agent
[1] 6.46
o

[1] 6.46
o



Via
[1] 6.47
m
m
[1] 6.47
m
m


Warning
[1] 6.48
o

[1] 6.48
o



WWW-Authenticate
[1] 6.49
o

[1] 6.49
o


Editor’s note: Is the following table a suitable way of showing the contents of message bodies.

Table x.2: Supported message bodies within the ACK request

Item
Header
Sending
Receiving



Ref.
RFC status
Profile status
Ref.
RFC status
Profile status










Table x.2: Supported headers within the BYE request

Item
Header
Sending
Receiving



Ref.
RFC status
Profile status
Ref.
RFC status
Profile status










Table x.2: Supported headers within the CANCEL request

Item
Header
Sending
Receiving



Ref.
RFC status
Profile status
Ref.
RFC status
Profile status










Table x.2: Supported headers within the INVITE request

Item
Header
Sending
Receiving



Ref.
RFC status
Profile status
Ref.
RFC status
Profile status










Table x.2: Supported headers within the OPTIONS request

Item
Header
Sending
Receiving



Ref.
RFC status
Profile status
Ref.
RFC status
Profile status










Table x.2: Supported headers within the REGISTER request

Item
Header
Sending
Receiving



Ref.
RFC status
Profile status
Ref.
RFC status
Profile status










Table x.2: Supported headers within the response

Item
Header
Sending
Receiving



Ref.
RFC status
Profile status
Ref.
RFC status
Profile status










x.4
Proxy role (towards a user agent)

x.4.1
Major capabilities

x.4.2
PDUs

x.4.3
PDU parameters

x.5
Proxy role (towards another proxy)

x.5.1
Major capabilities

x.5.2
PDUs

x.5.3
PDU parameters

