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This proposal has been made in the form of additional amendments to N1-010198.

Introduction

This contribution introduces the use of Route header with the Path information into the mobile originated signalling flows.

Discussion

The following example shows the mobile originated call flow (MO#1) from Annex A - Section 8.1 of 24.228v020 .
8.1.1
(MO#1) Mobile origination, roaming, home control of services

This origination procedure applies to roaming subscribers under home control. The UE is located in a visited network, and determines the P-CSCF via the CSCF discovery procedure. During registration, the home network decides to exercise home control of calls by this UE, and therefore allocates a S-CSCF in the home network. The home network advertises either the S-CSCF or an I-CSCF as the entry point from the visited network. 

When registration is complete, P-CSCF knows the name/address of the next hop in the signalling path toward the serving-CSCF, either I-CSCF (if the home network wanted to hide their internal configuration) or S-CSCF (if there was no desire to hide the network configuration). I-CSCF, if it exists in the signalling path, knows the name/address of S-CSCF.
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Figure 8.xx

Procedure MO#1 is as follows:

1. UE sends the SIP INVITE request to the P-CSCF determined via the CSCF discovery mechanism.

Table 8.xx

INVITE <Called-Party-Identifier> SIP/2.0

Via: SIP/2.0/UDP UE#1.host

From: <sip:UE#1@home.com>

To: <Called-Party-Identifier>

Call-ID: 12345600@UE#1.host

CSeq: 1 INVITE

Contact: <sip:UE#1@home.com>

Content-Type: application/sdp

Content-Length: xxx

SDP material in this Body section.

2.
P-CSCF remembers (from the registration procedure) the next hop CSCF for this UE. 
The P-CSCF uses the Path header information that is stored on the P-CSCF during the registration to construct the Route header and the request URI to direct the INVITE request through the established path.
2a) 

Table xx

INVITE < s-cscf.home.com > SIP/2.0

Via: SIP/2.0/UDP p-cscf.visited.com

Via: SIP/2.0/UDP UE#1.host

From: <sip:UE#1@home.com>

To: <Called-Party-Identifier>

Call-ID: 12345600@UE#1.host

CSeq: 1 INVITE

Contact: <sip:UE#1@home.com>

Content-Type: application/sdp

Content-Length: xxx
Route: <sip:Called-Party-Identifier>
SDP material in this Body section.

This next hop is either the S-CSCF that is serving the visiting UE (choice (a)), or an I-CSCF within the home network that is performing the configuration hiding function for the home network operator (choice (b)).

(2a)
If the home network operator does not desire to keep their network configuration hidden, the name/address of the S-CSCF was provided during registration, and the INVITE request is forwarded directly to the S-CSCF.

(2b)
If the home network operator desires to keep their network configuration hidden, the name/address of an I-CSCF in the home network was provided during registration, and the INVITE request is forwarded through this I-CSCF to the S-CSCF.

(2b1)
P-CSCF forwards the INVITE request to I-CSCF

Table 8.xx

INVITE < i-cscf.home.com > SIP/2.0

Via: SIP/2.0/UDP p-cscf.visited.com

Via: SIP/2.0/UDP UE#1.host

From: <sip:UE#1@home.com>

To: <Called-Party-Identifier>

Call-ID: 12345600@UE#1.host

CSeq: 1 INVITE

Contact: <sip:UE#1@home.com>

Content-Type: application/sdp

Content-Length: xxx
Route: <sip:s-cscf.home.com >
Route: <sip:Called-Party-Identifier>
 SDP material in this Body section.

(2b2)
I-CSCF forwards the INVITE request to S-CSCF 

Table 8.xx

INVITE < s-cscf.home.com > SIP/2.0

Via: SIP/2.0/UDP i-cscf.home.com

Via: SIP/2.0/UDP p-cscf.visited.com 

Via: SIP/2.0/UDP UE#1.host

From: <sip:UE#1@home.com>

To: <Called-Party-Identifier>

Call-ID: 12345600@UE#1.host

CSeq: 1 INVITE

Contact: <sip:UE#1@home.com>

Content-Type: application/sdp

Content-Length: xxx
Route: <sip:Called-Party-Identifier>
 SDP material in this Body section.

 3. S-CSCF performs any origination service control required by this subscriber.

 S-CSCF forwards the request, as specified by the S-CSCF to S-CSCF procedures.

This SIP message assumes that message 2b2 is used to setup this call. In the case that message 2a is used the Via header containing the I-cscf .home.com is not included in the message.

Table 8.xx

INVITE <Called-Party-Identifier> SIP/2.0

Via: SIP/2.0/UDP s-cscf.home.com

Via: SIP/2.0/UDP i-cscf.home.com

Via: SIP/2.0/UDP p-cscf.visited.com 

Via: SIP/2.0/UDP UE#1.host

From: <sip:UE#1@home.com>

To: <Called-Party-Identifier>

Call-ID: 12345600@UE#1.host

CSeq: 1 INVITE

Contact: <sip:UE#1@home.com>

Content-Type: application/sdp

Content-Length: xxx

 SDP material in this Body section.

5.
The originating UE and the terminating UE co-operatively establish the bearer path for the media flow.

6.
The called UE may optionally perform alerting. If so, it signals this to the calling party.

7. When the called party answers, the called UE sends a SIP 200-OK final response, as specified by the termination procedures and the S-CSCF to S-CSCF procedures, to S-CSCF.

This SIP message assumes that message 2b2 is used to setup this call. . In the case that message 2a is used the Via header containing the I-cscf .home.com is not included in the message.

Table 8.xx

SIP/2.0 200 OK

Via: SIP/2.0/UDP s-cscf.home.com

Via: SIP/2.0/UDP i-cscf.home.com

Via: SIP/2.0/UDP p-cscf.visited.com 

Via: SIP/2.0/UDP UE#1.host

From: <sip:UE#1@home.com>

To: <Called-Party-Identifier>

Call-ID: 12345600@UE#1.host

CSeq: 1 INVITE

Contact: <sip:UE#2@home.com>

Content-Length: 0

8.
S-CSCF performs whatever service control is appropriate for the completed call

9.
S-CSCF sends a SIP 200-OK final response along the signalling path back to the call originator. Based on the choice made in (2) above, this response may either be sent directly from S-CSCF to P-CSCF (choice (a)), or be sent indirectly through I-CSCF firewall (choice (b)).

9a)

Table 8.xx

SIP/2.0 200 OK

Via: SIP/2.0/UDP p-cscf.visited.com 

Via: SIP/2.0/UDP UE#1.host

From: <sip:UE#1@home.com>

To: <Called-Party-Identifier>

Call-ID: 12345600@UE#1.host

CSeq: 1 INVITE

Contact: <sip:UE#1@home.com> 

Content-Length: 0

9b1)

Table 8.xx

SIP/2.0 200 OK

Via: SIP/2.0/UDP i-cscf.home.com

Via: SIP/2.0/UDP p-cscf.visited.com 

Via: SIP/2.0/UDP UE#1.host

From: <sip:UE#1@home.com>

To: <Called-Party-Identifier>

Call-ID: 12345600@UE#1.host

CSeq: 1 INVITE

Contact: <sip:UE#1@home.com> 

Content-Length: 0

9b2)

Table 8.xx

SIP/2.0 200 OK

Via: SIP/2.0/UDP p-cscf.visited.com 

Via: SIP/2.0/UDP UE#1.host

From: <sip:UE#1@home.com>

To: <Called-Party-Identifier>

Call-ID: 12345600@UE#1.host

CSeq: 1 INVITE

Contact: <sip:UE#1@home.com> 

Content-Length: 0

10. P-CSCF sends a SIP 200-OK final response to the call originator

Table 8.xx

SIP/2.0 200 OK

Via: SIP/2.0/UDP UE#1.host

From: <sip:UE#1@home.com>

To: <Called-Party-Identifier>

Call-ID: 12345600@UE#1.host

CSeq: 1 INVITE

Contact: <sip:UE#1@home.com> 

Content-Length: 0

11-13. UE responds to the final response with a SIP ACK message which is forwarded via the P-CSCF and S-CSCF.

11.

Table 8.xx

ACK <Called-Party-Identifier> SIP/2.0

Via: SIP/2.0/UDP UE#1.host

From: <sip:UE#1@home.com>

To: <Called-Party-Identifier>

Call-ID: 12345601@UE#1.host

CSeq: 1 ACK

Content-Length: 0

12 a)

Table 8.xx

ACK <Called-Party-Identifier> SIP/2.0

Via: SIP/2.0/UDP p-cscf.visited.com 

Via: SIP/2.0/UDP UE#1.host

From: <sip:UE#1@home.com>

To: <Called-Party-Identifier>

Call-ID: 12345601@UE#1.host

CSeq: 1 ACK

Content-Length: 0

12b1)

Table 8.xx

ACK <Called-Party-Identifier> SIP/2.0

Via: SIP/2.0/UDP p-cscf.visited.com 

Via: SIP/2.0/UDP UE#1.host

From: <sip:UE#1@home.com>

To: <Called-Party-Identifier>

Call-ID: 12345601@UE#1.host

CSeq: 1 ACK

Content-Length: 0

12b2)

Table 8.xx

ACK <Called-Party-Identifier> SIP/2.0

Via: SIP/2.0/UDP i-cscf.home.com

Via: SIP/2.0/UDP p-cscf.visited.com 

Via: SIP/2.0/UDP UE#1.host

From: <sip:UE#1@home.com>

To: <Called-Party-Identifier>

Call-ID: 12345601@UE#1.host

CSeq: 1 ACK

Content-Length: 0

13.

Editor’s note: Note here that the firewall I-CSCF is used. This is not shown in the flow from 23.228. It should also be noted here that message 12 should be broken down into (12a) and (12b1) and (12b2) as message 2 is broken up.

Table 8.xx

ACK <Called-Party-Identifier> SIP/2.0

Via: SIP/2.0/UDP s-cscf.home.com 

Via: SIP/2.0/UDP i-cscf.home.com

Via: SIP/2.0/UDP p-cscf.visited.com 

Via: SIP/2.0/UDP UE#1.host

From: <sip:UE#1@home.com>

To: <Called-Party-Identifier>

Call-ID: 12345601@UE#1.host

CSeq: 1 ACK

Content-Length: 0

