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1 Proposal

It has been decided that TS24.229 will contain Protocol Implementation Conformance Statement (PICS) proforma specifications, as the mechanism to define the requirements for the use of the SIP protocol.

As an aid in producing such a specification, it is proposed that the following text be included as an Informative Annex in TS24.229 as a basis for further contributions.

X
SIP Procedures for UE

This section describes the messages required to support IP Multi-Media Sessions between UEs that use SIP Signaling. The messages sent from one UE to another through a network of CSCFs. 

An INVITE message and 183-Session-Progress response is used to exchange capabilities and set-up call state in the network prior to alerting the user. The INVITE message and its status response go through the CMS/Proxies.  Successful completion of the initial handshake triggers the resource reservation process. Following a successful end-to-end reservation of resources, a COMET message is sent, which triggers a 180-Ringing response and (when the call is answered) a 200-OK final response.   Each of the provisional responses to the INVITE request generate a PRACK/200-OK exchange to confirm the delivery of the provisional response.

Consider a call with the following properties:

Attributes associated with end-points
Origination
Destination
Example

Name
User-o
User-t
John Doe

Hostname
Host-o
Host-t
mta.com

UE address 
Host(ue-o)
Host(ue-t)
44.20.0.3, or mta.provider

UE port number
Port(ue-o)
Port(ue-t)
1234

Proxy-CSCF address
Host(pcscf-o)
Host(pcscf-t)
192.136.26.6, or dp.provider

Telephone number
E.164-o
E.164-t
123-456-7890

Media Authorization Token
AuthID-o
AuthID-t
37S21718

Attribute associated with Calls
Notation
Comments

Call-ID
ID
Random string, unique within a call. Suggested implementation is an alphanumeric encoding of a SHA-1 or MD5 cryptographic hash of local provisioned parameters (e.g. phone number) combined with a timestamp and a sequence number.  

Call Sequence Number 
no
Random starting sequence number chosen by originating UE for the initial INVITE request.


no+1

no+2

no+3

etc.
Numeric value one (or two, or three) greater than the Call-Sequence-Number value used in initial INVITE request sent by originating UE for the same call leg.




ni
Call sequence number value used in a mid-call request message.  If sent by originating UE, this value is one greater than the most recent request sent by originating UE for this call leg.  

Each client has an independently managed call sequence number for each call instance at that client.

For the first request sent by terminating UE, this value is a random starting sequence number chosen by terminating UE (nt). For a subsequent request sent by terminating UE, this value is one greater than the most recent request sent by terminating UE for this call leg.

Provisional Response Sequence Number
xt

xt+1

xt+2

etc.
Sequence number used in requesting an acknowledgement to a provisional response.  If the first request for PRACK, this value is a random starting sequence number.  If a subsequent request for a PRACK, this value is one greater than the most recent provisional response sequence number sent.

All signaling messages are based on the Session Initiation Protocol (SIP), as specified in RFC 2543. Necessary extensions and changes to the protocol specified in the RFC are presented in TS 24.229. The UE MUST support the INVITE, ACK, BYE, CANCEL, PRACK, COMET and REGISTER request methods, and MAY support the OPTIONS Request method. The UE MUST be capable of generating status responses to all valid SIP requests. 

X.1
Retransmission, Reliability, and Recovery Strategy

The UE MUST implement a retransmission timer to recover from lost request message.  RFC2543 defines a scheme based on two timer values, T1 and T2, where the retransmission interval starts at T1 seconds, and is doubled, with each attempt (up to a limit of T2 seconds), with a maximum number of retransmissions. UEs MUST implement this retransmission strategy, and MUST allow the value of T1 to be dependent on the request message being sent.

The UE MUST implement a retransmission timer to recover from lost final responses to INVITE requests.  RFC2543 defines a scheme based on two timer values, T1 and T2, where the retransmission interval starts at T1 seconds, and is doubled, with each attempt (up to a limit of T2 seconds), with a maximum number of retransmissions. UEs MUST implement this retransmission strategy, and MUST allow the value of T1 to be dependent on the response message being sent.

The UE MUST implement a retransmission timer to recover from lost provisional responses to INVITE requests.  Draft-ietf-sip-100rel defines a scheme based on two timer values, T1 and T2, where the retransmission interval starts at T1 seconds, and is doubled, with each attempt (up to a limit of T2 seconds), with a maximum number of retransmissions. UEs MUST implement this retransmission strategy, and MUST allow the value of T1 to be dependent on the response message being sent.

In addition to the mechanisms defined in RFC2543, UEs MUST implement an additional timer, called T3 in this specification, that starts at certain predetermined events in the call setup sequence.  On expiration of this timer, the UE MUST abort the current request and return to a known idle state.  On receipt of the first provisional response to an INVITE, the originating UE sets this timer to value T-setup. On receipt of a 180-Ringing provisional response to an INVITE, the originating UE resets this timer to T-Ringback.  On receipt of a final response, the originating UE cancels this timer.  On receipt of an INVITE message, the terminating UE sets this timer to T-Resource.  On sending 180-Ringing, the terminating UE resets this timer to T-Ringing.  On receipt of ACK, the terminating UE cancels this timer.  Default values for all of these timers (T-setup, T-Ringback, T-Resource, and T-Ringing) are FFS.

Editor’s Note:  Default values for the timers are FFS.

An UE receiving a SIP request MAY send a 100-Trying provisional response to any request, and SHOULD send the 100-Trying provisional response if another (provisional or final) response will not be sent within 200ms of receipt of the request.  

The UE SHOULD use the reliable-provisional-response facility of SIP to ensure delivery of all provisional responses other than the 100-Trying.

X.2
General Requirements for SIP Message Headers

The table below lists general syntax and processing requirements for SIP header extensions in SIP messages received or sent by UEs.  The table also lists any additional requirements or exceptions for standard headers in SIP messages received or sent by UEs.  All other headers are processed by the UE according to the requirements listed in RFC2543. 

Header Name
Direction
Presence
Requirements, Comments

Request Line
UE to Proxy-CSCF
!
MUST conform to rules for URLs as stated in TS 24.229

If private-param is present, Proxy-CSCF decrypts and validates the URL contents using its private key.  


Proxy-CSCF to UE
!
MUST conform to rules for URLs as stated in TS 24.229, but MUST NOT have private-param in request line.

MUST identify a line termination on the UE in the initial INVITE request of the call leg.

Via
UE to Proxy-CSCF
!
MUST be IP address or FQDN of UE  

In responses from UEs:  Proxy-CSCF MUST recover and replace the unencrypted Via list saved from request, and MUST forward the response to the address in the next Via header.


Proxy-CSCF to UE
!
Proxy-CSCF copies and saves the Via headers received in all requests sent to UEs. 

The topmost Via header is added by the Proxy-CSCF, is an IP address or FQDN, and is unencrypted. 

Supported
UE to Proxy-CSCF
!
MUST be present, and include “100rel”


Proxy-CSCF to UE
!
Is forwarded without modification

From
UE to Proxy-CSCF
!
MUST be provided by originating UE to Originating Proxy-CSCF in initial INVITE


Proxy-CSCF to UE

Is forwarded without modification

To
UE to Proxy-CSCF
!
MUST be provided by originating UE to Originating Proxy-CSCF in initial INVITE


Proxy-CSCF to UE

Is forwarded without modification

Call-ID
UE to Proxy-CSCF

Proxy-CSCF to UE
!
MUST be provided by originating UE to Originating Proxy-CSCF in initial INVITE




Is forwarded without modification

Contact
UE to Proxy-CSCF
O
MUST be provided by originating UE to Originating Proxy-CSCF in initial INVITE.  MUST be provided by terminating UE in first 1xx, 2xx, or 3xx (except 100) response of call-leg to Terminating Proxy-CSCF.

In an INVITE or 1xx-2xx response, MUST be a SIP-URL in either IPv6 or FQDN form, as described in TS 24.229, and MUST NOT contain a private-param

In a 3xx response, MUST be present, and be either a SIP-URL (possibly with “user=phone”) or Tel: URL


Proxy-CSCF to UE
O
Is provided by Terminating Proxy-CSCF to terminating UE in initial INVITE.  Is provided by Originating Proxy-CSCF in first 1xx, 2xx, or 3xx (except 100) response of call-leg to originating UE.

In an INVITE or 1xx-2xx response, is a SIP-URL in either IPv6 or FQDN form, as described in TS 24.229, and does not contain a private-param

In a 3xx response, is a SIP-URL containing a private-param

Media-Authorization
UE to Proxy-CSCF
X
MUST NOT be present in messages sent by UEs to Proxy-CSCFs..


Proxy-CSCF to UE
O
Is provided by Terminating Proxy-CSCF to terminating UE in initial INVITE of call-leg. 

Is provided by Originating Proxy-CSCF in first 183 response of call-leg to originating UE.

Remote-Party-ID
UE to Proxy-CSCF
O
SHOULD be provided by originating UE to Originating Proxy-CSCF in initial INVITE, and verified by Originating Proxy-CSCF.  

SHOULD be provided by terminating UE in first non-100 response to Terminating Proxy-CSCF, and verified by Terminating Proxy-CSCF


Proxy-CSCF to UE
O
Is provided by Terminating Proxy-CSCF to terminating UE in INVITE message.

Is provided by Originating Proxy-CSCF to originating UE in first 1xx, 2xx, or 3xx (except 100) response to INVITE.

Anonymity
UE to Proxy-CSCF
O
MAY be provided by originating UE to Originating Proxy-CSCF in initial INVITE.  

MAY be provided by terminating UE in first non-100 response of call-leg to Terminating Proxy-CSCF. 

MAY be present in INVITE requests that contain Also or Replaces headers.

MUST be provided if UE desires anonymity. If not present, default value is “Off”


Proxy-CSCF to UE
X


KEY:

Code:
Meaning
Direction:
Requirements

!
MUST be present
UE to Proxy-CSCF
UE MUST supply this header.

Proxy-CSCF MUST verify its contents



Proxy-CSCF to UE
Proxy-CSCF MUST supply this header.

UE MUST verify its contents

X
MUST NOT be present
UE to Proxy-CSCF
UE MUST NOT supply this header

Proxy-CSCF MUST verify it is not present.



Proxy-CSCF to UE
Proxy-CSCF MUST NOT supply this header

UEs MAY verify it is not present

O
MAY be present

No requirement beyond those specified in table above

X.3
Session Initiation Procedures

The basic INVITE message sequence for a call setup include the INVITE/183-Session-Progress/180-Ringing(optional)/200-OK/ACK exchange, a COMET/200-OK exchange, and one or two PRACK/200-OK message exchanges.  These are discussed in the following subsections.

The request messages and the status responses go through the Proxy-CSCFs. 

The following sections trace a basic call from origination to completion, and give the requirements for each message exchange.  It therefore switches viewpoints, from origination to termination, and back.  For procedures followed by originating UE initiating a call, see sections X.3.1, X.3.3, X.3.6, X.3.8, and X.3.9.  For procedures followed by terminating UE in terminating a call, see sections X.3.2, X.3.4, X.3.5, and X.3.7.  A conformant UE MUST implement the procedures in all of these subsections.

These procedures utilize the extension of the syntax of the INVITE message SDP body with an attribute that permits caller and callee to exchange capabilities and to reserve necessary network resources prior to alerting the user.  The initial exchange consists of INVITE followed by 183-Session-Progress and a provisional acknowledgement (PRACK).  Following this exchange, both UEs know sufficient information to reserve the resources that will be needed to complete the call.  Once those resources have been reserved, the call originator sends a COMET message, and the destination continues the normal SIP processing with a 180-Ringing or 200-OK.

The behavior below also shows the procedures for call forwarding (unconditional and busy) and call forwarding (no answer).

Editor’s Note:  The procedures for call forwarding (i.e. handling of 3xx responses) are not yet finalized by S2, and are subject to change. 

X.3.1
UE Sending INVITE Request to initiate a session

In order to initiate a connection, an UE MUST send a SIP INVITE message to its Proxy-CSCF. The format of the INVITE message sent by the UE and the requirements on the header fields are as follows.  

INVITE: (UE -> P-CSCF)

Header:  
Requirements on UE for message generation 

and on Originating Proxy-CSCF for message checking

INVITE SIP-URL SIP/2.0


Request line MUST be present. 

The request  method  MUST be set to INVITE.

The Request URI MUST be a valid URL.

Via: SIP/2.0/UDP Host(ue-o)
MUST be present.

MUST contain the IP address or FQDN of the originating UE.

MUST represent the same calling party as Contact: and Remote-Party-ID: headers

Supported: 100rel
MUST be present.  MUST indicate “100rel”

Proxy-Require:
MAY be present.  

If value of Anonymity header is other than ‘off’’, then Proxy-Require MUST be present and MUST indicate “privacy”.

Remote-Party-ID: [USER-o] <tel:E.164-o>
SHOULD be present. 

Represents the same calling party as Via: and Contact: headers.

URL MUST contain the phone number of the calling party, either as a tel: URL, or as a SIP-URL with telephone-subscriber syntax and user=phone.  

Display-name MAY be present, and if present, MUST be one of a set of preprovisioned names allowed for the calling party.

Anonymity: 
MUST be present if caller desires anonymity. Otherwise MAY be present.

MUST be either OFF, FULL, URL, NAME, IPADDR, or a valid combination.

If the caller has not requested privacy, MUST set to OFF. 

If the caller has requested privacy, MUST set to FULL, or a combination of URL, NAME, and IPADDR.

From: 

  
The From: header MUST be present. 

It MAY identify the caller by name, IP address, or by phone number

If Anonymity is FULL, URL, Name or IPAddr, the username in addr-spec MUST be a random string that ensures privacy of the caller, the hostname MUST be the non-identifying name “localhost”, and the display-name MUST be omitted. 

The triple (From, To, CallID) uniquely identifies the call at originating UE and terminating UE 

To: 


The To: Header MUST be present. 

The To: header  MAY contain the URI of the callee

If Anonymity is OFF, then the To: header SHOULD contain a tel: URI with the dialed digits.

If Anonymity is FULL or URL or NAME, then the username in addr-spec MUST be a random string that is different from the From: header, the hostname MUST be the non-identifying name “ localhost”, and the display-name MUST be omitted.

Call-ID: ID
MUST be present.  

MUST be a unique string. Call-ID is an ASCII encoding of a random number designed to be unique over a period of several months.

CSeq: no INVITE
MUST be present.

Call sequence number “no”  and the request method  MUST be present.

Contact: sip:Host(ue-o)
MUST be present. MUST be a SIP-URL in either IPv6 or FQDN form.

MUST represent the same endpoint as  the Via: header

Content-Type: application/sdp 
MUST be present. MUST be ‘application/sdp’..

Content-length: (…)
MUST be present


An empty line (CRCR, LFLF, or CRLFCRLF) MUST be present between the headers and the message body.

v=

o= 

s= 

c=

b=

t=

a=

m= 
MUST be a SDP description. 

The session description MUST include the list of CODECs originating UE is willing to support for this connection.  It MUST include on the media (m=) line the preferred CODEC for which resources MUST be available in the UE, and available to receive and play payload packets.  It MAY include alternatives available on the media (m=) line.

The SDP MUST include a qos precondition of the form “a=qos:mandatory”


The retransmission timer (T1) for this message SHOULD be set to T-invite-request.  The default value of (T-invite-request) is FFS.  

Editor’s Note: Default timer values are FFS.

If any of the required fields are missing or if any of the required fields are improperly formatted, the Proxy-CSCF (Originating Proxy-CSCF) MUST respond with an appropriate 4xx, 5xx, or 6xx error code.   Originating Proxy-CSCF SHOULD record this error event for OA&M purposes.

Editor’s Note: Error logging requirements not yet defined.

The originating Proxy-CSCF verifies the URL in the Remote-Party-ID header, corrects it if incorrect, and inserts it if missing.

Editor’s Note: Authorization and Authentication procedures are not yet defined.

The originating Proxy-CSCF locates the Serving-CSCF associated with the UE and sends the INVITE request to that Serving-CSCF. 

The originating Proxy-CSCF MAY send a 100-Trying provisional response to originating UE, and MUST send the 100-Trying provisional response if it is unable to generate a provisional or final response within 200ms.  The 100-Trying message MUST be as described in the following table.

100-Trying: (P-CSCF -> UE)

Header :
Requirement of Proxy-CSCF for message generation

Requirement of UE for message checking

SIP/2.0 100 Trying
Status line with status code 100 MUST be present.

Via: SIP/2.0/UDP Host(ue-o) 
MUST be copied from received INVITE message.

From: 
From, To, CallID and CSeq MUST be copied from received INVITE message, and a tag-param MAY be added, as per RFC2543.

To: 


Call-ID: 


CSeq: 


On receipt of a 100-Trying provisional response, the retransmission timer T1 MUST be cancelled, and the transaction timer (T3) for this exchange SHOULD be set to T-setup.  The default value of (T-setup) is FFS. On expiration of T3, the UE MUST clear the call attempt, and send a CANCEL message to its Proxy-CSCF with the same values of Request-URI, From, To, and CallID, as given in Section X.3.9.

X.3.2
UE Receiving INVITE Request to Initiate a Session

The terminating Proxy-CSCF receives an INVITE message and locates the IP address of the called UE. 

Terminating Proxy-CSCF inserts the Media-Authorization header. This header contains the identification information for this particular call in the terminating access network. 

If the caller has requested privacy with Anonymity: Full or URL, the terminating Serving-CSCF replaces the URL in the Remote-Party-ID header with a private URL and adds “rpi-id=private.”  The private URL is formed by encrypting the original URL with the S-CSCF’s privately held key, placing the resulting string as the username, inserting the CSCF name as hostname, and adding a url-parameter of “private.”  If the caller has requested privacy with Anonymity: Full or Name, S-CSCF deletes the display-name in the Remote-Party-ID header.  If the callee has not subscribed to calling-name delivery, then S-CSCF deletes the display-name in the Remote-Party-ID header.  If the callee has not subscribed to calling-number delivery, then S-CSCF replaces the URL in the Remote-Party-ID header with a private URL (as described above) and adds “rpi-id=na.”  S-CSCF deletes the Anonymity header from the INVITE message.

Terminating Proxy-CSCF removes the Via and Record-Route headers from the received message, and saves them. This information is not present in the INVITE message sent to the UE.  The Proxy-CSCF creates a new Via header, and inserts its address.

The terminating Proxy-CSCF forwards the resulting INVITE to terminating UE.  The request that is sent to the terminating UE MUST adhere to the requirements given in the table below.  

Invite: (P-CSCF -> UE)

Header:
Requirement of Proxy-CSCF

INVITE URL SIP/2.0
MUST be present.

URL MUST be sufficient for the UE to determine the proper line being addressed.

Via: SIP/2.0/UDP Host(pcscf-t);branch=x
At least a single Via: header MUST be present.  The topmost Via MUST be unencrypted and MUST contain the IP address or FQDN of the terminating Proxy-CSCF.  MUST include branch=x, where x is a unique value for this transaction.  Other VIA headers SHOULD be removed or encrypted.  If Anonymity is FULL or IPADDR, then the Via headers MUST be removed or encrypted.

Supported: 100rel
MUST be present.  MUST indicate 100rel

Remote-Party-ID: [display-name] <SIP-URL>
MUST be present.  MUST be modified per  the requirements for anonymity. 



Media-Authorization: AuthID-t
MUST be added by Terminating Proxy-CSCF.  MUST contain the Authorization ID to be used for resource reservation at terminating UE.

From: 
MUST be present.

MUST be copies of same headers received in the request from originating endpoint.



To: 


Call-ID: 


CSeq: 


Contact: 
MUST be present.

If Anonymity: header is set to Full or IPADDR, Contact: header MUST contain FQDN or IP address of P-CSCF ; otherwise MAY be a copy of the Contact: header received in the request from originating endpoint.

Content-Type: application/sdp 
MUST be present..

Content-length: (…)
MUST be present.


An empty line (CRCR, LFLF, or CRLFCRLF) MUST be present between the headers and the message body.

V=

o=

s=

m=

c=

a=X-pc-secret:
MUST be present.

MUST contain a line with “a=X-pc-secret” providing the encryption key (e.g. Clear:RC4/WhenInTheCourseOfHumanEvents)

MUST contain a qos precondition of the form “a=qos:mandatory”

Editor’s Note: Use of media encryption, and establishment of key for media encryption, is FFS.  Above use of X-pc-secret entry in SDP is subject to change.

The retransmission timer (T1) for this message SHOULD be set to T-invite-request.  The default value of (T- invite-request) is FFS.  Retransmissions MUST stop on receipt of any response.  

Editor’s Note:  Default value of timer is FFS.

When the provisioned number of message retransmissions is exceeded for an INVITE without any response, the proxy MUST consider the UE unreachable.  The Proxy-CSCF MUST return a 480-Temporarily-Unavailable error response.  If the UE has subscribed and registered for call-forwarding, the S-CSCF will return a 302-Moved-Temporarily to the originator.

Editor’s Note:  Handling of 3xx responses and call forwarding not yet firm.

A UE MUST be capable of receiving an INVITE message from its Proxy-CSCF at any time. The INVITE message received at the terminating UE is shown in the table below. The Requirements shown for this message specify the actions required of the UE if the field is not present or is not in the correct format. 

An UE receiving an INVITE MUST use information in the Remote-Party-ID header for calling-identity delivery, which is the information verified by the CSCFs.  Information contained in the display-name string in the From header MUST NOT be used as authenticated calling-identity, as this is supplied by the originating user and not verified by the CSCFs.

Invite: (P-CSCF -> UE)

Header:
Requirement of UE

INVITE URL  SIP/2.0
MUST be present. URL MUST be sufficient for the UE to determine the proper line being addressed.

Via: SIP/2.0/UDP Host(pcscf-t)
At least a single Via: header MUST be present. 

Supported: 100rel
MUST be present.  MUST indicate 100rel.  MAY also indicate other extensions.

Remote-Party-ID: [display-name] <URL>
MUST be present.  MUST be used for Calling-Number and Calling-Name delivery service. 

Media-Authorization: 
MUST be present. Value MUST be used for resource reservations.

From: 
From:,To:, Call-ID:, and CSeq  MUST be present.  These are a direct copy of the corresponding headers from the INVITE message sent by originating UE through its Proxy-CSCF. The terminating Proxy-CSCF does not modify any of these header fields.

To: 


Call-ID: 


CSeq: 


Contact: 
MUST be present.. 

Content-Type: application/sdp 
MUST be present..

Content-length: (…)
MUST be present.


An empty line (CRCR, LFLF, or CRLFCRLF) MUST be present between the headers and the message body.

v=

o=

s=

c=

b=

t=

a=

m=
SDP description of media stream requested by the call originator MUST be present.



If the headers indicated in the above table are not present in the received INVITE, the UE MUST not accept the call and MUST generate the appropriate client 4xx response, as shown in X.3.7.3.

The UE stores the INVITE message for the duration of the call.  The Media-Authorization header value is used for resource allocation.  The value of Remote-Party-ID is used for caller-ID display.  The Contact header is used for mid-call changes, such as call clearing, transfer and three-way-calling.

X.3.2.1
Destination UE Sending 183-Session-Progress response to INVITE

The terminating UE examines the capability parameters in the SDP part of the message (the m= line) and determine which media channel parameters it can accommodate for this call.  

If the UE is willing to accept the call, a response as shown below MUST be sent to the address in the topmost Via header (typically the terminating UE’s P-CSCF).

The terminating UE MUST send a 183-Session-Progress response including the following headers and contents.  The response’s session description MUST indicate the CODECs that terminating UE is willing to support, and MUST be a subset of those received in the INVITE.  Upon receiving the 183-Session-Progress message, P-CSCF MUST verify that all required headers and fields are present and formatted as shown in the table below. 

183-Session-Progress: 

(UE -> P-CSCF)

Header :
Requirement of UE for message generation

Requirement of Proxy-CSCF for message checking

SIP/2.0 183 Session Progress
Status line with status code 183 MUST be present.

Via: 
MUST be copied from received INVITE message. 

Remote-Party-ID: [User-t] <tel:E.164-t>
SHOULD be present. 

Represents the same calling party as the Contact: header.

URL MUST contain the phone number of the called party, either as a tel: URL, or as a SIP-URL with telephone-subscriber syntax and user=phone.  

Display-name MAY be present, and if present, MUST be one of a set of preprovisioned names allowed for the called party.

Anonymity: 
If the Call-ee has requested privacy, this header MUST be present and MUST be FULL, URL, NAME, IPADDR, or a valid combination of them.  If the callee has not requested privacy, this header MAY be present, and if present, MUST be OFF.

From: 
From, To, CallID and CSeq MUST be copied from received INVITE message, and a tag-param MAY be added, as per RFC2543.

To: 


Call-ID: 


CSeq: 


Contact: sip:Host(ue-t)
MUST be inserted by terminating UE as the address for future direct signaling messages to terminating UE. MUST be a SIP-URL in either IPv6 or FQDN form. 

MUST represent the same party as Remote-Party-ID.

Content-disposition: precondition
MUST be present.  MUST contain ‘precondition’

Rseq: xt
MUST be present.  MUST contain the initial random sequence number chosen by terminating UE.

Content-Type: application/sdp 
MUST be present...
The response to INVITE must contain  the SDP description of the media stream to be sent to terminating UE.  

Content-length: (…)
MUST be present


An empty line (CRCR, LFLF, or CRLFCRLF) MUST be present between the headers and the message body.

V=

o=

s=

c=

b=

t=

a=

m=
MUST be present.

SDP description of media streams acceptable to terminating UE.

MUST contain a line ‘a=qos:mandatory’ with attribute ‘confirm’



The retransmission timer (T1) for this message SHOULD be set to T-invite-response.  The default value of (T-invite-response) is FFS.  Retransmissions MUST stop on receipt of the matching PRACK.  

Editor’s Note: Default value of retransmission timer is FFS.

X.3.2.2
Destination UE Sending 3xx-Redirect response to INVITE

Editor’s Note:  Use of 3xx response for forwarding not yet decided by S2.  This section 
subject to change.

If the terminating UE wishes to forward the call (e.g. if call-forwarding-unconditional or call-forwarding-busy is enabled at the UE), a 302-Redirect status response MUST be sent to Proxy-CSCF with the forwarded-to destination URI in the contact header. 

302-Redirect: (UE -> P-CSCF)

Header
Requirement on UE for message generation

Requirement on Proxy-CSCF for message checking

SIP/2.0 302 Moved Temporarily
Status line header MUST be inserted by terminating UE. It MUST include the SIP version number and the three digit status code.

Via:
MUST be copied from the INVITE message

Remote-Party-ID: [User-t] <tel:E.164-t>
SHOULD be present. 

Represents the same calling party as Contact: header.

URL MUST contain the phone number of the called party, either as a tel: URL, or as a SIP-URL with telephone-subscriber syntax and user=phone.  

Display-name MAY be present, and if present, MUST be one of a set of preprovisioned names allowed for the called party.

Anonymity: 
If the Call-ee has requested privacy, this header MUST be present and MUST be FULL, URL, NAME, IPADDR, or a valid combination.  If the callee has not requested privacy, this header MAY be present, and if present, MUST be OFF.

From: 
From, To, CallID, and Cseq headers MUST be copied from INVITE message. 



To: 


Call-ID: 


Cseq:  


Contact: URI
MUST be inserted by terminating UE and carries the new destination information. It MUST be a valid URI.

If the new destination is a telephone number, then the format of the URI MUST be a tel: URI where the URI contains the sequence of dialed digits, including any prefixes.

Expires:
MAY be present

The originating UE’s S-CSCF processes the redirect 3xx response. 

The retransmission timer (T1) for this message SHOULD be set to T-response.  The default value of (T-response) is FFS.  Retransmissions MUST stop on receipt of ACK.

Editor’s Note:  Default values of timers is FFS.

If terminating UE does not subscribe to the Call Forwarding service, or if any of the header verification checks fail, Terminating S-CSCF MUST send a 480-Temporarily-Unavailable error response to the originating endpoint, and MUST send a CANCEL to the terminating UE.  Otherwise, P-CSCF MUST send an ACK message to terminating UE.  The required fields of the message are as shown below. The transaction between terminating UE and P-CSCF is now complete.

ACK: (P-CSCF -> UE)

Header:
Requirement at Proxy-CSCF

ACK SIP-URL SIP/2.0
The Response line MUST be present.  URL MUST be copy of URL from INVITE request.

Via:
MUST be present.  MUST be the IP address or FQDN of Terminating Proxy-CSCF.

From: 
MUST be present.

MUST be copies of same headers in Request from originating endpoint.

To: 


Call-ID: 


Cseq: no  ACK
Sequence number MUST be copy of CSEQ value in request from originating endpoint, method MUST indicate ACK

X.3.2.2
Destination UE Sending other status response to INVITE

A final error response, 4xx, 5xx, or 6xx response, MUST be sent as per RFC2543.  This includes, but is not limited to, 486-Busy Here.  The error response MUST be generated as follows.

Error: (UE -> P-CSCF)

Header:
Requirement on UE for message generation

Requirement on Proxy-CSCF for message checking

SIP/2.0 xxx
Status line header MUST be inserted by terminating UE. It MUST include the SIP version number and the three digit status code.

Via:
MUST be copied from the INVITE message

Remote-Party-ID: [User-t] <tel:E.164-t>
SHOULD be present. 

Represents the same calling party as Contact: header.

URL MUST contain the phone number of the called party, either as a tel: URL, or as a SIP-URL with telephone-subscriber syntax and user=phone.  

Display-name MAY be present, and if present, MUST be one of a set of preprovisioned names allowed for the called party.

Anonymity: 
If the Call-ee has requested privacy, this header MUST be present and MUST be FULL, URL, NAME, IPADDR, or valid combination.  If the callee has not requested privacy, this header MAY be present , and if present, MUST be OFF.

From: 
From, To, CallID, and Cseq headers MUST be copied from INVITE message. 



To: 


Call-ID: 


Cseq:  


The retransmission timer (T1) for this message SHOULD be set to T-response.  The default value of (T-response) is FFS.  Retransmissions MUST stop on receipt of ACK.

Editor’s Note: Default value of timers is FFS.

The terminating P-CSCF MUST send an ACK message to acknowledge the error response.

ACK: (P-CSCF -> UE)

Header:
Requirement at Proxy-CSCF for message generation

Requirement at UE for message checking

ACK URL SIP/2.0
The Response line MUST be present.  

URL MUST be copy of the URL value in INVITE request.

Via:
MUST be present.  MUST be the IP address or FQDN of P-CSCF.

From: 
MUST be present.

MUST be copies of same headers in Request from Originating endpoint.

To: 


Call-ID: 


Cseq: no  ACK
Sequence number MUST be copy of CSEQ value in request from Originating endpoint, method MUST indicate ACK

X.3.3
Originating UE Responding to 183-Session-Progress

The 183-Session-Progress status message sent by Originating P-CSCF to the originating UE.  The requirements on the headers is shown in the following table: 

183-Session-Progress: 

(P-CSCF -> UE)

Header:
Requirement for message generation at Originating P-CSCF

Requirement for message checking at originating UE

SIP/2.0 183 Session Progress
Status line MUST be present, and MUST contain 183

Via: SIP/2.0/UDP Host(ue-o)
MUST be present. MUST be copy of Via: header from initial INVITE.

Media-Authorization: AuthID-o
MUST be inserted by Originating Proxy-CSCF. 

MUST be present in the message received at originating UE.

Remote-Party-ID
MUST be present

From: 
From, To, Call-ID and Cseq headers MUST be present.  

MUST match an existing call leg.



To: 


Call-ID: 


Cseq: 


Contact: 
MUST be present.

If Anonymity: header is set to Full or IPADDR, Contact: header MUST contain FQDN or IP address of P-CSCF ; otherwise MAY be a copy of the Contact: header received in the response from terminating endpoint.

Content-disposition: precondition
MUST be present.  MUST contain ‘precondition’

Rseq: x
MUST be present. MUST contain a sequence number.

Content-Type: application/sdp 
MUST be present...


Content-length: (…)
MUST be present


An empty line (CRCR, LFLF, or CRLFCRLF) MUST be present between the headers and the message body.

v=

o=

s=

c=

b=

t=

a=

m=
MUST be present, and contains the SDP description as given by the terminating UE  The  originating P-CSCF  uses  the  list  of codecs specified in  the SDP to authorize maximum resources that may be used during this call at  the originating CMTS.

MUST contain a line ‘a=qos:mandatory:’ with attribute ‘confirm’



If the 183-Session-Progress provisional response was the first response to the sent INVITE, the retransmission timer T1 MUST be cancelled, and the transaction timer (T3) for this exchange SHOULD be set to T-setup.  The default value of (T-setup) is FFS. On expiration of T3, originating UE MUST clear the call attempt, and send a CANCEL message to P-CSCF with the same values of Request-URI, From, To, and CallID.

The originating UE stores the Media-Authorization, Remote-Party-ID header, Contact header and the SDP description for the duration of the call. The Media-Authorization header value MUST be used for resource allocation.  The Remote-Party-ID header value is used for any display of called-party information.  The Contact header value is used for mid-call changes, such as call clearing, transfer and three-way-calling.

The originating UE MUST send a PRACK to acknowledge receipt of the 183-Session-Progress. The PRACK message MUST be sent directly to the address specified in the Contact header of the received 183-Session-Progress.

An SDP MUST be included in the PRACK.  The SDP in the PRACK MUST include a media (m=) line with a single CODEC to be used for this connection.

PRACK: (UE -> P-CSCF)

Header:
Requirement at UE for message generation

PRACK SIP-URL SIP/2.0
MUST be present.  Method MUST be PRACK.  The value of the SIP-URL MUST be the Contact header received in the 183-Session-Progress

Via:
MUST be present.  MUST be the IP address or FQDN of originating UE.

From: 
MUST be present.

MUST be copies of same headers in the provisional response.

To: 


Call-ID: 


Cseq: no+1  PRACK
Sequence number MUST be one higher than previous sequence number, method MUST indicate PRACK

Rack: x no INVITE
Value ‘x’ MUST be a copy of the value in the Rseq header of the 183-Session-Progress.  Value ‘no’ MUST be a copy of the Cseq value from the INVITE request.  Method MUST be INVITE.

Content-Type: application/sdp 
MUST be present.

Content-length: (…)
MUST be present.


An empty line (CRCR, LFLF, or CRLFCRLF) MUST be present between the headers and the message body.

v=

o=

s=

c=

b=

t=

a=

m=
MUST be present.

Contains the SDP description as modified after processing the SDP returned by the terminating UE, and MUST contain a single CODEC choice.



The retransmission timer (T1) for this message SHOULD be set to T-request.  The default value of (T-request) is FFS.  Retransmissions MUST stop on receipt of 200-OK.  The 200-OK response MUST be as follows.

Editor’s Note:  Default value of timer is FFS.

 200-OK: (P-CSCF -> UE)

Header:
Requirement on UE for message checking

SIP/2.0 200 OK
Status line header MUST be present. It MUST include the SIP version number and the three digit status code.

Via:
MUST be copied from the PRACK message

From: 
From, To, CallID, and Cseq headers MUST match those of the PRACK message. 

Method in Cseq MUST be PRACK.



To: 


Call-ID: 


Cseq:  


Following receipt of the 183-Session-Progress response, the originating UE attempts to reserve access network resources based on the SDP parameters sent in the PRACK message.  After successful completion of the resource reservation, originating UE MUST send a COMET message to terminating UE.  This informs the terminating UE that resources are available and that it may proceed and alert the end user.  The COMET message MUST be as follows.

COMET: (UE -> P-CSCF)

Header:
Requirement at UE for message generation

COMET SIP-URL SIP/2.0
MUST be present.  Method MUST be ACK.  The value of the SIP-URL MUST be the Contact header received in the 183-Session-Progress

Via:
MUST be present.  MUST be the IP address or FQDN of originating UE.

From: 
MUST be present.

MUST be copies of same headers in INVITE.

To: 


Call-ID: 


Cseq: no+2  COMET
Sequence number MUST be one higher than the last sequence number sent by originating UE, method MUST indicate COMET

Content-Type: application/sdp 
MUST be present.

Content-length: (…)
MUST be present.


An empty line (CRCR, LFLF, or CRLFCRLF) MUST be present between the headers and the message body.

v=

o=

s=

c=

b=

t=

a=

m=
MUST be present.

Contains the SDP description as modified after performing the QoS preconditions.



The retransmission timer (T1) for this message SHOULD be set to T-request.  The default value of (T- equest) is FFS.  Retransmissions MUST stop on receipt of 200-OK.  

Editor’s Note:  Default value of timer is FFS.

The originating UE SHOULD be prepared to receive bearer channel packets once it has transmitted the COMET.

The 200-OK response to the COMET MUST be as follows.

 200-OK: (P-CSCF -> UE) 

Header:
Requirement on UE for message checking

SIP/2.0 200 OK
Status line header MUST be present. It MUST include the SIP version number and the three digit status code.

Via:
MUST be copied from the COMET message

From: 
From, To, CallID, and Cseq headers MUST match those of the COMET message. 



To: 


Call-ID: 


Cseq:  


If the resource reservation fails, originating UE SHOULD send a CANCEL to terminating UE via P-CSCF.  

CANCEL: (UE -> P-CSCF)

Header:
Requirement at UE for message generation

CANCEL SIP-URL SIP/2.0
MUST be present.  Method MUST be CANCEL. The value of the SIP-URL MUST be the Contact header received in the 183-Session-Progress

Via:
MUST be present.  MUST be the IP address or FQDN of originating UE.

From: 
MUST be present.

MUST be copies of same headers in INVITE.

To: 


Call-ID: 


Cseq: 
Sequence number MUST be one higher than the last sequence number sent by originating UE, method MUST indicate CANCEL

The retransmission timer (T1) for this message SHOULD be set to T-request.  The default value of (T-request) is FFS.  Retransmissions MUST stop on receipt of 200-OK.  

Editor’s Note:  Default value of timer is FFS.
The 200-OK response to the CANCEL MUST be as follows.

 200-OK: (Proxy-CSCF -> UE) 

Header:
Requirement on UE for message checking

SIP/2.0 200 OK
Status line header MUST be present. It MUST include the SIP version number and the three digit status code.

Via:
MUST be copied from the CANCEL message

From: 
From, To, CallID, and Cseq headers MUST match those of the CANCEL message. 



To: 


Call-ID: 


Cseq:  


X.3.4
Terminating UE Receiving Acknowledgement of 183-Session-Progress

After sending the 183-Session-Progress response to the INVITE, terminating UE MUST wait for the PRACK message acknowledging the Session-Progress.  The PRACK message headers MUST be checked as follows.

PRACK: (P-CSCF -> UE)

Header:
Requirement at UE for message checking

PRACK SIP-URL SIP/2.0
MUST be present.  Method MUST be PRACK.  

Via:
MUST be present.  

From: 
MUST be present.

MUST be copies of same headers in INVITE request.

To: 


Call-ID: 


Cseq: no+1  PRACK
Sequence number MUST be one higher than sequence number in INVITE, method MUST indicate PRACK

Rack: x no INVITE
Value ‘x’ MUST be a copy of the value in the Rseq header of the 183-Session-Progress.  Value ‘no’ MUST be a copy of the Cseq value from the INVITE request.  Method MUST be INVITE.

Content-Type: application/sdp 
MUST be present..

Content-length: (…)
MUST be present.


An empty line (CRCR, LFLF, or CRLFCRLF) MUST be present between the headers and the message body.

v=

o=

s=

c=

b=

t=

a=

m=
MUST be present.

Contains the SDP description as modified after processing the SDP returned by the terminating UE, and MUST contain a single CODEC choice.



On receipt of this PRACK, terminating UE MUST respond with a 200-OK.  The 200-OK response MUST be as follows.

 200-OK: (UE -> P-CSCF) 

Header:
Requirement on UE for message generation

SIP/2.0 200 OK
Status line header MUST be present. It MUST include the SIP version number and the three digit status code.

Via:
MUST be copied from the PRACK message

From: 
From, To, CallID, and Cseq headers MUST match those of the PRACK message. 



To: 


Call-ID: 


Cseq:  


Following receipt of the PRACK message, terminating UE attempts to reserve access network resources based on the SDP parameters received in the PRACK message, or based on the SDP parameters received in the INVITE if no SDP was present in the PRACK.

After the originating UE successfully completes the resource reservation, it sends a COMET message to the terminating UE.  This informs the terminating UE that resources are available and that it may proceed and alert the end user.  The terminating UE MUST check and verify the COMET message as follows.

COMET: (P-CSCF -> UE) 

Header:
Requirement at UE for message checking

COMET SIP-URL SIP/2.0
MUST be present.  Method MUST be COMET.  

Via:
MUST be present.  

From: 
MUST be present.

MUST be copies of same headers in INVITE request.

To: 


Call-ID: 


Cseq: no+1  COMET
Sequence number ‘no+1’ MUST be one higher than the last sequence number sent by originating UE, method MUST indicate COMET

Content-Type: application/sdp 
MUST be present..

Content-length: (…)
MUST be present.


An empty line (CRCR, LFLF, or CRLFCRLF) MUST be present between the headers and the message body.

v=

o=

s=

c=

b=

t=

a=

m=
MUST be present.

Contains the SDP description as modified after performing the preconditions.



The terminating UE MUST respond to the COMET request with a 200-OK.  The 200-OK response to the COMET MUST be as follows.

 200-OK: (UE -> P-CSCF)

Header:
Requirement on UE for message generation

SIP/2.0 200 OK
Status line header MUST be present. It MUST include the SIP version number and the three digit status code.

Via:
MUST be copied from the COMET message

From: 
From, To, CallID, and Cseq headers MUST match those of the COMET message. 



To: 


Call-ID: 


Cseq:  


On receipt of the COMET message, and successfully reserving the network resources needed for its media flows, terminating UE MUST cancel timer T3, and continue with the alerting procedures of section X.3.5.

If the resource reservation fails, the terminating UE MUST send a 580-Precondition-Failure response to P-CSCF.

 580-Precondition-Failure: 

(UE -> P-CSCF)

Header:
Requirement on UE for message generation

SIP/2.0 200 OK
Status line header MUST be present. It MUST include the SIP version number and the three digit status code.

Via:
MUST be copied from the INVITE message

From: 
From, To, CallID, and Cseq headers MUST match those of the INVITE message. 



To: 


Call-ID: 


Cseq:  


X.3.5
Terminating UE Sending 180-Ringing response to INVITE

Once the terminating UE receives the COMET message, and resource reservation is successful, the UE continues with normal call processing.  If the destination is immediately ready to accept the connection, without any alerting needed, terminating UE continues with the procedures given in section X.3.7.

If the destination endpoint is not immediately ready to accept the connection, terminating UE MUST send a 180-RINGING message to P-CSCF.

180 Ringing: (UE -> P-CSCF)

Header:
Requirement

SIP/2.0 180 Ringing
Status line with status code  180  MUST be present.

Via:
MUST be present and copied from INVITE message.

From: 
From:, To: and Call-ID MUST be present and MUST be copied from the received INVITE. This triple identifies the call.

To: 


Call-ID: 


Contact:
MUST be present.  MUST be same as in 183-Session-Progress

Cseq:
MUST be present. MUST be the same as that in the received INVITE. Method MUST be INVITE.  Identifies the message which caused this response.

Rseq: xt+1
MUST be present.  MUST be value one greater than most recent provisional response Rseq value

The retransmission timer (T1) for this message SHOULD be set to T-invite-response.  The default value of (T-invite-response) is FFS.  Retransmissions MUST stop on receipt of PRACK.

Editor’s Note:  Default value of timer is FFS.
On sending the status 180-RINGING message, the terminating UE MUST start the transaction timer (T3) with value T-ringing.  The default value of (T-ringing) is FFS.  Timer T3 is cancelled by the user indicating call acceptance, or receipt of a BYE or CANCEL request.  On expiration of timer T3, terminating UE MUST either perform call-forwarding-no-answer, or sends a 480-Temporarily-Unavailable response to originating UE.

Editor’s Note:  Default value of timer is FFS.
After sending the 180-Ringing response to the INVITE, the terminating UE MUST wait for the PRACK message acknowledging the response.  The PRACK message headers MUST be checked as follows.

PRACK: (P-CSCF -> UE)

Header:
Requirement at UE for message checking

PRACK SIP-URL SIP/2.0
MUST be present.  Method MUST be PRACK.  

Via:
MUST be present.  

From: 
MUST be present.

MUST be copies of same headers in INVITE request.

To: 


Call-ID: 


Cseq: no+1  PRACK
Sequence number ‘no+1’ MUST be one higher than sequence number in previous request, method MUST indicate PRACK

Rack: x no INVITE
Value ‘x’ MUST be a copy of the value in the Rseq header of the 180-Ringing.  Value ‘no’ MUST be a copy of the Cseq value from the INVITE request.  Method MUST be INVITE.

On receipt of this PRACK, terminating UE MUST respond with a 200-OK.  The 200-OK response MUST be as follows.

 200-OK: (UE -> P-CSCF)

Header:
Requirement on UE for message generation

SIP/2.0 200 OK
Status line header MUST be present. It MUST include the SIP version number and the three digit status code.

Via:
MUST be copied from the PRACK message

From: 
From, To, CallID, and Cseq headers MUST match those of the PRACK message. 



To: 


Call-ID: 


Cseq:  


X.3.6
Originating UE Receiving 180-Ringing response to INVITE

After completing the resource reservation, and sending the COMET message to terminating UE, originating UE will receive either (1) a provisional response of 180-Ringing or 183-Session-Progress(Media), (2) a final response of 200-OK or (3) a client error.  This section covers the procedures for the provisional responses, 180 and 183, and section X.3.8 covers the procedures for the final responses.

Editor’s Note:  Use of 183 for early media is still under discussion in SIP Working Group.  This is subject to change as that discussion finalizes.

The originating UE MUST verify the headers of the provisional response according to the following table.

18x Provisional Response: 

(P-CSCF -> UE)

Header:
Requirement at Proxy-CSCF for message generation

Requirement for checking at UE

SIP/2.0 180 Ringing

      Or

SIP/2.0 183 Session Progress
Status line with status code  180  or 183 MUST be present.

Via:
MUST be present and match that in INVITE message.

From: 
From:, To: and Call-ID MUST be present and MUST match those in the initial INVITE. This triple identifies the call.

To: 


Call-ID: 


Contact:
MUST be present.  MUST be same as in 183-Session-Progress

Cseq: no INVITE
MUST be present. MUST be the same as that in the initial INVITE. Method MUST be INVITE.  Identifies the  message  which caused this response.

Session: Media
MUST be present for 183-Session-Progress, MUST contain ‘Media’

MUST NOT be present for 180-Ringing

Editor’s Note:  This header is FFS.

Rseq: xt+1
MUST be present.  MUST be value one greater than most recent provisional response Rseq value

Upon receipt of the 18x message, originating UE MUST stop the T3 session timer, and restart the session timer T3 with the value T-ringback. The default value of (T-ringback) is FFS.  The T3 timer MUST be cancelled on receipt of 200-OK or other final response. 

Editor’s Note:  Default value of timer is FFS.
The 180-Ringing response indicates to originating UE that it SHOULD supply a local ringback.  The 183-Session-Progress response indicates that the ringback is supplied via audio packets from the data network, and that originating UE SHOULD enable the media receive path.

The originating UE MUST acknowledge the 18x provisional response with a PRACK message, as described in the following table.

PRACK: (UE -> P-CSCF)

Header:
Requirement at UE for message generation

PRACK SIP-URL SIP/2.0
MUST be present.  Method MUST be PRACK.  The value of the SIP-URL MUST be the Contact header received in the 183-Session-Progress

Via:
MUST be present.  

From: 
MUST be present.

MUST be copies of same headers in Request  from Originating Proxy-CSCF.

To: 


Call-ID: 


Cseq: no+3  ACK
Sequence number MUST be one higher than sequence number in the latest request, method MUST indicate PRACK

Rack: xt+1 no INVITE
Value ‘xt’ MUST be a copy of the value in the Rseq header of the 18x-Session-Progress.  Value ‘no’ MUST be a copy of the Cseq value from the INVITE request.  Method MUST be INVITE.

The retransmission timer (T1) for this message SHOULD be set to T-request.  The default value of (T- equest) is FFS.  Retransmissions MUST stop on receipt of 200-OK.  The 200-OK response MUST be as follows.

Editor’s Note:  Default value of timer is FFS.
 200-OK: (P-CSCF -> UE)

Header:
Requirement on UE for message checking

SIP/2.0 200 OK
Status line header MUST be present. It MUST include the SIP version number and the three digit status code.

Via:
MUST be copied from the PRACK message

From: 
From, To, CallID, and Cseq headers MUST match those of the PRACK message. 



To: 


Call-ID: 


Cseq:  


X.3.7
Terminating UE Sending final Response

After terminating UE has successfully reserved resources, and received the COMET message from originating UE indicating it had also successfully reserved resources, it performs whatever alerting procedures are required and signals when the UE is ready to begin media transfers.  For a typical telephony service, this is indicated by the user ‘going offhook’ and ‘answering the phone.’  The case of a successful completion of a call is covered in section X.3.7.1, and the various error cases are covered in section X.3.7.2 and X.3.7.3.

X.3.7.1
Final Response of 200-OK

Once terminating UE determines that the user is willing to accept the incoming call (e.g. off-hook or hook-flash), the session establishment is considered complete. The terminating UE MUST send a 200-OK status message to originating UE, via Terminating Proxy-CSCF.  

200-OK: (UE -> P-CSCF)

Header:
Requirement

SIP/2.0  200 OK
Status line with status code 200 MUST be present.

Via:
MUST be present, copy from INVITE message.

From: 
From:, To: and Call-ID  MUST be present and MUST be copied from the received INVITE.

Identifies the call.

To: 


Call-ID: 


CSeq: 
MUST be present. MUST be the same as in  the INVITE.

On sending the 200-OK, the terminating UE MUST stop timer T3. The terminating UE MAY begin sending bearer channel packets. 

The terminating UE SHOULD be prepared to receive bearer channel packets once it has sent the final response.

The retransmission timer (T1) for this message SHOULD be set to T-response.  The default value of (T-response) is FFS.  Retransmissions MUST stop on receipt of ACK.

Editor’s Note:  Default value of timer is FFS.
The ACK message header fields MUST be verified as follows:

ACK: (P-CSCF -> UE)

Header:
Requirement at UE for checking message

ACK SIP-URL SIP/2.0
MUST be present.  Method MUST be ACK.  

Via:
MUST be present.  

From: 
MUST be present.

MUST be copies of same headers in initial INVITE request.

To: 


Call-ID: 


Cseq: no ACK
Sequence number MUST be copy of CSEQ value in initial INVITE request, method MUST indicate ACK

X.3.7.2
Final Response of 3xx-Redirect

Editor’s Note:  Use of 3xx response for call forwarding is not yet decided by S2.  This section is subject to change.

If the terminating UE wishes to forward the call (e.g. if call-forwarding-no-answer is enabled at the terminating UE), a 302-Redirect status response MUST be sent to P-CSCF with the forwarded-to destination URI in the contact header. 

 302-Redirect: (UE -> P-CSCF)

Header:
Requirement on UE for message generation

Requirement on Proxy-CSCF for message checking

SIP/2.0 302 Moved Temporarily
Status line header MUST be inserted by terminating UE. It MUST include the SIP version number and the three digit status code.

Via:
MUST be copied from the INVITE message

From: 
From, To, CallID, and Cseq headers MUST be copied from INVITE message. 



To: 


Call-ID: 


Cseq:  


Contact: URI
MUST be inserted by terminating UE and carries the new destination information. It MUST be a valid URI.

If the new destination is a telephone number, then the format of the URI MUST be a tel: URI where the URI contains the sequence of dialed digits, including any prefixes.

Expires:
MAY be present

The retransmission timer (T1) for this message SHOULD be set to T-response.  The default value of (T-response) is FFS.  Retransmissions MUST stop on receipt of ACK.

Editor’s Note:  Default value of timer is FFS.
Terminating Proxy-CSCF MUST send an ACK message to the terminating UE.  The required fields of the message are as shown below. The transaction between terminating UE and Terminating Proxy-CSCF is now complete.  If the terminating UE is not a subscriber to the Call Forwarding service, S-CSCF will send a 480-Temporarily-Unavailable error response to the originating endpoint.  

ACK: (P-CSCF -> UE)

Header:
Requirement at Proxy-CSCF

ACK SIP-URL SIP/2.0
The Response line MUST be present.

Via:
MUST be present.  MUST be the IP address or FQDN of Terminating Proxy-CSCF.

From: 
MUST be present.

MUST be copies of same headers in Request  from Originating Proxy-CSCF.

To: 


Call-ID: 


Cseq: no ACK
Sequence number MUST be copy of CSEQ value in response from terminating UE, method MUST indicate ACK

X.3.7.3
Other Final Response

A final error response, 4xx, 5xx, or 6xx response, MUST be sent as per RFC2543.  This includes, but is not limited to, 480-Temporarily-Unavailable.  The error response MUST be generated as follows.

Error: (UE -> P-CSCF)

Header:
Requirement on UE for message generation

Requirement on Proxy-CSCF for message checking

SIP/2.0 xxx
Status line header MUST be inserted by terminating UE. It MUST include the SIP version number and the three digit status code.

Via:
MUST be copied from the INVITE message

From: 
From, To, CallID, and Cseq headers MUST be copied from INVITE message. 



To: 


Call-ID: 


Cseq:  


The retransmission timer (T1) for this message SHOULD be set to T-response.  The default value of (T-response) is FFS.  Retransmissions MUST stop on receipt of ACK.

P-CSCF MUST send an ACK message to acknowledge the error response.  The transaction between terminating UE and Terminating Proxy-CSCF is now complete.

ACK: (P-CSCF -> UE)

Header:
Requirement at Proxy-CSCF for message generation

Requirement at UE for message checking

ACK SIP-URL SIP/2.0
The Response line MUST be present.  Method MUST be ACK.

Request-URI MUST be copy of initial INVITE message

Via:
MUST be present.  MUST be the IP address or FQDN of Terminating Proxy-CSCF.

From: 
MUST be present.

MUST be copies of same headers in initial INVITE message.

To: 


Call-ID: 


Cseq: no ACK
Sequence number MUST be copy of CSEQ value in initial INVITE message.  Method MUST indicate ACK

X.3.8
Originating UE Receiving Final Response to INVITE

X.3.8.1
Final Response of 200-OK

Once the terminating endpoint determines that the user is willing to accept the incoming call (e.g. off-hook or hook-flash), it sends a 200-OK status message to the originating UE.  The message sent by P-CSCF to the originating UE MUST be as follows.

200-OK: (P-CSCF -> UE)

Header:
Requirement for Originating Proxy-CSCF for message generation

Requirement for originating UE for message checking

SIP/2.0  200 OK
Status line with status code 200 MUST be present.

Via:
MUST be present, copy from INVITE message.

From: 
From:, To: and Call-ID  MUST be present and MUST be identical to the initial INVITE message.

Identifies the call.

To: 


Call-ID: 


CSeq: 
MUST be present. MUST be the same as in the INVITE.

On receiving the final response, originating UE MUST stop timer T3. The originating UE SHOULD begin sending bearer channel packets. 

The originating UE MUST acknowledge the 200-OK response with an ACK message.  The header fields MUST be generated as follows:

ACK: (UE -> P-CSCF)

Header:
Requirement at originating UE for message generation

ACK SIP-URL SIP/2.0
MUST be present.  Method MUST be ACK.  SIP-URL MUST be the value received in the Contact header in the 183-Session-Progress.

Via:
MUST be present.  

From: 
MUST be present.

MUST be copies of same headers in initial INVITE request.

To: 


Call-ID: 


Cseq: no  ACK
Sequence number MUST be copy of CSEQ value in initial INVITE request, method MUST indicate ACK

X.3.8.2
Final Response of 3xx-Redirect

Editor’s Note:  Use of 3xx responses for Call Forwarding not yet decided by S2.  This section is subject to change.

If the terminating endpoint wished to forward the call (e.g. if call-forwarding-no-answer was enabled at the destination), a 302-Redirect status response is sent back through the CSCFs with the forwarded-to destination URI in the contact header.   To maintain privacy of the forwarder, the destination URI will be encrypted by the originating S-CSCF, or saved and replaced by a local token.  The message sent by P-CSCF to originating UE MUST be as follows.

 302-Redirect: (P-CSCF -> UE)

Header:
Requirement on Proxy-CSCF for message generation

Requirement on UE for message checking

SIP/2.0 302 Moved Temporarily
Status line header MUST be present. It MUST include the SIP version number and the three digit status code.

Via:
MUST be identical to  the INVITE message

From: 
From, To, CallID, and Cseq headers MUST be identical to the INVITE message. 



To: 


Call-ID: 


Cseq:  


Contact: URI
MUST be present. Carries the new destination information. MUST be a valid URI.  

MUST have a private-param url-parameter.

The retransmission timer (T1) for this message SHOULD be set to T-response.  The default value of (T-response) is FFS.  Retransmissions MUST stop on receipt of ACK.

Editor’s Note:  Default value of timer is FFS.
The originating UE MUST send an ACK message to P-CSCF.  The required fields of the message are as shown below. 

ACK : (UE -> P-CSCF)

Header:
Requirement at Proxy-CSCF

ACK SIP-URL SIP/2.0
MUST be present.  Method MUST be ACK.  SIP-URL MUST be the value received in the Contact header in the 183-Session-Progress.

Via:
MUST be present.  

From: 
MUST be present.

MUST be copies of same headers in initial INVITE request.

To: 


Call-ID: 


Cseq: no  ACK
Sequence number MUST be copy of CSEQ value in initial INVITE request, method MUST indicate ACK

In response to a 302-Redirect final response, originating UE SHOULD initiate a new INVITE, as described in section X.3.1, with the Request-URI being the value received in the Contact header of the 302-Redirect response.  Typically this URI will include a url-parameter indicating ‘private’, and will be honored by the S-CSCF for only a short period of time to initiate a call.

X.3.8.3
Other Final Response

A final error response, 4xx, 5xx, or 6xx response, MAY be sent as per RFC2543.  This includes, but is not limited to, 480-Temporarily-Unavailable.  The error response MUST be generated and verified as follows.

Error: (P-CSCF -> UE)

Header:
Requirement on Proxy-CSCF for message generation

Requirement on UE for message checking

SIP/2.0 xxx
Status line header MUST be inserted by Originating Proxy-CSCF. It MUST include the SIP version number and the three digit status code.

Via:
MUST be copied from the INVITE message

From: 
From, To, CallID, and Cseq headers MUST be copied from INVITE message. 



To: 


Call-ID: 


Cseq:  


The originating UE MUST send an ACK message to acknowledge the error response. 

ACK: (UE -> P-CSCF)

Header:
Requirement at UE for message generation

Requirement at Proxy-CSCF for message checking

ACK SIP-URL SIP/2.0
The Response line MUST be present.  Method MUST be ACK.

Request-URI MUST be copy of initial INVITE message.

Via:
MUST be present.  MUST be the IP address or FQDN of originating UE.

From: 
MUST be present.

MUST be copies of same headers in initial INVITE message.

To: 


Call-ID: 


Cseq: no  ACK
Sequence number MUST be copy of CSEQ value in initial INVITE message.  Method MUST indicate ACK

X.3.9
T3 Timer Expiration at Originating UE

On expiration of timer T3, originating UE SHOULD send a CANCEL request to the terminating endpoint through P-CSCF, and MUST release all resources reserved for this connection.  The CANCEL request MUST be as described below.
CANCEL: (UE -> P-CSCF)

Header:
Requirement at UE for message generation

CANCEL SIP-URL SIP/2.0
MUST be present.  Method MUST be CANCEL.  The value of the SIP-URL MUST be the same as the initial INVITE message.  

Via:
MUST be present.  MUST be the IP address or FQDN of originating UE.

From: 
MUST be present.

MUST be copies of same headers in Request  from Originating Proxy-CSCF.

To: 


Call-ID: 


Cseq: no+1  CANCEL
Sequence number ‘no+1’ MUST be one higher than the last sequence number sent by originating UE, method MUST indicate CANCEL

The retransmission timer (T1) for this message SHOULD be set to T-request.  The default value of (T-request) is FFS.  Retransmissions MUST stop on receipt of 200-OK.  

Editor’s Note:  Default value of timer is FFS.
The 200-OK response to the CANCEL MUST be as follows.

 200-OK: (P-CSCF -> UE)

Header:
Requirement on UE for message checking

SIP/2.0 200 OK
Status line header MUST be present. It MUST include the SIP version number and the three digit status code.

Via:
MUST be copied from the CANCEL message

From: 
From, To, CallID, and Cseq headers MUST match those of the CANCEL message. 



To: 


Call-ID: 


Cseq:  


X.4

Call Clearing

To terminate a call, the UE MUST send a BYE message and stop transmitting bearer data to the other endpoint.  It MUST release network resources used for the call. 

The retransmission timer (T1) for this message SHOULD be set to T-request.  The default value of (T-request) is FFS.

Editor’s Note:  Default value of timer is FFS.
We denote the UE that has detected local hangup by UEI; the other UE in the call is UER; 

BYE: (UEI -> CSCFs -> UER) 

Header:
Requirement

BYE SIP-URL SIP/2.0
Request line MUST include the BYE Method followed by the Contact header value of the destination

Via: 
MUST be present.  

MUST indicate the IPv6 address or FQDN of the UE initiating the hangup

From: 
From, To, Call ID MUST be present to identify the call leg to be torn down. This is identical to the initial INVITE for this call, except that the From and To MUST be reversed if the termination is requested by the called party.

To: 


Call-ID: 


Cseq: nI  BYE
The Sequence number MUST be as defined in X.

Upon receipt of the BYE message, UER MUST release network resources that have been used for this call.  UER MUST sends the following 200-OK message to UEI. 

200-OK: (UER -> CSCFs ->UEI)

Header:
Requirement

SIP/2.0  200 OK
Status line MUST include status code 200.

Via:
MUST be present.  MUST be coped from the BYE request.

From: 
From, To, Call-ID MUST be present and MUST be copied from the preceding BYE request.

To: 


Call-ID: 


CSeq: 
MUST be present. Same as in the preceding BYE.

Upon receipt of 200-OK, UEI MUST stop the retransmission timer 

X.5
Call Hold and Call Resume

To place a call on hold, an INVITE message is sent directly to the UE that is to be put on hold.  It is a standard SIP INVITE message, with the IP address in the connection field in SDP (“c=”) set to 0.0.0.0.  The format of the INVITE message sent by the initiating UE (UEI) and the requirements on the header fields checked at the receiving UE (UER) are as follows.  

INVITE: (UEI->CSCFs->UER)

Header:  
Requirements on UEI for message generation

Requirements on UER for message checking

INVITE SIP-URL SIP/2.0


Request line MUST be present. 

The request  method  MUST be set to INVITE.

The Request URI MUST be the value of the Contact header from the INVITE message or 183-Session-Progress response for this call.

Via: 
MUST be present.

For message generation, MUST contain the IP address or FQDN of the initiating UE.

From: 
MUST be present.  MUST be same as initial INVITE for the call being placed on hold, but with From: and To: reversed if the hold is initiated by the called party.

To: 


Call-ID: 


CSeq: ni  INVITE
MUST be present.

Call sequence number “ni” MUST be as defined in section X.

Content-Type: application/sdp 
MUST be present..

Content-length: (…)
MUST be present


An empty line (CRCR, LFLF, or CRLFCRLF) MUST be present between the headers and the message body.

v=

o= 

s= 

c=

b=

t=

a=

m= 
MUST be a SDP description. 

The connection field (c=) MUST be set to 0.0.0.0


On receiving an INVITE, UER  MUST send the 200-OK with the updated SDP description to UEI, and stop sending bearer channel packets to that same party.  

200-OK: (UER ->CSCFs->UEI)

Header:
Requirement for UER for message generation

Requirement for UEI for message checking

SIP/2.0  200 OK
Status line with status code 200 MUST be present.

Via:
MUST be present, copy from INVITE message.

From: 
From:, To: and Call-ID  MUST be present and MUST be copied from the INVITE message.

Identifies the call.

To: 


Call-ID: 


CSeq: 
MUST be present. MUST be the same as in  the INVITE.

Content-Type: application/sdp 
MUST be present..

Content-length: (…)
MUST be present


An empty line (CRCR, LFLF, or CRLFCRLF) MUST be present between the headers and the message body.

v=

o= 

s= 

c=

b=

t=

a=

m= 
MUST be a SDP description. 

The connection field (c=) MUST be set to 0.0.0.0


UEI sends an ACK to UER. The ACK follows the rules for an ACK sent in response to 200-OK for an INVITE message.

ACK: (UEI ->CSCFs-> UER)

Header:
Requirement at UEI for message generation

Requirement at UER for message checking

ACK SIP-URL SIP/2.0
MUST be present.  Method MUST be ACK.  SIP-URL MUST be the value received in the Contact header in the Initial INVITE or initial 183-Session-Progress.  

Via:
MUST be present.  

From: 
MUST be present.

MUST be copies of same headers in INVITE request.

To: 


Call-ID: 


Cseq: ni  ACK
Sequence number MUST be copy of CSEQ value in INVITE request, method MUST indicate ACK

The UE that placed the call on hold MUST be the one to take it off hold. To take a call off hold, an INVITE is sent with the SDP description of the call being reinstated. The format of the INVITE message sent by the initiating UE (UEI) and the requirements on the header fields checked at the receiving UE (UER) are as follows.  

INVITE: (UEI ->CSCFs-> UER)

Header:  
Requirements on UEI for message generation

Requirements on UER for message checking

INVITE SIP-URL SIP/2.0


Request line MUST be present. 

The request  method  MUST be set to INVITE.

The Request URI MUST be the value of the Contact header from the INVITE message or 183-Session-Progress response for this call.

Via: 
MUST be present.

For message generation, MUST contain the IP address or FQDN of the initiating UE.

From: 
MUST be present.  MUST be same as initial INVITE for the call being placed on hold, but with From: and To: reversed if the hold is initiated by the called party.

To: 


Call-ID: 


CSeq: ni  INVITE
MUST be present.

Call sequence number “ni” MUST be as defined in Section X.

Content-Type: application/sdp 
MUST be present...

Content-length: (…)
MUST be present


An empty line (CRCR, LFLF, or CRLFCRLF) MUST be present between the headers and the message body.

v=

o= 

s= 

c=

b=

t=

a=

m= 
MUST be a SDP description. 

The connection field (c=) MUST NOT be set to 0.0.0.0


If the UE that receives the resume is willing to reinstate the bearer channel, it MUST update the SDP description for the call and send a 200-OK with the saved SDP description for the active call. If not, it MUST send a  4xx (client error) response. The 200-OK response MUST be as follows:

200-OK: (UER ->CSCFs-> UEI)

Header:
Requirement for UER for message generation

Requirement for UEI for message checking

SIP/2.0  200 OK
Status line with status code 200 MUST be present.

Via:
MUST be present, copy from INVITE message.

From: 
From:, To: and Call-ID  MUST be present and MUST be copied from the INVITE(Resume) message.

Identifies the call.

To: 


Call-ID: 


CSeq: 
MUST be present. MUST be the same as in  the INVITE(Resume).

Content-Type: application/sdp 
MUST be present...

Content-length: (…)
MUST be present


An empty line (CRCR, LFLF, or CRLFCRLF) MUST be present between the headers and the message body.

v=

o= 

s= 

c=

b=

t=

a=

m= 
MUST be a SDP description. 

The connection field (c=) MUST NOT be set to 0.0.0.0


UEI sends an ACK to UER. The ACK follows the rules for an ACK sent in response to 200-OK for an INVITE message.

ACK: (UEI ->CSCFs-> UER)

Header:
Requirement at UEI for message generation

Requirement at UER for message checking

ACK SIP-URL SIP/2.0
MUST be present.  Method MUST be ACK.  SIP-URL MUST be the value received in the Contact header in the Initial INVITE or initial 183-Session-Progress.  

Via:
MUST be present.  

From: 
MUST be present.

MUST be copies of same headers in INVITE(Resume) request.

To: 


Call-ID: 


Cseq: ni  ACK
Sequence number MUST be copy of CSEQ value in INVITE(Resume) request, method MUST indicate ACK

X.6
UE Procedures for CODEC Changes

The INVITE message is sent by either endpoint UE to initiate a change in the codec.  There are two separate cases described.  First is a change to a codec that was in the original set of codecs listed in the initial INVITE request, and utilizes less resources than the previously chosen one.  Resource authorization has already been performed, and the Media-Authorization token received in the initial INVITE/183-Session-Progress can be used again in decreasing the resources.  The message actions occur only between the endpoints to synchronize the change.

The second case is a change to a coded that was not previously specified in the initial INVITE, or which requires additional resources than the previously chosen one.  The Proxy-CSCFs and Serving-CSCFs may need to be involved in this to increase the resource authorization, and if so the P-CSCF issues a new Media-Authorization-Token, used in a new resource reservation.  Since the increase in resources may fail, a 183-Session-Progress/COMET sequence is required to ensure both endpoints have adequate capacity before making the change.

X.6.1
Codec Change within previous allocation

If the desired new codec was included in the SDP of the initial INVITE transaction  (or authorized by a subsequent INVITE request), the codec is considered authorized by the network. Further, if the new codec uses less resources than the previous one, the reduction in resource usage will not fail and signaling messages can thus be removed from the exchanges.

In this case, the UE initiating the codec change MUST send an INVITE message with the new codec description, and simultaneously stop sending media packets with the old codec.

The format of the INVITE message sent by the initiating UE (UEI) and the requirements on the header fields checked at the receiving UE (UER) are as follows.  

INVITE: (UEI ->CSCFs-> UER)

Header:  
Requirements on UEI for message generation

Requirements on UER for message checking

INVITE SIP-URL SIP/2.0


Request line MUST be present. 

The request  method  MUST be set to INVITE.

The Request URI MUST be the value of the Contact header from the INVITE message or 183-Session-Progress response for this call.

Via: SIP/2.0/UDP Host(ue-i)
MUST be present.

MUST contain the IP address or FQDN of the initiating UE.

Supported: 100rel
MUST be present.  MUST indicate 100rel

Remote-Party-ID: [USER-o] <tel:E.164-o>
SHOULD be present. If present, MUST be identical to initial INVITE or 183-Session-Progress message

Anonymity: 
MUST be present if present in initial INVITE or 183-Session-Progress message.

MUST NOT be present in message from P-CSCF to UE

From: 
MUST be present.  MUST be same as initial INVITE for the call being changed, but with From: and To: reversed if the change is initiated by the called party.

To: 


Call-ID: 


CSeq: ni  INVITE
MUST be present.

Call sequence number “ni” MUST be as defined in Section X.

Contact: sip:Host(ue-i)
MUST be present. MUST be a SIP-URL in either IPv6 or FQDN form.

MUST represent the same endpoint as  the Via: header

Content-Type: application/sdp 
MUST be present. 

Content-length: (…)
MUST be present


An empty line (CRCR, LFLF, or CRLFCRLF) MUST be present between the headers and the message body.

v=

o= 

s= 

c=

b=

t=

a=

m= 
MUST be a SDP description. 

SHOULD include “a=X-pc-secret” with the previous keying material, indicating no change is desired.

MUST NOT contain line “a=qos: mandatory sendrecv”

The retransmission timer (T1) for this message SHOULD be set to T-invite-request.  The default value of (T-invite-request) is FFS.  Retransmission MUST stop on receipt of a final response.

Editor’s Note: Default value of timer is FFS.

On receiving this INVITE, UER MUST match it to the existing call by the use of the From, To, and Call-ID headers.  If there is no match, UER considers this a new call attempt.  

Without the SDP entry “a=qos” UER does not send the typical 183-Session-Progress provisional response.  Since a call is already in progress, there is no alerting phase, and UER immediately responds with a 200-OK final response.

UER MUST use the SDP description in the PRACK message to reserve access network resources, and, if successful and after receiving a COMET message from UEI, sends a 200-OK final response to UEI.

On sending the 200-OK, UER stops sending using the old codec, and initializes its receiver to handle the new format media flow.

200-OK: (UER ->CSCFs-> UEI)

Header:
Requirement

SIP/2.0  200 OK
Status line with status code 200 MUST be present.

Via:
MUST be present, copy from INVITE message.

From: 
From:, To: and Call-ID  MUST be present and MUST be copied from the received INVITE.

Identifies the call.

To: 


Call-ID: 


CSeq: 
MUST be present. MUST be the same as in the INVITE.

On receipt of a 200-OK response, UEI starts sending media packets using the new codec.  It also initializes its receiver to handle media packets in the new format.  UEI sends an ACK to UER. The ACK follows the rules for an ACK sent in response to 200-OK for an INVITE message.

ACK: (UEI ->CSCFs-> UER)

Header:
Requirement at UEI for message generation

ACK SIP-URL SIP/2.0
MUST be present.  Method MUST be ACK.  SIP-URL MUST be the value received in the Contact header in the Initial INVITE or initial 183-Session-Progress.  

Via:
MUST be present.  

From: 
MUST be present.

MUST be copies of same headers in INVITE request.

To: 


Call-ID: 


Cseq: ni  ACK
Sequence number MUST be copy of CSEQ value in INVITE request, method MUST indicate ACK

Upon receipt of the ACK message, UER begins sending media packets using the new codec.

X.6.2
Codec Change requiring new authorization or increased allocation

If the new codec desired by UEI was not included in the SDP of the initial INVITE and was therefore not authorized by the network, the UE MUST send the INVITE request to its proxy-CSCF and receive authorization, and perform the resource allocation procedures for the additional resources.  

If the new codec desired by UEI requires more resources than the previous codec, a resource allocation phase is needed to coordinate the additional allocation.

In this case, the UE initiating the codec change MUST send an INVITE message with the new codec description, but continue sending media packets with the old codec.

The format of the INVITE message sent by the initiating UE (UEI) and the requirements on the header fields checked at the receiving UE (UER) are as follows.  

INVITE: (UEI ->CSCFs-> UER)

Header:  
Requirements on UEI for message generation

Requirements on UER for message checking

INVITE SIP-URL SIP/2.0


Request line MUST be present. 

The request  method  MUST be set to INVITE.

The Request URI MUST be the value of the Contact header from the INVITE message or 183-Session-Progress response for this call.

Via: SIP/2.0/UDP Host(ue-i)
MUST be present.

MUST contain the IP address or FQDN of the initiating UE.

Supported: 100rel
MUST be present.  MUST indicate 100rel

Remote-Party-ID: [USER-o] <tel:E.164-o>
SHOULD be present. If present, MUST be identical to initial INVITE or 183-Session-Progress message

Anonymity: 
MUST be present if present in initial INVITE or 183-Session-Progress message.

MUST NOT be present in message from P-CSCF to UE.

From: 
MUST be present.  MUST be same as initial INVITE for the call being changed, but with From: and To: reversed if the change is initiated by the called party.

To: 


Call-ID: 


CSeq: ni  INVITE
MUST be present.

Call sequence number “ni” MUST be as defined in Section X.

Contact: sip:Host(ue-i)
MUST be present. MUST be a SIP-URL in either IPv6 or FQDN form.

MUST represent the same endpoint as  the Via: header

Content-Type: application/sdp 
MUST be present. 

Content-length: (…)
MUST be present


An empty line (CRCR, LFLF, or CRLFCRLF) MUST be present between the headers and the message body.

v=

o= 

s= 

c=

b=

t=

a=

m= 
MUST be a SDP description. 

SHOULD include “a=X-pc-secret” with the previous keying material, indicating no change is desired.

MUST contain line “a=qos: mandatory sendrecv”

The retransmission timer (T1) for this message SHOULD be set to T-invite-request.  The default value of (T-invite-request) is FFS.  Retransmission MUST stop on receipt of a final response.

Editor’s Note: Default value of timer is FFS.

On receiving this INVITE, UER MUST match it to the existing call by the use of the From, To, and Call-ID headers.  If there is no match, UER considers this a new call attempt.  Because of the “a=qos” entry in the SDP, UER MUST send a 183-Session-Progress provisional response, giving the agreed codec.

183-Session-Progress: 

(UER ->CSCFs-> UEI)

Header:
Requirement for UET for message generation

Requirement for UEO for message checking

SIP/2.0  183 Session Progress
Status line with status code 183 MUST be present.

Via:
MUST be present, copy from INVITE message.

From: 
From:, To: and Call-ID  MUST be present and MUST be copied from the INVITE message.

Identifies the call.

To: 


Call-ID: 


Contact:
MUST be present.  MUST be same as in 183-Session-Progress

CSeq: 
MUST be present. MUST be the same as in  the INVITE.

RSeq: xt
MUST be present.

Content-disposition: precondition
MUST be present.  MUST contain ‘precondition’

Content-Type: application/sdp 
MUST be present. 

Content-length: (…)
MUST be present


An empty line (CRCR, LFLF, or CRLFCRLF) MUST be present between the headers and the message body.

v=

o= 

s= 

c=

b=

t=

a=

m= 
MUST be a SDP description 

MUST contain “a=qos: sendrecv mandatory confirm”



The retransmission timer for this message SHOULD be set to T-invite-response. Retransmissions MUST stop on receipt of PRACK.

Editor’s Note:  Default value of timer is FFS.

UEI MUST send a PRACK to acknowledge receipt of the 183-Session-Progress. The PRACK message MUST be sent to its P-CSCF with Request-URI of the address specified in the Contact header.

An SDP MUST be included in the PRACK message.  The SDP in the PRACK MUST include a media (m=) line with a single CODEC to be used for this connection.

PRACK: (UEI ->CSCFs-> UER)

Header:
Requirement at MTA for message generation

PRACK SIP-URL SIP/2.0
MUST be present.  Method MUST be PRACK.  The value of the SIP-URL MUST be the Contact header received in the initial 183-Session-Progress

Via:
MUST be present.  MUST be the IP address or FQDN of MTAO.

From: 
MUST be present.

MUST be copies of same headers in the provisional response.

To: 


Call-ID: 


Cseq: ni+1  ACK
Sequence number MUST be one higher than previous sequence number, method MUST indicate PRACK

Rack: x no INVITE
Value ‘x’ MUST be a copy of the value in the Rseq header of the 183-Session-Progress.  Value ‘no’ MUST be a copy of the Cseq value from the INVITE request.  Method MUST be INVITE.

Content-Type: application/sdp 
MUST be present, and MUST be “application/sdp”.

Content-length: (…)
MUST be present.


An empty line (CRCR, LFLF, or CRLFCRLF) MUST be present between the headers and the message body.

v=

o=

s=

c=

b=

t=

a=

m=
MUST be present.

Contains the SDP description as modified after processing the SDP returned by the terminating MTA, and MUST contain a single CODEC choice.



The retransmission timer (T1) for this message SHOULD be set to T-request.  The default value of (T-request) is FFS.  Retransmissions MUST stop on receipt of 200-OK.  

Editor’s Note:  Default value of timers is FFS.

UEI MUST reserve the resources required and send a COMET message, or other failure message, to UER.  This is as shown in X.3.3.  Upon sending the COMET message, UEI MUST stop sending media packets with the old codec.

UER MUST use the SDP description in the PRACK message to reserve access network resources, and, if successful and after receiving a COMET message from UEI, sends a 200-OK final response to UEI.  The procedures and messages are shown in X.3.4.

On sending the 200-OK, UER stops sending using the old codec, and initializes its receiver to handle the new format media flow.

200-OK: (UER ->CSCFs-> UEI)

Header:
Requirement

SIP/2.0  200 OK
Status line with status code 200 MUST be present.

Via:
MUST be present, copy from INVITE message.

From: 
From:, To: and Call-ID  MUST be present and MUST be copied from the received INVITE.

Identifies the call.

To: 


Call-ID: 


CSeq: 
MUST be present. MUST be the same as in the INVITE.

On receipt of a 200-OK response, UEI starts sending media packets using the new codec.  It also initializes its receiver to handle media packets in the new format.  UEI sends an ACK to UER. The ACK follows the rules for an ACK sent in response to 200-OK for an INVITE message.

ACK: (UEI ->CSCFs-> UER)

Header:
Requirement at UEI for message generation

ACK SIP-URL SIP/2.0
MUST be present.  Method MUST be ACK.  SIP-URL MUST be the value received in the Contact header in the Initial INVITE or initial 183-Session-Progress.  

Via:
MUST be present.  

From: 
MUST be present.

MUST be copies of same headers in INVITE request.

To: 


Call-ID: 


Cseq: ni  ACK
Sequence number MUST be copy of CSEQ value in INVITE request, method MUST indicate ACK

Upon receipt of the ACK message, UER begins sending media packets using the new codec.

