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Introduction

This document is provided in order to stimulate further discussion on the issue of the use of session timer. It does not yet reach a conclusion on the desirability of use of this mechanism, against its use. Other organisations are invited to add to this discussion via email or within the meeting, in order that a conclusion can be reached. This document can then be updated accordingly and presented to a future meeting.

SIP Session Timer Description (Brief-From Session Timer draft )

The Session Initiation Protocol (SIP), does not currently define a keep-alive mechanism. The result is that call statefull proxies will not always be able to determine whether a call is still active or not. For instance, when a user agent fails to send a BYE message at the end of a session, or the BYE message gets lost due to network problems, a call statefull proxy will not know when the session has ended. In this situation, the call statefull proxy will retain state for the call and has no deterministic method of determining when the call state information no longer applies.

To resolve this problem, this extension defines a keepalive mechanism for SIP sessions. UAs send periodic re-INVITEs to keep the session alive. The interval for the re-INVITEs is determined through a negotiation mechanism defined here. If a re-INVITE is not received before the interval passes, the session is considered terminated. Both UAs are supposed to send a BYE, and call statefull proxies can remove any state for the call.

        INVITE is used as a refresh, as opposed to another method,

        to allow sessions to be recovered after a crash and restart

        of one of the UAs. It makes SIP sessions soft state.

Issues

How is the relationship between the SIP signalling and bearer established?

The session timer mechanism is purely a keep alive mechanism for SIP signalling. There could be a scenario where the bearer is functioning perfectly yet the call is terminated due to the fact that the UE could not get keep alive messages to the specific SIP signalling nodes in time. Thus it might be necessary to develop a keep alive mechanism which ties both bearer and signalling together.  On the other hand if the bearer and the signaling are so closely coupled then does this take away from the requirement that the IM subsystem has to be Access Independent? 
How long will it take for the SIP messages to get over the air? What is the recommended length of this Expiration Timer?

The appropriate value of the Expiration timer should be set based on how long a SIP message may take to traverse the air interface. 

The Expiration Timer is not reset if there are other SIP messages that are send through the statefull SIP proxy servers. 

The session timer draft says that the session timers at the UAC, UAS and involved proxies are ONLY reset when the refresh(ing?) INVITES are received at each of these nodes. This means that if there is other call signalling happening and a re-INVITE is dropped and delayed by the signalling of other calls, then the call can still be killed.

Why cannot the session timer be reset at all SIP nodes whenever any signalling activity is seen for a call leg? All concerned SIP nodes would record-route themselves into the call path for the duration of the call. Thus they would be aware of all call signalling.

This would save on air interface bandwidth and processing power tremendously 

Air interface bandwidth utilization and system capacity is directly proportional to the session-expires timer that is used?

Since the proposed session timer scheme requires periodic messages to serve as keep-alives, this will require additional air interface bandwidth. This could have an impact on system capacity given a fixed amount of bandwidth. 

Moreover, the frequency (and thus the number) of refresh messages is directly coupled with the session timer duration. This will also have an adverse effect on system capacity by some factor proportional to this duration. 

Could a service provider-B CSCF set a timer so low that it will have an adverse effect on the air interface capacity for a service provider-A? Do service providers need to agree on the recommended duration of this timer?

Session Timer would add yet another required header into every request from a UE or the P-CSCF.

This header could be inserted at the P-CSCF and be completely transparent to the UE. 

How would billing work?

To alleviate the problem of too messages and air interface capacity, we could set the session expiration timer to a larger value like 5 mins. But what if the UE drops into a coverage hole after the 1st min of the call. Assuming that billing involves the CSCF. Would the user be paying for extra 4 mins where the user was not connected to the network 

Media Gateway Control Function needs to have a Session Timer as well for calls terminating to and from the PSTN.

Since the MGCF initiates the SIP requests into the IM subsystem it also needs to have a Session Timer mechanism. 

Calls from a SIP network outside the IM CN subsystem.

When a call comes from another SIP network, outside the IM CN subsystem, it may have specified values of the session timer. These session timer values may be considerably shorter than those that are deemed desirable for the IM CN subsystem, for the radio interface, based on the discussion of other issues in this paper. A proxy can only decrease the value of session timer, not increase it. This problem could be caused either by the calling UAC attached to the foreign system, or by the proxies of the foreign system. This could also be the source of a denial of service attack on certain parts of the radio network.  Maybe the best way to solve this is to influence IETF to add a new error code to the SIP specs, e.g. "506 Bad Session Timer".  
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