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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

This clause is optional. If it exists, it is always the third unnumbered clause.

1
Scope

This clause shall start on a new page.

The present document gives examples of signalling flows for the the IP multimedia call control based on SIP and SDP. 

These signalling flows demonstrate the interaction with the IP-connectivity network (GPRS), and with the protocol provided at the Cx interface.

These signalling flows provide detailed signalling flows, which expand on the overview information flows provided in 23.228.


2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.

3
Definitions, symbols and abbreviations

Delete from the above heading those words which are not applicable.

Subclause numbering depends on applicability and should be renumbered accordingly.

3.1
Definitions

For the purposes of the present document, the [following] terms and definitions [given in ... and the following] apply.

Definition format

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the following abbreviations apply:

Abbreviation format

<ACRONYM>
<Explanation>

4
Methodology

Editor’s note: This clause is to give a general key to the interpretation of the signalling flows that are provided elsewhere in this document. 

Editor’s note: Should the flows be broken down for individual networks, as shown in annex B of 23.228 (i.e. procedure blocks), or should the signalling flows be end-to-end, as shown in annex C of 23.228.

Editor’s note: The level of detail provided in the individual signalling flows should be as follows:

· A sequence diagram showing all methods involved in the transaction, and identifying all methods in the sequence with a referencerable identifier. This diagram may be a copy or a dreivation of a diagram in 23.228, although there may be many more such diagrams. As such, the diagrams should use the same template and drawing package as the diagrams in 23.228.

· Using the referencerable identifier, an example of the contents of the method, showing all appropriate headers and body information (including SDP).

· Using the referencerable identifier, an example of the contents of the flows to the HSS, and the data stored in the HSS. Note that this may require some agreement with working group CN4.

· Using the referencerable identifier, an example of the data stored in the SIM. Note that this may require some agreement with TSG T.

· ……

Editor’s note: The number of clauses at header level 1 is intended to be open ended, and header levels below this may be proken down as required. The lowest level clauses will always be x.x.1 – Normal operation, and x.x.2 – Exceptional operation. An emphasis is placed on the use of generic error handling where possible, particularly for the case of syntactic errors, therefore the “Exceptional operation subclause may well be empty, or used to show service level rejection of the request.

5
Signalling flows for error handling

6
Elements of signalling flows for provision of IP-connectivity network

Editor’s note: The intent of this subclause is to provide set of subflows, that can be referred to from other flows, that show the creation of appropriate PDP contexts, and the maintenance and tearing down of those PDP contexts.

7
Signalling flows for REGISTER

Editor’s note: In the absence of information, break as 23.228

Editor’s note: The following issues, contributed in N1-001094 issue 2, needs to be reflected in flows for REGISTER, and for subsequent flows after REGISTER.

As a result of the registration procedures of TS 23.228 section 5.3, the UE and its Serving-CSCF have exchanged identity and routing information, and have left behind a “trail of breadcrumbs” to enable future signaling messages sent by the UE to reach the S-CSCF (for call attempts from the UE), and signaling messages sent by the S-CSCF to reach the UE (for call attempts destined to the UE).

For signaling messages initiated by the UE, there are several ways to implement this “trail of breadcrumbs”:

1. All of the message routing information could be stored in the UE.  This would likely take the form of a SIP ‘Route’ header, and would include information about the P-CSCF, any optional I-CSCF, and the S-CSCF.  This ‘Route’ header would be included in all INVITE requests sent by the UE.

2. The mechanism of draft-dcsgroup-sip-state-02 could be extended to allow the CSCF to establish state information during registration, to be returned in all future INVITE requests.

3. All of the message routing information could be stored in the P-CSCF, and added to the INVITE request sent by the UE

4. Each of the CSCFs could store a portion of the routing information, the ‘next hop’ from each, so that the P-CSCF stores the name/address of the I-CSCF (or S-CSCF directly), and the I-CSCF stores the name/address of the S-CSCF.

Choice (1) and (2) minimize the storage requirements of the CSCFs.  However, they cause additional information to be transferred over the air interface from the UE to P-CSCF.

Choices (3) and (4) minimize the storage requirements of the UE, and reduce the message size of the INVITE request.  However, they require the P-CSCF to store information about all the UEs currently located in the area it serves.  Note this includes all roaming mobiles, which is beyond the records normally stored about subscribers of the service.

For signaling messages regarding call attempts to the UE (i.e. mobile terminations), there are again several ways to implement the “trail of breadcrumbs”:

1. All of the message routing information could be stored in the subscriber’s entry in his home network’s HSS.  In addition to the S-CSCF name/address, routing information from the S-CSCF to the UE could be included, such as a SIP ‘Route’ header.  This is information that is written only at time of registration, and fetched only in handling of the initial INVITE request for a new call.

2. All of the message routing information could be stored in the S-CSCF, and added to the INVITE request as part of the service control.

3. Each of the CSCFs could store a portion of the routing information, the ‘next hop’ from each, so that the S-CSCF stores the name/address of the I-CSCF (or P-CSCF directly), and the I-CSCF stores the name/address of the P-CSCF.

Choice (1) has the advantage of storing the information in a place where there is already per-subscriber information, and adds no new storage requirements on the CSCFs.

Choices (2) and (3) seem to have no clear advantages.

7.1
Start of registration – User not registered
7.2
Continuation of registration – S-CSCF in home network
7.3
Continuation of registration – S-CSCF in visited network

7.4
Mobile initiated deregistration
7.5
Network initiated deregistration
8
Signalling flows for session initiation
Editor’s note: These have been listed by procedure block, as defined in 23.228.

Editor’s note: The following issues, contributed in N1-001094 issue 3, needs to be reflected in flows for INVITE, and for subsequent flows after INVITE.

The requirement of caller-id-blocking (aka calling-line-identification-blocking, CLIB), in an IP environment requires that the IP address of the caller be blocked as well.  If it was not, a mere ‘traceroute’ would provide the called party essentially all the information of caller-id.  The SIP ‘Via’ and ‘Record-Route’ and ‘Route’ headers would also provide identity information about the caller, and should also be blocked.

Hiding of ‘Via’ headers is discussed in RFC2543 section 6.40.5, though that text is likely to be deleted in future versions of draft-ietf-sip-rfc2543bis.  The mechanism should be retained for 3GPP, as a recommended extension to SIP.

Hiding of ‘Route’ and ‘Record-Route’ headers is discussed in draft-byerly-sip-hide-route-00.  The mechanism should be adopted for 3GPP.

In both of these cases, there are generally two alternatives for hiding this information from the UE.

1. The information in the ‘Via’, ‘Record-Route’, or ‘Route’ headers could be removed from the SIP message and stored in the P-CSCF.  When needed for a response or future request, they can be inserted by P-CSCF.

2. The information in the ‘Via’, ‘Record-Route’, and ‘Route’ headers can be encrypted by P-CSCF and the encrypted form be given to the UE.  In responses or future requests, the P-CSCF will decrypt the values and restore them to their original values.

Choice (1) clearly increases the storage requirements of the P-CSCF, while choice (2) clearly increases the bandwidth requirements of the air interface.

Editor’s note: The following issues, contributed in N1-001094 issue 4, needs to be reflected in flows for INVITE.

If the caller requested their caller-id to be blocked, but the network operator desires to offer the return-call service (*69), some mechanism is needed to hide the caller identity from the UE but still allow it to be addressed in a future call attempt.  The PacketCable DCS specification used a ‘private-URL’ for this purpose, encrypting the destination information.  The format of such a ‘private-URL’ was typically


sip:somelongstringofjibberishthatcanbedecryptedbytheCSCF@S-CSCF;private

There are actually two alternatives for dealing with this type of information

1. The information to be hidden from the user, e.g. caller identity, could be stored in the P-CSCF or S-CSCF.  When needed for the subsequent call attempt, it can be inserted by the CSCF.

2. The design followed by DCS could be used, and the hidden information could be encrypted and stored in the UE

Choice (1) clearly increases the storage requirements of the P-CSCF or S-CSCF, while choice (2) clearly increases the bandwidth requirements of the air interface.

Editor’s note: The following issues, contributed in N1-001094 issue 5, needs to be reflected in flows for INVITE and subsequent flows.

In developing mechanisms for call features in the PacketCable DCS group, there were several situations where hidden information was given to an endpoint for immediate use in establishing a new call.  The DCS design was to keep the SIP proxy stateless, and this information (which included typically special billing arrangements for the new call to be established) was encrypted and given to the endpoint.  The ‘private-URL’ always contained a timeout value, which limited its useable lifetime.

There are actually two alternatives for dealing with this type of information

1. The information to be hidden from the user, e.g. special billing information for a call, could be stored in the P-CSCF or S-CSCF.  When needed for the subsequent call attempt, it can be inserted by the CSCF.

2. The design followed by DCS could be used, and the hidden information could be encrypted and stored in the UE

Choice (1) clearly increases the storage requirements of the P-CSCF or S-CSCF, while choice (2) clearly increases the bandwidth requirements of the air interface.

8.1
Origination sequence

8.1.1
(MO#1) Mobile origination, roaming, home control of services

8.1.2
(MO#2) Mobile origination, roaming, with visited network control of services

8.1.3
(MO#3) Mobile origination, located in home network

8.1.4
(PSTN-O) PSTN origination (where the S-CSCF is a MGCF)

8.2
Termination sequence

8.2.1
(MT#1) Mobile termination, roaming, home control of services

8.2.2
(MT#2) Mobile termination, roaming, with visited network control of services

8.2.3
(MT#3) Mobile termination, located in home network

8.2.4
(PSTN-T) PSTN termination (where the S-CSCF is a MGCF)

8.3
Serving-CSCF/MGCF-to-Serving-CSCF/MGCF sequences

8.3.1
(S-S#1) Call origination and termination are served by different network operators, with home control at termination.

8.3.2
(S-S#2) Call origination and termination are served by different network operators, termination is done by visited network control.

8.3.3
(S-S#3) Call origination and termination are served by the same operator, with home control at termination.

8.3.4
(S-S#4) Call origination and termination are served by the same operator, termination is done by visited network control.

9
Signalling flows for session termination
10
etc.

Annex A (informative):
Documentation of temporary solutions that are to be submitted to the IETF

Editor’s note: This annex provides a temporary space for holding the contents of material that is to be achieving maturity, but is not yet regarded as stable. 

When the material achieves stability, then it will move to the main body of the document.

Annex B (informative):
Change history

It is usual to include an annex (usually the final annex of the document) for specifications under TSG change control which details the change history of the specification using a table as follows:

Change history

Date
TSG #
TSG Doc.
CR
Rev
Subject/Comment
Old
New

19/10/00

N1-001108


Version 0.0.1 Presented to CN1 SIP ad-hoc #1










































