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1. Objectives

This paper is a short summary on current activities in the SIP standards area including IETF and 3GPP. The objective of this study paper is to outline 

a) the different activity levels in the area of SIP 

b) some basic guidelines for SIP wireless extensions.

c) the preliminary SIP extension needs of  the current 3GPP architecture. 

2. Introduction

The early history of SIP can be traced back to 1996, when two competing proposals were submitted in the MMUSIC group of IETF.  SIP, as we know it today has evolved considerably since then and is continuing to evolve. For an introduction to SIP and numerous papers and tutorials please refer to Henning Schulzrrine’s comprehensive SIP page http://www.cs.columbia.edu/~hgs/sip. 

3. IETF SIP Working Group

The Session Initiation Protocol (SIP) is a session layer protocol specified in RFC 2543 and being developed actively by the IETF. The SIP working group became operational as a separate WG in September 1999. The fundamental building block of SIP is RFC 2543, which was published in March 1999. RFC2543-bis issued recently, builds on RFC 2543 and has updates about server behaviors and client behaviors and additional message processing details. The other fundamental building block in connection with SIP is SDP (RFC 2327), which is a capability negotiation protocol used with SIP to set up media sessions (equivalent to H.245). SIP WG has grown to be a very big and very active working group. The WG chairs have started delegating subtasks to specific design teams and task forces. Notable among them are the Call Flows design team headed by folks from MCI WorldCom, which recently produced an Informational RFC and the Distributed Call Signaling (DCS group), headed by AT&T folks, which has worked on SIP extensions in connection with the packet cable effort.

4. IETF standards process

The SIP extensions to RFC 2543 currently proposed are available as internet drafts. The internet drafts that have the prefix <draft-ietf-yyyyyy-xxx.txt> are approved work items for the working group. These are well understood and agreed as working group work items. These additions are expected to be part of SIP RFCs in the near future. 

In addition, there are many individual drafts that eventually may become working group items. Since the working group members have a strong influence on the work, some individual drafts that address a specific need, may quickly be re-issued as an IETF draft and get absorbed as a WG item.  Internet drafts  (IETF or individual) are considered as work-in-progress. Many internet drafts are also based on other internet drafts. 

 4.1 Types of drafts

Internet drafts may be written for an Informational RFC. This does not require IETF or WG approval, although it is very common to be discussed as a WG item, so that adequate comments and suggestions can be received.

Some internet drafts are written to be considered for a Best Current Practices (BCP) draft. The BCP drafts require an IESG (Internet Engineering Steering Group) approval. Although it does not require WG approval, it is very common for a BCP draft to be socialized among experts in the WG level. <Draft-camarillo-sip-isup-bcp-00.txt> has some basic guidelines about ISUP inter-working with SIP.

There are experimental drafts that can be issued as well, but no known SIP work belongs in this category. For further details on the internet standards process please refer to http://www.ietf.org/rfc/rfc2026.txt.

4.2 Standards RFC

There are three phases of a standards track RFC as outlined in RFC 2026.

Proposed standard: The proposed standard phase indicates that the standard is believed to work. SIP RFC 2543 is a proposed standard. 

Draft standard:

Draft standards are issued when known implementations exist and must demonstrate interoperability on all features. SIP bakeoffs are conducted for this purpose and advance this cause.

Standard: The standard is widely deployed.

5. SIP extensions

The following Internet drafts can be obtained from the SIP WG page http://www.ietf.org/html.charters/sip-charter.html and are approved WG items. 

Internet-Drafts: 

1.
SIP Session Timer 

2.
The SIP INFO Method 

3.
SIP 183 Session Progress Message 

4.
SIP Caller Preferences and Callee Capabilities 

5.
Reliability of Provisional Responses in SIP 

6.
The SIP Supported Header 

7.
MIME media types for ISUP and QSIG Objects 

8.
DHCP Option for SIP Servers 

9.
SIP Telephony Call Flow Examples 

10.
Management Information Base for Session Invitation Protocol 

The following is an additional supplemental page that provides links to many individual SIP drafts: http://www.softarmor.com/sipwg/.

In general the SIP extensions work can be classified into four broad categories:

1.Carrier-class Telephony extensions (QOS-assured methods and ISUP BCP drafts). It is good to be aware of the drafts under this category, as these might help in PSTN interworking issues.

      2.Packet Cable extensions (draft-dcsgroup-xxxxxx) which also address carrier class issues to some extent with <draft-manyfolks-resource-signalling-00.txt>. It is helpful to know that these drafts exist, as a reference point for QoS issues etc.

3.Protocol Plumbing work: Although some drafts in this category are loosely referred to as SIP extensions, in general, these drafts define additional methods to add to the fundamental building blocks of the protocol. These drafts are a MUST read and most of them would be relevant to the wireless extensions work. The drafts 1 through 8 have existed previously as individual drafts and are relatively mature enough to merit serious consideration for inclusion in the next RFC for SIP, which would enhance and supplement RFC 2543. The new RFCs are expected to address backward compatibility issues. 

4. SIP Mobility: Some preliminary internet drafts that have controversial proposals for doing soft-handoff using SIP have been issued. <Draft-itsumo-mobility-requirements-00.txt>. At best, this draft serves as yet another reference.

5.1 SIP and PACKET CABLE 

The SIP DCS (Distributed Call Signaling) Packet Cable Design Team has extended SIP for  “carrier-class” functionality while extending SIP for deployment in cable systems.  These efforts are spearheaded by AT&T. These drafts are mainly for packet cable systems, but may find some applicability in 3G systems. AT&T has submitted a slightly modified version of the resource signaling draft (#6) below in 3GPP for QOS.

Relevant drafts include: 

1.draft-dcsgroup-sip-arch-01.txt 

2.draft-dcsgroup-sip-privacy-00.txt 

3.draft-dcsgroup-sip-call-auth-00.txt 

4.draft-dcsgroup-sip-state-00.txt 

5.draft-dcsgroup-sip-proxy-proxy-00.txt 

6.draft-manyfolks-sip-resource-00.txt 
5.2 SIP – Protocol Plumbing

The following internet drafts are relatively stable and are expected to become part of the New RFC. As these key drafts are bound to become a part of the SIP standard, these (especially #1 through #6) MUST be taken into account when incorporating SIP into the 3GPP architecture.

1. SIP Session Timer <draft-ietf-session-timer-01.txt> This draft defines a keep-alive mechanism for SIP sessions. This draft is extremely useful for the behavior of stateful call servers.

2. The SIP INFO Method <draft-ietf-sip-info-method-01.txt> This draft defines the  INFO method which allows for the carrying of session related control information that is generated during a session.  One example of such session control information is ISUP and ISDN signaling messages used to control telephony call services.

3. SIP 183 Session Progress Message <draft-ietf-sip-183-00.txt>

This draft introduces the 183 informational response message that would allow a called user agent to indicate to the calling user agent whether or not the calling user agent should apply local alerting for the session. 

4. SIP Caller Preferences and Callee Capabilities <draft-ietf-sip-caller-00.txt> This draft describes a set of extensions to SIP, which allows a caller to express preferences about request handling in servers. It also extends the SIP Contact header to allow users to describe their communications capabilities and characteristics.

5. Reliability of Provisional Responses in SIP <draft-ietf-sip-100rel-00.txt>: This draft deals with adding reliable provisional responses (183 Proceeding) when SIP runs on UDP and the PRACK method for UACs.

6. The SIP Supported Header <draft-ietf-sip-server-features-02.txt>: This draft defines a SIP extension that allows clients to indicate, in a request, the set of extensions supported and a mechanism that allows clients, through an OPTIONS request, to determine the extensions supported by a server.

7. MIME media types for ISUP and QSIG Objects : <draft-ietf-sip-isup-mime-00.txt>This draft describes MIME  types can be used to identify ISUP and QSIG objects within a SIP message such as INVITE or INFO, as might be implemented when using SIP between legacy systems. This draft has useful procedures for interworking with PSTN.

8.   DHCP Option for SIP Servers: <draft-ietf-sip-dhcp-00.txt> This draft defines a DHCP option that contains one or more pointers to one or more SIP servers which enables a SIP client to obtain the addresses of the SIP servers during bootup.

There are additional individual internet drafts in this area. 

5.3 SIP and Carrier Class Telephony

The Call Flow Design team headed by WorldCom points out the applicability of SIP with practical situations. The SIP telephony call flows draft <draft-ietf-sip-call-flows-01.txt> was updated with SIP test messages from SIP bakeoffs. This draft is slated to be an informational RFC. This is a very useful draft and has a number of call flows outlined including call-forwarding, call-waiting services using SIP and includes details from SIP bakeoffs. Since this draft is going to be an Informational RFC, frequent updates are expected in this draft, until a reasonable level of inter-operability is achieved through SIP inter-operability tests (SIP bake-offs). 

Draft-sinnreich-qos-osp-01.txt proposes some QoS scenarios and proposes some 400 class responses for QoS failures .The draft calls for hooks in SDP/SIP for both QoS-assured (traditional telephony) and QoS-enabled sessions.

Draft-sdp-qos-00.txt proposes using special headers in SDP, while negotiating for session establishment and enabling QoS reservations. In some respects, this is an alternative proposal to the <draft-manyfolks-sip-resource.00.txt> 

<Draft-camarillo-sip-isup-bcp-00.txt> is not for an approved standard but an Informational RFC. Open issues for the sip telephony draft include SIP response codes to ISUP cause values and ISUP cause values to SIP response codes and non-standard parameters in ISUP messages. The problem domain for this example is ISUP_SIP_ISUP. The base line ITU recommendations used for this draft include Q.767 for ISUP messages.  

<Draft-zimmerer-sip-bcp-t-00.txt> is of particular interest which with SIP extensions, outlines the SIP best current practice to perform the exchange of signaling information between an Originating MGC and a Terminating MGC to complete calls. As the name implies, this draft is not intended for a standards track submission but still would got through the IESG approval process.

There are additional individual drafts, not discussed here for reasons of scope and brevity, but a very good list can be found in the supplemental SIP WG page http://www.softarmor.com/sipwg/drafts/.

5.4 Miscellaneous SIP Work

The SIP WG is progressing rather slowly by IETF standards, partly due to more and more new participants working in this field. The work schedule is about 2 months behind their original schedule and likely to slip further. The INFO method draft just completed IESG approval. The session timer draft has been made ready for WG approval and is expected to be part of the next RFC.  

The SIP Security Design team is tasked with evaluating the SIP security model, so that it can be clarified and strengthened in the next version. Of particular importance to this group is a formal review of threats and an explicit description of a security model. The team will produce an internet draft to be reviewed by the group for inclusion in the next RFC. 

Work on SIP MIBS for O&M has begun and is being authored by CISCO and SS8 networks. The draft has a number of SNMP counters defined, but no SNMP notifications defined yet. <draft-ietf-sip-mib-00.txt>

Among the notable new internet drafts on SIP is  <draft-singh-sip-h323-00.txt> which deals with SIP inter-working with H.323. Although work on this is not complete, this is a very good start for SIP-H.323 inter-working. 

 5.5 SIP and Mobility

The ITSUMO group, from Telcordia and Toshiba Research, wants to extend SIP for many wireless areas including micro-mobility and macro mobility. After the quiet expiry of an earlier mobility management draft, this group has submitted a requirements document. This draft is based on second generation architectures and in general does not take into account many 3GPP architectural needs. The draft <draft-itsumo-sip-mobility-req-01.txt> in its current form does not immediately address the needs of 3GPP Release 2000 architectures. 
6. SIP in 3GPP architecture

The 3GPP architecture group has chosen SIP for the Gm interface between the UE and the CSCF. Additionally, 3GPP has specified the use of SIP for the Mw interface between the CSCFs and the Mg and Mm interfaces.  

[image: image1.wmf]Gf

Gi

Iu

Gi

Mr

Gi

Ms

Gi

R

Uu

MGW

Gn

Gc

Signalling and Data Transfer

Interface

Signalling

Interface

TE

MT

UTRAN

Gr

SGSN

GGSN

EIR

MGCF

R-SGW *)

MRF

Multimedia

IP Networks

PSTN/

Legacy/External

Applications &

Services  *)

Mm

Mw

Legacy

mobile

signalling

Network

Mc

Cx

Alternative

Access

Network

Mh

CSCF

CSCF

Mg

T-SGW *)

T-SGW *)

HSS *)

HSS *)

Applications

& Services *)

MSC

 

server

GMSC server

Mc

Mc

D

C

SCP

CAP

MGW

Nb

Nc

Iu

Iu

R-SGW *)

Mh

CAP

CAP

R

Um

TE

MT

BSS/

GERAN

Gb

A

 *)

those elements are duplicated for

figure

layout purpose only, they belong to the same

logical element in the reference model

Iu


Figure 1: 3GPP Reference architecture.

6.1 Guidelines

The following basic guidelines need to be considered in the context of extending SIP for wireless use.

There are two levels of mobility in the 3GPP R00 networks. The first is micro-level mobility, where the terminal location changes are within RA/LA (Registration Area/Location Area). This movement could be within a single RNCS or span multiple RNCSs, depending on the definition of the Registration Area (RA) in the network. The second level of mobility is the Macro-mobility that takes place between RA/LAs. (Location Areas).

In both cases, according to the current 3GPP architecture, there is a Call Server (CSCF), behind the GGSN which is an anchor point. Hence there is no need for the Call server to be aware of the changes in RA/LA. Moreover, SIP is an application level protocol and SIP must not be aware of the link layer or network layer mobility issues implied by changes in RA and LA. The recently written internet draft <draft-kempf-cdma-appl-00.txt> attempts to show that given current IP routing algorithms and the constraints on a RAN (Radio Access Network), IP mobility solutions have little, if any, role to play in handoff WITHIN the RAN [1]. 
In summary, SIP being an application layer protocol must be maintained as such in 3G wireless architectures and not be impacted by underlying link layer or network layer mobility issues, until specific advantages can be demonstrated for including handoff. 

This approach for extensions has the following advantages:

1. RAN elements can be SIP agnostic.

2. Since SIP is a relatively new protocol, 3GPP can start small by restricting the interfaces initially to the core network and get the extensions worked with IETF with a specific smaller scope.

6.2 Preliminary wireless needs for SIP

SIP has also been selected as the protocol of choice by for the Mw interface between the CSCFs, in addition to the Gm interface between the UE and the CSCF. 
Some of the SIP extensions that are needed for the Gm interface and between call servers (CSCF and CSCF) for the Mw interface are discussed below. Further study needs to be carried out for the following needs of the 3GPP architecture. This list of extensions is not comprehensive and some of the needs may consist of outlining and defining SIP server behaviors to suit the 3GPP architectural needs. Furthermore, these extensions are not comprehensive by any means. As the 3GPP architecture continues to be refined in 3GPP, additional needs are bound to arise.

1.
Possible extensions to support UE authentication at registration time. (Application level authentication). This could be done with an AAA server behind the CSCF or by using GPRS authentication key –like mechanisms.

2. Possible extensions to exchange some subscriber profile/Call server capability exchanges for Mw interface between the CSCFs.

3. Possible extensions for call server (CSCF) message exchanges that may involve inter-system mobility for the application servers, for the Mw interface between the CSCFs. 

4. Extension mechanisms (DNS, or SLP or other alternate server discovery protocols) to find a SIP Server in the 3GPP network and scoping multicast requests for SIP server discovery within a network domain. This could be accomplished by merely specifying server behavior for the 3GPP environment. 

5.  Possible resource request messages for media gateway usage in roaming situations.

6. Extensions for mandating default codecs for wireless use and support for additional codecs in SDP (Session Description Protocol).

7. Accommodating addressing issues with the UE client.  (Is it IP Address, IMSI, or a URL in the INVITE message or any of these?)

8. Any wireless specific QoS parameter “hooks” with SIP. Although QoS is not performed with a call control protocol, SIP needs to facilitate QoS for session establishment.

9. Any wireless specific billing fields enabled with SIP. (SIP is not a billing protocol, but appropriate hooks need to be built in). 

10. Appropriate packet cable work extensions and other ISUP extensions that make SIP carrier class. <draft-manyfolks-sip-resource-00.txt>, ISUP inter-working drafts like <draft-camarillo-sip-isup-bcp-00.txt>.

11. SIP- H.323 inter-working <draft-singh-sip-h323-00.txt>. H.323 inter-working extensions needed with SIP for use in 3GPP networks.

12.  Any specific terminal extensions for the UE, including possibility of a thin client.

7. CONCLUSION

Although the number of SIP internet drafts may initially appear to be overwhelming, most of the SIP internet drafts with IETF prefix are eventually expected for approval and inclusion into an RFC in the near future. Each SIP internet draft attacks a very narrow specific problem domain and proposes either additional headers or additional methods (messages).  
When developing wireless extensions for 3GPP, RFCs as well as IETF drafts for standards track submissions must be considered.

The sheer number of individual drafts in the IETF in any specific area of SIP may be difficult to track. As the individual drafts get discussed in the SIP WG, they gain prominence and get re-issued. Many individual drafts expire and never get re-issued due to lack of interest in the work item or the acceptance of alternate proposals. As the drafts mature within the WG, additional versions (–02.txt, -03.txt) or upgraded IETF drafts are announced.  It is a good idea to follow these revised drafts more closely than the myriad individual drafts, as the revised ones reflect maturity of the work.

It is hoped that the guidelines discussed in this paper for SIP extensions and the preliminary list of wireless extensions will be a starting point to discuss the specifics needed for wireless extensions in SIP and the evolving needs of  3GPP architectures. 
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